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Introduction

This document describes how MS365 tenants onboarded to Cloud Malware can benefit from protecting both 
SharePoint and OneDrive.

How to get access to this feature?

Any M365 tenant that is onboarded with Cloud Malware now supports Sharepoint in addition to OneDrive.

Where can I find the Cloud Malware authentication page?

Authenticating MS365 with Cloud Malware is accessible in the Umbrella dashboard via:

Admin > Authentication > Platforms > Microsoft 365.

Under Cloud Malware, click on the Authorize New Tenant button and use the wizard.

How does Cloud Malware scan work?

Once the MS365 tenant is authenticated and authorized, the Cloud Malware starts to incrementally scan any 
new files and updated files looking for malware. A retroactive scan of the historical files can be initiated by 
Cisco support. The option for retroactive scans is available one week after the tenant is authenticated.

Where can I find documentation?

See Enable Cloud Malware Protection for Microsoft 365 Tenants.

https://docs.umbrella.com/umbrella-user-guide/docs/o365-malware

