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Vue d'ensemble 

EOL15812 

Cisco annonce la date d’arrêt de commercialisation et de fin de vie de Cisco Vulnerability 

Management, Vulnerability Intelligence, and Application Security Module (formerly known as 

Kenna.VM, Kenna.VI, and AppSec). Les clients ont jusqu'au 10 mars 2026 pour commander 

les produits concernés. Le dernier jour pour renouveler un abonnement existant 11 juin 2026 

pour commander les produits concernés. Les clients qui possèdent des contrats de service 

et des abonnements en vigueur (selon le cas) continueront de recevoir de l’aide du Centre 

d’assistance technique de Cisco (TAC) comme illustré dans le tableau 1 du bulletin de fin de 

vie utile des produits. Le tableau 1 décrit les étapes et donne les définitions et les dates 

relatives aux produits concernés. Le tableau 2 répertorie les numéros de référence des 

pièces du produit qui est l’objet du présent avis. Pour les clients dont les contrats de service 

et d’assistance et les abonnements (selon le cas) sont en vigueur et qui ont été payés, un 

service d’assistance sera offert en vertu des conditions énoncées dans les contrats de 

service et d’abonnement du client. 

Fin-de-La vie Les jalons 

Tableau 1. Étapes et dates relatives à la fin de vie de Cisco Vulnerability Management, Vulnerability Intelligence, and 

Application Security Module (formerly known as Kenna.VM, Kenna.VI, and AppSec) 

Étape Définition Date  

Date d’annonce de fin 

de vie  

Date à laquelle le document annonçant la fin de commercialisation et 

la fin de vie d’un produit est diffusé au grand public. 

10 décembre 2025  

Date de fin de 

commercialisation*  

Date limite de commande du produit auprès des points de vente 

Cisco. Passée cette date, le produit ne sera plus en vente. 

10 mars 2026  

Date de dernière 

modification des 

contrats de service: 

Subscription  

Pour les équipements et les logiciels non couverts par un contrat de 

service et d’assistance, dernière date à laquelle il est possible de 

commander un nouveau contrat de service et d’assistance, ou 

d’ajouter un équipement et/ou un logiciel à un contrat de service et 

d’assistance existant. 

10 mars 2026  

Date de l'arrêt des 

renouvellements de 

contrats de service:  

Subscription  

Date limite pour prolonger ou reconduire un contrat de service pour le 

produit.  

11 juin 2026  

Dernière date de 

renouvellement/de 

modification*:  

Subscription  

Il s’agit de la date butoir pour renouveler un abonnement existant ou y 

ajouter quelque chose.  

11 juin 2026  

Date de fin 

d'assistance **: 

Subscription  

Il s’agit de la date butoir avant laquelle on peut recevoir les droits de 

souscription applicables, le service et l’assistance associés au produit, 

conformément aux abonnements et aux contrats de service en vigueur 

(selon le cas) ou aux conditions de garantie. Après cette date, aucun 

abonnement ni service d’assistance ne sera disponible pour le produit, 

30 juin 2028  
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Étape Définition Date  

lequel deviendra périmé.  

*Pour les nouveaux abonnements, la date de la demande ne doit pas dépasser la date de fin de commercialisation. Pour les modifications 

ou les renouvellements d’abonnement, cette date ne doit pas dépasser la dernière date de renouvellement ou de modification.  

**La date de fin d’abonnement prévue pour les nouveaux abonnements ou les modifications d’abonnements ne doit pas dépasser la date du 

dernier jour d’assistance. 

Cisco will provide support for:  

a. One (1) year of bug fixes, maintenance releases, workarounds or patches for critical bugs from the 

EoS date, when reported to TAC.  

b. After the first year, Cisco will provide bug fixes, workarounds and/or patches, where available, for 

one (1) year for application software. Customers may be required to install a newer software version 

to receive the above software support.  

c. Support includes maintenance releases, workarounds or patches for critical bugs from the EOS 

date, when reported to TAC.  

Cisco will no longer provide support for new features, development, connector and algorithm updates. We will 

support current connectors but will not be building any new Connectors or making any shifts to new vendor 

platforms or data schema changes. The Cisco Security Risk Score algorithm will not be changing. We will not 

be adding support for CVSS4 or EPSS v4. 

Produit Partie Nombres 

Tableau 2. Numéros de référence des pièces du produit affecté par le présent avis 

Numéro de référence de la pièce du produit en fin de 
commercialisation 

Description du produit  

KENNA-OB-SUB Kenna Onboarding Support 

KENNA-JS-SUB Kenna JumpStart - MUST ALREADY HAVE KENNA 

SUBSCRIPTION 

MSLA-KENNA-VM Cisco Vulnerability Management Advantage for MSLA 

MSLA-KENNA-VM-PRE Cisco Vulnerability Management Premier for MSLA 

MSLA-KENNA-APPSEC Vulnerability Management -Application Security module- 

MSLA 

MSLA-KENNA-T1-VM Cisco Vulnerability Management Test Environment-VM Lic 

MSLA 

MSLA-KENNA-T1-APP Vulnerability Management Test Envt-Application Security-

MSLA 

MSLA-KENNA-PD Kenna Private Deployment for MSLA 

KENNA-VI-P4 Kenna.VI+ vulnerability intelligence (P4) 

KENNA-T5-APPSEC Cisco Vulnerability Management-TestEnv5-Application 

Security 

KENNA-VI-P1 Cisco Vulnerability Intelligence (0-100k employees) 
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Numéro de référence de la pièce du produit en fin de 
commercialisation 

Description du produit  

KENNA-APPSEC Cisco Vulnerability Management-Application Security 

module 

KENNA-T4-VM Cisco Vulnerability Management - Test Environment 4 

Licenses 

KENNA-T3-APPSEC Cisco Vulnerability Management-TestEnv3-Application 

Security 

KENNA-T4-APPSEC Cisco Vulnerability Management-TestEnv4-Application 

Security 

KENNA-T2-VM Cisco Vulnerability Management - Test Environment 2 

Licenses 

KENNA-T1-VM Cisco Vulnerability Management - Test Environment 1 

Licenses 

KENNA-T5-VM Cisco Vulnerability Management - Test Environment 5 

Licenses 

KENNA-T2-APPSEC Cisco Vulnerability Management-TestEnv2-Application 

Security 

KENNA-VI-P5 Kenna.VI+ vulnerability intelligence (P5) 

KENNA-VI-P2 Cisco Vulnerability Intelligence (100k-500k employees) 

KENNA-VI-P3 Cisco Vulnerability Intelligence (500k + employees) 

KENNA-T1-APPSEC Cisco Vulnerability Management-TestEnv1-Application 

Security 

KENNA-PD Cisco Vulnerability Management - Private Deployment 

KENNA-VM Cisco Vulnerability Management - Advantage 

KENNA-T3-VM Cisco Vulnerability Management - Test Environment 3 

Licenses 

KENNA-VM-PRE Cisco Vulnerability Management - Premier 
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Options de migration du produit 

Il n’existe pas de produit de remplacement de Cisco Vulnerability Management, Vulnerability Intelligence, and 

Application Security Module (formerly known as Kenna.VM, Kenna.VI, and AppSec) pour l’instant. 

Pour en savoir plus 

Pour en savoir plus sur la politique de Cisco en matière de produits en fin de vie, rendez-vous sur la page: 

https://www.cisco.com/c/fr_ca/products/eos-eol-policy.html. 

Pour en savoir plus sur les garanties des produits Cisco, rendez-vous sur la page: 

https://www.cisco.com/c/fr_ca/products/warranty-listing.html. 

Pour vous abonner et recevoir des informations sur l’arrêt de la commercialisation et la fin de vie des produits, 

rendez-vous sur la page: https://www.cisco.com/cisco/support/notifications.html. 

Toute traduction autorisée de ce bulletin publiée par Cisco et ses sociétés affiliées a pour but d’aider les clients 

à comprendre le contenu décrit dans la version anglaise. Cette traduction est le fruit d’un effort économique 

raisonnable. Cependant, en cas de différences entre la version anglaise et le document traduit, consultez la 

version anglaise, considérée comme la version officielle. 
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