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Entry-level

Validate your skills and
readiness for the field.

CCSTIT Support
Cisco Certified Support
Technician

100-140 CCST

IT Support

CCST Networking
Cisco Certified Support
Technician

100-150 CCST
Networking

CCST Cybersecurity
Cisco Certified Support
Technician

100-160 CCST
Cybersecurity

Technology and
Business Skills

Associate

Master the essentials
needed to launch
a rewarding career.

CCNA

200-301 CCNA
Cybersecurity
Associate | CCNA
Cybersecurity'
200-201 CBROPS
DevNet Associate /
CCNA Automation?
200-9071 DEVASG

Al Technical P )
810-110 AITECH

CCIE certification is a highly-regarded achievement
in the tech industry worldwide. It requires in-depth
networking knowledge, practical experience, and

CCIEE ise Wirel /
CCIE Wireless’

350-401 ENCOR + CCIE
Enterprise Wireless lab

CCIE Security
350-701 SCOR + CCIE
Security lab

CCIE Service Provid
350-501 SPCOR + CCIE
Service Provider lab

DevNet Expert/

CCIE Automation?
350-901 DEVCOR? + DevNet
Expert lab

.
Professional Expert
Customize your professional certification by choosing a technology track and concentration exam.

This will help you develop specialized skills and boost your expertise.
5 I C . 4%, )) Core exams in each CCNP technology passing a challenging exam.

Professmr!al—level t:er_tlfl[:atluns E;:ren (E)nncentratmn ('\CCNP) track also serve as qualifying exams for

each require 2 exams: xam ~ 7 (CCIE lab exams.

Core exam: Core exam: Core exam: EI’.O.f.&S.S.LQI:I.ﬂ.LLC.C.NE 400-007 GCDE
350-801 CLCOR 350-401 ENCOR 350-701 SCOR Cybersecurity® \ritten Exam + CCOE
(Choose one) (Choose one) (Choose one) Core exam: « Al Infrastructure Technology
300-810 CLICA* 300-410 ENARSI 300-710 SNCF 350-201 CBRCOR - Large Scale Networks
300-815 CLACCM 300-415 ENSDWI 300-715 SISE (Choose one) Technology
300-820 CLCEI 300-420 ENSLD 300-720 SESA 300-215 CBRFIR : gg;'i’cfzg‘f;cfﬁfgd
300-830 CLCCE?® 300-425 ENWLSD® 300-725 SWSA 300-220 CBRTHD Workforce of Mobﬁ,
300-835 CLAUTO* 300-430 ENWLSI® 300-730 SVPN Technology
300-435 ENAUTO? 300-735 SAUTO* DevNet Profesional / .
CCNP Data Center 300-440 ENCC 300-740 SCAZT CCNP Automation? IE Collaboration
Core exam: 300-445 ENNA 300-745 SDSI Core exam: 350-801 CLCOR +
350-601 DCCOR SCNP Servi oG . . 250-901 DEVCOR® CCIE Collaboration lab
(Choose one) i CCIE Data Center
300-610 DCID Provider Core exam: {Choose one)
300-435 ENAUTO® - .
Core exam: 350-101 WLCOR 350-601 DCCOR + CCIE
300-615 DCIT . 300-635 DCAUTO Data Center lab
300-620 DCACI 350-501 SPCOR (Choose one) 300-535 SPAUTO*
300-635 DCAUTO® (Choose one) 300-110 WLSD 300-735 SAUTO* CCIE Enterprise
300-640 DCAI® 300-510 SPRI 300-120 WLSI 300-835 CLAUTO* Infrastructure
300-515 SPVI 300-910 DEVOPS 350-401 ENCOR + GCIE
300-535 SPAUTO* Enterprise Infrastructure lab
300-540 SPCNI
) . oCT Fi . i Soluti ; . ) .

Excel in business leadership with Al

800-150 FLDTEC

500-220 ECMS

820-605 CSM

Master essential offensive cybersecurity
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Professional

Customize your professional certification by choosing a technology track and concentration exam.

This will help you develop specialized skills and boost your expertise.

Professional-level certifications Core
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( ottt ) Core exams in each CCNP technology
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CCIE lab exams.
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Expert

CCIE certification is a highly-regarded achievement
in the tech industry worldwide. It requires in-depth
networking knowledge, practical experience, and
passing a challenging exam.
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