z3)
X ﬁ%tﬁjﬁ%i EDH ., F1>TLITIEZL LY .
Aal)TF4NDLEE] EIE 'c1sco.
BT %
DRAAVRATLREREH

IA—TS5A XY a1a—av RIVO =TT KER
Y )1—2av X7 —F Tk

2026%1H15H



2025F =1

BRARIGY A /N —IZE

oY Lx7 - EHEILEE

v OO#.SUHLIIT7HET
3T, AL

vV HAN—KEBETORTLEE,
BIBARIL=T

v BREZBREVSAILA EREH
EXRERH

v EBEBRVATLEID RERK
T

v [T—3%ESELi-1L1T5
IL—THILITEER

EHz @Y [ CEUSEIRLGEN S, B
_Liﬁ(%i HEAN BEEEZ)DEICKLT . #HEEMIC

© 2025 Cisco and/or its affiliates. All rights r

ADSEm

v

'U'—/\ (2 TIE77‘|ZZ

v OLOYRh—FiERREODE v
Refd. ECH A ~—HFASH

V IAFON—BLEAT—E., v

LML

vV B—0917FTHERRS v
BEANEHR BEIANENR

ey (%

vV fHRAA-ILARZ. T1vdy

47 SR TIDE Y

YISAFI—0NE, W5 5%#ZH
THRIANZA

[BEAEIISNHH/PMTEE, 5o
T 4% RBTE

BNFRHATIAILAREE BN
PYRT—=INER
FHORICTHNFAN—HETERE
BR (RFHAE)

EESHAOKETCEHHELES
A DMEIE

Hbe =2
=1

LEDHTL

FLCIRIRZE

v

v

YIAF1—2 -EERROBE ER-M1275 FiEkiliEE

EEAVIFTESIHAN—RE K
i HVE 7 2%

B ERAN\VHA—RHAKRE, #
#FHIES

AR AT LIZHA/IN—RE, E
FHILTEERBEIC

AFEROTWEFO. BA—ILR
Wng

HR—MET DOSIZyN. MEgs e
EOT/KE

fiZLf- £ T,
ZENBEUE ST TOAICIE. BHREF) T4ICEIT SERIAMBIDELL D=

(s BN

—‘ﬁb\_th‘%g

KIEHREF2)TAIZEATHERMIIEUAR  ERNALET D)

]
cisco

Cisco Public



MIEDEWNE R DRRAITHIX IS

#Z8 #H#E ANITEESE) zEE
FLHE AN 5 FLHE AN E5 FLHE AN &5
+ B0 50 R0 + ITHETEEL TO N + ZE 7585 D FN Ak
+ BBHELTORA/ D/ + EFEEED XS + {2 E B E D &N
+ ITHMTEELTDR A/ 2/ I + BEHEELTOHR A/

Y <~
AREH A N—IEIS & BIRE WATEL

RICEZ P BEHAREZR
LTUWV=ARnlEESH?

F v b7 — 7 BB R £ DEEREEE D DR A DR

LA iy RS

. - PN

ZhE RN LR N 8L A .

v SRR RSSE AT + EHEEOHB R T

+ B L TR AT RIS c TEEESZHaALLT) *ADREOME "

4 *ﬁ, 'Elﬁj\*ﬁ/ﬁm + I%E?%)Ta/ny_luﬁj—éfﬂﬁﬁ
EHE + ITEEDRHFELLTOHR A/ S/

A —
HENTOL—Y) HEA(TEEDBSE)

© 2025 Cisco and/or its affiliates. All rights reserved. Clsco

Cisco Public



UGODEWVWEERGLIRAISHIFIEG + ROSDHEHF

E2 =] HE AITEESE) REE
ELRE RN N & ELRE RN N & ELRE RN EH; &
+ B D0 () + ITHfTEELTOME ) + EEBEEQHME )
+ HBEBELTOBRA/AH/IXIG + EIFEEDENH + $2EBEE D XN EH
+ ITHTEELTOR A/ D HT /RS + BEFLELTORR/ D H/XIE

KSOTDHEAFIZX A _ e e g
APRANE RN AftH A N —INEE T & BIHE HEEL

+ IDENET M

RICBZCEAAER
LTVl EESH?

el 3y} — o BB A U D BERRIS b b B A DEEL
A+ 4o St % K Aoy S % AR RN O¢
ELpR N © E RN O e "
- EERLEEEONS | | xpmuons | CTEEELTOME
+ A L UTHR B T/ IS + ITEERT AR ALLTD el "
*ﬁ,"‘%/ﬁ]\*ﬁ/ﬁm + EgL:d—éTa/D /—(-F'aﬁ?"é%ﬂaﬁ
EHE + ITESEDRERE LLTORE/ D/

#HE AITO1—H)

M@Mﬁ) aliafn

Cisco Public

© 2025 Cisco and/or its affiliates. All rights reserved.



BEEX 1) T« BT S ERERIRGE(ERE ) & (L (IrFE)

REEXT1UT1LE
FHRELD( = FEMEE) EBNTLD( = BE)DSF 5= DTS

BEREX1)TAIZBITEHERIL. 3DIZHFEIND
AIEZR: TAIDITEIOIR, BEEICEH>TEIZFRISNDIER

BMMER: AV E1a—30Rybc T —0DEHAZFIRALE-HE., F-EVATLDORES
[CLBHER

MIEMZE: MENGFECLEARBRRICE ST, [FHREECVATLMEGONIER

YR EZBIDEL
ZE (Threat) = [EEZMAS5ER (JREA) J
1JZ% (Risk) = TERICEBNFREL. TNICEOTEZTOELINELE T HAIEEE FER) |

© 2025 Cisco and/or its affiliates. All rights reserved.

CCCCC

Cisco Public



BEHRExa )T ¢TI SERAA
eI

o (S AT

) & (& (3R %)

FEHMEECVAT L MBICHTAIHR IO RAE(—RBIZE, EF2)TaR—ILED

LN d)

Bl: VI T7  N—F T DRKE(NT)  RED T GRES

R) AERDE R (TAtR - AR

ER(MEE) FabO—)LTEFEEAL. MEBEEER) (X YINDZ7OT7VvTT—F
(INYTFEA)OEEDRELICEST,. B =-bTEIENTRE

> X AT ERDERINESEGEZNVEERECRE DT, B S

BEHREXa) T4D3EZE(CIA)

= (Confidentiality): EFRISN = AT, [GERICT VR TES L
T2 (Integrity): [FERMNIEFET, ASASN TGN E
B FAtE (Availability): HMEZEFICLNVDTH., [FEHROVRATLMNFEZSHIE

CCCCC

Cisco Public



Bl {2 )T« ICEAT D EHE

1. BB EE
MaZzsp oM ITESBET LM IDLEEEY

EAXIRA: CIAD3IER (HE M -TEH-ATAM) .
B (AR - BRI KBIEDER

BHEEYRY: R —KE.ISMS, VRITER A
b OERIEEDERE

BeY: BfirsmDaic, L TDFEIREEEE
IW—ILZHENLT D

2. i fifpy A
WELHOFES ELGH YT —U 1DERE

Fyk7—%: TCP/IP. 7Aka/L, DNS, Web> R 7
LOtaE

BEY: WEENBDIEIE, SFHONSI ST IDEHE
HEBET D

© 2025 Cisco and/or its affiliates. All rights reserved.

A R0 5k (E5 4%
3. BRI LR fHB T
TBOFOIENY. TP HHRATIEE S

WEFE: IO T7 . DoSKHE, ZFHEKE, AIZH.
Mess it sl 2

FybT =I5 BES1b. FREE-FR A, PKI, & 15 il i

IURRARHEE: OSEXATA4. TINMREE . Y
85t R

f[l n%) EI I)IL

B BERMGEREFEICHL., ZREIAZTHEIZ (NW-
imR) ZeE A9 5
4. ER LM

AT UONREROIEFRR G ]
A TR BREN. 24T, OV AE . AT UFNRE
MEEEEE: MENESERDEBEETYIT—F

BE): MBEZ T =FRISHEZH/RICHIZ ., BIHSE
BDRENZEED

Cisco Public



CCSTHAN—tFa1) T A DEARZHIITE-IRE

o VAV N\VOHBERREBRDO3IDDIED—DELTIDELT
[T Rl BEE R KD EE ]
v TEEAIREGEREDAIE I D12ELTITFURILAMB AL

< L
« BFS(2024FREE)EDKIBAMDROONTNNDD =555
v XY TABEEDAMB DL FELTNS

vV X)) T4DEMREITTIEIEL TOAIINAESTIE—BUYEGFIBAEICSNTE,
ERNGEX)T4D)TIo—FBIZE T TOVENWEE RIS G TER0

< L
s X AT/ DEBNBEZFODAMDEETRZILITH=OIZIXAINTESH,
V 2T =X TFHhTE—TCEBEDA U SAVN—=U T ER T 5
v CCSTHA/N—tF )T ER(BARE/EESE)
v BEREBTRZERTELDIZ, BRETERLIAN LA OT-...
%ﬁ%ﬁ%@%@%é = FEuEH/ENNTEHLHH bl

© 2025 Cisco and/or it s. All rights Clsco

Cisco Public



BREE L LTOEL

e CCSTHAN—tFXa1)TARITDFEEERTIEIHAD., BIZEEDTERDHZ
TJA—NALE=RBIZIFTL=L{EMhoT=

C FOALHETROFAE(EELHEN) RO LE1 TR
DTS5 — (R EIE) IS DN THERBEDIZL TN

o CCST'U"f/\—‘t’:\::LUT'f’EHy SRIC.ITNRR—FFEEZEBELTH®RILD
BTABTOEZALAIRELGREYREENICANSCEZEHML THEA
->:<5E!:\ ITNRR—bEZERLI=-A R DFEATELEELZ LD TIEZELD

« BREWTELWVWYEEZEVODESCH EMZLGHNS, AT H>THRLLVAR
l ’DL\’C(IEEHETLE#‘QT@( B9 5 /BEIEFELEL TCEARER-EIE-NE

© 2025 Cisco and/or its affiliates. All rights reserved. . CIsco

Cisco Public



& CCSTHA/N\—tFa) T4 RKDIERK

FLOHTTEER!
—(y2IBwERE N 5%

chapter 1 [§#t+ 2 T 1 OEK[RA

chapter 2 fFHit ¥ T+ B

h chapter 3 ) RV &

Y4N-tF1)74 chapter 4 f§Rt % 2 U 7 1 (CEIT 2 #8#6 & 558

chapter5 AV Ea—433Ry FIT—0 A2 —3y MZET 550
chapter 6 3 fifTA9%Z B

chapter 7 %2y FJ7—OtFxa2 )T«

chapter8 TV Fi KA U bEFxa T« EYEBHEXL) T4
chapter 9 €4 > T > b3t

Y
3
O
-
|
9
2
x

4
2
3
>
x
7_-
4
x
O
a
=
=
it
£
#

DHSIEN S
'BIETEZEE A AR

T Y PR HBE [ 8
HAN—tFa)TOERZ RBETHERBHATPTULIEE. E A L
BRARTENZRRLLGHS. BECEREZBELZT!
S Y — o &
UV (AS:HJ\ —@,E“ L)\ 2232/\_~/)

YN Wy
https://book.impress.co.jp/books/1124101144

ol I 1l I h
© 2025 Cisco and/or its affiliates. All rights reserved. Clsco

Cisco Public



%I

UBIZESHT ., FENEYLEIEETL., BEWNMIROEHEEZHEFITEHAICIE
TEEGEAIHAL/IN—F 1) ToIZEITH2EBRNFINAVLETHY.,

FH/BEDE

ZiLIZEH B THRGERIZFEURITACENEE

2L

£ A

T/00—FXBIZEIELTEY ., ERIZHRAGA) YN TA) Yy brEEELLET,
L#L WEEHIZESTHRET, BICHLWTY/Ao—0FREZEZZ2FT,
BIZFUOETAFEFD] AEEDERIEITY,

HEADE

nya

KON

7

X2 T4 IXTEEZTOEEZETIEHY THA,
TOA—HELTH TBHZE] ELTIRA. BLWA—ILEFHAILZE WG EDQDEKREE
ZHRELEL &£ 5,

nya

EEEDE

7

:2/\

txa)T4R/ERIE AR K] TIREEL, EVRREMBRGT H=60D VXU EE] TT,
FHNRE-BOBECEAOAER. HEBAEENCLEZBEANHY ET.

© 2025 Cisco and/or its affiliates. All rights reserved

CCCCC

Cisco Public



I
CISCO



	Default Section
	Slide 1: 監修者が語る！ なぜ基礎が大事なのか、知っていてほしい 「セキュリティの土台」とは 
	Slide 3: 2025年ニュースの見出しから振り返る  様々なサイバー攻撃と被害
	Slide 4: 立場の違いと異なる視点/分析/対応
	Slide 5: 立場の違いと異なる視点/分析/対応 + 気づきの共有
	Slide 7: 情報セキュリティに関する基礎的知識(基礎知識)とは(抜粋)
	Slide 8: 情報セキュリティに関する基礎的知識(基礎知識)とは(抜粋)
	Slide 9: 例: 情報セキュリティに関する基礎的知識(基礎知識)習得の流れ
	Slide 10: CCSTサイバーセキュリティの本を出すに至った経緯
	Slide 11: 監修者としての想い
	Slide 12: ご参考: CCSTサイバーセキュリティ本の構成
	Slide 13: 最後に
	Slide 14




