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Al — Value Potential by Function

Impact, $ billion

@ Represent ~75% of total annual impact of generative A
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Impact as a percentage of functional spend, %

Source: McKinsey: The Economic Potential of Generative Al (2023).
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Four (out of 16) business functions could
account for ~ 75% of the total annual value
generated by Al:

« Software Engineering (Corporate IT,
Product development)

* Customer operations
» Marketing and Sales

« R&D

alnaln
cisco



The Breakdown of Artificial Intelligence

Artificial Intelligence

Machine Learning

Uses statistical models to learn from data to
perform tasks without explicit programming

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 5



The Breakdown of Artificial Intelligence

Artificial Intelligence

Machine Learning

Deep Learning




The Breakdown of Artificial Intelligence

Artificial Intelligence

Machine Learning

Generative Al

Al that produces content
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Leading trends impacting technology investment

Repatriation

Enterprises
repatriating some
workloads from the
public cloud back
on-prem

Gen Al Agents

e —

Proliferation of Gen
Al and assistant use
cases, driving
workflow automation

Inference

Q0 -

Advanced computing
is driving energy
consumption; Al

inferencing drives
compute to local and
edge networks.

—

Connectivity

WiFi7, satellite and
fiber adoption are
complicating network
connectivity and
orchestration

Risks

—00 -

Increased cyber
security threats are
necessitating more

proactive security
measures and

protocols

P—

@ Data Center

Service Provider

@ Campus & Branch Decision Makers



Compute Al portfolio

Address Al workloads with visibility, consistency, and control

Validated solutions for Al with compute, network, storage, and software

Build the model Optimize the model Use the model
Training Fine-tuning and RAG Inferencing

UCS Dense GPU Servers UCS Blade (w/GPU Expansion) and Rack Enterprise Al Edge

Dense compute for demanding Al Full stack Al with compute and networking

© 2025 Cisco and/or its affiliates. All rights reserved.




Introducing: Cisco Al PODs

A scalable architecture, built to support any Al workload simply & efficiently

N €7

(—

Training

C Al PODs N

TUNE DEPLOY

DATA
PIPELINE

Al
FACTORY

wooune  ONE Solution for your Al Infrastructure Journey ¢

GPU

ACCELERATED COMPUTE
ADVANCED SERVICES KUBERNETES

ADVANCED NETWORKING DATA STORAGE OPERATIONS

J
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Cisco Al PODs

A scalable architecture, built to support any Al workload simply & efficiently

Deploy Al with
confidence

Cisco CVD, NVIDIA ERA

Fully supported stack
including Cisco and 3™
party components

Cisco CX
Success Track

Orderable, use case
driven Al-Ready
infrastructure stacks
Inferencing.
Optimization.
Training.

Incremental, atomic-
level -or- fabric-based
cluster scale

© 2025 Cisco and/or its affiliates. All rights reserved.

Training

Optimization

/ EXTEND TO \

53

Cciscoe®
SECURITY

Al Defense Hypershield

Firewall/Nexus® SmartSwitch

A

Qo

OBSERVABILITY

. Observability Cloud

Open telemetry extensions

WORKLOAD MANAGEMENT & OPS

-~

ISOVALENT

-

(_ Cisco Al PODs )

Inferencing

hiss

AUTOMATION

® v »

OPERATIONS

otfrar]1e INTERSIGHT® &
CISCO NEXUS DASHBOARD

KUBERNETES

ACCELERATED COMPUTE

HIGH-PERFORMANCE
NETWORKING

&8, Red Hat

Al SOFTWARE
@ NIM Operator
NeMo

NVIDIA CUDA

-{
vbuntu
OpenShift 1

Cisco ucse

]
CIsco

\

EXTEND TO
STORAGE PLATFORM
ECOSYSTEM

“ NetApp- O IS"}"(')‘IEAGE'

NUTANIDX HITACHI

4 I

ADVANCED
SERVICES
INCLUDED

Cisco
CX Customer Experience

- J
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Bezpecnost Al




Al Security Journey

&

Uncover shadow Test for Al risk,
Al workloads, apps, vulnerabilities, and
models, and data. adversarial attacks

cisco © 2028 Cisco and/or its affiliates. All rights reserved. CGisod®Bhlitic

Place guardrails and
access policies to secure
data and defend against runtime
threats.

Cisco Security

15




The Al Defense Solution

Cisco Al Defense

Cisco

Security Cloud
Enforcement Points Discover: Inventory Al Assets

Fireuen Detect: Vulnerability Testing

End User
Protect: Guardrails & Enforcement

Hypershield

Discover: Inventory Third-Party Apps
Multicloud Defense

Detect: Assess Risk & Get Context

Employee
Secure Access Protect: Guardrails & Enforcement

Cisco Al Threat Research Labs

cisco © 2028 Cisco and/or its affiliates. All rights reserved. CGisod®Bhlitic

Model @ Openal

Providers A\

Connected
Data Sources

Third-party @ ChatGPT

Apps '® GitHub
L f;@" Clopillcl>t

Cisco Security 16
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Al Assistants Have “Skills”, Not Features

Al Skills

Troubleshooting, configuration,
recommendations, etc.

0 :

Al Assistant Platform

© 2025 Cisco and/or its affiliates. All rights reserved. . CIsco



Individual Al Assistants Are Integrated Across Cisco

Security Firewall, Secure Access, XDR, Hypershield, Duo

Networking Meraki, Catalyst Center, ISE, Catalyst SD-WAN

Obser\/abinty Splunk Enterprise Security, Splunk Observability, Splunk Enterprise

Collaboration | Webex Meeting, Webex Teams, Webex Control Hub

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 19



Cisco Networking Al Assistant Skills

Documentation Summarization Network Visibility

Troubleshooting O

Configuration & Migration

Impact Analysis & Optimization Support & Case Management

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 20



Cisco Firewall Al Assistant Skills e

Documentation Summarization Policy Insights

Policy Rule Creation Policy Analysis & Optimization

Firewall

Ticketing Integration with CX AlOps Integration

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 21



Cisco XDR Al Assistant Skills e

Documentation Summarization Explain and Recommend

Respond and Remediate Interpret Incidents

Al-Generated Notes Preemptive Detection & Response

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 22



Improve alert fidelity | XDR + Al Assistant

Suspected Malicious URL  x
on ip-192-168-249-115

Deliver risk- and impact-based . " Priority @)  Status Incident Report..
prioritizations with threat correlation o O wew  we  Reported by Cisco XDR Analytics (cisco-dcloud-
— ‘ rtp) 18 hours ago
. . Unassigned
Investigate, prioritize, respond, e : —— MITREg/-—\»
ab 1( P 29084 \\ 4
and recover from one console -

Priority score breakdown

Command every response and
action with Al-driven automation .. . 78 10
Suspected Malicious URL on i 7 8 O Detection  Asset

. . . Risk Value at Risk
Get confident verdict with

cross-domain telemetry and
threat intelligence enrichment -‘ Short description

The device communicated with a suspected
malicious URL. The alert uses the Suspected
Malicious URL observation and requires URL data
provided by firewalls via the Cisco Security
Analytics and Logging (SAL) integration or
Enhanced Netflow.

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 23



AgenticOps - Agntcy




AgenticOps

Cross-domain Multiplayer Purpose-built models




Agents Empower LLMs to Solve Real-World Problems

Al Agents reason on problems and use tools to solve them

U,Lk ( )
13 Al Agent 2 N

Agents LLMs, and Tools Task ‘ﬂ Al Agent 1 | ,
| | AlAgent3 ”ﬁ
J 4

© 2025 Cisco and/or its affiliates. All rights reserved.




Outperforms general-purpose models by ~20%

Deep Network Model

Purpose-built for networking,
expert accuracy

GPT-40 Llama 30B GPT-40 mini Gemma Cisco Deep
TAC and CX insights Network

Accuracy on CCIE-style multiple choice questions (590-question benchmark), May 2025




Capabilities

Chooses Adapt & Execute
Agents & Tools Recover Autonomously

Reason & plan

© 2025 Cisco and/or its affiliates. All rights reserved.




An Agentic Ops Example

LLM reasons
LLM on the data
Interprets provided by
Prompt agent and
tools

® || | )

(]
LLM + agent begin

Prompt: Is our A .
; gent asks the solving problem
SD-WAN having LLM to interpret

problems? A few
sites seem slow

Agent returns .
an answer to Answer is returned
ask help from tools, to user

the prompt including Meraki, the user
ThousandEyes, Splunk

l MCP Server l
Meraki &housandEyes(@ splu nk>

Check SD-WAN
status in Meraki Ask ThousandEyes Ask Splunk to pull

Dashboard to provide telemetry network data and
data other relevant logs

\_ J

© 2025 Cisco and/or its affiliates. All rights reserved.




Agentic Ops Across IT and SecOps

Al Assistant

4 \

Al Canvas

© 2025 Cisco and/or its affiliates. All rights reserved.

Campus and Branch

]| Catalyst Center

y,

Data Center J

7

U™ webex

(=] Nexus Dashboard

Topology, client details, location, etc.

nl[](;)l Cisco Meraki

Voice and video experience

ThousandEyes&

Data center network management.

Hyperfabric

Security and Observability J

splunk>

Cisco and third-party insights

7)) IS

Firewall

Security & connection events

%& Duo

Topology, client details,
location, etc.

z?% SD-WAN

WAN, Internet, App Insights

Identity Intelligence

Data center network management.

;@: Intersight

Authentication Insights

Secure Access

Authentication & compliance

@ XxDR

WAN Details

User trust level, identity checks
& reasons

Unified management, automation,
security.

Private & SAAS Resource
Access

Related Threat Incidents

s
cisco




Al Assistant

Shared Workspace

Introducing Al
anvas

Single canvas for cross
domain troubleshooting

Generative Ul with reasoning
built-in

Keeps NetOps, SecOps, IT
and execs on the same page

© 2025 Cisco and/or its affiliates. All rights reserved.

‘i Al Canvas | Network health summary

= AlAsjistant
Now chécking Splunk alerts...

o v|a C
[ J

9 Al Assistant 1105 am

Error logs confirm MX device issues. Packet
capture needed to verify, but you don't have
permissions.

Error Logs Frequency  Splunk

10:00 14:00 18:00 22:00 02:00 06:00 10:00
Time (Hours)

Normal (0-50) [l Warning (51-150)

Critical (>150)

R g C

Ask the Al stant a question

Assistant can make mistakes. Verify responses.

MX84 Performance Metrics (Last 24 hrs)

Meraki

2.8% Packet loss

18:00 22:00 02:00 06:00
Time (Hours)

Packet loss Critical point

Network Path Visualization: San Jose to Financial Cloud

Thousand Eyes

[ e B ®

San Jose MX84 ISP Internet
Branch 2.8% Loss Router

Normal connection Problem connection Packet loss point

]

Financial
App

Error Logs Frequency ' Splunk

Normal (0-50)

18:00 22
Time (Hou

B Vering (51-150)

Invite collaborators

Everyone you invite will have edit access.

| wil@acme.com

+ Rio CuzcoFlores  + Melissa Gibson

+ Francesco Raieli  + Elisabeth Langley-Jones.

Who has access
only you

< Regenerate Al summary

Ticket #INC-2025032801: San Jose financial
app slowness. MX84 showing 2.8% packet loss
during transaction peaks. Possible correlation
with new SFP in port 1 (installed 3/25). Admin
permissions needed for further troubleshooting.

Cancel

s
cisco




Al Canvas

Investigate an open ticket from ServiceNow

The Al Assistant guides

interactions with the network
in natural language

Al Canvas reads the ticket

and reasons how to solve the
problem

Collects information from
tools like ThousandEyes,
Meraki, and Splunk to
troubleshoot the issue

© 2025 Cisco and/or its affiliates. All rights reserved.

‘Ui Al Canvas canvas-2025-07-11-12-25-43

= Al Assistant

BRANCH-CHI-MDF1.1-
MX68CW - WAN Interface
Performance

Loss Rate

42.78% o6

WAN interface latency  90.91ms (baseline < 50ms)}

Correlation and Potential Issues

Both Meraki and ThousandEyes data indicate
substantial packet loss, suggesting network
congestion or underlying connectivity issues. The
significantly higher latency reported by
ThousandEyes relative to Meraki implies that the
problem may worsen beyond the initial connection
point monitored by the Meraki device.

Jittor 1.1ms (baseline <Sms)

Remediation Suggestions : The path view confirms
our internal network issue. This is completely within
our control to fix. Here are some solutions you can

implement immediately: Network path performance analysis  Thousandeyes

« Configure QoS on the MX device to prioritize the
application traffic.
« Limit non-essential traffic during business hours.
« Add DSCP tags to application traffic for network- o pd 8 @
wide priority. -
172.21.10.207 172.21.101 BRANCH-CHI-... 172.16.100.254 198.27.154.1
. ...38.0ms latency) . Latency: 86 ms) Latency: 87 ms)
The end-to-end network analysis is complete. Act
on the provided remediation suggestions. Please
escalate to an expert if the problem still persists.

Connection @ Packet loss point
e i) c «|] »
00:40

tant estion

Assistant can make mistakes. Verify responses.

@ [ sonerw o) [Viowaetny |

BRANCH-CHI-MDF1.1-MX68CW - WAN Interface performance (Last 24 hrs) Meraki

® 8 o

198.27.135.249 Multi-hop Application - on.

.Latency: 90 ms) .tency: 231 ms)

s
cisco




Collaboration Across Multiple Teams and Users

| @  invite sent successfully X
~N

‘dses Al Canvas canvas-2025-07-11-12-25-43

( Everyone you invite will have edit access.

One shared workspace for
NetOps, SecOps, IT, and execs = AlAssistant —_—

MX68CW - WAN Interface d
Performance + Anand Raghavan + Yan Leigh

Loss Rate

. . . Both Meraki and ThousandEyes data indicate v\/_\/\/\/_\ Whonasaccess
Drag and drop findings to persist  Morsk s ThusandEye i

BRANCH-CHI-MDF1.1-MX68CW - WAN Interface performance (Last 24 hrs)  Meraki + DJ Sampath + Lizzie Parker

Correlation and Potential Issues

substantial packet loss, suggesting network 42 78 0/ ° Only you
H congestion or underlying connectivity issues. The (+] 5.04%
and share with the team bt oain :

ThousandEyes relative to Meraki implies that the WAN interface latency  90.91ms (baseline < 50ms)} performance degradation at the Online
Py : Jitter 1.1ms (baseline <Sms)
problem may worsen beyond the initial connection Boutique's Chicago branch, affecting all 24

point monitored by the Meraki device. users. The problem was reported by a system

f [ ER alert,
Al eVO | Ve S Ca nva S W I t h eve ry Remediation Suggestions : The path view confirms indicating frequent transaction failures and
a a a A ; : R P timeouts. The network analysis reveals
q U e Stl O n 3 I n S I g ht ) a n d a Ct I O n e e significant packet loss and latency issues, with

our control to fix. Here are some solutions you can the Meraki device BRANCH-CHI-MDF11-

implement immediately: Network path performance analysis MX68CW showing a loss rate between 32.44%

« Configure QoS on the MX device to prioritize the :_:: :_f\g:;:’;’:y::’::; ';‘z‘;z:g’zur:g:r::'s'
application traffic.

even higher latency at 238ms and a packet loss|
« Limit non-essential traffic during business hours. of 43.5%, suggesting network congestion or

« Add DSCP tags to application traffic for network- pod b pad (2] () 8 connectivity issues beyond the initial
wide priority. connection point.

172.21.10.207 172.21.101 BRANCH-CHI-... 172.16.100.254 198.27.154.1 198.27.135.249 Multi-hop

- 38.0ms latency) Latency: 86 ms) ..Latency: 87 ms) ...Latency: 90 ms) " .
The end-to-end network analysis is complete. Act Recent actions include an end-to-end network

on the provided remediation suggestions. Please analysis, whlcr} C_onﬂrmed ln§emal netymrk

late t: rt if th bl till ist: issues. pi
escalate to an expert If the problem still persists. et Sl Pac et Foee mot include configuring QoS on the MX device,

& © o) limiting non-essential traffic during business
hours, and adding DSCP tags for network-wide
priority. The issue is within control to fix, and
escalation to an expert is recommended if
problems persist.

Assistant can make mistakes. Verify responses. Cancel @
.

s
© 2025 Cisco and/or its affiliates. All rights reserved. cisco




Troubleshooting and Execution Across Multiple Domains

canvas-2025-07-11-12-25-43 -

Unifies telemetry across Cisco = Mt e
networking, security, cloud, apps

9 Al Assistant

Al correlates and diagnoses N otwerk

Loss Statistics Vs Splunk v

across the full stack Aovliatia Partormnce

Executes agentic workflows
across domains

© 2025 Cisco and/or its affiliates. All rights reserved.




Splunk Al




Splunk Al

0010

4 \( : : ) 01010
Detect Investigate Respond Predict
5 g P 0101
£ L N and /’Q\ Data Access:
= =1 J.|.|.|J.|_ P Splunk + Cisco
©
<

Data Analytics Automation '
S AN J ﬁ

Domain Expertise

Platform Powered by O
B (I Co
ML/DL LLMs Agentic LLMs Trusted Partner for
’ Safe Al

il
cisco

© 2025 Cisco and/or its affiliates. All rights reserved.
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Splunk Machine Learning Tool Kit (MLTK)

Industrial Assets

_J 0

Consumer and
Mobile Devices

K

oT

© 2025 Cisco and/or its affiliates. All rights reserved.

Every Search Can
Use Machine
Learning

DD

Third-Party
Application
S

=[]

Smartphone
s and
Devices

Flash lights

Send an
email

File a
ticket

Trigger
process flow

Send a text

st
cisco

Cisco Public



Splunk App for
Data Science and Deep Learning (DSDL)

Extension for MLTK to operationalize advanced custom Al / ML use cases

Built for Data Scientists

» Code Examples: Guided model building, testing, and e
deployment of deep learning frameworks = O-8 o (7\ pecassessirrralll IN 55 [ foiin 08
« Container Management: Containers & Models can be - Lgd B EE g e
productionized for scalability & optimization of resources, T
e.g. CPU & GPU -

Notebook for Deep Learning App for Splunk

* Frameworks: PyTorch, Tensorflow, SpaCy, DASK, Rapids,
Spark, Jupyter Notebooks & Tensorboard, ...

Extensible to operationalize any use case
* Open Source:

!\IeW fra.me\.NorkS & Pyt[‘lon.lerarleS freely available for scrm——— MACHINE LEARNING! SPLUNK APP FOR
integration into DSDL via github e TOOLKIT DATA SCIENCE AND
_ _ T e T | _DEEP LEARNING
» Acceleration: Support for GPU accelerated machine WA WV AV

learning and inference pipelines SRR )ik

alfrenfn.
cisco

© 2025 Cisco and/or its affiliates. All rights reserved.
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Splunk Al Assistant for SP

» Write or explain SPL with
bi-directional translation

» Upskill new and advanced
Splunk users quickly

p Access the full knowledge base
for answers in Splunk product

e

B Chat
® Usage guidelines

€3 Settings

Give us feedback!

Want to share your feedback?
Contact us by email at
misupport@splunk.com

Q

Using data models, get top 10 users W

ailed login attempts over the past week

| tstats count from datamodel=Autf

Authentication.action="failure" ea

Authentication.user ation.Authentication where

| top limit=1@ Authentication.user Jt=-7d@d latest=now() by

8 Copy [2 Open in search

The query retrieves the top 10 users with the
7 days.

est number of failed authentication attempts in the past

PL command details

The tstats command is used to retrieve statistical information about indexed data, in this case, counting

the number of events.
from datamodel=Authentication.Authentication

This specifies that the data should be retrieved from the Authentication data model, which contains

structured data related to user authentication events.

|

Splunk Al Assistant is under development and actively improving responses based on your feedback.

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 42



NEW - Splunk Al Assistant for Security

Investigate faster

Answer analyst questions to
speed up daily workflows

Save time while addressing
threats more rapidly

Access natively within
Splunk ES

Apps ¥

Bn Control

Overview Automation

Overview

Excessive failed logins

Threat Activity Detected

@) Messages ~  Settings ~

Dashboards ~ Explorer Search

Activity v Q Find

Configure ~

Geographically Improbable Access Detected 392.398.23

Intelligence Search

= Custom fields

Related Jira ticket

from 10.163.194.46 to 8....

> Possible phishing attack
user tim_tailor837726

AWS Cloud Provisioning

From Previously Unseen |.

v MITRE ATT&CK

Gather Victim
Host
Information &

Client
Configurations &

RDMP-334

ES-87416

High

4

This investigation is created
when the location of the log...

dadf475219f5co6df67... ¥
modnotable_results
notable

Drive-by
Compromise &

Phishing &

arphishi
Attachment &

Spearphishing
it

Location

Detections

Command and
Scripting
Interpreter @

10.206.12.17
231.23.12323
342432434

China

Bejing

20505060

UsA

Mexico

San Jose

Tijuana

True

Tim Tailor

Ttailor07

View options

Account
Manipulation & SJ

Browser

Extensions &

Event Triggered
Execution &

Change Default File

Geographically Improbable Access Detected 392.398.23

Event Information

s

SaraJones 2
Which host dow

Al assistant

Sure, | can help with that. The following query ca!
downloaded the files?”

SPL

ed and

=

workstation-478.internal.domain
erver-932.internal.domain
192.168.10.47

192.168.10.123

SMB

\\server-932\share\payroll_data.xlsx

\\server-932\share\configsys

nloaded the files?

| tstats count WHERE ind

action="d load"

L B I O

Sara Jones
Run query

host

ot initiate SMH}

© 2025 Cisco and/or its affiliates

. All rights reserved. Cisco Public 43



Introducing - Splunk Al Assistant for

Observability Cloud

Find and fix issues faster using
natural language in Splunk
Observability Cloud

} Surface key insights by chatting
with your data

Accelerate investigations by
creating new charts

} Get context and support as you
troubleshoot

Ve

S cpiore

“ah - Environments:All ¥ Workflow : A

View | Services (10), Databases (2), Inferred services (1)

< Overview

(@ Show Legend

AZ

C

| see 3 critical alerts triggered for paymentservice,
can you explain more?

| can certainly help with that!

The upstream service from paymentservice is called
checkoutservice, which had critical alerts triggered
30 minutes before alerts were triggered for
paymentservice. Two deployments were made to
checkoutservice today. This could be related. You
can explore these services visually from the service
dependency map in APM, or | can assist you with
some metric names to further explore. Which of
these next steps would you prefer?

View service dependency map in apm

Suggesting some metric names

L R R

> Ask me anythir ut your environment

358 days leftin trial

= Observability Assistant

e dependency map in apm

some metric names

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public 44
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Al-Powered Webex Suite

Al note O Webex !
Ve gt sgusid e & Public %Rewrite message%
The Summer 2023 productench s on ;

track.Procuct marketing s aking poin for |

prodctposc

Messaging % Alpha Project Strategy Team ~
&) o
B e Couen Mewinos Ao
W Mok
e ok
i S R e e e e
e projct we worked o What do Yo think o the laest aha poject

Soon will update document

B S (i
o g e L T e AT e e
_ e i for every -
e DD Fr24 Kickoft laniing
Vour personal Al suggested task. 4 15 to the user interface, which can enhance user
e s o oot
" e
1) Friendly
D 6 © GG 5 o
[ ——

can consider features or gamified elements to atract usr interest
‘Smartchapter o approvas.
( 12
PR PR PR
Ly AL N o

Feadback . ¥ Ming is drafing up th aceitonal
budget proposal request,

i Thanks for the feedba chec document shortly!

Spring campaign

Giteln L GiLiiedy witn Send the perfect message with Communicate globally with

© 2023 Cisco and/or its affiliates. All rights reserved.




New Al Agents for Webex Suite

2 Notetaker > CQ@ Polling Agent > (@ Task Agent >

CE Meeting Scheduler> < @ Receptionist >




General Availability

, Q1CY26

Meetings
&5 Al Notes
Notetaker

= " 29 Sep 2025
Monday, 29 September 2025

Feature plan review

10:20 AM - 11:20 AM

Instantly transcribe,
summarize and capture —

10:35 AM - 11:30 AM

action items from in-person o

conversations %

Al Notes transcribes and summarizes your
in-person meetings and conversations.

Title

Al Notes (Sep 29, 2025)

Start Al Notes

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public




Polling Agent

Al spots discussion
topics and prompts live
polls for immediate
engagement

© 2025 Cisco an

(8 Mute V

d/or its affiliates. All rights reserve

@ Stop video v

d. Cisco Public

: Share

General Availability
Q1CY26

QRS TTRCTCRS L
. . X
@  Would you like to create a quick poll to
identify the team's top sprint risks?

Create poll

9 Alassistant ) (@) (8 |@) ()




General Availability

Q1 CY26
| N T R O D U C I N G - Working from home 2 Q' Search, meet, and call ‘\£ & Connect to a device

Tasks = | % Cisco Al Assistant

I a S k Ag e n t Add a task O Create a Jira ticket to resolve

profile image upload issues

Incomplete tasks

Create date Source

(O Create a Jira ticket to resolve profile image...
©) Tue, Jan 21

Wed, Jan 15 3 Quick Sync Up

(O Schedule a meeting with the development...
© Wed, Jan 22

Action items in one

(O Design a user flow for onboarding O© Tue, Jan 21 | Add priority |

Notes

place with proactive = e
tips to help you
complete each task ARt kg st

profile image upload issues?

\ Yes, create it ,\

& Call Settings &2 &5 @ L1 Multiline & Call pickup

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public




INTRODUCING

Meeting
cheduler

Use meeting action
items to trigger smart,
automated scheduling

Working from home ‘@
@20
§ Tasks

A 1

Create a Jira ticket to resolve profile image upload issues

EZ

Schedule a meeting with the development team

Design a user flow for onboarding

Prepare a presentation for the stakeholders

o
&b

%S Call Settings Multiline & Call pickup

© 2025 Cisco and/or its affiliates. All rights reserved. Cisco Public
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& Connect to a device

Cisco Al Assistant d X

Schedule a meeting

9 OK, based on your action item of New feature
Kickoff, I've drafted a meeting. Please review

and adjust as needed.

@, Timeline discussion for PE

&  2025/03/05 1:00 PM - 1:30 PM

Invitees

te@e

[ All participants are available.

Agenda

« Cover enhancement importance
» Review current status

« Discuss timeline options

« Finalize the plan

09:34AM * & @
Schedule Edit

More...

Ask Al Assistant
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00:01
Treadnova Tires

Receptionist

Automate routine queries,

transfer calls, and more -
powered by Webex Al Agent




More powerful search capabilities

Across meetings, calling And across
and messaging in Webex enterprise content

\) Cisco Al Assistant
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Copilot
Integration

Bi-directional

integration to access
collaboration content
and productivity tools

(’ Copilot

File

GD

[P Y

Project Nova Status Update  ¢g C

Home Insert Draw Design Transitions Animations Slide Show Revi

*

Project Nova
Status Update
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ything
View  Help (I Comments | “wCatchup & Present v | Editing v
= Webex Al Agent

Hello Molita!

What has Don Johnston
Meeting?

ction items regarding the
upcoming Nova Event?

Can you summarize the key updates on
Project Nova from our last meeting?

Working on a response for you...

@®

Ask a question
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Plain LLM vs. Chat

request user prompt

—

~— system
||| prompt

client — LLM — | history

context

| | | mobile
S~ app guardrails

response

no context S~




Demo

Session ID: BRKSEC-XXXX
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https://openwebui.com/
https://github.com/open-webui/open-webui
https://github.com/open-webui/open-webui
https://github.com/open-webui/open-webui
https://github.com/open-webui/open-webui
https://github.com/open-webui/open-webui
https://github.com/asgeirtj/system_prompts_leaks
https://outshift.cisco.com/
https://agntcy.org/
https://github.com/agntcy/coffeeAgntcy
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