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Cisco Security Vision and Strategy



ComplianceWorkforce mobilityDigital transformation Risk management

Global scaleCloud adoption Application workloads

Business demands a lot from security teams



Phishing

DDoS

Advanced Persistent Threats

Ransomware

Botnets

Wiper Attacks

Data/IP Theft

Spyware/Malware

Man in the Middle

Drive by Downloads

Malvertising

Unpatched Software

Rogue Software

Credential compromise
Cryptomining

Attack landscape 
constantly evolving Supply chain attacks



Companies in Korea receive over double the 
average number of security alerts compared to the 
global average

Percentage of 
organizations that 
reported receiving 
more than 100,000 
alerts a day 14%

25%

35%

Global

Asia Pacific

Korea



Korea has made great strides in investigating more 
incidents and remediating legitimate alerts
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Average number of alerts investigated Average number of legitimate alerts that are
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Downtime in Korea is a much greater issue than 
for other regions

Downtime following a data breach in businesses in Korea vs Asia Pacific vs Global
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They also face higher costs from cyberbreaches

67%

37%

31%

% of breaches costing $1M + 

Korea Asia Pacific Global



Korea has one of the highest number of 
organizations that use more than 10 vendors in 
their security environments

The percentage of 
organizations in 
Korea who use more 
than 10 vendors has 
also risen

34%

2018

56%

2019



Korean businesses are experiencing higher fatigue 
levels than global and regional averages

60%

52%

30%

Cybersecurity fatigue levels

Korea Asia Pacific Global



Constraints are not helpingé

34%
32%

26%
24%

Budget constraints Lack of knowledge

about advanced

security processes

and technology

Organizational

culture/attitude

about cybersecurity

Lack of trained

personnel

Top four barriers for 
adopting advanced 
security 
technologies in 
Korea 



Isnõt it time for security solutions to act
as a team?



A platform that enables better outcomes 
with one solution or many



Protect your
business with
the strongest
security team
on the planet

Network

Endpoint

Cloud

Application

Management
and Response

Continuous Trust Verification

Constant Threat Intelligence

The Cisco Security Platform



Your
future

secured

Your
success

accelerated

Your
experience
simplified

The Cisco Security Platform



Your 
experience 
simplified

Reduce complexity with an integrated and 
open platform that strengthens operations, 
gets out of the way, and gives your team 
time back.



Consolidated
management

Secure access
from anywhere

Cloud- delivered
simplicity

Time- saving
automation

Security embedded
into the network

Operations made easier so you can focus on what 
matters



Your
success
accelerated

Champion innovation with a powerful, 
pervasive platform that keeps you safe as 
your business pursues whatõs next.


