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Cisco NSO Advanced for Python
Programmers (NSO300) v4.0

What you’ll learn in this course

The Cisco Network Services Orchestrator (NSO) Advanced for Python Programmers (NSO300) v4.0
course continues thelearning journey ofthe NSO Essentials for Programmers and Network Architects
(NSO201) v4.0 course with NSO to include customizing templates with Python programming, Docker
deployment, and Nano services. Youwill learn to create advan ced services usingthe NSO application
framework and Python scripting with both new and existing Layer 3 MultiprotocolLabel Switching (MPLS) VPN
services. You will also learn how to manage and scale these services to reduce operation consumption, and
increase both security and available physical space, since Virtualized Network Functions (VNFs) replace
physical hardware. Youwill use Network Functions Virtualization (NFV) orchestration features, and Cisco
Elastic Services Controller (ESC) to manage virtualized network functions.

Course duration
e [nstructor-led training: 5days in the classroom with hands-on lab practice
e Virtual instructor-ledtraining: 5days of web-based classes with hands-onlab practice

e E-learning: Equivalentto 5daysin the classroom

How you’ll benefit
This course will help you:

e Tailora Cisco Network Services Orchestrator solution for your organization

e Manage Virtualized Network Functions (VNFs) automated, efficient, and dynamic network functioning

Who should enroll
e System engineers
e System integrators
e System programmers

e System administrators

Network administrators

Solutions designers
How to enroll

E-learning

e Tobuy asinglee-learning license, visitthe Cisco Learning Network Store.

e Formore than onelicense, oralearning library subscription, contactus at learning-bdm@cisco.com.

Instructor-led training

e Find aclass at the Cisco Learning Locator.

e Arrangetraining atyourlocation through Cisco Private Group Training.



https://learningnetworkstore.cisco.com/on-demand-e-learning/cisco-nso-advance-python-programmers-nso300-v4-0-elt-nso300-v4-025305
mailto:learning-bdm@cisco.com
https://learninglocator.cloudapps.cisco.com/%23/course-details/8770
https://www.cisco.com/c/en/us/training-events/resources/training-services/technology/private-group-training.html

Course overview

Technology areas

Software-Defined Networking

Service Provider

Course details

Objectives

After completingthis course, youshould be able to:

Describe the NSO application framework

Deploy NSO in Docker

Implement Python- and template-based service

Describe service lifecycle integration

Describe the implementation of Layer 3 MPLS VPN service for a new service deployment
Implement Nano services

Describe theimplementation of Layer 3 MPLS VPN service for an existing deployment
Describe managed services

Implement stacked services

Describe how to scale service orchestration

Describe the European Telecommunications Standards Institute Managementand Orchestration (ETSI
MANO) Framework

Manage VNF Lifecycle with Cisco ESC
Implement NFV

Prerequisites

Before you take this course, we recommend thatyou have the knowledge and skillsobtainable by attending the
NSO Essentials for Programmers and Network Architects (NSO201) class, plus have knowledgein the

following areas:

Basic knowledge ofthe command line of UNIX-like operating systems
Basic knowledge of Network Configuration Protocol (NETCONF)
Basic knowledge of Yet Another Next Generation (YANG) data modelling

Basic knowledge of Python software development

Outline

Discoveringthe NSO Application Framework

° NSO Transaction Model and Mapping Options
° NSO Python API Overview

Deploying NSO in Docker Containers

o Comparing NSO Deployments

° NSO in Docker Overview

Developing Python and Template-Based Service
o Service Strategy

o Service Design—Service Model
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Course overview

Integrating Service Lifecycle

o Service Lifecycle Overview

° Integration Options Overview
Developingalayer 3 MPLS VPN Service for New Service Deployment
o Service Strategy

o Service Design—Service Model

Developing Nano Services

° Nano Services

o Service Design Manual Resource Allocation
Developing Layer 3 MPLS VPN Service for Existing Deployment
o Existing Service Deployment Strategy

o Existing Service Deployment Design
Introducing Managed Services

o Managed Services Overview

o Resource Allocation

Implementing Stacked Services

o Stacked Services Strategy

° Implementing Resource-Facing Services
Scaling Service Orchestration

o Optimization Options

o Layered Services Architecture Design
Discoveringthe ETSI MANO Framework

o Network Functions Virtualization Initiative

o ETSI MANO

Managing VNF Lifecycle with Cisco ESC

° Introductionto Cisco ESC

o VNF Lifecycle Management

Orchestrating NFV

° NFV Orchestration (NFVO) Bundle Introduction
o VNF Descriptor
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Course overview

Lab outline

e Create NSO Docker Environments

e Create Switch Virtual Interface (SVI) Service Using Premodification Service Callback
e Implement Nano Services

e Create an L3VPN Service Using Dynamic ID Allocation

e Perform an L3VPN Service Upgrade

e |Implement Stacked Services

e Deploy Link State Advertisement (LSA) Service

¢ Integrate Cisco ESC and OpenStack

e Deploy NFV for Demilitarized Zone (DMZ) Service

e Implement Self-Test Action
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