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Al is bringing changes and challenges

1,000s

Al Agents per
enterprise expected

~

H1 risk

Al-enhanced
malicious attacks

~

64%

of orgs face IT skills
shortage by 2026
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Is your Campus
Network Al ready?

For explosive traffic, for increased
security risks, for more complexity

|||||||||
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Architecture for
Secure Campus

Operational simplicity
powered by Al

Scalable devices
ready for Al

Security
fused into the network

CCCCC



Operational simplicity
powered by Al




Unifying Catalyst & Meraki

Catalyst Meraki

( Catalyst Center — Meraki Dashboard )

Catalyst License Meraki License

afa]
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Our unified platform

( Management > < Assurance > < APl / Integrations )
PLATFORM

F (
eile] N
HARDWARE Cy9 N
Smart Secure Industrial
Switches loT

Routers Wireless
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AgenticOps
The New Standard for IT Operations

OBER

Cisco

Al Assistant

Al Canvas Al Assistant

Cross-domain collaborative troubleshooting Accelerate network operations

with Al-driven root cause early with Al that sees lean teams and built-in together with shared

Cut MTTR to near seconds Catch critical issues Operate at scale with Troubleshoot faster
and resolution. across the stack.

Al expertise.

© 2025 Cisco and/or its affiliates. All rights reserved.

context across teams.
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Al Canvas

‘b Al Canvas | Application performance degradation

= AlAssistant & ~

(@ AlAssistant

ServiceNow SRTK0023941 ' ServiceNow.

Reported by
System Administrator on 03/28/2025 at 09:45 AM PST

Deseription

Received a ThousandEyes alert and reached out to Maria Chen to confirm. She said users at San Jose branch
35 lays when processing financial in EFP. Started i

minutes 3go. Affects all 24 users at the branch. No recent changes reported.

00 l & Generate report ] [ View activity l

S$J-MX105-01 WAN interface performance ~Meraki

Loss rate

16.4% ©2

WA interface latency  87ms. (baseiine <50ms)

H A Thi h sh il link bet i ServiceNow Ticket SRTK0023941 7 ditter 15ms (baseline <5ms)
Troubleshooting and execution iyl ol i .
= L congested, financial app failures spike almost
a CrOSS m U|t|p | e d O m a I n S instantly. Riglht ”0:“'. Criticall':lransac:iuns are SJ-MX105-01 performance (last 24 hrs) Meraki
competing with non-essential traffic during busy
periods. The concurrent scheduling of mandatory 2 alysis
security-related software updates could be a . 15%
H H significant contributor to these congestion 2
Collaboration across multiple o ® - . -
o
users (NetOps, SecOps and st ot 1 e - = o o o e = — e
eX e C S) statfl:tics vs. EFP application e (CJEE
performance
Splunk ~—— Connection @ Packet loss point
. . 20%
Built on the foundation of the s v 0
Cc Will enkins. ir fon 03/24/2025 1626
Deep Network Model : =
8:00 08:30 Heleteam
I'm follawing i
il’nfllum: Si: J\ﬂelir:n‘h.‘ln S
W Packetioss [l Transaction failure rate reassurance that this issue wilbe sesobved by then.
=== e
L] m c Thank you for your urgent attention to this matter.
‘Best regards, Maria Chen
Senioe Director, Finandial Cperations
[ Ask the Al Assistant a question > J

(53
|_]
|
45

Assistant can make mistakes. Verify responses.

© 2025 Cisco and/or its affiliates. All rights reserved. cisco







GA | JUNE

bl Meraki Q search C QA 08 ®

| | | |
nifi Man ment - -
0 Maratiseon . Organization Summary |© testoay - View okd version

Network-wide
Device status © © 19 offline

u v
ESSUIAnER ’ Uplinks 96 t WAN appliances 96 tot Cellular gateways 96 tota Switches 96 totat
, @ Allonline © 9offline 16 recovered @ Allonline © 9offline 16 recovered

Security & SD-WAN

Access points 96 tota Controllers 96 tot Cameras 961 Sensors 96 tot
] 2 Switching s © 1offline 6 recovered @ Allonline 16 recovered © Allonline @ Allonline
a n e nVI l O n I I le nt e
Cameras Organization insights

Sérnsors Infrastructure  Applications

Organization Impact across networks Trending networks

Issue type Totalimpacted Change Network Health Change

S ea m | e SS C O nt ro | a C rOSS C | O u d ElndiaMend Clients 543 4511 1. London ©80pts  -20pts
. 2 A Network devices SFO-Corp O76pts  -18pts

O n - p re m ’ O r hy b rl d Infrastructure . Chicago-Data.. ©82pts  -18pts

Applications San Francisco 9 76 pts -14 pts

Tokyo 9 88pts -12pts

New enterprise campus capabilities

Good Fair

Network Healthscore O . Scorechange Network tags Clients Network devices Infrastructure Applications

Network name © 70 pts. -24pts. Office Q48 Q 84 pts @ 100 pts © 100 pts

Al-powered automation and assurance

Network name O 84apts +1pts office O68pts ©84pts © 99 pts © 100 pts

Network name A 86 pts -20 pts Office A 80 pts 9 76 pts © 100 pts © 100 pts

ol
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Expanded cloud management for Catalyst portfolio

EIESS Switching Routing

Full wireless support Expanded management for

: Y Next-gen routing
Scale large campus wireless access and core switching, :
with GombUEIe A including C9200 and C9500 support coming

— EA | MAY — EA | JULY HA | JUNE

Cloud management powered by cloud-native I0S XE

afraln
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Large campus cloud capabilities

Powerful Switching
Capabilities

Support campus
deployments with BGP, VRF,
ISSU, and I0S XE stacking

GA | MAY

© 2025 Cisco and/or its affiliates. All rights reserved.

Fabric for
Secure Networking

Simplify NetOps with a
secure fabric and micro/
macro-segmentation

GA | JULY

Cloud CLI for
Flexibilit

Q

Simplify onboarding and
flexibility with operating mode
options and Cloud CLI

ALPHA | JUNE

e,
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Claim individual devices

a3 Scan with Meraki mobile app

".1"':'1")-

Download the Meraki Mobile app for iOS or Android and use
Claim Device

Enter manually

Claim individual devices and license keys, or just hardware. To name device at
the same time, enter using the format: "device cloud ID, name" for each line

Device Cloud ID (Meraki serial number) or license key - one per line
Q5TD-GPJJ-GXSF

Where can | find these numbers?




Network ¢« Fabrics
Nook-HQ-SF .
Create fabric

Network-wide

reate a fabric, you will need to provide a name, select one or many networks where the fabric will be built, and select as to t! L t
I} Security & SD-WAN 0 Fabric setup |
) Fabric name
&  Switch
San Jose campus
. Wireless
Select networks/network group
Batiane Aa =< Network A Network B
g Systems Manager &
¢ BGP autonomous system number BGP auth key
. -amera - . - F .
65500
. Sensors
Underlay loopback IP pool
Il Insight 192.0.0.0/23
®  Organization i
9 Select roles for devices
' ) ted } 3 ri ¢ | { le f - ind ave [ t
o Admin — —
Filters
)
o items selected Select all [Remove role ] [jdit role J
X = Devices . Status . LocalIP . Networks . Serialcolumn . Tag . Roles . Action
MDF Core-01(9500-24Y4CX2) © Online 10.18.188.1  Network A Serial number Tag
MDF Dist-01 (9500-48YA4Cx2) © Online 18.18.192.1  Network A Serial number Togl Tag2
MDF Dist-02 (9500-48Y4Cx2) © Online 18.18.176 .1 Network A Serial number Tag 2 Leaf
| NetB-MDF-Stack (9300x Stack) © Online 186.198.28.1 Network B Serial number Tag 3 Border Spine Leaf
I3 NetC-MDF-Stack (9300x Stack) © Online 16.19.40 .1 Network C Serial number Tag Border
NetD-MDF-Stack (9300x Stack) © Online 16.19.36.1 Network D Serial number Tag Border

Rows per page

w
o
~N
=]

Cancel




© AVAILABLE | NOW

Assurance across
every digital
experience

Deep visibility across both owned and
unowned networks

Al-powered insights surface
experience-impacting issues instantly

Closed-loop workflows trigger automated
remediation

Al Assistant accelerates root cause analysis
end-to-end

ol
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CIsco

Y 4
I\

© 202

. Prab Singh
Mar Demo App Show Filters J
A
Mon, Jun 2 00:52 - 00:54 PDT (13 hours ago) < D> D May 5 May 8 May 11 May 14 May 17 May 20 May 23 May 26 May 29 June
00:30 00:45 01:00 01:15 01:30 01:45 02:00
Path Visualization Map Table
h h

Show 2 Of 2 Agents ¥ IP Address Labels @& 8 hops k 3 hops

Group Agents by Agent ~ Interfaces by IP Address ~ Destinations by No Grouping ~

Highlight All ¥ | Search Network, Country, IP Ac Forwarding Loss > 10% (0 Nodes) v  Link Delay > 100ms (O Links) ~

Select Info (1) ~ © Undo (1) Reset To Default

Boston, MA h I EE——

216....4.254 216.

1173 218....1&63.2...28.85 62.11....237 f 62.11...191

52.93.76.38 52.93.76.51

a \ ) YRR 3

63.2..28.21 6211....245 62.11...

189 52.93.76.116 52.93.76.125

a . E—
\ “3,

“reas
H TTTTeE —— 3 — 5

----
Rag

London, England F \ \3 3

64.2...413052.93.76.47

108....244.2
@ web.mar-demo-app.....net (13.59.79.18)
AWS Elastic Compute Cloud
Topology Available
a 5
108....244.0

212..18.57

89149139.5 1541..134 W web.mar-demo-app.p...et (16.16.88.236)
AWS Elastic Compute Cloud

Topology Available

m
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Scalable devices ready for Al

|
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What technologies make up the Secure Campus?

Catalyst Center | Meraki Dashboard

Wi-Fi

Wi-Fi 7
Wireless Controllers
Campus Gateway

© 2025 Cisco and/or its affiliates. All rights reserved.

e
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Switching

Cisco Catalyst
Cisco Meraki
Cisco Smart Switches

S

NV

Routing

Cisco Secure Routers
Cisco Catalyst 8000

ThousandEyes

Medium
Large

ol
cisco



ODUCING

Scalable devices ready for Al

Smart Switches Secure Routers Campus Gateway Secure Firewall Large Venue Wi-Fi 7

ALL ORDERABLE JUNE 2025

i),
© 2025 Cisco and/or its affiliates. All rights reserved. CciIsco



Introducing

Smart Switches for the Al-powered campus

High-performance,
low latency

_“.x.x_-Dm.

'_!!1;: m m mmf:i ......... —

- —_- -_——A—- @ T o

..if. -ﬁii V g~

Cisco Silicon One +
co-processor for
security and Al

Post-quantum
secure

Intelligent _ _
" eelgﬁ;?er?(?yergy Cisco C9350 Smart Switches

aleie e 2025

O L A
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Unparalleled density,

speed, and security I ntrOd u Ci n g

Smart Switches for the Al-powered campus

Backward compatible
chassis with front to
back airflow

e S

Powered by Cisco —— ===

Silicon One

L
- v

High density o A
chassis with state- 11 1 Cisco C9610 Modular Core
of-the-art hardware st st Smart Switches
Entirely modular and :‘U‘Lﬁiﬁihh&ﬂ \
upgradable system _SS Sissleiapa)

i
CiIsco
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Boosts hardware

encryption post Powe red by
quantum security ] __ ]
I Cisco Silicon One for Scale, Security,
ntelligently adaptable to = =
mitigate link failures, and EffICIenCy

congestion, and
bandwidth challenges

Flexible and
programmable for
future Al and ML

workloads

Silicon One A100L and
Silicon One K100L

High-scale and
low latency for time-
sensitive applications

Efficient power
performance

e,
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Cisco 8000 Series Secure Routers +
Firewall for Campus and Data Center

8400 Secure 8500 Secure
Router Router

Firewall 3100

S Firewall 4200  Firewall 6100
Series Series

i
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Wi-Fi 7 for every operational scale

. NEW

( )
CW9172

6 spatial streams

Omnidirectional

Ceiling mount and
wall plate form factor

CW9176l

12 spatial streams

Omnidirectional

10 Gbps, GPS, UWB

|
\"

CW9176D1

12 spatial streams

Integrated directional
10 Gbps, GPS, UWB

CW9178

16 spatial streams

Omnidirectional

2x 10 Gbps, GPS, UWB

-

)

CW9179F

16 spatial streams

Software-defined radios

2x 10 Gbps, GPS

Wi-Fi 7 | Global use AP | Unified license | Al optimized



Scales up to IntrOdUCing

5,000 APs
and 50,000 clients The New Campus Gateway

Easy migration for
existing LAN
controller
architectures

No need to anLE TODAY

re-cable, change
VLANS, or disrupt
operations

Cisco Campus Gateway

ol
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g
Security fused into the Network :




New threats attack networks directly

\

.

Attacks on Infrastructure

Exploits like Salt Typhoon that target
unpatched software on key infrastructure

\

p

© 2025 Cisco and/or its affiliates. All rights reserved.

Attacks on Encryption

“Harvest now, decrypt later” attacks where
encrypted data is extracted and stored,
anticipating quantum computing.

sl
cisco



Security fused
into the network

25 Cisco and/or its affiliates. All rights reserved

Securing access to apps
anywhere

Securing network
connectivity

Securing network
access

Securing the device

CCCCC



Securing the device

Secure from hardware to software, from boot time to runtime

Trustwor
Technologies Verifi
Supply chain ‘ No tampering detected
attack (
Hardware / ..... ‘ Booted securely
tampering attack @ -~~~ /. )
— @ feesee... .y R -‘ Image authenticated
BIOS/Rommon | R ( a | ..... o
attack cesee

R EEE NI IR Hardware authenticated

A
o
A

Software binary

attack \ ‘ No spoofing detected
Runtime
attack ‘ Data protected from MITM attack

© 2025 Cisco and/or its affiliates. All rights reserved. 31
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7
FUTURE

‘dueh Catalyst Center Q & O @ Q@ | R mr

Live Protect -

Network Device Security

Overview Device vulnerabilities

Mitigate new threats in
near-real time—without
upgrading image or
rebooting device

73 Al vulnerabilities 12 Live Protect available for deployment @ 37 Live Protect deployed U

ch || CVSSs Jevic m i ect status = Filters 73 ilts Resca

Vulnerability Details G Affected devices Live Protec Hits ©
CVE-2023-20198 New Web Ul Unauthorized Access Vulnerability . @ Available

CVE-2024-20169 Command Injection Vulnerability 9. @ Available

CVE-2023-20154 SNMP Remote Code Execution ¢/ Available

CVE-2023-20049 Authentication Bypass Management Interface 9. @ Protection

CVE-2024-20467 Privilege Escalation via CLI 9. ) Observation

CVE-2024-20480 SSH Key Management Vulnerability @/ Available

CVE-2023-20177 IPv6 RA Guard Bypass 1 @ Protection

CVE-2024-20508 Privilege Escalation through Configuration API 8. @ Protection

CVE-2023-20200 CLI Privilege Escalation i @ Available

CVE-2024-20437 Buffer Overflow in HTTP Server 8. © Observation

of 73




‘il Catalyst Center Q & O ®@ QG | K admin v

Network Device Security

Overview Device vulnerabilities

73 Al vulnerabilities ° 12 Live Protect available for deployment L;’ 37 Live Protect deployed U

= Filters 73 results Apr 22 2025 09:41 Rescan

Vulnerability Details ® - Affected devices Live Protect © Hits ©®

CVE-2023-20198 New Web Ul Unauthorized Access Vulnerability ¢/ Available
CVE-2024-20169 Command Injection Vulnerability L Available
CVE-2023-20154 SNMP Remote Code Execution - @ Pending
CVE-2023-20049 Authentication Bypass Management Interface . Protection
CVE-2024-20467 Privilege Escalation via CLI ; % Observation
CVE-2024-20480 SSH Key Management Vulnerability E ¢ Available
CVE-2023-20177 IPv6 RA Guard Bypass g @ Protection
CVE-2024-20508 Privilege Escalation through Configuration API J @ Protection
CVE-2023-20200 CLI Privilege Escalation . ¢/ Pending

CVE-2024-20437 Buffer Overflow in HTTP Server : % Observation

Rows per page | 20 ~ | 1-200f 73 2

© 2025 Cisco Systems, Inc. Privacy policy Terms of service




Securing network connectivity

S
NN\

Network traffic

S 8§ 8 8 8NNV
® & & & & % VAN

® & 0 0 ¢ 8 %V

o. o. o. o. : : : : : :\\\\» |OT/OT . 2 |PS€C

c e Managed @t """""""""" MACSec
| il B WAN MACSec

p O 0 0 0 0 001111 Unmanaged

© 2025 Cisco and/or its affiliates. All rights reserved. cisco




Securing network access

Scalable microsegmentation to protect every connection

& ®

>
\ AEI

loT robot

n
Dg ®

Employee
Devices

© 2025 Cisco and/or its affiliates. All rights reserved.

Policy Tags P

ooo_]\

Y
N

e N

Software Defined Scalable Group Tag
Access (SDA) (SGT)

Identity Services
Engine (ISE)

NN
ooao0

O

Factory Control

X ® |l
." HR Systems

i
CIsco



Securing Users, Device access to Apps with Universal
ZTNA from Cisco

Unmanaged D Same optimized experience
devices Enabled by the network
Managed e
devices /%
09 o
People ([ |7 — /
Things o, — s i

Remote Campus Branch AirplanRemote Oil rig Stadium Field



Growing
operational
complexity

Challenges in the branch

© 2025 Cisco and/or its affiliates. All rights reserved.

Rising security
vulnerabilities

Lean IT teams &
talent shortages

Demanding apps
and new Al
workloads

e,
cisco



This requires a new
branch architecture

25 Cisco and/or its affiliates. All rights reserved



Architecture for
Unified Branch

Operational simplicity
powered by Al

Scalable devices
ready for Al

Security
fused into the network

CCCCC



Operational Simplicity powered
o \VAA\




Introducing Unified Branch: Platform led Secure Networking O

Architecture

-

( Management ) ( Assurance ) ( API / Integrations )

Agentic Ops
‘ N ‘ N ‘ )
= = 3
Wi-Fi L Switching L (,\“T’SEWJFRQX?EU

&

Branch Automation: CVD based Branch-as-Code & Workflows

Support & Service Offers

aYaYe

)
>/

© 2025 Cisco and/or its affiliates. All rights reserved.

NetOps

Full stack + platform led architecture:
Secure WAN services, Switching
and Wi-Fi

ThousandEyes - proactive, end-to-end
visibility, performance insights, and
assurance.

New automation toolkit - Branch as
Code and workflows -prebuilt data
model and automation to deploy Branch
at scale.

Cisco Validated Design - recommend
and tested branch designs for reliable &
resilient operation.

Aligned Support & Service offers
Enhanced support for Unified Branch
streamlines & enhances customer care

ol
cisco



What products make up the Unified Branch?

Meraki Dashboard

Wi-Fi

Cisco Wi-Fi 7

© 2025 Cisco and/or its affiliates. All rights reserved.

e
=

Switching

Cloud-Managed Catalyst
Meraki Switching
Cisco Smart Switches

S

NV

Routing+
Firewall+SASE

Meraki MX
Cisco Secure Routers
Secure Access + SASE

ThousandEyes

Small
Medium
Large

e,
cisco



bl Meraki Q search C QA 08 ®

| | | |
nifi Man ment - -
> SRS 4 Organization Summary |© testoay - View okd version

Network-wide
Device status C © 19 offline

u v
Qsiance ’ Uplinks 96 t WAN appliances 96 tot Cellular gateways 96 tota Switches 96 totat
, @ Allonline © 9offline 16 recovered @ Allonline © 9offline 16 recovered

curity & SD-WAN

Access points 96 tota Controllers 96 tot Cameras 96 tot Sensors 96 tot
] 2 Switching © 1offline 6 recovered @ Allonline 16 recovered © Allonline @ Allonline
a n e nVI l O n I I le nt e
Cameras Organization insights

Sensors Network devices  Infrastructure  Applications

Organization Impacted networks Impact across networks Trending networks
L[ Issue type Totalimpacted Change Network Health Change
S ea m | e SS C O nt ro | a C rOSS C | O u d ElndiaMend Clients 543 4511 1. London ©80pts  -20pts
. ) 0 Network devices SFO-Corp © 76 pts -18 pts
O n - p re m ’ O r hy b rl d Infrastructure . Chicago-Data.. ©82pts  -18pts

Applications San Francisco 9 76 pts -14 pts

Tokyo 9 88pts -12pts

Al-powered automation and assurance |

Good Fair Poor

Network Healthscore O . Scorechange Network tags Clients Network devices Infrastructure Applications

Network name © 70 pts. -24pts. Office Q48 Q 84 pts @ 100 pts © 100 pts

Granular access policy by user, device or
appllcatlon Network name ©84pts “pts office O68pts  ©84pts © 99 pts © 100 pts

Network name A 86 pts -20 pts Office A 80 pts 9 76 pts © 100 pts © 100 pts

ol
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Flexible management options

Meeting customers where they are

Cloud

Self )
Managed On-premises or Cloud
Use cases require on-prem Prefer Cloud—.enat.)I.ed delivery
@ delivery, or advanced configuration for simplicity
© ol ==
0O- 0-
! - o-
BYO Management SD-WAN Manager Meraki
Dashboard

Leverage CLI or 3rd party tools & Catalyst Center

ol
cisco

Delivering optimized, simplified experiences for all customers



© AVAILABLE | NOW

Assurance across
every digital
experience

Deep visibility across both owned and
unowned networks

Al-powered insights surface
experience-impacting issues instantly

Closed-loop workflows trigger automated
remediation

Al Assistant accelerates root cause analysis
end-to-end

ol
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Predictive path
Proactive guidance reco m me ndatio ns

for maintaining [
network stability o = 0 0@ | A v 5

Path recommendation

Optimize WAN ®
performance

Generate long-term
recommendations for
network optimization

-

AVAILABLE NOW

e,
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Monitor usage
trends for
capacity planning

Get a better
understanding of
growth trends,
seasonality, surge,
min/max band, and
performance

© 2025 Cisco and/or its affiliates. All rights reserved.

Bandwidth forecasting

Analytics

Overview

[ @ Ausites ~

Sites Applications Circuits Predictive Networks

endations Bandwidth Forecas! ting

Circuit list

(®  BR2-Seattle:private2

DC1-SanJose:privatel

M

AVA

ILABLE NOW

218 Kbps

RX Utilization (%)

TX Utilization (%)

Total App Usage

119 MB

964 M8

e,
cisco



‘dih Meraki

-

rview - Meraki Dashboard X

Global Overvie

el
cisco

Organization
Bachtel Bank

Network
Bachtel Bank -

Assurance

Cellular Gatew

Switching

Wireless

Systems Mana

Camer

Insight

Organization

© 2025 Cisco and/or its affiliates. All rights reserved.

Cloud And Enterprise Agents VX

=o NnZ8.merakicom/BachtelNet-H/n/feelUXal/mana:
€ % n2Bmerakicom/BachtelNet-HC UX

Meraki

Global Overview

Organization
Bachtel Bank v

Network
Bachtel Bank - TU v

Network-wide

Assurance

Cellular Gateway

Security & SD-WAN

Switching

Wireless

Systems Manager

Cameras

Sensors

Insight

Organization

Ovel’view Last 2 hours

Network health score @ ceod

100100

Opts last 2 hours

Does the score feel right? 3 )

Learn about scores

Clients 53total @& Good

@ Wireless 0iss

© Wired 0iss

® Remote 0 issues

Session ID: BRKSEC -XXXX

—e— Network health score M Configuration changes

100/100 Opts last 2 hours

100/100 +0pts

100/100 +0pts

—/100 —pts

@ Give feedback

ration changes

ol
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AgenticOps Lineup

% fi”’ CIsco
e = Al Assistant
Al Canvas Al Assistant

Cross-domain collaborative troubleshooting L Accelerate network operations

© 2025 Cisco and/or its affiliates. All rights reserved.
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Branch Lifecycle ~ (

Automation

Customizable Branch ®

Services

Branch Configuration &
Orchestration

Programmable
Infrastructure

© 2025 Cisco and/or its affiliates. All rights reserved.

Large scale deployments
with Branch as Code stack

Enterprise CI/CD Pipeline

"’ Branch as Code Provider (Terraform)

v v
( N\ [ )\
Cisco Unified Branch Services Templates
Partner Branch Models Visibility WAN Services ZTNA Security Policy
Developed
Traffic Sences ) [ AccesgSeyices ) [ Netwark Services | [ wireless Services
|\ /. J
Cisco Branch as Code Dev Kit
Feature Data Models - CVD-based
Routing Switch Wireless Security

C

Dashboard

C

WAN Routers

NG

Access Points

—

Enterprise Owned

I .
cisco Delivered

Open Source Customizable

elceo Delivered

e -

FIECo Delivered
ol
CIsco



U

O 331

o o+ &

(A

Q, Search or go to...

Project

M Meraki As Code Demo

X

Pinned
Repository

Pipeli@f

Issues
Merge requests
Commits

Terraform states

Manage
Plan
Code
Build
Secure

Deploy

(@) Help

ttps:/fsvs-rip-web-aqit.cisco.com/servicesascode/meraki-as-code-demo/- /nipelines

| pAdmln |

ServicesAsCode / Meraki As Code Demo / Pipelines

Filter pipelines

Q

Show Pipeline ID v



Scalable branch devices ready
for Al




More throughput to IntrOdUCing

support increased .
traffic to data center Secure Routers for the Al-powered unified branc

Advanced

embedded NGFW | L

for secure branch | =TT L
connectivity i .6 e -

Post-quantum
secure

DevOps style
Branch-as-code for
rapid deployment

Cisco 8000 Secure Routers

i
© 2025 Cisco and/or its affiliates. All rights reserved. cisco



Cisco 8000 Series Secure Routers

for every size location

Small Branch:
8100

4 Variants

IPsec:
Up to 1.5 Gbps

SD-WAN:
Upto 1 Gbps

Threat Protection:
Upto 1 Gbps

© 2025 Cisco and/or its affiliates. All rights reserved.

RRRR ey oo
. ) ) ? -
coff: (2 (o2,

Medium Branch:
8200

2 Variants

IPsec:
Up to 5 Gbps

SD-WAN:
Up to 4 Gbps

Threat Protection:
Up to 2.5 Gbps

Large Branch:

8300

2 Variants

IPsec:
Up to 20 Gbps

SD-WAN:
Up to 15 Gbps

Threat Protection:

Up to 7 Gbps

Campus:
8400

3 Variants

IPsec:
Up to 45 Gbps

SIDRNAN
Up to 23 Gbps

Threat Protection:

Upto 11 Gbps

Data Center:
8500

2 Variants

IPSec:
Up to 45 Gbps

SD-WAN:
Up to 23 Gbps

Route Scale up to 8M

e,
cisco



Introducing

1.5 Gbps encrypted Advanced on-box threat inspection for the branc

threat protection

Up to 3x price-
performance

Integrated SD-WAN

Cisco Secure Firewall 200 Series

i
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Deliver
exceptional
branch experiences
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Cisco Wireless

Smart Wi-Fi 7 access points and Wi-Fi 7
cloud-managed switches

Sustainable and energy efficient | 7 £ : B 3y -
designs ‘ Y\ :’
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Cloud-managed
Switching
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Security fused into the network :




Security fused
Into the branch
network
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Securing users, things,
and agents UZTNA/SASE

Securing network access

Securing network connectivity

Securing the device
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Cisco eases your journey to a
future proof secure branch

RO e O ©) -
Traditional SD-WAN * SASE* Universal
Networking ZTNA

*when combined this is known as SASE architecture



SASE: Secure Access integrated with Cisco SD-WAN

Your security strategy for a hyper-distributed world

. SASE )

Secure Security
SD-WAN + Service Edge
Converged set of cloud networking Converged set of cloud security
- ( ) Y

End-to-end Assurance with ThousandEyes
\_ oS 4

afrenfe,
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Securing Users, Device access to Apps with Universal
ZTNA from Cisco

Unmanaged D Same optimized experience
devices Enabled by the network
Managed e
devices /%
09 o
People ([ |7 — /
Things o, — s i

Remote Campus Branch AirplanRemote Oil rig Stadium Field



Thank you
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