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Resistance Is Futile!
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Application Landscape Has Changed
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Data is Scattered
Across a Myriad of Vendors
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Database

The Al era is accelerating all these challenges and
creating entirely new ones.




Digital resilience is
a high stakes
challenge.

$9.4M $365k

average cost of data cost of downtime per hour

breach in US
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Build digital resilience with Splunk.

Splunk brings SecOps, ITOps and engineering together to...

Prevent major Remediate faster Adapt quickly
issues
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Observability for your entire enterprise

Application Performance
Monitoring (APM)
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The Unified
Security and
Observability
Platform
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Detect | Investigate | Respond

Powered by Splunk Al
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Splunk Al
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Splunk is not
hew to

Al

cisco ﬁaﬁ/zeef




Supercharge digital resilience with Al




Where are
we investing?

Accelerate detection, investigation
and response.
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Make sense of tf

Advanced Al

Find the signal from the noise in vast amounts of
data.



Splunk Al Assistant
for SPL

Upskill new and advanced Splunk
users quickly.

) Explain or write SPL with bi-
directionally translation.

} Access the full knowledge base for
answers in product.
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) Chat
@ Usage guidelines

3 Settings

Give us feedback!

Want to share your feedback?
Contact us by email at

Using data models, get top 10 users wxs with the most failed login attempts over the past week

=Autfuthentication.Authentication

Authentication.action="failure" eangdrliest=-7d@d latest=now() by

Authentication.user

| 1imit=1@ Authentication.user

[Z Open in search

1€ highest number of failed authentication attempts in the past
The query retrieves the top 10 users with the

PL command details

S used to retrieve statistical information about indexed data, in this case, counting

the number of events.

=Authentication.Authentication

This specifies that the data should be retrieved from the Authent-ication data model, which contains

structured data related to user authentication events.




Al Assistant Al Assistant in
in Security Observability Cloud
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Al Assistant
In Security

Investigate faster.

Answer analyst questions to speed
up daily workflows.

Save time while addressing threats
more rapidly.

Access natively within
Splunk ES.
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Why is frontend having issues?
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Ad va n c e d A I Splunk)f\PII thresholding ?Ssist”ant
for ITSI

Enhance adaptive thresholding.

0 Splunk Al recommendations

PrOVIde recommendatlons 4 Time policies are active - based on anal of KPl beha
} fo r ea Ch e ntity. ! % Adaptive thresholding with a 30 day analysis window u
# Outlier exclusion is active using Interquartile Range {IQi R cn cimertam -
| f ;
Identify behavioral changes over ‘ ¢ Weekty seasonalty, offset-8h recommended with high, ke o~ coon

} time.

Achieve faster time-to-value. ! severity comparison

the KPI of your previously nfigured thre

‘Medium <1%

Preview threshold levels

Would you like to accept the recommended changes? Reject
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Demo
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Thank you
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