Cybersecurity is our top priority. Cisco is dedicated to forming an industry-leading cybersecurity organization, with a focus on creating a new secure enterprise. We are committed to investing in people, processes, technology, and policies to ensure the security of our products and services.

People

- 47TB of Traffic
- 15B Netflow Records
- 4.8B DNS Queries
- 75M Web Transactions

Processes

- Secure Development Lifecycle
  - In place for 10+ years
  - ISO 27034 compliant
- Data Protection Program
  - Robust, Enterprise-wide Program
- Value Chain Security
  - The right security in the right place at the right time
  - Continually assesses, monitors, and improves the security of our value chain throughout the entire lifecycle of Cisco solutions

Technology

- Foundational Security
  - Helps reduce security vulnerabilities
  - Provides an added layer of security to help protect against counterfeit and unauthorized versions of hardware and software
- Trustworthy Technologies
  - 150+ product lines with trustworthy capabilities to provide visibility into device integrity and protect against modern cyber attacks
- Advanced Security Research
  - 20 research partnerships in 5 countries

Policies

- Secure Design Plan Source Make Validate Deliver Sustain End of Life
- Employee and supplier codes of conduct signed annually
- 14 Enterprise information security and data protection policies aligned with ISO 27001
- Continuous monitoring – 230 site audits last year
- Data protection policies and incident response in place

Every day at Cisco, we protect our enterprise by securing:

- Security
- Trust
- Privacy
- Resilience