Supplemental End User License Agreement

IMPORTANT: READ CAREFULLY

Dear Customer,

This Supplemental End User License Agreement ("SEULA") contains additional terms and conditions for the Software product(s) set forth herein and licensed under the End User License Agreement ("EULA") between you and Cisco Systems, Inc. or its Affiliates (collectively, the "Agreement"). Please note that there may be terms in this SEULA that do not apply to you. Only those terms related to the specific Software product(s) you purchased apply to you. Except as otherwise set forth in this SEULA, capitalized terms will have the meanings as in the EULA. To the extent that there is a conflict between the EULA and this SEULA, this SEULA will take precedence.

By downloading, installing, or using the Software you agree to comply with the terms of this SEULA.

SUPPLEMENTAL LICENSE TERMS FOR: Cisco Network Security Products

Table 1. SOFTWARE ENTITLEMENT:

This SEULA covers Software Entitlement related to (i) any Software included within the Products listed below; and (ii) any IPS, URL filtering and/or AMP for Networks Subscription that may be offered with any of the following Products:

- **Product**
  - FirePOWER Appliance (7000, 8000 Series)
  - Firepower NGFW (2100, 4100, 9300 series; NGFWv)
  - Firepower NGIPS (4100, 9300 series; NGIPSv)
  - ASA with FirePOWER Services (5500-X series)
  - Firepower Threat Defense for ASA (5500-X series)
  - Firepower Threat Defense for ISR
  - Firepower Management Center (1000, 2500, 4500 series; FMCv)
  - Firepower Device Manager

*Product Series numbers are inclusive of all numbers in the applicable range (e.g. the 7000 series includes 7000-7999).

DEFINITIONS:

- "Cisco Threat Content" means any Cisco provided threat intelligence, content or data including, but not limited to, rules, signatures, threat data feeds or suspicious URLs and IP address data feeds for use with any Cisco product or service.

- "Products" shall mean the Cisco network security products listed in Table 1.

- "Telemetry Data" means information generated by instrumentation and logging systems created through the use and operation of the Software.
ADDITIONAL GENERAL LICENSE RIGHTS AND RESTRICTIONS:

- **Telemetry Data.** Cisco may collect Telemetry Data related to Your use of the Software in order to maintain, improve, or analyze the effectiveness of the Software and related Products. You acknowledge that Cisco may freely use any non-personal Telemetry Data that does not identify You or any of Your users. Some Telemetry Data that Cisco collects from a Product, or that You provide or make accessible to Cisco as part of Your use of a Product, is necessary for the essential use and functionality of such Product. Telemetry Data is also used by Cisco to provide associated services such as technical support and to continually improve the operation, security efficacy and functionality of the Product. For those reasons, You may not be able to opt out from some of the Telemetry Data collection other than by uninstalling or disabling the applicable Product. You may have the ability, however, to configure the Product to limit some of the Telemetry Data that can be collected, as further described in the applicable Documentation.

- **Cisco Threat Content.** If Your use of a Product requires or permits You to use any Cisco Threat Content, then You (and Your agents acting on your behalf) may only use such Cisco Threat Content for Your use with such Product and with those third-party products or services offerings that Cisco has identified as being compatible. You agree not to provide Cisco Threat Content to a third party.

- **AMP for Networks.** If Your purchase includes a subscription to Cisco AMP for Networks, then the Cisco Universal Cloud Agreement and the applicable Offer Description located at [https://www.cisco.com/c/en/us/about/legal/cloud-and-software/cloud-terms.html](https://www.cisco.com/c/en/us/about/legal/cloud-and-software/cloud-terms.html) shall govern Your license and use of Cisco AMP for Networks in lieu of this SEULA.