How Cisco IT Protects Against Distributed Denial of Service Attacks

Cisco Guard provides added layer of protection for server properties with high business value.

<table>
<thead>
<tr>
<th>BUSINESS BENEFITS</th>
</tr>
</thead>
<tbody>
<tr>
<td>Helps ensure business continuity</td>
</tr>
<tr>
<td>Protects mission-critical servers</td>
</tr>
<tr>
<td>Automates response to attacks</td>
</tr>
<tr>
<td>Allows legitimate traffic through during attacks</td>
</tr>
</tbody>
</table>

Cisco Systems® successfully uses several different technologies to prevent various types of network attacks. To protect against attacks from a small range of addresses, for example, Cisco® places access control lists (ACLs) at the network edge, a technique called “black-holing”.

In 2003, Cisco began experiencing a new kind of threat: low-bandwidth denial of service (DoS) attacks coming from a broad range of spoofed addresses. ACLs are not effective against this type of threat because of the large number of addresses involved. The ACLs would block legitimate as well as malicious traffic. Cisco IT wanted a solution that would distinguish between malicious and legitimate traffic and block only the former.

Cisco IT deployed Cisco Guard, which has successfully mitigated attacks against Cisco’s mission-critical servers. Cisco Guard is deployed in Cisco Internet points of presence (POPs) around the world as well as in service provider locations. When Cisco IT learns that an attack appears imminent, it decides whether to use Cisco Guard or another mitigation technology.

Cisco Guard drops malicious traffic while allowing legitimate traffic to pass through. It applies sophisticated algorithms to compare traffic against a normal profile developed during a learning period.

The Cisco network experiences no performance degradation when Cisco Guard protection is turned on. During an attack, Cisco customers can continue to use Cisco network resources as they would ordinarily.

Deploying Cisco Guard appliances in the service provider network protects upstream bandwidth. Malicious traffic is intercepted and dropped before it arrives at the Cisco network.

Cisco Guard provides added protection for server properties with high business value
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