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About this Book

This preface describes the audience, organization, and conventions of IP Transfer Point. It also lists 
documentation revision history, sources for obtaining related documentation, technical assistance, a
additional publications and information from Cisco Systems.

Note This publication does not contain the instructions to install router. For information on installing th
router, see the installation guide that came with your router.

This preface contains the following sections:

• Audience, page 15

• Documentation Organization, page 16

• Documentation Conventions, page 18

• Obtaining Documentation, page 19

• Documentation Feedback, page 20

• Cisco Product Security Overview, page 20

• Obtaining Technical Assistance, page 21

• Obtaining Additional Publications and Information, page 23

Audience
This publication is intended for users who are responsible for configuring and maintaining the Cis
Transfer Point software. It is intended for users who are responsible for migrating Signaling System
(SS7) to the mobile wireless SS7-over-IP (SS7oIP) environment but who may not be familiar with
configuration and maintenance tasks, the relationship among tasks, or the Cisco IOS software comma
necessary to perform particular tasks. This publication is also intended for those users experienced w
the Cisco ITP software who need to know about new features, new configuration options, and new 
software characteristics in the current software release.
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Documentation Organization
This publication is organized as follows:

Chapter Description

About This Book This preface describes the audience, organization, and 
conventions of IP Transfer Point It also lists documentation 
revision history, sources for obtaining related documentation
technical assistance, and additional publications and 
information from Cisco Systems.

Using Cisco IOS Software This chapter provides helpful tips for understanding and 
configuring the Cisco IOS software using the command-line
interface (CLI). The chapter discusses command modes, 
show commands, and using the CLI to get command syntax
help.

Overview of ITP Provides an overview of the ITP, SS7, and SS7oIP 

Planning to Configure ITP Describes the prerequisites to installing the Cisco ITP, 
including supported hardware and software. The chapter 
includes references to related documentation.

Performing ITP Software Upgrade Describes the ITP software upgrade procedure

Configuring ITP Basic Functionality Describes the tasks and commands to configure basic Cisco
ITP functionality.

Multiple Instances and Instance Translation Describes the tasks and commands to configure the Multiple
Instances feature to connect the ITP to different networks 
with specific variant and network indicators. Describes the 
tasks and commands to configure Instance Translation, which 
enables the conversion and transfer of MSUs between 
different instances.

ITP Group Describes the tasks and commands to configure two ITPs to
appear as a single network entity. The two ITPs share the 
same local point codes and support SS7 linksets that span 
both ITPs. This feature provides inter-device redundancy, 
high availability, and reduced point code usage.

Global Title Translation Describes the tasks and commands to configure Global Title 
Translation (GTT), the process by which the SCCP translate
a global title into the point code and subsystem number of the
destination SSP where the higher-layer protocol processing 
occurs.

M3UA and SUA Over IP Signaling Gateways Describes the tasks and commands to configure the Cisco IT
Signaling Gateway (ITP SG) feature which provides 
open-standards-based SS7 over IP solutions through the 
implementation of SIGTRAN MTP3-User Adaptation 
(M3UA) and SCCP User Adaptation (SUA) protocols.

Gateway Screening Describes the tasks and commands to configure the ITP 
Gateway Screening feature (GWS) which prevents 
unauthorized use of the ITP and controls the flow of 
messages into or through the ITP. 
16
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Multi-Layer SMS Routing and Screening Describes the tasks and commands to configure the ITP 
Multi-Layer Routing (MLR) feature which implements the 
routing of SMS messages based on information found in the
Transaction Capability Application Part (TCAP), Mobile 
Application Part (MAP), and SMS layers.

ITP Distributed Short Message Routing Describes the tasks and commands to configure the ITP to 
route global system for mobile (GSM) Short Message Service 
(SMS) messages.With the assistance of a full-featured Sho
Message Service Center (SMSC), DSMR can provide a cos
effective way to implement a large capacity short message 
routing system suitable. DSMR can also significantly reduce
the SMS traffic load on the legacy SMSC complex

ANSI-41 SMS Notification Describes the tasks and commands to perform a broadcast of
incoming ANSI-41 SMS Notifications to a bank of short 
message Messaging Centers (MC) and to provide a reply to
the HLR after receiving the first positive acknowledgement 
message from any of the MCs in the distribution.

MAP Proxy: GSM Authentication Service; MMSC Gateway 
Service

Describes the tasks and commands to enable the ITP to 
deliver Mobile Application Part (MAP) functionality.

MTP3 Offload Describes the tasks and commands to enable message 
forwarding and Global Title Translation (GTT) to be 
performed on the VIPs.

Non-Stop Operation Describes the tasks and commands to configure the Non-Sto
Operation feature which enables the ITP to continue 
operation in the event of a Supervisor 720 failure.

ITP QoS Describes the tasks and commands to configure the ITP Qo
feature which provides the framework that allows end-to-end
Quality of Service (QoS) for SS7 packet flow through SS7 
over IP (SS7oIP) networks.

SCCP Load Sharing Describes the configuration options for SCCP load sharing a
well as address guidelines for when to use the different 
methods provided.

Summary Routing and ANSI Cluster Routing Describes the tasks and commands to configure the Summary 
Routing feature. This feature allows routing of MSUs to 
groups of DPCs by specifying one or more routes to a 
summary destination in the route table rather than individua
route table entries for each destination.

Verifying, Monitoring, and Tuning the ITP Describes how to verify proper configuration of the RPR+ 
feature and the ITP, monitor status and traffic, and tune the
ITP.

ITP Command Set: A - D Command Reference describes command syntax, usage 
guidelines, etc., for each command.

ITP Command Set: E - R Command Reference describes command syntax, usage 
guidelines, etc., for each command.

ITP Command Set: S - Z Command Reference describes command syntax, usage 
guidelines, etc., for each command.

Chapter Description
17
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Documentation Conventions
This publication uses the following conventions:

Command syntax descriptions use the following conventions:

Nested sets of square brackets or braces indicate optional or required choices within optional or required
elements. For example:

Examples use the following conventions:

ITP Debug Commands Debug command reference.

ITP System Messages Describes system messages and provides recommended 
actions.

Chapter Description

Convention Description

^ or Ctrl The ^ and Ctrl symbols represent the Control key. For example, the key combination ^D or Ctrl-D
means hold down the Control key while you press the D key. Keys are indicated in capital letters but 
are not case sensitive.

string A string is a nonquoted set of characters shown in italics. For example, when setting an SNMP 
community string to public, do not use quotation marks around the string or the string will include th
quotation marks.

Convention Description

bold Bold text indicates commands and keywords that you enter literally as shown.

italics Italic text indicates arguments for which you supply values.

[x] Square brackets enclose an optional element (keyword or argument).

| A vertical line indicates a choice within an optional or required set of keywords or arguments.

[x | y] Square brackets enclosing keywords or arguments separated by a vertical line indicate an optional 
choice.

{x | y} Braces enclosing keywords or arguments separated by a vertical line indicate a required choice.

Convention Description

[x {y | z}] Braces and a vertical line within square brackets indicate a required choice within an optional element.

Convention Description

screen Examples of information displayed on the screen are set in Courier font.

bold screen Examples of text that you must enter are set in Courier bold font.
18
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The following conventions are used to attract the attention of the reader:

Caution Means reader be careful. In this situation, you might do something that could result in equipment 
damage or loss of data.

Note Means reader take note. Notes contain helpful suggestions or references to material not covered in
the manual.

Obtaining Documentation
Cisco documentation and additional literature are available on Cisco.com. Cisco also provides severa
ways to obtain technical assistance and other technical resources. These sections explain how to obta
technical information from Cisco Systems.

Cisco.com
You can access the most current Cisco documentation at this URL:

http://www.cisco.com/techsupport

You can access the Cisco website at this URL:

http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml

Product Documentation DVD
The Product Documentation DVD is a comprehensive library of technical product documentation
portable medium. The DVD enables you to access multiple versions of installation, configuration
command guides for Cisco hardware and software products. With the DVD, you have access to th
HTML documentation that is found on the Cisco website without being connected to the Internet
Certain products also have PDF versions of the documentation available.

The Product Documentation DVD is available as a single unit or as a subscription. Registered Cisco.co
users (Cisco direct customers) can order a Product Documentation DVD (product number 
DOC-DOCDVD= or DOC-DOCDVD=SUB) from Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

< > Angle brackets enclose text that is not printed to the screen, such as passwords, and are used in 
contexts in which the italic document convention is not available, such as ASCII text.

! An exclamation point at the beginning of a line indicates a comment line. (Exclamation points are also
displayed by the Cisco IOS software for certain processes.)

[ ] Square brackets enclose default responses to system prompts.

Convention Description
19
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Ordering Documentation
Registered Cisco.com users may order Cisco documentation at the Product Documentation Store
Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

Nonregistered Cisco.com users can order technical documentation from 8:00 a.m. to 5:00 p.m. 
(0800 to 1700) PDT by calling 1 866 463-3487 in the United States and Canada, or elsewhere by
calling 011 408 519-5055. You can also order documentation by e-mail at 
tech-doc-store-mkpl@external.cisco.com or by fax at 1 408 519-5001 in the United States and Cana
or elsewhere at 011 408 519-5001.

Documentation Feedback
You can rate and provide feedback about Cisco technical documents by completing the online feedbac
form that appears with the technical documents on Cisco.com.

You can submit comments about Cisco documentation by using the response card (if present) behind th
front cover of your document or by writing to the following address:

Cisco Systems
Attn: Customer Document Ordering
170 West Tasman Drive
San Jose, CA 95134-9883

We appreciate your comments.

Cisco Product Security Overview
Cisco provides a free online Security Vulnerability Policy portal at this URL:

http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html

From this site, you will find information about how to:

• Report security vulnerabilities in Cisco products.

• Obtain assistance with security incidents that involve Cisco products.

• Register to receive security information from Cisco.

A current list of security advisories, security notices, and security responses for Cisco products is 
available at this URL:

http://www.cisco.com/go/psirt

To see security advisories, security notices, and security responses as they are updated in real time,
can subscribe to the Product Security Incident Response Team Really Simple Syndication (PSIRT RSS
feed. Information about how to subscribe to the PSIRT RSS feed is found at this URL:

http://www.cisco.com/en/US/products/products_psirt_rss_feed.html
20
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Reporting Security Problems in Cisco Products
Cisco is committed to delivering secure products. We test our products internally before we release them
and we strive to correct all vulnerabilities quickly. If you think that you have identified a vulnerabi
in a Cisco product, contact PSIRT:

• For Emergencies only—security-alert@cisco.com

An emergency is either a condition in which a system is under active attack or a condition for which
a severe and urgent security vulnerability should be reported. All other conditions are consid
non-emergencies.

• For Non-emergencies—psirt@cisco.com

In an emergency, you can also reach PSIRT by telephone:

• 1 877 228-7302

• 1 408 525-6532

Tip We encourage you to use Pretty Good Privacy (PGP) or a compatible product (for example, GnuPG) to 
encrypt any sensitive information that you send to Cisco. PSIRT can work with information that has been 
encrypted with PGP versions 2.x through 9.x. 

Never use a revoked or an expired encryption key. The correct public key to use in your correspondenc
with PSIRT is the one linked in the Contact Summary section of the Security Vulnerability Policy p
at this URL:

http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html

The link on this page has the current PGP key ID in use.

If you do not have or use PGP, contact PSIRT at the aforementioned e-mail addresses or phone n
before sending any sensitive material to find other means of encrypting the data.

Obtaining Technical Assistance
Cisco Technical Support provides 24-hour-a-day award-winning technical assistance. The Cisco 
Technical Support & Documentation website on Cisco.com features extensive online support reso
In addition, if you have a valid Cisco service contract, Cisco Technical Assistance Center (TAC) 
engineers provide telephone support. If you do not have a valid Cisco service contract, contact y
reseller.

Cisco Technical Support & Documentation Website
The Cisco Technical Support & Documentation website provides online documents and tools for
troubleshooting and resolving technical issues with Cisco products and technologies. The website is 
available 24 hours a day, at this URL:

http://www.cisco.com/techsupport
21
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Access to all tools on the Cisco Technical Support & Documentation website requires a Cisco.com us
ID and password. If you have a valid service contract but do not have a user ID or password, you
register at this URL:

http://tools.cisco.com/RPF/register/register.do

Note Use the Cisco Product Identification (CPI) tool to locate your product serial number before submittin
a web or phone request for service. You can access the CPI tool from the Cisco Technical Suppo
Documentation website by clicking the Tools & Resources link under Documentation & Tools. Choose 
Cisco Product Identification Tool from the Alphabetical Index drop-down list, or click the Cisco 
Product Identification Tool  link under Alerts & RMAs. The CPI tool offers three search options: by 
product ID or model name; by tree view; or for certain products, by copying and pasting show command 
output. Search results show an illustration of your product with the serial number label location 
highlighted. Locate the serial number label on your product and record the information before plac
service call.

Submitting a Service Request
Using the online TAC Service Request Tool is the fastest way to open S3 and S4 service requests. (S
and S4 service requests are those in which your network is minimally impaired or for which you re
product information.) After you describe your situation, the TAC Service Request Tool provides 
recommended solutions. If your issue is not resolved using the recommended resources, your se
request is assigned to a Cisco engineer. The TAC Service Request Tool is located at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests, or if you do not have Internet access, contact the Cisco TAC by tele
(S1 or S2 service requests are those in which your production network is down or severely degra
Cisco engineers are assigned immediately to S1 and S2 service requests to help keep your busi
operations running smoothly.

To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)
EMEA: +32 2 704 55 55
USA: 1 800 553-2447

For a complete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity
To ensure that all service requests are reported in a standard format, Cisco has established severity 
definitions.

Severity 1 (S1)—An existing network is down, or there is a critical impact to your business operat
You and Cisco will commit all necessary resources around the clock to resolve the situation. 

Severity 2 (S2)—Operation of an existing network is severely degraded, or significant aspects of
business operations are negatively affected by inadequate performance of Cisco products. You and Cis
will commit full-time resources during normal business hours to resolve the situation.
22
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ITP Command Set: S - Z
 update (cs7 sccp gti conversion)

 

 

update (cs7 sccp gti conversion)
To add, remove, or change an SCCP GTI conversion table entry, use the update CS7 SCCP GTI 
Conversion submode command. To delete the entry, use the no form of this command.

update [gti-in gti-in] [tt-in tt-in] [ssn-in ssn-in] [es-in es-in] [np-in np-in] [nai-in nai-in] [gti-out 
gti-out] [tt-out tt-out] [ssn-out ssn-out] [es-out es-out] [np-out np-out] [nai-out nai-out] 
[addr-conv addr-conv]

no update [gti-in gti-in] [tt-in tt-in] [ssn-in ssn-in] [es-in es-in] [np-in np-in] [nai-in nai-in] 
[gti-out gti-out] [tt-out tt-out] [ssn-out ssn-out] [es-out es-out] [np-out np-out] [nai-out 
nai-out] [addr-conv addr-conv]

Syntax Description gti-in (Optional) Input GTI.

gti-in Valid values are 2, 4

tt-in (Optional) Input TT.

tt-in Valid range 0 to 255. All TT match if not specified.

ssn-in (Optional) Input SSN.

ssn-in Valid range 0 to 255. All SSN match if not specified.

es-in (Optional) Input ES.

es-in Allowed if gti-in is 4. Not allowed if gti-in is 2.

np-in (Optional) Input NP.

np-in Allowed if gti-in is 4. Not allowed if gti-in is 2.

nai-in (Optional) Input NAI.

nai-in Allowed if gti-in is 4. Not allowed if gti-in is 2.

gti-out (Optional) Valid values are 2, 4.

gti-out Valid values are 2, 4.

tt-out Output TT.

tt-out Valid range 0 to 255. TT unchanged if not specified.

ssn-out (Optional) Output SSN.

ssn-out Valid range 0 to 255. SSN unchanged if not specified.

es-out Output ES. Required if gti-in is 2 and gti-out is 4.
Optional if gti-in and gti-out are both 4.
Not allowed if gti-out is 2.

es-out Valid range is 0 to 15. ES is unchanged if not specified. ES is not used if
gti-out is 2.

np-out Output NP. 
Required if gti-in is 2 and gti-out is 4.
Optional if gti-in and gti-out are both 4.
Not allowed if gti-out is 2.

np-out Valid range is 0 to 15. NP is unchanged if not specified. NP is not used if
gti-out is 2.
832
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