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Preface

» About This Guide
» Document Conventions

» Other Learning Resources



Welcome to Cisco® Interaction Manager™, multichannel interaction software used by businesses all over the
world to build and sustain customer relationships. A unified suite of the industry’s best applications for web and
email interaction management, it is the backbone of many innovative contact centers and customer service
organizations.

Cisco Interaction Manager includes a common platform and one or both of the following applications:
» Cisco Unified Web Interaction Manager (Unified WIM)
» Cisco Unified E-Mail Interaction Manager (Unified EIM)

About This Guide

Cisco Unified Web and E-Mail Interaction Manager Deployment and Maintenance Guide discusses best
practices for maintaining your Unified EIM and WIM installation. Intended for system and database
administrators, this guide will help you keep the installation in good health and to fine tune it to improve its
performance.

This version of the guide is for installations that are integrated with Cisco Unified Contact Center Enterprise
(Unified CCE).

Document Conventions

This guide uses the following typographical conventions.

Convention Indicates

Italic Emphasis.
Or the title of a published document.

Bold Labels of items on the user interface, such as buttons, boxes, and lists.
Or text that must be typed by the user.

Monospace The name of a file or folder, a database table column or value, or a command.

Variable User-specific text; varies from one user or installation to another.

Document conventions



Other Learning Resources

Various learning tools are available within the product, as well as on the product CD and our web site. You can
also request formal end-user or technical training.

Online Help

The product includes topic-based as well as context-sensitive help.

Use To view

© Help button Topics in Cisco Unified Web and E-Mail Interaction Manager Help; the Help button appears in the
console toolbar on every screen.

F1 keypad button Context-sensitive information about the item selected on the screen.

Online help options

Documentation

» The latest versions of all Cisco documentation can be found online at http://www.cisco.com

» All Unified EIM documentation can be found online at
http://www.cisco.com/en/US/products/ps7236/tsd_products_support_series_home.html

» All Unified WIM documentation can be found online at
http://www.cisco.com/en/US/products/ps7233/tsd_products_support_series_home.html

» In particular, Release Notes for these products can be found at
http://www.cisco.com/en/US/products/ps7236/prod_release_notes_list.html

» For general access to Cisco Voice and Unified Communications documentation, go to
http://www.cisco.com/en/US/products/sw/voicesw/tsd_products_support_category_home.html

The document set contains the following guides:
» Hardware and System Software Specification for Cisco Unified Web and E-Mail Interaction Manager
» Cisco Unified Web and E-Mail Interaction Manager Solutions Reference Network Design Guide
»  Cisco Unified Web and E-mail Interaction Manager Installation Guide

» Cisco Unified Web and E-Mail Interaction Manager Browser Settings Guide

User Guides for agents and supervisors
»  Cisco Unified Web and E-Mail Interaction Manager Agent’s Guide

»  Cisco Unified Web and E-Mail Interaction Manager Supervisor’s Guide

User guides for Knowledge Base managers and authors
» Cisco Unified Web and E-Mail Interaction Manager Author’s Guide
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User guides for administrators

»

»
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Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Administration Console
Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Routing and Workflows

Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Chat and Collaboration
Resources

Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Email Resources
Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Data Adapter
Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Reports Console
Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to System Console

Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Tools Console
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This chapter provides an overview of the process of setting up an integrated Unified WIM and EIM-Unified
CCE system. It includes a note about the relationship between objects in the two systems.

Relationship Between Objects in Unified CCE and
Unified WIM and EIM

This section provides a brief introduction to the relationship or “mapping” between objects that are used in both
Unified CCE and Unified WIM and EIM.

The following table provides a high-level view of the relationship between various objects.

Unified CCE object Mapped in Unified WIM and EIM to Notes

Agent User » An agent belongs to a peripheral.
Supervisor » A peripheral belongs to an agent
Administrator peripheral gateway (PG).

Skill group User group » A skill group belongs to a peripheral.

» A peripheral belongs to an agent PG.

Media routing domain Queue » Multiple queues can belong to a single

(MRD) MRD.

Script selector Queue » A script selector can belong to only
one queue.

Typically, the mapping between these objects is initially set up by running the Cisco Interaction Manager
integration wizard. The integration wizard can be run once for each department. Subsequently, additional objects
can be created in Unified CCE and manually mapped to Unified WIM and EIM objects. This is done from the
Unified WIM and EIM Administration Console.

Properties of mapped objects are set up in Unified CCE, while permissions are managed through Unified WIM
and EIM.

Designing Your Installation

See Cisco Unified Web and E-Mail Interaction Manager Solutions Reference Network Design Guide (for Unified
CCE) to evaluate available deployment models and design your installation.

Obtaining Unified EIM and WIM Licenses

» To order licenses for your Unified EIM and WIM deployment, contact the Cisco License team. You will
need licenses while setting up the integrated system. For details, see the Cisco Unified Web and E-Mail
Interaction Manager Release Notes for 4.3(1).
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Installing Unified CCE

» Ensure that Unified CCE is installed and available for use. Verify that the following items are installed:

Q

Q

Unified CCE Instance

Call Router Side A

Call Router Side B (optional)

Logger Side A

Logger Side B (optional)

Primary Admin Workstation

Secondary Admin Workstation (optional)

Historic Data Server

Network Interface Controllers (NIC) (Only required for Pre-routing)
Agent Peripheral Gateway (Agent PG)

Media Routing Peripheral Gateway (MR PG)

CTI Server

Webview Database

Java Telephony Application Programming Interface (JTAPI)

Cisco Media Blender (CMB) (Only required for callback, delayed callback, and blended collaboration
activities.)

Computer Telephony Integration Object Server (CTIOS) (Only required for callback, delayed callback,
and blended collaboration activities.)

See the following documents for help with installing and configuring the system:

»  Getting Started with Cisco Unified Contact Center Enterprise

» Cisco Unified Contact Center Enterprise Installation Guide

Setting up Agent Desktops for Voice Call Routing

» Install [P Communicator on each agent’s desktop, or configure an IP phone that communicates with Cisco

Unified Communication Manager for the agent. Look at the following links for detailed instructions on

installing and configuring IP Communicator and IP phones.

Q

Q

IP Communicator: http://www.cisco.com/en/US/products/sw/voicesw/ps5475/index.html

IP Phone: http://www.cisco.com/en/US/products/hw/phones/ps379/index.html
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Configuring Cisco Unified Communication Manager

for Routing Voice Calls

This section talks about how to configure phones, directory numbers, and end users from the Cisco Unified

Communication Manager Administration user interface.

To configure Cisco Unified Communication Manager for routing voice calls:
1.

2. On the page, click the link Cisco Unified Communications Manager Administration.

3.

Open a web browser and launch the URL: http://Cisco MW Comuwmunication Manager Server Name

On the login page, provide the administrator username and password and click the Login button.

wlialin  Cisco Unified CM Administration TEvEsiET

cisco For Cisco Unified Communications Solutions

Username

Cisco Unified CM

d

Administration m

Login as an administrator

On the next page, from the Device menu, select Phone.

On the Find and List Phones page, click the Add New button.

[IEWLELTN Cisco Unified CM Administration v #Go

ulinh  Cisco Unified CM Administration

€IS€0 4o Cisco Unified Communications Solutions

CCMAdministrator About Logout

System = CallRouting ~ Media Resources v  Voice Mail v  Device = lication ~  User w  Bulk = Help =

Find and List Phones RN R TG Actively Logged In Device Report %
E:F Add New
Phone
Find Phone where | Device Name vI begins with vl ‘ Clear Filter E]
| Select item or enter search text v |
No active query. Please enter your search criteria using the options above.

Click the Add New button

Preparing Unified CCE for the Integration
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6. On the Add a New Phone page, in the Phone Type field, select Cisco IP Communicator or the IP phone
you configured earlier on page 12. Click Next.

Wl Cisco Unified CM Administration [IEMREEE Cisco Unified CM Administration |+
cisco ; ifi - I .
For Cisco Unified Communications Solutions T — e P—
System » CallRouting v Media Resources +  Voice Mail v  Device » lication =  User * Buk i ¥ Help =

Add @ New Phone CEETENEE Back To Find/List v
P vex

Status ‘

@ Status: Ready

(Select the type of phone you would like to create ‘

* "
Phone Type™ | Cisco 1P Communicator v

— [next]

Select the phone type

7. On the Phone Configuration page, in the Select the device protocol field, select SCCP. Click Next.

il Cisco Unified CM Administration EWEEREGY Cisco Unified CM Administration

cisco

For Cisco Unified Communications Solutions

CCMAdministrator About Logout

System = CallRouting ~ Media Resources v  Voice Mail v  Device lication =  User ~ Buk « Hep «

Phone Configuration CEEEL R RD S Back To Find/List (v

B e

Status
’7 Status: Ready

’75&Iect the type of phone you would like to create

Product Type: Cisco IP Communicator
Select the device protocol: | sccp w

= [mext]

Select the device protocol
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8.

10.

On the Phone Configuration page, provide the details for the new phone. Refer to Help (menu) > This Page

for details about the fields. After providing all the required information, click the Save button.

System + CallRouting «+ Media Resources »  Voice Maill »  Device » lication +  User + Buk i ion v  Help «

Phone Configuration GG R EH Back To Find/List [+

=

[P S | |

A
Device Pool* [ not selected — | view Details 1
Commen Device Configuration | = None = Vl\riew Details
Phone Button Template* [ - Not Selected - ~|
Softkey Template | < none = v
Common Phone Profile™® |Stam:|ard Common Phone Profile Vl
Calling Search Space |< None = *’l
AAR Calling Search Space |< None = "l
Media Resource Group List | < None > Vl
User Hold MOH Audio Source [ < none > ~|
Network Hold MOH Audio Source | = None = Vl -
Location® |Hub_NDne Vl
AAR Group | < None > vl
User Locale [ < None = v
Network Locale [ < none > ~|
Built In Bridge* | Default ~|
Privacy® | Defauit v
Device Mobility Mode™* | Defautt ~ | view Current Device Mobility
Settings
Owner User ID | < None > vl
Phone Personalization® | Default v
Services Provisioning™® |Defau\t "l

Configure the phone properties

Next, from the Call Routing menu, select Directory Number.

On the Find and List Directory Numbers page, click the Add New button.

il Cisco Unified CM Administration (EWELELLTY Cisco Unified CM Administration
CISCO  Eor Cisco Unified Communications Solutions cCMAdministrator Abaut
System w CallRouting + Media Resources v  Voice Mail v Device v lication «  User ~ Buk i * Help

ind and List Directory Numbers
OR AddNew

Directory Number

Find Directory Number where | Directory Number + | begins with % ‘ [ Clear Filter ] E]

Mo active query. Please enter your search criteria using the options above.

Click the Add New button

Preparing Unified CCE for the Integration
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11. On the Directory Number Configuration page, provide the details for the new directory number. Refer to
Help (menu) > This Page for details about the fields. After providing all the required information, click the
Save button.

Cisco Unified CM Administration + §Go

Nawvigation

alialin  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

CCMAdministrator About Logout

CallRouting Media Resources v  Voice Mail »  Device » lication =  User * Buk i > Help -

System

Directory Number Configuration CEETETNETEY Back To Find/List
FIS

— Status

@ Status: Ready

— Directory Number Information

Direct t
precery | o |

>

Route Partition | < none > ~

Description ‘

\
Alerting Name ‘ ‘
|

ASCII Alerting ‘
Name

Active

— Directory ber Settings
Voice Mail Profile [ < none = v (Choose <None> to use system default)

Calling Search Space |< None = "l

*
Presence Group | Standard Presence group Vl

User Hold MOH Audio Source | < None = *’l

Network Hold MOH Audio Source | = None = Vl

Configure the directory number properties

12. Next, from the User Management menu, select End User.

13. On the Find and List Users page, click the Add New button.

il Cisco Unified CM Administration WEWTERET Cisco Unified CM Administration s

€IS€Q  rur Cisco Unified Communications Solutions

System = CallRouting =  hledia Resources ~  Voice Mail v  Device «

Find and List Users
EI]: Add New

User
Find User wharal First name |+ | begins with vI |[ Clear Filter ] E
No active query. Please enter your search criteria using the options above.

Click the Add New button

14. On the End User Configuration page, provide the details for the new user. Refer to Help (menu) > This
Page for details about the fields. After providing all the required information, click the Save button. Make
sure you provide the following values in the Controlled Devices and Primary Extension fields.

O  Controlled Devices: Select the phone configured in Step 8.
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O Primary Extension: Select the directory number configured in Step 11.

Wl Cisco Unified CM Administration IEWEEEEN Cisco Unified CM Administration [« §GO
cisco 5 o FrF L
For Cisco Unified Communications Solutions CCMAdministrator o P
System w+ CallRouting + Media Resources v  Voice Mail v Device v lication »  User * Buk i + Hep«
(Er] e el et R RO Back to Find List Users (v
e
-
— Status -
@ Status: Ready ‘
— User Information
User ID* |
Password
Confirm Password
PIN
Confirm PIN
Last name*

Middle name

Telephone Number

Mail 1D

Manager User 1D

Department

User Locale

Associated PC

|
|
|
|
|
|
|
First name |
|
|
|
|
|
|
|

Digest Credentials

Confirm Digest Credentials |

Mame Dialing |

Create a new user

Ensure that the new agent phone is associated with the user that was created while installing the Agent PG. For
details, see the Cisco Unified Contact Center Enterprise Installation Guide.

Planning Unified CCE Configuration

To integrate Unified CCE with Unified WIM and EIM, multiple objects have to be configured in Unified CCE.
The specific objects that have to configured will depend on the activities (email, chat etc.) supported by the
integrated installation. This section describes the objects required for each activity type—inbound email,
outbound email, chat, blended collaboration, callback, and delayed callback.

The following objects must be configured in the order in which they are presented here. For configuration
details, refer to the following section: “Configuring Unified CCE” on page 18.

1. Application instance (page 18)

Media classes (page 19)

Media routing domains (MRD) (page 21)

Network voice response unit (Network VRU) (Not required for outbound email activities) (page 22)
Call type (page 23)

Media routing peripheral gateway (MR PG) (page 24)

N o kv

Agent desk settings (page 28)
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10.
11.
12.

13.
14.
15.
16.
17.

Agent peripheral gateway (Agent PG) (page 29)

Network trunk group (page 31)

Application path (page 32)

Agents (page 34)

Skill Groups

o IPTA skill groups (page 36)

O Non-IPTA skill group (Not required for callback and delayed callback activities.) (page 37)
Labels (Not required for callback and delayed callback activities.) (page 39)

Script selector (page 40)

Scripts (Not required for outbound email activities) (page 42)

Device target (Not required for inbound email, outbound email, and chat activities) (page 46)

Expanded Call Context (ECC) variables (page 47)

Configuring Unified CCE

In this section, we describe the process of configuring the Unified CCE objects required for the integration with
Unified WIM and EIM. These objects must be configured in the order in which they are presented here. For
details of these objects refer to the Online Help and accompanied documentation for Unified CCE.

o\ Important: If your installation uses an Avaya G3 switch, see the procedures described in the
% section “Configuring Avaya G3 Installations” on page 48.

Configuring Application Instance

Application instances are configured for each installation of a multi-media feature in your configuration.

Configure a single application instance for integrating with Unified WIM and EIM. This application instance is
used for inbound email, outbound email, chat, blended collaboration, callback, and delayed callback activities.

To configure an application instance:

1.

2
3.
4

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.
In the Configuration Manager window, browse to Tools > List Tools > Application Instance List.
Double-click Application Instance List.

In the Application Instance List window, in the Select filter data section, click Retrieve. Then, in the
Application Instance section, click Add.

A new entry is created in the Application Instance section and the Attributes tab becomes editable.

On the Attributes tab, provide the following details:

O Name: Provide a name for the application instance.
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O  Application key: Click the Change Application Key button and provide a unique value for the key.
Please note that Unified WIM and EIM uses the application instance name and not the application key
to connect to Unified CCE.

O  Application type: Set it to <Other>.

O  Permission level: Set it to Read only.

Click Save.

(=: application Instance List =1001x]
Select fiker data Atrbutes |
Name *[application_instance_name
* [
Oiptional Filter Condition Walue Application key Change Application Key
Nane - - E
I | | G | 2] Confirm spplication ke~
I~ Save Fetiisve | [Eenceliiter chenges |
D T —
~Application Instany
Name Permission level * |Read only -
Ciscolice :
cisco Description I

cisca2

cisco3

cisco_GGn

cisco_GGn_1

cisca_GGn_2

cizca_GGn_3

Michelle_Application
T

add || Deete || Femmt |

Save Close Help

[1cM Instance: eqain

Configure the application instance

Configuring Media Classes

A media class defines the type of requests you want to set up for routing on Unified CCE. You should configure
a media class for each media supported by your Unified WIM and EIM deployment. A media class is required
for creating MRDs. It helps categorize the MRDs based on media type (email, for example).

Create the following media classes:
» An email media class for inbound emails.
» An email media class for outbound emails.
» A chat media class for chat.
» A BC media class for blended collaboration (BC).

» Callback and Delayed callback use the existing Cisco_Voice media class, which is already created by the
system.

To configure a media class:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > List Tools > Media Class List.
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3. Double-click Media Class List.

4. In the Media Class List window, in the Select filter data section, click Retrieve. Then, in the Media Class
section, click Add.

A new entry is created in the Media Class section and the Attributes tab becomes editable.

5. On the Attributes tab, provide the following details:

O Name: Provide a name for the media class. If the media class is meant to be used in Unified WIM and
EIM, use one of the following names. Note that the names of media classes are case sensitive. Make
sure that you use the exact names as provided here.

e CIM_EIM (for inbound email)

e CIM_OUTBOUND (for outbound email)
e CIM_WIM (for chat)

e CIM_BC (for blended collaboration)

Media classes are set in the
Cisco_tHome\eServicelconfig\ipcclegicm_media_class_mappings.properties file as
CIM_EIM, CIM_OUTBOUND, CIM_WIM, and CIM_BC. If you use names other than these, you must
change them in the file and then restart Cisco Service. Note that the names of media classes are case
sensitive.

In the Task section, set the following.

o Life: Set the value to 300 seconds.

O  Start timeout: Set the value to 30 seconds.

O  Max Duration: Set the value to 28800 seconds.

6. Click Save.

(= Media Class List o=l
Select fiter data attrbutes |
Mame: * [Email Media_Class_Name
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[rvone = =T =l Task.
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Save Close Help

Configure media classes
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Configuring Media Routing Domains (MRDs)

An MRD is a collection of skill groups and services that are associated with a common communication medium.
Unified CCE uses an MRD to route tasks to agents who are associated with a skill group and a particular
medium. A media routing domain is created in Unified CCE for mapping to queues in Unified WIM and EIM.

You need to create the following media routing domains:

4

4

4

For inbound email media class, configure an email media routing domain.
For outbound email media class, create an email media routing domain.
For chat, create a chat media routing domain.

For blended collaboration, create a BC media routing domain.

For callback and delayed callback, use the existing voice media routing domain (Cisco_Voice) created by
the system.

To configure a media routing domain:

—

S

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.
In the Configuration Manager window, browse to Tools > List Tools > Media Routing Domain List.
Double-click Media Routing Domain List.

In the Media Routing Domain List window, in the Select filter data section, click Retrieve. Then, in the
Media Routing Domain section, click Add.

A new entry is created and the Attributes tab becomes editable.
On the Attributes tab, provide the following details:
O Name: Provide a name for the media routing domain.

O Media class: Select a media class created for Cisco Unified Web and E-Mail Interaction Manager
(page 19). Make sure that you select the correct media class for the MRD. For example:

e For inbound email MRD, select the CIM_EIM media class.

e For outbound email MRD, the CIM_OUTBOUND media class.

e For chat MRD, select the CIM_WIM media class.

e For blended collaboration MRD, select the CIM_BC media class.
O Interruptible: Select this option while creating MRDs for inbound and outbound emails.
In the Calls in Queue section, set the following:

O  Max: Defines the maximum number of activities to be queued for the MRD. The recommended value
is 5000. If the field is left blank, Unified EIM and WIM will read the value from the
Cisco_tHome\eService\config\ipcc\egicm_configuration.properties file. By default the
value of the DEFAULT_MAX_CALLS_IN_MRD property in this file is set to 5000.

Click Save.

Preparing Unified CCE for the Integration 21



¢=;Media Routing Domain List

Select filter data

Media class

<Al =

Dptional Fiter

Condition

Walue

[Hane

=] |

| | |

I Save

Bt | [E=neeiter chenges |

~edia Fiouting Domain

[ Name

Cisca_Voice
CiscaVoice
cisca_emall
cisco_emal2
cisen_email3
cisoo_emalk
CiscaVoics
CiscoMRDGgN

Emsil_ MRD_1
ggn
querils_WRD
Int_MAD

EEEREEEEREREREREEEEREREE

CiscoMADGgN_1_chat
CiscoMRDGgn_1_chatl
CiscaHRDGan_2
CiscoMRDGgn_3

Michelle_EIM_HRD
Ko, Irt_HFRD
o

add |

Dotz |

Fzeet |

Attibutes

=10l x|

Name *[media_routing_domain_name
MedarouingdomainiD *[0
Mexdia class * [cisco_Emal =
~Task
Overide
Media Class
Default
Life 300 seconds [
Start Himeout [0 seconds r
M durstion [0 seconds
i~ Calls in Queu
M poon
Menpareslizn —
Ma time in queue seconds
Service level thieshald [0
Service level type * [tanore Abandaned Calls =l
Intenuptible ir2
Description |
Save Close Help

[1cM Instance: eqain

Configure media routing domains

Configuring Network VRU

A Network VRU is required for supporting incoming activities to Unified CCE. Note that this Network VRU
configuration has no relationship with any physical Network VRU existing in your environment.

Configure a single Network VRU for Unified WIM and EIM. This network VRU is used by inbound email, chat,
blended collaboration, callback, and delayed callback activities. It is not required for outbound email activities.

To configure a Network VRU:

p—

S

VRU.

Double-click Network VRU Explorer.

A new entry is created and a new set of tabs appear.

5. On the Network VRU tab, provide the following details:

O Name: Provide a name for the network VRU.

O Type: Set it to Type 2.
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Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > Explorer Tools > Network VRU Explorer.

In the Network VRU window, in the Select filter data section, click Retrieve. Then, click [1] Add Network
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Configure network VRU

6. Click Save.

Configuring Call Types

A call type is required to categorize a dialed number (for voice) or a script selector (for email). Call types are
used in configuring routing scripts.

Individual call types are required for the following activities: inbound email, outbound email, chat, blended

collaboration, callback, and delayed callback activities. Make sure you complete these steps for each type of

activity.

To configure a call type:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > List Tools > Call Type List.

2
3. Double-click Call Type List.
4

In the Call Type List window, in the Select filter data section, click Retrieve. Then, in the Call Type section,

click Add.

A new entry is created and the Attributes tab becomes editable.

5. On the Attributes tab, in the Name field, provide a name for the call type. Click Save.
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Provide the name of the call type

Configuring Media Routing Peripheral Gateways (MR PGs)

An MR PG handles new activity routing requests initiated by Unified WIM and EIM, over the connection
established by the embedded MR PIM (side A or side B). The MR PG provides routing instructions to Unified
WIM and EIM, while the Agent PG is used to report agent state and status to Unified CCE. Also note that agents
are not configured on MR PG. They are always configured on Agent PG.

Configure a single MR PG for Unified WIM and EIM. This MR PG is used for inbound email, outbound email,
chat, blended collaboration, callback, and delayed callback activities.

The MR PG configuration involves three steps:

4

4

4

Configuring MR PG using the Configuration Manager: The details are described in this section.
Installing MR PG: For details, see the Unified CCE Installation Guide.

Creating MR PIM for the installed MR PG: You need to create a single MR PIM for Unified WIM and EIM.
For details, see the Unified CCE Installation Guide. While creating the MR PIM, you would be asked to
provide the Application Connection Port number. As a best practice it is recommend that you use a port
number greater than 2000. Note down the Application Connection Port number that you provide here. You
would need it while configuring EAAS (page 88).

To configure a media routing peripheral gateway (MR PG):

1.

2
3.
4

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > Explorer Tools > PG Explorer.
Double-click PG Explorer.

In the PG Explorer window, in the Select filter data section, click Retrieve. Then, click [1] Add PG.
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5.

On the Logical Controller tab, provide the following details:

O Name: Provide a name for the media routing peripheral gateway.
O  Client type: Set it to MR PG.

& PG Explorer

Select filter data
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Configure an MR PG

Click [2] Add Peripheral.

A new set of tabs appear.

On the Peripheral tab, provide the following details:

O Client type: Select MR PG.

O  Default desk settings: Select None.
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O Enable Post Routing: Select the option.
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Enable post routing

8.  On the Advanced tab, in the Network VRU field, from the dropdown list, select the Network VRU
configured for Unified WIM and EIM (page 22).
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Select a network VRU

9. On the Routing client tab, provide the following details:

O Name: Provide a name for the routing client.
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O Default media routing domain: From the dropdown list, select None.

O Default call type: From the dropdown list, select None.

O Client type: Set it
Click Save.
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Configure routing client

10. On the Default route tab, in the Media Routing Domain field, ensure that the Route: field is set to None.

Select filter data

Dptinal Fier Candition Value
e el B |
I~ Save Retieve | | Cancelfie: charges
= |Hide legend

(2) Peripheral

Click on anitem to edit or view its contents
Use the Add buttons to create new items.

Logical Cartaller |

Logical contcller ID: 5017
Name:

Clent type:

Canfiguration parameters

Desciiption:

Physical controller descrption:

Primary CTl adehess

Secondary CT| address:

PG Explorer

Physical contioller 10: 5018

P 5

* |DenuheraLgaleway,name

*[1R Pa

Peripheral |

Advanced |

Agent Distibution

= agentpg
agent_pgZ
Boston_ PG
CiscoPG
Demo_PG
cisco_m
cisco_m2
Email_MR_PG
Eiic_PG
Ggn FG
him_2
peripheral_gateway_name
peripheral_gateway_name_1

Al

AL

= (2)Add Peripheral
I_—I

Delete [~ Multple.

Skill Group Mask | Fiouting client

Defaultoute | Periphersl Monitor

Current default route entries

Media routing domain | Route [

New

Delete

Media routing domain 1*|

Fiouts; [WomE

=l
=l

Save Owse |

Help |

[ICM Instance: egain

Configure an MR PG
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11. Click Save. Note down the Logical controller ID generated in the Logical Controller tab. It is needed while
configuring MR PIM.

5\ Important: Now install the MR PG and configure the MR PIM. For more information, see the
% Unified CCE Installation Guide.

Configuring Agent Desk Settings

Agent desk settings are a common set of properties for a group of agents working on voice call requests.

This is required for configuring an Agent PG. You need to configure at least one Agent Desk Setting for Unified
WIM and EIM.

To configure agent desk settings:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > List Tools > Agent Desk Settings List.
3. Double-click Agent Desk Settings List.

4.

In the Agent Desk Settings List window, in the Select filter data section, click Retrieve. Then, in the Agent
Desk Settings section, click Add.

A new entry is created and the Attributes tab becomes editable.

5. On the Attributes tab, in the Name field, provide a name for the agent desk setting group. Click Save.
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Provide the name of the agent desk settings group
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Configuring Agent Peripheral Gateway (Agent PG)

An Agent PG is required for creating one or more peripherals that manage agent distribution within Unified
CCE. Configure an Agent PG using the Configuration Manager and then install it on the appropriate machine.

You can configure a maximum of four Agent PGs for Unified WIM and EIM. These Agent PGs are used for
inbound email, outbound email, chat, blended collaboration, callback, and delayed callback activities.

Note that you can also use an existing Agent PG if it is of the type Call Manger/Soft ACD.

To configure an agent peripheral gateway:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.
2. In the Configuration Manager window, browse to Tools > Explorer Tools > PG Explorer.
3. Double-click PG Explorer.
4. In the PG Explorer window, in the Select filter data section, click Retrieve. Then, click [1] Add PG.
5. On the Logical Controller tab, provide the following details:
O Name: Provide a name for the agent peripheral gateway.
O  Client type: Set it to CallManager/SoftACD or PG Generic.

O Primary CTI address: Provide the address of the primary CTI server in the format
IP_Address:Port:_Number. You can either provide the IP address, or the host name.

O  Secondary CTI address: Provide the address of the secondary CTI server in the format
IP_Address:Port:_Number. You can either provide the IP address, or the host name. The secondary CTI
address is needed only if the Unified CCE system is duplexed.

eIk
Select fiter data
Logical Contoller |
Logical controller ID:x UNASSIGNED  Physical controller D; x UNASSIGNED
Dptional Filer Condition Value Name: o IagEnLDertheraLgalewaLﬂamE
[Hone =1 = = Cliert type * [ CalManager/goiaCD =l
I” Save Retieve | | Coneslfer chenges | Configuration parameters: |
Description: |
= |Hide legend Physical contioller desciption: |
= mes Primary CTI address: I\PﬁAddressPurLNuthr
& (2] Peripheral
Seconday CTl address: [IP_ddress Fort_Number

Click on anitem to edit o view its contents
Use the Add buttons o create nev items.

agert_pg
agert_pg?

Boston_PG

CiscoPG

Demo_PG

cisco_mr

cisco_mi2

Email_MR_PG

Eiic_PG

Gon PG

= him2

S8 agent_peripheral_gateway_name

o ¢ ageni_peiipheral_gateway_name_1

&
&
&
]

= [1)AddPG Delele [~ Muliple.

Ly paddpeihe B Close Help

Configure agent PG

6. Click [2] Add Peripheral.

A new set of tabs appear.
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7.  On the Peripheral tab, do the following:

O Default desk settings: From the dropdown list, select the agent desk settings configured for Unified
WIM and EIM (page 28).

O Enable post routing: Select the option.
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Select agent desk settings

8. On the Routing client tab, in the Name field, provide a name for the routing client.
9. On the Agent Distribution tab, do the following:

a. Click New.

b. Select the Enable agent reporting option.

c. Select the Agent event detail option.

d. In the Currently Selected Site section, set the following:
e Distributor site name: Provide the host name of the machine where distributor is installed.

e Enable: Select the option.
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10. Click Save.
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Configure agent distribution

Configuring Network Trunk Group

Individual network trunk groups are required for the following activities: inbound email, outbound email, chat,
blended collaboration, callback, and delayed callback activities. Make sure you complete these steps for each
type of activity.

To configure a network trunk group:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > Explorer Tools > Network Trunk Group
Explorer.

3. In the Network Trunk Group window, in the Select filter data section, in the PG field select an agent
peripheral. Click Retrieve.

Click the [1] Add Network trunk group button.
On the Network Trunk Group tab, in the Name field, provide the name of the network trunk group.

Click the [2] Add Trunk group button.

N ok

On the trunk Group tab, set the following.

O Peripheral: From the dropdown list, select an agent peripheral configured for Unified WIM and EIM
(page 29).

O Peripheral number: Provide a unique peripheral number.

O  Peripheral name: Provide a unique peripheral name.

O Name: This field is auto-populated.
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8. Click the [3] Add Trunk button.
9. On the Trunk tab, in the Trunk type field, select DND/DNIS.
10. Click Save.
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Configure a network trunk group

Configuring Application Path

An application path is required to open a communication channel with a CTI server associated with an Agent
PG. It is used for agent and task status reporting. For each Agent PG, create an application path, which Unified
WIM and EIM will use to connect to the Agent PG.

Create a single application path and add all the MRD-peripheral combinations for the Agent PG to the
application path member list. You do not need to add the voice MRD (Cisco_Voice) to this list. The application
path is used for inbound email, outbound email, chat, blended collaboration, callback, and delayed callback
activities.

Access to the application object filter is restricted. You must use the superuser password (case sensitive) to
enable or disable the application object filter. Check with your System Administrator for the password.

@ Important: For configuring an application path, you need to log in as a superuser.

To configure an application path:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, go to Options (menu) > Application Object Filter.
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3. In the Application Object Filter window, in the Disable / Enable application object filter section, in the
Superuser password field, provide the password of the superuser and click the Disable button. Click OK.

Application Object Filter x|

i~ Disable / Enable application object fiker

Enable I

r— Change superuser password

0ld paszward
Mew pazzward
Confirm password Change I

Ok I Cancel | Help I

Provide the password of the superuser

4. In the Configuration Manager window, browse to Tools > List Tools > Application Path List.
5. Double-click Application Path List.

6. In the Application Path List window, in the Select filter data section, in the Application Instance field select
the application instance configured for Unified WIM and EIM (page 18). Click Retrieve.

7. In the Application Path section, click Add.
A new entry is created and the Attributes tab becomes editable.

8. On the Attributes tab, provide the following details:

O Application Instance: From the dropdown list, select the application instance configured for Unified
WIM and EIM (page 18).

O  Peripheral Gateway: From the dropdown list, select an agent peripheral gateway configured for
Unified WIM and EIM (page 29).

O Name: This field is auto-populated.
In the Application Path Members section, click the Add button and set the following:

O Peripheral: From the dropdown list, select the agent peripheral configured for Unified WIM and EIM
(page 29).

O Media routing domain: From the dropdown list, select an MRD configured for Unified WIM and EIM
(page 21).

Add all the MRD-peripheral combinations for the Agent PG to the application path member list. You do not
need to add the voice MRD (Cisco_Voice) to this list.
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10.

Click Save.

¢=; Application Path List 7]

Select fiter data Attibutes

Application instance <l = o
Application instance  * [HIM_Applcation_|nstance =l
Peripheral gateway <l -
) N
Optional Filter Condition Walue Feripheral gatenay  * #2010 |
Nore - 2 -
I =] | [ | Il Name * [Agent_PG.HIM_App_Instance
I~ Save Retieve | | Coneelier chenges | :
Description [
~Application Path
T - Application Path Member
Peripheral Media routing domain -
1 |agent_PG_1 CIM_EIM
2 |AgertPot MM
3 |Agert_Pot CM_OUTBOUND
4 |Agert_Po1 CI_BC
4 | >|_|
Add Remave

sdd | Dokt | Fme |

Save Close Help

Configure application path

In the Configuration Manager window, go to Options (menu) > Application Object Filter.

In the Application Object Filter window, in the Disable / Enable application object filter section, click the
Enable button. Click OK.

Configuring Agents

An agent is created in Unified CCE for mapping to users in Unified WIM and EIM. Create all IPTA and Non-
IPTA agents for whom routing or reporting is done in Unified CCE.

You need to create agents for handling inbound email, outbound email, chat, blended collaboration, callback, and
delayed callback activities.

To configure an agent:

1.

2
3.
4

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.
In the Configuration Manager window, browse to Tools > Explorer Tools > Agent Explorer.
Double-click Agent Explorer.

In the Agent Explorer window, in the Select filter data section, in the Peripheral field select an agent
peripheral. Click Retrieve.

Click the [1]Add Agent button.
A new entry is created and a new set of tabs appear.

On the Agent tab, provide the following details:

o  First name: Provide the first name.
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Q

)
o
o

C

Last name: Provide the last name.

Login name: Provide the login name for the agent. For blended collaboration, callback, and delayed
callback agents, the login name should match the User ID provided while configuring End users from

the Cisco Unified Communication Manager Administration user interface (page 16).

Login enabled: Select the option.

Password: Provide the password for the agent.

Enterprise name: This field is auto-populated.

lick Save.

4% Agent Explorer

Select filter data

Boston_ACD -

Peripheral

Dptianal Fiter Candtion Value
[Hore = = | =
[ Save

Eiliene | [ Eencelfter changes |

| Hide legend
8 (1) Agent
&)  [2)Roue
(3) Peripheral target
LB labe

Click an ar item to edit or view its contents.
Use the Add buttons to create new items.

-~ Boston_ACD Agent_Jackson_Tom
Bsstor_ACD. Jackson_Tom
Bosstor_ACD. Adams_John

-8
2
& Emalagent1
2
L]

[ [

UMASSIGNED
% Boston_ACD last_name,_first_name

& [1)AddAgent Delete |~ Muliple

Agent | Advanced | Skill group membership | Supervisor

~=1olx|

Personal

First name: * [irst_name

Last name: * [last_name

Login narme: [lagin_nams

Login enabled: &

Password

Select Person...

Enterprise name: f|ausmn,A|:D last_name_First_name

Peripheral name: |

AgentlD [Peripheral number): * [value will be created if left blank)

Lo adiRoe

Save

Help

Configure an agent

Configuring Skill Groups

A skill group is created in Unified CCE for mapping to user groups in Unified WIM and EIM. You can create
two types of skill groups:

4

ICM-picks-the-agent (IPTA): For an IPTA skill group, the skill group members (agents) are administered
and managed in Unified CCE. An IPTA skill group (with associated skill group members) is used in scripts

to facilitate routing through Unified CCE to the skill group. This is relevant for inbound email, outbound

email, chat, blended collaboration, callback, and delayed callback activities.

Unified EIM and WIM picks the agent (Non-IPTA): For a Non-IPTA skill group, the skill group
members (agents) are administered and managed in Unified WIM and EIM. A Non-IPTA skill group is
created for routing activities in cases where a label is returned by Unified CCE to Unified WIM and EIM.
When a label is returned, Unified WIM and EIM load balances the activity to a group of agents defined in
the user group (that maps to the Non-IPTA skill group) identified by the suffix of the label. This is relevant
for inbound email, outbound email, chat, and blended collaboration activities.
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To configure an IPTA skill group:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > Explorer Tools > Skill Group Explorer.
3. Double-click Skill Group Explorer.
4

In the Skill Group Explorer window, in the Select filter data section, select an agent peripheral. Click
Retrieve.

5. Click the [1]JAdd Skill group button.
A new entry is created and a new set of tabs appear.

6. On the Skill Group tab, provide the following details:
O Media routing domain: From the dropdown list, select an MRD configured for Unified WIM and EIM
(page 21).
O Peripheral number: Provide a unique peripheral number.
O Peripheral name: Provide a name for the skill group.
O Name: This field is auto-populated.
O ICM picks the agent: Select the option.

% 5kill Group Explorer o =] 55
Select filer data
Skil Group Members | SubgoupMask | Subskilgoups |
Peripheral Boston_ACD - Skill Group | Advanced
Media routing domain Ciseo_Voice - Medis rouling domaine gz =
Optional Fil Cond Yal
CEGUTET cnctien 2 Peripheral rumber* |1 Feripheral name* |peripheral_name
[Nore = | H | |
N ame: f|ausmn,AcD gan.peripheral_name
™ Save Retieve Caricel filter charges
= | | Available holdoff delay [sec]:  [Uss Peripheral Default = | Priaiiy [0
Estension: | [CH picks the agent W
Bt
9 (1] Skl group
L% (2)Roue
(3) Peripheral target
LB gLabel

Click on ar item to edit or view its contents.
Use the Add buttons to create new items.

g Bostor_ACD OV Suppart SG

g Bostor ACD.CV_Sales.SG

g UNASSIGNED

897 Boston_ACD.gon.peripheral_name

g (1) Add Skil group Delete [~ Muliple.

L G [2)Add Route

Save Close Help

Configure the properties of an IPTA skill group

7. On the Skill Group Members tab, do the following:
a. Click the Add button.
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b. From the Add Skill Group Member window, select the agents to be added in the skill group. Click OK.

Add Skill Group Member

Available records:

LCancel

xl

Name

Boston_ACD Agent_lackson_Tom
Boston_ACD . Jackson_Tom
Boston_ACD. Adams_John
Email_Agent_1

Select members for the skill group

8. Click the Add Route button.

A new tab appears.

On the Route tab, in the Name field provide the name for the route and click Save.
SEEY
Selpc fier data
Skil Group Members | SubgioupMask | Subskilgoups |
Periphersl ACD_Avevs PR kil Group Bdvanced
Merdis routing dosin Cison Veice - (e P |
Optional Fiker Candiion Vel -
Perpheral rumber* [5000 Feripheral name* [SG1
[Hone = E| | =
Mare = [ACD_avaA_FG_1 Cisco_Voiom §
" Save Retiieve Cancel fiter ehanges
= | | buvailsble heldoft delsy (secl  [[1s= Perpheral Detat =] Prioiy [0
Eutension: £ ICMpicks the sgent
| Hide legend
P (1) 5kl goup
S (2)Fouts
I_L[:” Peripheral target Faute |
£ (dLabel Skill group priorily: [ -
(Click on an item to edit ar view its cantents. - P
Use the Add buttans to cieate new items. ame: foute_name
- Wg  UNASSIGNED Description
£ Bg & ACD_AVAYA_PG_1.Cisco_Yoice.5 Service name: NOKE |
Bl & route_name
“wr (2 Acd Fioue Delete |~ Ml
L ® (3addPeipherc et [ swe | Goe Heln

Provide the name of the route

To configure a non-IPTA skill group:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > Explorer Tools > Skill Group Explorer.

2
3. Double-click Skill Group Explorer.
4

In the Skill Group Explorer window, in the Select filter data section, select an agent peripheral. Click

Retrieve.

5. Click the [1]JAdd Skill group button.

A new entry is created and a new set of tabs appear.
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6. On the Skill Group tab, provide the following details:

O Media Routing Domain: From the dropdown list, select an MRD configured for Unified WIM and
EIM (page 21).

O  Peripheral Name: Provide a name for the skill group.
O Name: This field is auto-populated.

o ICM picks the agent: Clear the option.
Click Save.

%, Skill Group Explarer =lolx|

Select fiter data

Skil Group Members | SubgoupMask | Subskilgoups |
Peripheral fgent_PG_1 - Skill Group ] Advanced |
Media routing domain Al 2 Medsroungdomain *[ch e =]
Optional Filk Conditi Wal

DB ITET oneton e [ 11 Periphersl name* [skil_gioup
[Hore = | ] | |
Marne: *IC\M_E\M skill_group

I Save Retieve | | Gance e shonges |

Available holdoff delay (sec]:  [Use Peripheral Defaul =] Priorty [0
Extension ICM picks the agent ul
= |Hide legend

®g (1) Skil goup
Sl (2)Route

L ® [3Peisheral torget

EF (4] Label

Click on an item to edit o view its contents.
Use the Add buttons to create new items.

Cisco_Yoice_SG
EIM_IPTA_SG
EIM_IPTA_SGZ
EIM_NIPTA_SG
EIM_Dutbound_IPTA
WIM_IPTA_SG
WIM_NIPTA_SG
UNASSIGNED

i CIM_EIM.skill_group

-

@ (1) 4dd Skil gioup Delete |~ Multiple

L oy @addRase

Save Close: Help

Configure a non-IPTA skill group

7. Click the Add Route button.
A new tab appears.

8. On the Route tab, do the following:

O Name: Provide the name for the route.

Click Save.
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4. 5kill Group Explorer
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route_namel
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Provide the name of the route

Configuring Labels

Labels are used by Unified WIM and EIM for Non-IPTA routing. When Unified CCE is not able to identify an

agent for assigning an activity, it returns a label to Unified WIM and EIM. When a label is returned, Unified
WIM and EIM load balances the activity to a group of agents defined in the user group (that maps to the Non-

IPTA skill group) identified by the suffix of the label.

You need to configure labels for inbound email, outbound email, chat, and blended collaboration activities.

5\ Important: The LABEL must be configured in the following format: LBL_EM&VFVL:&_NW_of_Nom

% 1PTA_Skill_Group: Also note that the names of labels are case sensitive.

To configure a label:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

1. In the Configuration Manager window, browse to Tools > List Tools > Label List.

2. Double-click Label List.

3. In the Label List window, in the Select filter data section, in the Routing client field select the routing client
configured for MR PG (page 26). Click Retrieve.

4. In the Label section, click Add.

A new entry is created and the Attributes tab becomes editable.

5. On the Attributes tab, provide the following details:

O Routing client: From the dropdown list, select the routing client configured for the MR PG in step 9 in
“Configuring Media Routing Peripheral Gateways (MR PGs)” on page 24.

Preparing Unified CCE for the Integration

39



O Label: Provide a name for the label that can be used in a script for Non-IPTA routing. The label must
be configured in the following format: LBL_Entwpyke_Nam_zf_fkdé_&roW Also note that the names
of the labels are case sensitive.

6. On the Network Target tab, provide the following details:
O  Target type (filter): From the dropdown list, select Network VRU.
O  Network Target: Select the Network VRU configured for Unified WIM and EIM (page 22).

Click Save.

I =
Select fiter dats Atibutes |
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Configure the label

Configuring Script Selectors

A script selector is a keyword that identifies the routing script for an activity request from Unified WIM and
EIM to Unified CCE. Script selectors are used in routing scripts as part of the Dialed Number node.

Individual script selectors are required for the following activities: inbound email, outbound email, chat, blended
collaboration, callback, and delayed callback activities. Make sure you complete these steps for each type of
activity.

To configure a script selector:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > List Tools > Dialed Number/ Script Selector
List.

3. Double-click Dialed Number/ Script Selector List.

4. In the Dialed Number/ Script Selector List window, in the Select filter data section, in the Routing client
field select the routing client configured for MR PG (page 26). Click Retrieve.
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7.
8.

In the Dialed Number/ Script Selector section, click Add.

A new entry is created and the Attributes tab becomes editable.

On the Attributes tab, provide the following details:

O Routing client: From the dropdown list, select the routing client configured for the MR PG in step 9 in
“Configuring Media Routing Peripheral Gateways (MR PGs)” on page 24.

O Media routing domain: From the dropdown list, select the MRD configured for Unified WIM and

EIM (page 21).

O Name: Provide a name for the script selector.

O Default label: Select the label configured for non-IPTA skill groups (page 39). You need to set this only
for script selectors for inbound email, outbound email, chat, and blended collaboration activities.
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Select filker data
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Customer oo =
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Routing client
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I
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r
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Configure script selector

Click the Dialed Number Mapping tab. Click Add.

On the Dialed Number Map Entry window, associate the script selector with a call type.
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© Match |
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™ Required
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Calltype |EM_Call_Type =

oK I Cancel | Help |

Map call type

9. Click OK to save the entry. Then click Save to save the script selector configuration.

Creating Scripts

A routing script determines the path and target object for an activity routed from Unified WIM and EIM to
Unified CCE.

Individual routing scripts are required for the following activities: inbound email, chat, blended collaboration,
callback, and delayed callback activities. Make sure you complete these steps for all these activities. You do not
need routing scripts for outbound email activities.

If you want to display dynamic content to chat customers (for example, wait time, activity ID) while chat
requests are being processed by the system, make sure you configure the scripts for chat to return
RunApplicationScriptRequest with the script identifier (ID) of the script. You will need this script
identifier while configuring the dynamic messages (page 90).

The following procedure shows you how to set up a particular script. To find out more about setting up different
types of scripts to meet your routing requirements, see the Unified CCE Scripting Guide.

To create a script:
1. Go to Start > All Programs > ICM Admin Workstation > Script Editor.
2. In the Script Editor window, click the New button.

3. In the Create A New Script window, select the Routing script option.

Create A New Script ﬂ

Chooze the type of script to create:

Fiouting zcript: A routing zcript handles calls
delivered by a routing client.

Adminigtrative script: An adminiztrative script
unz at a specified interval and updates internal
state.

Cancel |

Select the Routing Script option
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A new script editor opens. The Star node is added by default to the script editor.
4. In the Script Editor window, go to View (menu) > Palette.
The Palette window opens.

5. In the Palette window, on the Targets tab, click the Skill Group button, and click in the script editor. The
Skill Group node is added to the script editor.

6. Double-click the Skill Group node to open the Skill Group Properties window.

7. In the Skill Group Properties window, on the Routing Target tab, in the Skill Group column, select an IPTA

skill group.

i skill Group Properties x|
Routing Target | Connection Labels I

Skill Group Route Translation Route [ ~| Add Targets... |
1 |EM_PTA_SG EIM_IPTA_SG_Route
B Delete Fov |
3 Walidate |
4
5 B
5 Mave
7
8 ﬂ
9
10
11
12
13
14
1 kd

[ Allow connection for gach target
QK I Cancel | Help

Select an IPTA skill group

8. Next, in the Palette window, on the Targets tab, click the Label button, and click in the script editor. The
Label node is added to the script editor.

9. Double-click the Label node to open the Label window.
10. In the Label window, on the Label tab, set the following:
a. Select the label type as Configured.
b. From the available labels select a label and click the Add button. Click OK.
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Label Properties x|

Label | Comment |

- Label Type: [IWETMENE ~
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Add> |
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1 item

Label name:
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Type:
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Select the label type and a label

11. Next, in the Palette window, on the General tab click the Line Connector button, and configure the success
and error paths for each node. This creates the routing path of the script.

12. Click the Validate Script button to check if the script is created properly. If there are any errors, fix them.

13. Click the Save button to save the script.

A sample script

After creating a script, map the script to a call type, MRD, and script selector. Also, set the schedule when the
script should run.

14. In the Script Editor window, go to Script (menu) > Call Type Manager.
15. In the Call Type Manager window, in the Call Directory tab, do the following:
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a. In the Media Routing Domain field, from the dropdown list, select the MRD configured for Unified
WIM and EIM (page 21).

b. In the Script Type Selector field, from the dropdown list, select the script selector created for the MRD
(page 40).

c. Next, click the Add button. The Add Call Type Selector Entry window appears. In the Call type field,
select the call type configured for Unified WIM and EIM (page 23). Click OK.

Call Type Manager x|

Call Directary | Schedulesl Call Type Treel

Media Bouting Domair: |CIM_EIM =l

oK I Cancel | Lpply Help
Map the script to a call type, MRD, and script selector

16. In the Call Type Manager window, in the Schedule tab, do the following:
a. In the Call type field, from the dropdown list, select the same call type you selected in Step 15.
b. Next, click the Add button. In the Add Call Type Schedule window that appears, do the following:
i. In the Script tab, select the script configured for Unified WIM and EIM (page 42).
ii. In the Period tab, set a schedule for the script.
iii. Click OK.

Call Type Manager x|

Call Directory  Schedules | Call Type: Treel

Agd... |
Modify... |
Delete |

QK I Cancel Spply Help

Set a schedule for the script

17. Click OK to close the Call Type Manager window.

Preparing Unified CCE for the Integration 45



Configuring Device Targets

Individual device targets are required for routing voice calls for blended collaboration, callback, and delayed
callback activities. Make sure you complete these steps for all these activities. You do not need device targets for
inbound email, outbound email, and chat activities.

To configure a device target:

1.

2
3
4.
5

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > Explorer Tools > Device Target Explorer.
Double-click Device Target Explorer.

In the Device Target Explorer window, click Add Device Target.

Provide the name and global address, which is the host name of the Unified CCE server followed by the
agent extension, in the following format: l/tmﬂedfcagferm Agent_Extension

Provide the configuration parameter in the following format. The string before the agent extension must be
exactly as specified: /devtype CiscoPhone /dn Agent_Extension

Click the Add Label button.
The Label tab appears.

On the Label tab, set the following:

O Routing client: From the dropdown list, select the MR PG configured for Unified WIM and EIM
(page 24).
o Label: Provide the name of the label. The label name must be the Aﬁmt_ExtWA'om

Click Save.
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Configure a device target
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Configuring Expanded Call Context (ECC) Variables

ECC variables are used in Unified CCE scripts to facilitate and influence routing. ECC variables have a
maximum length of 256 characters. Both Scalar and Array ECC variables are supported.

ECC variables are required for inbound email, outbound email, chat, blended collaboration, callback, and
delayed callback activities. Create the following ECC variables:

» For inbound and outbound email activities: user.cim.activity.id
» For chat activities: user.cim.activity.id, user.wim.customer.name

» For blended collaboration, callback and delayed callback activities: user.cim.activity.id,
user.wim.customer.name, user.cisco.cmb, user.cisco.cmb.callclass

To configure an ECC variable:
1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > Miscellaneous Tools > System Information.

3. In the System Information window, in the General section, select the Expanded call context enabled
option. Click Save.

=101]
I Call Typ
ICM type: Standard Default call type [<None> =
19w2
Cones s Abandoned call walt tme 5
Controller domain name: eqcisco.com
Service level thieshold 20
I~ Palitioning enabled
NS 0 Service level yps [lgnore Apandoned Calls =
[V Expanded call cartest enabled Bucket intervals *[Detau_Bucket_Intervals 5|
et CLID Masking
Retain sciipt versions Al ~ I Enabled
Minirum script scheduls tme. ™ [30 seconds By e G
Femaye it
st e e e | I fieere s
Mask character
~WRU Person Secu
Defauit network VRU |CM_Network_vRU =l I~ Login name case sensitive
’ L
Minimum canelation number |1 Minimum passwicrd et
Masimum correlation rumber [30000
~Application G
@ Gmeriom Timeaut | Sessions | Hearbeats | Evrs |
€ Remete ICM
Fequest  [EHO _|::' miliseconds
Abandon |3000 _|::' miliseconds
Late 300 =] miliseconds
Save | Lo Help

[1cM Instance: viawz

Enable ECC variables

In the Configuration Manager window, browse to Tools > List Tools > Expanded Call Variable List.
Double-click Expanded Call Variable List.

In the Expanded Call Variable List window, in the Select filter data section, click Retrieve. Then, in the
Expanded Call Variable section, click the Add button.

Type the name and length of the ECC variable. A maximum of 256 characters are allowed. Make sure that
you use the exact names as provided here.

O wuser.cim.activity.id (needed for all types of activities)
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O user.wim.customer.name (needed for chat, blended collaboration, callback, and delayed callback
activities)

O user.cisco.cmb (needed for blended collaboration, callback, and delayed callback activities)

O user.cisco.cmb.callclass (needed for blended collaboration, callback, and delayed callback
activities)

8. Click Save.

(= Enpanded Call ¥ariable List =101 x|
Select fter dats Atbutes |
Hame * [user cim.activityid
Optional Filier Condiion Valus Masium length * [40
[Nene =l o R
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Bdccountiumber Persistent ,7

BABuddyName

BACampaign Ciscoprovided [

BDisledListiD
BAResponse

[
[
[l
=
(14 Bastatus
A
[
[
[

Description

BATimeZone
cisco.cem. Categary
cisco.cem MessageKey
cisco.cem Priority

[#] userB

[ user.cisco.cmb
uger.cisco.cmb. callclass
user.LongMame
user wim customer name:

EIRIEIE]

user

2dd Dekte | bzt |

Configure ECC variables

Save Clase Help

Configuring Avaya G3 Installations

In this section, we describe procedures for configuring Unified CCE installations that use Avaya G3 switches.
Skip this section if you are not using Avaya G3 switches.

Collecting Details
Get the following information from the G3 switch administrator:
» The IP address of the G3 PG machine.
» The Adjunct Switch Application Interface (ASAI) port on the switch. For e.g., Link 5.

» For each agent, collect the following details:
o AgentID
O Agent extension
O Skill group

O Skill group extension
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O Vector Directory Number (VDN)

Configuring Application Instance

» To configure an application instance, follow the steps described in “Configuring Application Instance” on
page 18.

Configuring Media Classes

» To configure media classes, follow the steps described in “Configuring Media Classes” on page 19.

Configuring Media Routing Domains

» To configure media routing domains, follow the steps described in “Configuring Media Routing Domains
(MRDs)” on page 21.

Configuring Network VRU

» To configure a Network VRU, follow the steps described in “Configuring Network VRU” on page 22.

Configuring Call Types

» To configure call types, follow the steps described in “Configuring Call Types” on page 23.

Configuring Script Selectors

» To configure script selectors, follow the steps described in “Configuring Script Selectors” on page 40.

Configuring Media Routing Peripheral Gateways (MR PGs)

» To configure media routing peripheral gateways (MR PGs), follow the steps described in “Configuring
Media Routing Peripheral Gateways (MR PGs)” on page 24.

Configuring Agent Peripheral Gateway (Agent PG)

An agent peripheral gateway (PG) is required for creating of one or more peripherals that manage agent
distribution within Unified CCE. Configure an Agent PG using the Configuration Manager and then install it on
the appropriate machine.

This is required for inbound email, outbound email, chat, blended collaboration, callback, and delayed callback
activities. You can configure a maximum of four Agent PGs for Unified WIM and EIM.
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To configure an agent peripheral gateway:

1.

2
3
4,
5

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

In the Configuration Manager window, browse to Tools > Explorer Tools > PG Explorer.
Double-click PG Explorer.

In the PG Explorer window, in the Select filter data section, click Retrieve. Then, click [1] Add PG.
On the Logical Controller tab, provide the following details:

O Name: Provide a name for the agent peripheral gateway.

O  Client type: Set it to Definity ECS EAS.

O Primary CTI address: Provide the IP address of the primary CTI server in the format
IP_Address:Port:_ Number. It is required if agents are integrated through a CTI server.

O  Secondary CTI address: Provide the IP address of the secondary CTI server in the format
IP_Address:Port:Number. This is optional; it is required if the Unified CCE installation is a duplex one.

Click [2] Add Peripheral.
A new set of tabs appear.

On the Peripheral tab, do the following:

O Default desk settings: From the dropdown list, select the agent desk settings configured for Unified
WIM and EIM (page 28).

O Enable post routing: Select the option.

=lix]
Select lter dota =
Logeal Controler |
Logical contoller 1D 5002 Physical contioler ID: x 5002
Qptonnl Fiter Condiion Vaue Iz *|ri503_0%0
[None =il Ef | =l Chertype: #[Demiy ECS EAS -
I Save Reliieve S e chong Configuraion parameters
Doscription:
| Hide legend 3 e ]
= wes : -
Pmary CT1 adchess 10.77.65211:44107
= (2Peiphenl
Secondary CTI addss:
e D . | Fous | Dstauticuie |
Periphersl 1 Advewed | Agend Distibution |
5 g ; »5003
ER 503 o300 1 Peripheral D
= 03 g% 2 ot T —
= 503 jpeopg_test
= 03 g Peripheral name: #|n503_g3pg 1
PR
~ Caent type = [Deiiniy ECS EAS =
Location:
Abandoned cal watine: =[5
Cordiguration paranelers:
Coll cankrol vasiable o
Desciipton:
Defauk desk: setings. NONE =
Periphera service level ype:  # [Touio o oy Lol Lo =
Enabie post outing: "
o (214 Peripheial Delte [~ Mulipie
(=
I Sleillid : Close Help
KeH Tnstance: 0503
Configure Agent PG

On the Routing client tab, in the Name field, provide a name for the routing client.
On the Advanced tab, set the following values:

a. Available holdoff delay: O

b. Default route: NONE

c. Answered short calls threshold: 0
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d. Network VRU: Select the network VRU configured earlier (page 49)
e. Select the Agent Auto-Configuration option.

Skill Group Mask I Routing clisnt | Default route I Peripheral Monitar I

Peripheral Advareed I Agent Distribution
Available holdoff delay: &
Detault routs: |NONE =l

Anzwered short calls treshald: |U

Network YRU |&2 =l

V¥ tigent Auto-Configuration

Configure advanced properties

10. On the Peripheral Monitor tab, set the following values:

a. Parameter

b. Type: VDN
Peripheral I Advanced | Agent Digtribution I
Skill Group Mask | Routing client | Default route Peripheral Monitor

Current peripheral monitor entries:

Type | Estenzion I Config. Param.
VDN a1z WON_NC

VDN 2513
Station

4 |2
New Delete

Extensior: |

Parameter string: !EEUB

Type. *[von =

Configure peripheral monitor

11. In the PG Explorer window, go to the Agent Distribution tab and do the following:
a. Click the New button.
b. Select the Enable agent reporting option.
c. Select the Agent event detail option.

d. In the Currently Selected Sites section, set the following:
i. Distributor site name: Provide the host name of the machine where distributor is installed.

ii. Enable: Select the option.
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Click Save.
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@ (2] Add Peripheral Delete |- Multiple...
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Save LClose Help

Configure agent distribution

Installing Definity PG

To install the Definity PG:

1. Inthe 7¢M_ tHomel bin directory on the ICM server, double-click ICMSetup.exe to launch the installation
program.

2. On the Peripheral Gateway Properties window, select Definity as the Client Type.

x
Node Manager Propetties: - PG Node Properties

i o [fes ]

T it stat at system stattup % Sids A

¥ Duplesed Perpheral Gateway " Side B

Select client type

3. On the Peripheral Gateway Component Properties window, do the following:

a. Add a Peripheral Interface manager (PIM).
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b. Click the Advanced button. Verify that the system ID matches the PG’s system ID.
=

i~ Meszage delivery sustem

Timed delivery queue interval: |5U
Timed delivery queue thieshald: |5U

™ Disable ICM time synchionization

i Device management protocol

ICM system [D: |4
Hetwiork Probe interval: IEDDDD

ok | [ Gl ] Hen |

Verify system ID

c. Definity ECS Setting: Select EAS Mode.
d. Select the Using MAPD option.
x|

i Penpheral Interface b anager

Pl 1 enabled. PID: 50 Add...

Delete:
i~ Penpheral G ateway configuration

Logical controller 1D IED1 g
CTI Call \Wrapup Data delay: IU

I Dermand commandserer

= Bzt Link Advanced

=15 Erabiled
WRU Reparting Definity ECS Setting:
2 BeniFeed ' Hon EAS Mode
51 Bofled Beed " EAS Mode
21 Servize ani]  EAS-PHD Mode
I”| Bueve Beporting ¥ Using MAPD
Help I < Back I Next > I Cancel I

Configure peripheral gateway component properties

On the Definity ECS PIM Configuration window, do the following in the CVLAN/MAPD Configuration
section:

a. Enable Host 1.
b. Hostname: Specify the IP address of Host 1.
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c.  Monitor ASAI links: Select the ASAI port link assigned.
]

Peripheral namne: M4PG4S_LIICE Peripheral ID 5003

i~ Call Management System [CMS) Configuration
™ CMS Enabled [MOTE: DISABLE if CMS-less)

CMS Hostrame: I Port number to listen on:  |E0E0
CMS Data Timeout [Tpp. 3% Refesh rate] [Milisec]: | 90000
i~ Multiple Cizco Repar

Mumber of Cisco Feparts for this PIk |1 Part number delta [typ: 10): Im

i CVLAMMAFPD Configuration

Host 1. W Enabled
Hostname: I‘\U.T?.Gﬂlm

ASallink# 1 2 3 4 5 6 F 8
Monitor &5AI links: rOrr &FkCCCC
Post-Route ASAl links: rCr o
HeatbeatMaintenance: [~ T T T T C T T
Host 2 [T Enabled [if DUPLEXED)
Hostname: I

ASallink#d 1 2 3 4 B B 7 &
Monitor 45AI links: rrrrrrrrrr
Post-Route ASAI links: rrrrrrrrrr
Heatbeat Maintenance: [~ I T T T T T T

Mirirum rumber of overall 4541 links before failover: |1
Default Timed ACW value [Seconds): IU Ch5-less Smart dgent Timer: |10

oK I Cancel | Help I

Configure PIM

Configuring Network Trunk Group

» To configure network trunk groups, follow the steps described in “Configuring Network Trunk Group” on
page 31.

Configuring Services

A service is defined for a peripheral to describe the category of requests being processed by skill groups that
belong to the peripheral. For example, billing, inventory, etc. A service is required for creating skill groups.

This is required for inbound email, outbound email, chat, blended collaboration, callback, and delayed callback
activities.

To configure a service:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > Explorer Tools > Service Explorer.

3. Double-click Service Explorer.

4. In the Service Explorer window, in the Select filter data section, click Retrieve. Then, click the Add Service

button. Set the following properties:
O  Peripheral Number: Use the VDN Number in the G3 switch.
O  DNIS: Use the VDN Number in the G3 switch.
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S.

6. Click the Service Members tab. Map skill groups to the service.

7.

O Network Trunk Group: Use the dummy Network Trunk Group created earlier.

O Label: Provide a name for the label. The label must be configured in the following format:
CIM_PVW/)/_AWM%_J’@VM_NW ACD_Queue_Name, Skill,_Group._Extension.

o Route: any_name.
O Routing Client: MR PG Routing Client.
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Configure a service

Click the Advanced tab. Add the VDN in the Extension field.

Service Advanced | Servics members |

Peripheral service level type™ | Calculaied by Call Cent =
Extension: 35M

Schedule name:

Configure advanced properties of the service

Service | Advanced  Servioe members |

Cuirent service members

Primary | Skill group name
s0_03_saf1

4] i}

Add Remove

Map skill groups

Click Save.
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Creating Voice Skill Groups
Blended collaboration activities in systems that use Avaya G3 switches activities can be used only with non-
IPTA routing.
1. Create a voice skill group with the following properties:
O Peripheral Number: Skill Group Number on switch.
o  Extension: Skill Group Extension number on switch.

O ICM picks the agent: Clear the option.

@ Note: You do not need to configure a Route for voice skill groups.
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L
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Configure a voice skill group

2. Click the Add Route button.

A new tab appears.

3. On the Route tab, in the Name field provide the name for the route and click Save.

56 Cisco Unified Web and E-Mail Interaction Manager Deployment and Maintenance Guide



TSk Lroun Beplorer = SRR

Selpe) fiter dats
4‘% Skil GroupMembers | SubgioupMask | Subskilgoups |
Peripheral [ACD_&VAYA PG_1 E Skl Group I A
Media routing domain Cisca_Vaice = Medaraungdomain. *[Geavees
Opional Fit Condi Val - O
ptional Fiter andition alue P e 500 Perphers amer [E5T
[Hone =] E| | 7
Name: *[aCD_avaa PG _1 Cisco_oc= 5
I™ Save Retrieve Cancelfiter changes
= | | Awailsble holdoff delay (sec):  [Use Peripheral Defaut | Friority [0
Bl EE] ICM picks the agent [
| Hide legend
B3 (1) kil goup
S [2Roue
L@  (3)Peipheral trget Route |
B
(A o] Skill group prioity ] ~

(Click on an item to edit or view its contents.
Use the Add buttors to create new items.

®

Name: 1oule_name

¥g  UNASSIGNED Description

- g & ACD_AVAYA_PG_L.Cisto_Woize.5 Service name: NOME =
- B route_name

S (2) Add Route Delete |~ Multiple...

L ® (A Peipheraltarget e 1 oo el

Provide the name of the route

Configuring Voice Agents

An agent is created in Unified CCE for mapping to users in Unified WIM and EIM. This is required for email,
chat, blended collaboration, callback, and delayed callback activities.

To configure an agent:

1. Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.

2. In the Configuration Manager window, browse to Tools > Explorer Tools > Agent Explorer.
3. Double-click Agent Explorer.
4

In the Agent Explorer window, in the Select filter data section, click Retrieve. Then, click the [1]JAdd Agent
button.

A new entry is created and a new set of tabs appear.

5. Creating an agent using the Agent Explorer tool with the same login name as the person record, e.g., if agent
5501 is the agent created in the G3 switch, create the agent by choosing the person having the login name.
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Click Save.
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Configure an agent

Configuring Labels

Labels are used by Unified WIM and EIM for routing activities to integrated agents. When a label is returned to
Unified WIM and EIM by MR PG, Unified WIM and EIM assigns the activity to the integrated agent that
belongs to the ACD queue and skill group extension specified in the label name.

%\ Important: The label must be configured in the following format:
Y C[M_PVW//_AWLD?L_f@VW_NM&, ACD_Queue,Name, fW_GVﬂM/[b/_ExtW/lom

To configure a label:

1.
1.
2.

Go to Start > All Programs > ICM Admin Workstation > Configuration Manager.
In the Configuration Manager window, browse to Tools > List Tools > Label List.
Double-click Label List.

In the Label List window, in the Select filter data section, in the Routing client field select the routing client
configured for MR PG (page 49). Click Retrieve.

In the Label section, click Add.
A new entry is created and the Attributes tab becomes editable.

On the Attributes tab, provide the following details:

O Routing client: From the dropdown list, select the routing client configured for the MR PG in step 9 in
“Configuring Media Routing Peripheral Gateways (MR PGs)” on page 49.

O Label: Provide a name for the label. The label must be configured in the following format:
CIM_PVW)/_AWM%_J’WW_NM&, ACD_Queue_Name, Skill,_Group:_Extension.

On the Network Target tab, provide the following details:

O Target type (filter): From the dropdown list, select Network VRU.
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O Network Target: Select the Network VRU configured for Unified WIM and EIM (page 49).
Click Save.
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1M Instance: v15w2

Configure the label

Configuring Call Types, Dial Numbers, and Scripts

1.

In CCS Admin, use the skill group wizard to create one skill group for SSC, MSC. Note that in any legacy
ACD case there is no BC skill group. If the agent is enabled for voice, the given agent can address BC
requests too.

Services and Route are created automatically by creating skill groups in CCS Admin.
Create SSC and MSC agents. Assign agents to the skill group created in step 1.

On AW, create a call type:

a. Go to Configuration Manager > List > Call type list.

b. Select customer. Click Retrieve. (The Unified CCE instance is the customer.)

c. Add a call type. Provide a unique name and your Unified CCE instance as customer. Leave everything
else at default.

d. Save and close.

On AW, create dialed numbers:

a. Go to Configuration Manager > List > Dialed Number list.

b. Select your routing client (your MR PG).

c. Select your Unified CCE instance for customer. Click Retrieve.

d. Add aDN.
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k.

L

Select the appropriate Routing Client (same as above).

Fill in Dial Number string field with unique value. (This field will be used as the script selector field on
the caller login form.)

Select the appropriate MRD in which the skill groups your agent is associated with reside.
Select your Unified CCE instance as the customer (value depends on which lab you are in).
Select the call type mapping tab on top.

Click Add, and select the call type that was created earlier in the previous section. Leave everything
else default.

Click OK.

Save and close.

5. On AW, Create a script in Script Editor and schedule it:

a.
b.

C.

Open script editor on AW.

Start a new script.

Drag and drop the Queue (this is ‘queue to skill group’) icon from the Queue tab.
Drag the End icon from the General tab.

Double-click the Queue box in the script. Click inside column 1, skill group row, and you should see
drop down with your corresponding skill group and route that you created in previous steps.

Drag and drop a Wait node.
Set 1000 seconds by double-clicking (this will allow calls to queue until an agent is available).

Click and drag cursor from Start-Queue node, Queue (check mark) node to Wait and Queue (X mark)
to End.

Save this script with a unique name. Save directory defaults to default directory.
Validate script by clicking the check mark button.

Now go to the Script menu and select Calltype Manager.

In the call directory tab, select your MRD.

Under the schedules tab, select your call type.

Now add a script to your call type by clicking Add.

Click OK.

Now, run Call Tracer against your script as a double check of its integrity (IUnified CCE Admin
Workstation - Call tracer). Select appropriate MRD, Routing Client, Dialed Number (DN) and click
Send Call.

In the script editor, select Script Menu - Monitor Script to watch trace go through.

Creating Expanded Call Context (ECC) Variables

» Create the following ECC variables:

o  For inbound and outbound email activities: user.cim.activity.id
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o  For chat activities: user.cim.activity.id, user.wim.customer.name

O  For blended collaboration, callback and delayed callback activities: user.cim.activity.id,
user.wim.customer.name, user.cisco.cmb, user.cisco.cmb.callclass

To configure Expanded Call Context (ECC) Variables, follow the steps described in “Configuring Expanded
Call Context (ECC) Variables” on page 47.

Installing Unified EIM and WIM and the Integration

To install Unified EIM and WIM and the integration with Unified CCE:

1.

Ensure that Microsoft SQL Server 2005 is installed and running on the machine on which you will be
installing the Unified EIM and WIM databases.

From the Unified EIM and WIM Environment CD, copy the JBoss folder to a local directory on the Unified
EIM and WIM messaging server and all application servers.

From the JBoss folder inside the local directory, extract the files from the jboss-4.2.3.GA.zip file to the
location where JBoss is to be installed. Create a new instance of JBoss.

In distributed-server installations, install Sun JDK 1.5.0_22 on all machines where the services server,
messaging server, and application servers are to be installed.

On the web server machines, install Microsoft IIS.

Install Unified EIM and WIM. Refer to the Cisco Unified Web and E-Mail Interaction Manager Installation
Guide for Unified CCE for a detailed list of deployment options and installation steps corresponding to each
deployment.

The document also guides you through the procedure of setting up the integration. See the section
“Integrating Cisco Interaction Manager with Unified CCE.”

From the Windows Services panel, start the Unified EIM and WIM service, and wait for 2-3 minutes before
launching the URL to allow all the application services to start.

On the user desktops, install Sun JRE 1.6.0 (Update 10 or higher). Version 1.6.0_13 is included on the
product CD.

Configure the browser on user desktops according to the procedures detailed in the Cisco Unified Web and
E-Mail Interaction Manager Browser Settings Guide.

Preparing Cisco Media Blender for the Integration

The Cisco Media Blender (CMB) integrates with Unified CCE to blend chat and voice into a blended
collaboration session for an agent and a customer. The interface interacts with the Agent PG (Call Manager PG
or Avaya PG) to facilitate voice call generation and voice monitoring within Unified CCE.

For each Agent PG that is configured for Unified EIM and WIM, you need to install and configure a dedicated
instance of CMB.
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Installing Cisco Media Blender

To install Cisco Media Blender:

1. Run the Cisco Media Blender Setup.exe. For more details, refer to the Cisco Media Blender Installation
Guide.

2. Apply patches, if any.

3. Restart the server after installation is complete.

Configuring Cisco Media Blender

Refer to the Cisco Media Blender Administration Guide for Cisco ICM/IPCC Enterprise & Hosted Editions for
more information about configuring Cisco Media Blender.

Configuring Cisco Media Blender for Unified CCE

To configure Cisco Media Blender for Unified CCE:
1. On the Cisco Media Blender server machine, navigate to the CiscoMB\servlet\Properties\Blender
folder. Open the ACD.ciscocti.properties file and make the following changes:
O ctistrategy=AgentReserved
O callclasstable=callclasses.properties [Comment this]
O permittedphonenumlength=4 [Comment this]
O autoanswer=false [Uncomment this]
O signoffreleaseready=true [Uncomment this, and set to false for Unified CCE.]
peripheral.type=IPCC
peripheral.id=reipheral 1D oft/w/%ﬂemf?q

0

o)

O vperipheral.hostname=c77 server hostname

O peripheral.hos tport=CTI_:eVuw_ho:tport [This should be the port of the CTI Server.]
o)

peripheral.username= cmb-/ostname [Uncomment this, and set the value to be the hostname of the
Cisco Media Blender server. The recommended form is c¢cmb-/ostname of Cisco Media Blender
machine, but it works by just defining the hostname of the Cisco Media Blender machine.]

2. On the Cisco Media Blender server, open the CiscoMB\servlet\Properties\Blender folder. Open
Collaboration.properties, and make the following changes:

O remoteregistryport=15099 [If you provided a different port number at the time of installation,
then use that number.]

O remotepassword=_rasword[The remote password should be the same as the encrypted local password
defined in the

Cisco_tHomeNeServicelconfig\c mb\CMB_IP_addrw_Rmta_Reﬁbmf)/_Portp roperties file on the
Unified EIM and WIM file server.]

O LocalPassword=—rasword [The local password should be the same as the encrypted remote password
defined in the
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Cisco_tHomeNeServicelconfig\c mb\CMB_IP_W&;;_Rmte_Reﬁbftr)/_Portp roperties file on the
Unified EIM and WIM file server.]

On the Cisco Media Blender server, open CiscoMB\servlet\Properties\Blender open
callclasses.properties, and verify if the following line is commented:

O #Hdefault=Predictive

Copy the CiscoMB folder from the Cisco Media Blender server and paste it on the Unified EIM and WIM
services server. Make sure you paste the CiscoMB folder on the same drive on the services server where it
existed on the Cisco Media Blender server. For example, if the C1iscoMB folder on the Cisco Media Blender
server was on C drive, then paste it on the C drive of the Unified EIM and WIM services server.

In the Cisco tHome\eService\config\lcm b\CMBﬁ[PfWay_Rmt@Reﬁkﬂ)LPorﬁp roperties file,
update the WLRoot property. For example, if the Cisco MB folder has been copied to C:\, then WLRoo't
should be updated as WLROOT = C:\\CiscoMB.

On the Unified EIM and WIM services server, browse to the Cisco +Home\eService\config\cmb folder,
and do the following:

a. Rename the cu B_ZP_M%VM:_mete_keﬁv':fr}/_mrt properties file. Replace cMB 1P address with
the IP address of the Cisco Media Blender server; replace met&fkeﬂ&;tr/fPorf with the port number
specified for the property LocalRegistryPort in the
CiscoMB\servlet\Properties\Blender\Collaboration.properties file on the Cisco
Media Blender server.

b.  Open the cMB_IP_adaLm::_Remz)ta_kegb:tr/_l’ort.p roperties file, and make the following changes:
e RemoteHost=CcMB Server IP address [This should be the IP address of the Cisco Media Blender
server]. If you provided a different port number when configuring CMB, then use that number]

e RemoteRegistryPort=1099 [This should be the same as the port specified for the property
LocalRegistryPort in the
CiscoMB\servlet\Properties\Blender\Collaboration.properties file on the Cisco
Media Blender server.]

e LocalRegistryPort=15099 [If you provided a different port number at the time of installation,
then use that number.]

Configuring Cisco Media Blender for Avaya G3

To configure Cisco Media Blender for Avaya G3:

1.

On the Cisco Media Blender server machine, navigate to the CiscoMB\servlet\Properties\Blender
folder. Open the ACD.ciscocti.properties file and make the following changes:

ctistrategy=AgentReserved [Comment this]
callclasstable=callclasses.properties [Uncomment this]
permittedphonenumlength=4 [Comment this]

autoanswer=false [Uncomment this]

peripheral.type=Lucent

o)
0
o)
o)
O signoffreleaseready=true [Uncomment this, and set to false for IPCC.]
o)
0 per“ipher‘aL.'id=PerWMZDoft/wAﬂemqu

o)

peripheral.hostname=c77 server hostname
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O peripheral.hostport= CTZ_:&VW_/w:tpwt [This should be the host port of the CTI Server.]

O peripheral.username=cmb-/ostname [Uncomment this, and set the value to be the hostname of the
Cisco Media Blender server. The recommended form is ¢mb=/ostname of Cisco Media Blender
machine, but it works by just defining the hostname of the Cisco Media Blender machine.]

2. On the Cisco Media Blender server, open the CiscoMB\servlet\Properties\Blender folder. Open

Collaboration.properties, and make the following changes:

O remoteregistryport=15099 [If you provided a different port number at the time of installation,
then use that number.]

O remotepassword =~rassword [The remote password should be the same as the encrypted local
password defined in the
Cisco_tHome\eServicelconfig\c mb\CMLIPfMaLrw_mefReg&;tr)/fportp roperties file on the
Unified EIM and WIM file server.]

O LocalPassword=_rasword [The local password should be the same as the encrypted remote password
defined in the
Cisco_tHomeNeServicelconfig\c mb\CMB_]P_Maémss_RWt@_Reﬁz):tr)/_Port.p roperties file on the
Unified EIM and WIM file server.]

3. On the Cisco Media Blender server, open CiscoMB\servlet\Properties\Blender open
callclasses.properties, and uncomment the following line:

O #default=Predictive [Uncomment this]

4. Copy the CiscoMB folder from the Cisco Media Blender server and paste it on the Unified EIM and WIM
services server. Make sure you paste the CiscoMB folder on the same drive on the services server where it
existed on the Cisco Media Blender server. For example, if the CiscoMB folder on the Cisco Media Blender
server was on C drive, then paste it on the C drive of the Unified EIM and WIM services server.

In the Cisco tHome\eService\config\lcm b\CMBﬁ[PfWay_Rmt@Reﬁkﬂ)LPorﬁp roperties file,
update the WLRoot property. For example, if the Cisco MB folder has been copied to C:\, then WLRoo't
should be updated as WLROOT = C:\\CiscoMB.

5.  On the Unified EIM and WIM services server, browse to the Cisco +Home\eService\config\cmb folder,
and do the following:

a. Rename the cu Bﬁ[Pfaddrm_meteﬁkﬁjkﬂ)/ﬁPort properties file. Replace cMB8_1P_address with
the IP address of the Cisco Media Blender server; replace Rewmote Registry_Port with the port number
specified for the property LocalRegistryPort in the
CiscoMB\servlet\Properties\Blender\Collaboration.properties file on the Cisco
Media Blender server.

b. Open the CM8_1P_Ww_kwwfa_Reﬁu':fr/v_l’orf.p roperties file, and make the following changes:
e RemoteHost=cMB Server 1P Address [This should be the IP address of the Cisco Media Blender
server. |

e RemoteRegistryPort=1099 [This should be the same as the port specified for the property
LocalRegistryPort in the
CiscoMB\servlet\Properties\Blender\Collaboration.properties file on the Cisco
Media Blender server.]

e LocalRegistryPort=15099 [If you provided a different port number at the time of installation,
then use that number.]

6. Open CiscoMB\servlet\Properties\Blender\ACD.ciscocti.properties and note down the
names of the CTI strategies available in the file.
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Open Cisco_tHome\eServicelconfig\ipcclcallclassmapping.properties. From the file, note
down the names of values associated with the CTI strategies.

Now, open CiscoMB\servlet\Properties\Blender\callclass.properties. Add the list of
values noted in Step 7, as keys, followed by the actual CTI strategy names noted in Step 6. For example,
bcwaitrelease=PhantomWaitNoRelease. You need to add only the CTI strategies that are to be used
in entry points to be configured for routing blended collaboration type of activities and that use the routing
type as ACD.

5\ Important: For details on how to configure CMB for phantom agents, refer to the CMB
* configuration guide available in the CMB folder of the product CD.

Configuring the System for Multiple Agent PGs

Multiple Agent PGs can be used for Avaya G3 and Unified CCE installations. A maximum of four Agent PGs
are supported for each deployment of Unified EIM and WIM.

To configure the system for multiple Agent PGs:

1.
2.

Create the Agent PGs. For Unified CCE installations, see page 29. For Avaya G3 installations, see page 49.

In Unified CCE, configure agents (page 34) and skill groups (page 35). In Avaya G3, configure services
(page 54), skill groups (page 56), and agents (page 57).

Run the Cisco Interaction Manager Integration Wizard to import the Agent PGs. For each Agent PG that is
imported, a Listener instance is created in the System Console. Refer to the Cisco Unified Web and E-Mail
Interaction Manager Installation Guide for Unified CCE for details about running the wizard.

Log in to the Cisco Integration Manager System Console.

Browse to Shared Resource > Services > Listener > Listener. In the List pane, select the Listener process.
In the Properties pane, in the Maximum number of instances field set the value as 4.

Browse to Partitions > rartition. In the Properties pane, on the Services tab, set the number of instances for
the Listener service to 4.

Browse to Partitions > rartition > Services > Listener > Listener. For the Listener instances, set the CMB
parameters. Start the service instances.

For details about steps 4-7, see the Cisco Unified Web and E-Mail Interaction Manager Administrator's
Guide to System Console.
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This chapter provides an overview of the process of setting up Unified WIM and EIM—-Unified CCE objects.

Configuring Variables in Unified EIM and WIM

While sending new activity requests from a queue to Unified CCE, EAAS sends call variables and ECC
variables to Unified CCE as task context. By default, the following activity attributes are sent to Unified CCE as
ECC variables.

» For inbound and outbound email activities: activity_id

» For chat activities: activity_id, customer_name

» For callback and delayed callback activities: activity_id, customer_name, cmb_param, cti_strategy
» For blended collaboration activities: activity_id, customer_name, cmb_param, cti_strategy

If you need to pass on other attributes of the activity as call variables or ECC variables to Unified CCE, you need
to configure them in Unified EIM and WIM. These variables can then be used in Unified CCE scripts to
configure conditions. For details, see the Unified CCE scripts documentation. If you plan to configure these
variables as ECC variables in Unified EIM and WIM, you need to first create the ECC variables in Unified CCE.
For details, see the Unified CCE documentation.

You can also create variables for custom activity attributes. These custom attributes are created from the Tools
Console of Unified EIM and WIM. For details, see the Cisco Unified Web and E-Mail Interaction Manager
Administrator’s Guide to Tools Console.

To configure variables in Unified EIM and WIM:
Perform tasks 1-3 on the Unified EIM and WIM Active database.

1. Run the following query on the egpl_casemgmt_activity table to get all the activity attributes available
in the table.

sp_help egpl_casemgmt_activity

2. Identify the activity attributes for which you want to create the call variables and note down the exact names
of the activity attribute (column_name) for your reference. Also, note the case of the attributes, as call
variables are case sensitive and need to match the case of the attributes.

3. Run the following query on the egicm_call_variable table to identify the call variable IDs that are
already in use.

select call_variable_id from egicm_call_variable

Run the following query on the egicm_call_variable table to add the new call variables.
Insert into EGICM_CALL_VARIABLE VALUES (Call Variable ID, ‘Call Variable Name,
‘Call,_variable_Description’)

Where:

O Call_Vvariable 1D: The ID of the call variable. Make sure that you do not use the call variable IDs that
are already in use.

O Call_Variable Nawme: This name should match the exact name (including case, as call variables names
are case sensitive) of the activity attribute you got from the egpl_casemgmt_activity table in
Step 2. Call variables have a maximum length of 40 characters.
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O Call_variable Description: The description of the call variable. This is optional information.

For example, the query will look like:

Insert into egicm_call_variable values (1003,'subject','Subject of the email')

4. From the System Console, restart the EAAS service process and instance. For details, see the Cisco Unified
Web and E-Mail Interaction Manager Administrator's Guide to System Console.

Now, you can use these newly added variables as call variables and ECC variables in queues.

Verifying Mapping of Objects in the Administration
Console

To verify that Unified CCE objects have been mapped correctly in the Unified EIM and
WIM Administration Console:

1. Launch the URL: http:// Mmféeoﬁ EIM and WIM_ Serverd Defax/ﬂéfil’wf&téom

2. Login as the partition administrator (user name and password that were configured during the installation of
Unified EIM and WIM).

CisCOo
User name: pa
Password:
LogIn Cancel | About | Help
Copyright € 2006-2009 Cisco Systems, Inc. All rights reserved

Log in as partition administrator

3. Select the Administration Console.

cisco
Authoring Consoles Management Consoles
= i
Knowledge Base J,f.f__ Administration Click
l]ﬂ Reports

Supervision

System

Tools

Log Out | About | Help

Cisco would like to hear from you! Send feature requests, suggestions for improvements, and usability enhancement ideas to Cisco.

Select the Administration Console
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4. Under Partition, browse to Settings. Locate the Application Instance communication setting. Verify that it
is set to the value chosen at the time of running the Unified CCE integration wizard.

Tree: Administration List: Partition

=X OX@@
Administration Marne & Description
BEI Partition: ipcc Partition Settings Group These settings pertain to the partition as a whale
E‘El Seftings
Department
3 partition
El User
El Departments

Properties: Partition Settings Group

BE

General Attributes
Setting Mame Subtype & MName Yalue
Maximum activities to display... Ackivity - Skring ZUCCE  partition. application. instance
Application Instance Communication’ Description Description of Application Instance
Minimum idle time For the obj... Cache Default value ICM_APP_INSTANCE
To; address for natifications ... Common Value * ICM_APP_INSTANCE

Verify that Application Instance setting is correctly configured

5. Under the appropriate department, browse to the User > Users node in the Administration tree, to verify that
all users mapping to the administrators, supervisors, and agents, which were selected at the time of running
the integration wizard, are displayed. Note that after the integration wizard is run, additional mapped users
can be created from the Administration Console. For details, see the Cisco Unified Web and E-Mail
Interaction Manager Administrator’s Guide to Administration Console.

Tree: Administration List: Users
=X OXE@@
Administration User name & First namne Last name Email address Unified CCE User  Department Manager User status
E! Partition: egain g hirn hirn a Ves Horne: Mot lagged in
BE! Departments g icmuser icruser icmuser Ves Home: Mot logged in
=& Service g iernuser iemnuser L iemuserl Ves Hame Mat lngged in
Calendar g icmuser2 icmuser2 icmuser? Ves Harme: Mot logged in
E Chat g icmuser3 icmuser3 icmuser3 Ves Harme: Mot logged in

Classifications &, iemuserd icmuser4 icrmuser Yes Horne Mat lngged in
Dictionaties &, iemusers icmusers icmnusers Yes Horme: Mot logged in
[+]19 Emai

Integration

Macros Properties: Users al
@ Products B @
Settings
B T General
[+]83 Groups Name Yalue
[+]2 Roles Mame Users
g Users Description Users in the system

Workflow

Review mapped users
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6. Under the appropriate department, click the User > Groups node in the Administration tree to verify that all
user groups mapping to the skill groups, which were selected at the time of running the integration wizard,
are displayed. Note that after the integration wizard is run, additional mapped user groups can be created
from the Administration Console. For details, see the Cisco Unified Web and E-Mail Interaction Manager
Administrator’s Guide to Administration Console.

Tree: Administration List: Groups
BX3 OX@®
[ Administration Name A Description Unified CCE Group
ufl Partition: egain G0 Al Users In Service Default Group Mo
Bufl Departments &3 OP_1.Email_MRD_1.5G_1 Skillgraup Yes
EE service 2 OP_1.Email_MRD_1,5G 2 Yes

[+ Calendar

[+ & chat

[/ Classifications

[ Dictionaries
[/ Emai

E’ Integration

(13 acros
@ Products E

[+ settings
BE’ User General |
SQ Groups Mame Value
Roles Mame Groups
53 Users Description User groups in the systkem
E’ WorkFlow

Review mapped user groups

7. If you are integrating Unified EIM and WIM with Avaya G3, configure the following for Blended
Collaboration:

O For chat, add agents to the user groups in Unified EIM and WIM that map to a Non-IPTA chat skill
group in Unified CCE.

o For voice, associate the agents with the voice skill groups in Unified CCE using the ICM Configuration
Manager.

8. Under the appropriate department, click the Workflow > Queues node in the Administration tree, and verify
that all queues mapping to the MRDs, which were selected at the time of running the Unified CCE
integration wizard, are displayed. Also verify that for all the non-IPTA skill groups that were imported using
the Unified CCE integration wizard, the corresponding queues have been automatically created under the
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Queues node. Note that after the integration wizard is run, additional mapped queues can be created from
the Administration Console. For details, see the Cisco Unified Web and E-Mail Interaction Manager
Administrator’s Guide to Routing and Workflows.

Tree: Administration

BXE OX@&

[ Administration Mame & Description Active Default chat transfer gueue  Unified CCE Media Routing Domain
[+)[E0 Partition: default (] all back Yes No Cisco_Yoice
B[EI Depattments (] CIM_ARM_PG,CIM_WIM_NIPTA_SG_Service fes Mo MR
B"E Service [ <M_EmM CIM Email Media Routing .. Yes Mo CIM_EIM
Archive Jobs ['@] CIM_EIM_MEW _Service Supervisory Queue for M., Yes Mo MiA
e calendar (] <IM_EIM_Service Supervisory Queue For M., Yes Mo A
HE& chat ) <IM_OUTBOUND Ves Mo CIM_OUTEOLND
e Classifications (E] CIM_CUTBOUND_Service Supervisory Queue for M., Yes Mo MiA
Dictionaries [E] Defaulk_Chat_Transfer_Queue_Service DEFALLT _CHAT_TRAMNSF... Yes ‘e MNiA

[+ Email (] Exception_Queus_Service Exception_Queus fes Mo HiA
[*] Integration
[*] Macros
[ﬂ@ Products
[+ Settings
[*] User

S5 workFlow Properties: Queues a
Queuss E @
@ Service Levels
G l
E Workflows snera
Hame Value
Mame Queuses
Description Routing Queues

Review mapped queues

Setting Up Knowledge Base Articles for Unified EIM

The knowledge base (KB) consists of articles organized into folders. It includes certain standard folders to hold
articles meant for specific use in emails, such as headers, greetings, signatures, and footers. Folders for articles
of other types are created by KB managers and authors.

See the Cisco Unified Web and E-Mail Interaction Manager Knowledge Base Author’s Guide for the details of
the procedures mentioned in this section.

To set up KB articles for Unified EIM:

1. Launch the URL: http:// Mmﬁwé EIM and WIM_ Serverd Default_l’th&téom

2. Log in as the partition administrator.

3. Open the Knowledge Base Console.
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4. In the Knowledge Base tree, browse to Departments > Department_Nome> Content > Shared > Standard
> Email. Create an article in each of the sub-nodes to set up one option each for a header, greeting,
signature, and footer that can be used in responses to incoming activities in the department. Set up macros
for the articles to make it easy to insert them into other articles or email responses.

1 m@ - KB language: English (U
Tree: Knowledge Base
APEXSRRIFEXRRX2 R
Knowledge Base Mame ¥ Description Creation kime  Created by Stake Type Expiry state
[+ Useful Ttems [ Default Header 4{8(2009 5:2... pa Approved Article Currert
B Departments
[=)42 service
[/ Content
Ef] Personal
[=)E5 shared
B Standard Properties: Default Header -]
[ chat BFRER®%Q
=} Emai
L;@mz ’ General | Metadata | CONEENE [ ptachments | Bookmarks | Classifications |
b iaders
HIE Greet = —— s
BB et | S oy B @R @ T-TE-E- B 7 U
Eg Signatures A ﬁ = =T = % e
[+ Footers = — — =

Create a header; greeting, signature, and footer

5. Browse to the Departiment > Shared folder. Create a folder for auto-acknowledgements.

%-PY0EEe- KB language: Englsh

Tree: Knowledge Base List: Auto-acknowledgements =]
E v = o)

EOXERL |POLERXTER

Knowledge Base Mame ¥ Description Creation kime  Created by Stake Type Expiry state

[*] Useful Ttems

- Thers zrz n items to show in the list,
E/ Departments
[=)42 service

[ Content
[*] Personal
[=IET shared

(B Auto-acknowledgemants Properties: Auto-acknowledgements ]
[+ Standard E w @
General | | Permissions |

HMame Walue

Marme * Auto-acknowledgements

Description

Type Cisco knowledge Base Folder LI

Translake content No =

Create a folder for auto-acknowledgements
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6.

In the newly created folder, create an article for use in auto-acknowledgement emails. Use macros to insert

the header, greeting, signature, and footer created earlier. These macros expand to the actual content at
runtime.

% PRDEEO-

KE language:

Tree: Knowledge Base

$EEXFTLEIL

I3 ¥nowledge Base

List: Auto-acknowledgements

FHLBEREX2REE

Mame ¥ Description Creation time Created by State Type Expiry state
[+]3 useful Items ¥ Auto-acknowle. . 4{8/2000 5:41:... pa fpproved Article Current
BEI Departments
B-": Service
@ o
[+ personal —
BShared E@E‘b@é@@

B@ Auto-acknowledoements

General |Metadata Cantent
[+ Standard

Attachments ‘Ennkmarks |Classwﬁcat\nns ‘

=
&
Gl

Yoo P BB WETFF-F- B 10
A sss=c&EfERhaR

" header

" "greeting

Thank you for yeur inquiry. Your request will be reviewed by a Technical Support Engineer, and we

will respond with a work-around or solution within 48 hours. Please use the tracking number in this
response for all future correspondences on this issue.

" signature

" footer

Create a KB article to use in auto-acknowledgement emails

This article will be used later in a workflow (see page 76).

Setting up Business Objects in the Administration
Console

Unified EIM Objects

See the Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Email Resources and the

Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Routing and Workflows for the
details of the procedures mentioned in this section.

To set up Unified EIM business objects in the Administration Console:
1. Launch the URL: http:// Mmﬂed EIM and WIM_ Serves] D#W_Pwtétdom

2. Log in as the partition administrator.

3.  Open the Administration Console.
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4. In the Administration tree, browse to the Administration > Departments > Department_Name >
Classifications > Categories node. Create categories.

%- PR EEe-

Tree: Administration List: Categories
B2XE IXE@ &
Administration Marne A Description
[+1C51 Partition: default e Category 1
[} Departments I category 2
B": Service
Archive Jobs
[+ Calendar
[+ & cha
[=)5 Classifications
S I ‘Properties: Categories [l

[BE Category 2 E @
E E Cateqory 1

[+1H Resaltion codes S|

Dictionaries Marne: Walue
[+ = Email Nare * Cateqories
[‘B Integration Description Cateqories

["‘] Macras
[B@ Products
[+]3 settings
["‘] User
[+ werkflow

|UsEr name: pa |Language: English Ready |

Create categories

These categories will be used later in a workflow (see page 76).
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5.

Now, browse to the Email > Aliases node. Create an alias to serve as the entry point for emails into the

system.

% PFEFEO-
Tree: Administration List: Aliases
=X OX@&F
] Adminis@inn Mame &
[+]E=3 Partition: ipec CCE_lias
El[ﬁ Depattments
B{E Service
Calendar
[+ & chat
Classifications
Dictionaries
[=/ 3 Emai
Aliases
15 Blocked fddresses
E Blocked File Extensions

Email address

Support@cisco-test, com

Default alias

IQ Delivery Exceptions
Integration

Macros E @

T
@ Products General Serversl
Settings
Name
User
MName *
Workflow
Description

Email address *
Status *
Automatic BCC
Send mail to

Default slias *

Properties: CCE_Alias

Value
CCE_Alias

Support@cisco-test.com

Active

Create an email alias

Next, browse to the Workflow > Queues node to create an email queue. Skip this step if you want to use an

auto-configured queue (see page 70).
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7. Then, browse to the Workflow > Workflows > Inbound node to create an inbound workflow for this alias.
The workflow will route incoming emails. Add the alias created in Step 5 to the Start node. Add the auto-
configured queues or use the queues created in Step 6 to the Queue node. Select the auto-acknowledgement
KB article created earlier (see page 73) for the Auto-acknowledgement node. Select the categories created
in Step 4 for the Classifications node.

Tree: Administration

£2XE

[+ calendar
& cha
[+ Classifications
|5 Dictionaries
[+ Emai
Euill Integration
Euil Macras
E@ Products
[+] settings
Euill User
BSQ Groups
[+]3 Roles
S Users
[=)E workftow
Queues
'@ Service Levels
(=I5 workflows
b3 alam
% General
2 Inbaurd

[=l<5 service ﬂ

List: Inbound

BEEL R

Marme & Description Active
|>g Default inbound workflow Routes to an ICM queue Ves
|>g Finish ‘Worlkflow This workflow will execute if no defined inboun... Yes
|>g Start Workflow - Standard This workflow will execute before the defined i... Yes

Properties: Default inbound workflow
B 2

General  iadram

bl sl B | || | & | N [N N

8 5 @ 0 &

Start; Send Auto-Acknowledgement Check Subjec! Assign Classification Queue 1

Gueue 2

2 outbound -

Create an inbound workflow

Unified WIM QObjects

See Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Chat and Collaboration
Resources for the details of the procedures mentioned in this section.

To set up Unified WIM business objects in the Administration Console:
1. Launch the URL: http:// l/lmﬁe&é EIM and WIM_ Served Dg‘W_PMﬂdam

Log in as the partition administrator.

2
3. Open the Administration Console.
4

Browse to the Workflow > Queues node and create chat, blended collaboration, callback, and delayed

callback queues. Skip this

step if you want to use auto-configured queues (see page 70).
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5.

Browse to the Chat > Templates node. Create a new template set, and provide default messages for

different states associated with a chat, blended collaboration, or callback session, e.g., abandon, exit, error,
and so on.

%P0 FE0-

Tree: Administration List: Templates

BXE3 OXE@ @
lil Administr ation Mame & Description Directary Type
EBEI Partition: default Classic Gray Default chat template with ... ClassicGray System supplied
BEI Departments Classic Olive: Default chat template with ... ClassicOlive System supplied
B 25 Service Custom template set Custom template set User created
[51 Awchive Jobs
[ Calendar
[H& chat
51 Entry Paints
7 Templates
[ Classifications
[ Dictionaries
[/ Emai
CBE rtsgration Properties: Custom template set E1E]
Ef]llfl Macros
Ef]@ Products B @
Ef]llfl Settings General Filesl Dptinns‘
[HES user Hame: value
[ workflon Mame * Custom template set
Descripkion
Directory * Custam template set
Language * English-Us =l
User name: pa Language: English

Create a custom template set for chat

Browse to the Chat > Entry points node. Create new entry points by assigning the appropriate templates.
To route chats, blended collaboration, and call back activities that enter from this entry point, use an auto-

configured queue or the queue created in Step 4. Make the entry points active. The configuration steps for
entry points are different for different types of activities and routing options.

O The activity types for which you need to create entry points are: Chat, Blended Collaboration, Callback,
Delayed callback.

O  The three routing options available are: Cisco Interaction Manager, Automatic Call Distribution,
Unified CCE.

O For blended collaboration, callback, and delayed callback activities routed through Automatic Call
Distribution, the following CTTI strategies are available: Predictive, PhantomWaitRelease,
PhantomWaitNoRelease, PhantomNoCallRelease, PhantomNoCallNoRelease, PhantomNoCallNoHold

Important: You need to add the CTI strategies, which are used in entry points configured for
: routing blended collaboration type of activities and that use the routing type as ACD, to a
properties file on the CMB server. For details, see “Configuring Cisco Media Blender” on page 62.
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Gebeil Options | Transcript | Notification |
Mame Yalue
Mame * Default Entry Point
Description Default Entry Point
Active Mo

Customer consale - Start page

Customer consale - Finish page

Enable auta login Mo

Queue * Cuskomer support queue
Template Set * ClassicOlive

Agent Availability Required

Subactivity * Chat

Routing Type * Unified CCE

CTI Strategy * Agent Reserved

A sample entry point for chat activities

Properties: Customer Support Entry P

HBPe®

Savared Options | Transcript | Notification |
Mame Yalue
Mame * Cuskomer Suppart Entry Poink
Description
Active es
Queue * Cuskomer support queue
Template Set * ClassicOlive
Enable Cobrowse Yes
Customer consale - Start page
Customer console - Finish page  Last page browsed
Console mode For agent Popup window
Console mode for customer Same window
Enable auta login Mo
Agent Availability Required
Subactivity * Blended Collaboration
Routing Type * Unified CCE
CTI Strategy * Agent Reserved

A sample entry point for blended collaboration activities
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Properties: Customer Support Entry Point =]

General Opti0n5| Transcript| Notificati0n|
Mame Yalue
Mame * Cuskomer Suppart Entry Poink
Description
Active es LI
Queue * Cuskomer support queue _I
Template Set * ClassicOlive _I
Enable Cobrowse Mo LI

Customer consale - Start page

Customer console - Finish page  Last page browsed _I
Console mode For agent Popup window LI
Console mode For customer Popup window LI
Enable auta login Mo LI
Agent Availability Required LI
Subactivity * Callback LI
Routing Type * Unified CCE =i
CTI Strategy * Agent Reserved LI

A sample entry point for callback activities

Properties: Customer Support Entry Point =]

General Opti0n5| Transcript| Notificati0n|
Mame Yalue
Mame * Cuskomer Suppart Entry Poink
Description
Active es LI
Queue * Cuskomer support queue _I
Template Set * ClassicOlive _I
Enable Cobrowse Mo LI

Customer consale - Start page

Customer console - Finish page  Last page browsed _I
Console mode For agent Popup window LI
Console mode For customer Popup window LI
Enable auta login Mo LI
Agent Availability Required LI
Subactivity * Delayed Callback. LI
Routing Type * Unified CCE =i
CTI Strategy * Agent Reserved LI

A sample entry point for delayed callback activities

Setting Up Integrated Objects 79



Properties: Customer Support Entry Point 4]

BRe®
General Options | Transcr\ptl Motification |

Name Walue
MName * Custormer suppart entry paink
Description
Active Yes =l
Queue * Cuskormer support queue _I
Template Set * ClassicOlive _I
Enable Cobrowse No =l
Customer console - Start page
Customer console - Finish page  Last page browsed _I
Console mode for agent Popup window LI
Console mode For customer Popup window LI
Enable auto lagin No =l
Agent Availability Required LI
Subactivity * Blended Collaboration LI
Raouting Type * Automatic Call Distributor -
CTI Strategy * Phantom/aitMoRelzase LI

A sample entry points for blended collaboration activities using ACD routing type

Properties: Customer Support Entry Point =]
HE2e®

General | gptions | Transcript | Notification |
Hame Value
Mame * Customer support entry poink
Description
Active fes Ll
Queue * Cuskomer support queue _I
Template Set * ClassicClive _I
Enable Cobrowse Ho =l
Customer console - Start page
Customer console - Finish page:
Consale mode for agent LI
Console made for customer LI
Enable auto lagin Mo =l
Agent Availability Required LI
Subartivity # Callhack =l
Routing Type * Automatic Call Distributor LI
CTI Strategy * PhantomMaCallRelease LI

A sample entry points for callback activities using ACD routing type

7. In the Properties pane, click the Show HTML button. The code used to generate a chat hyperlink to that
entry point is displayed. Copy this link code into a Notepad file. Edit the code as explained in the Cisco
Unified Web and E-Mail Interaction Manager Administrator’s Guide to Chat and Collaboration Resources.

Setting Up Services in the System Console

Service processes are managed at the system level as shared resources across partitions. Service instances are
managed within partitions.

See Cisco Unified Web and E-Mail Interaction Manager Administrator's Guide to System Console for the details
of the procedures mentioned in this section.
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Unified EIM Services

This section helps you set up processes and instances for the following services:

4

»

Retriever: Gets incoming emails from configured aliases and parses them.

Workflow Cache: Maintains the files that store information about objects used in workflows.
Workflow Engine: Applies workflows on emails to automate their routing and handling.
Dispatcher: Sends outgoing emails out of the system.

External Agent Assignment Service (EAAS): Identifies new activities that arrive into an external
assignment queue, and routes requests for each of these activities to Unified CCE for routing to take place
through Unified CCE.

Listener: Assigns activities to target agents or user groups (skill groups) identified by Unified CCE, and
reports the status of both the activity and the agent to Unified CCE throughout the life cycle of the given
activity.

To set up Unified EIM services in the System Console:

1.

2.

Open a new browser window, and launch the URL: http:// MMKM EIM and WIM_Server/ system. Log in as
the system administrator (user name and password that were configured during the installation of Unified
EIM and WIM).

CisCOo
Bossaord: [ea ]
LogIn Cancel | About | Help
Copyright © 2006-2009 Cisco Systemns, Inc. All rights reserved.

Log in as system administrator into system area

Select the System Console.

Nmm
cisco

Management Consoles

':;?‘_ Administration
°r — Click

LogOQut | About | Help

Cisco would like to hear from you! Send feature requests, suggestions for
improvements, and usability enhancement ideas to Cisco.

Select the System Console
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82

3. Browse to the Partitions

> rartition. > Services > Email > Retriever node. Click the Retriever instance to

use in the partition, and select the email alias that you had created earlier in the Administration Console (see

page 75).

%@@ﬁ -
Bl

System
[+]51 shared Resources
BEI Partitions
E‘El egain
Manitars
B Services
[+ chat
[+ content Index
S emai
= Dispatcher
23 Retriever
[+]51 Gereral
[#]E51 Kknowledge Base
[+ workflow

List: Retriever

OXP@ED

Instance name & Description State

rx-instance Retriever instance Stopped

Properties: rx-instance
Galal

Input

Available Inputs Selected Inputs

Email Email

suppott@cisco-test com

pod

Associate a Retriever instance with the email alias created earlier

4. Restart the Retriever process and instance based on the notification message that appears. Browse to Shared
Resource > Services > Retriever, and stop and start the Retriever process for the system. Also ensure that
the start type for the service process is set to automatic.

@@@Fﬂﬂ'
2

Hosts
E Logger
Maritors
B Services
Chat
Content Index
[Z)ES Emai
Dispatcher
Retriever
General

]

List; Retriever

OX[Pl@@ s

Mame & Description State

rE-process Retriever service process Stopped

Knowledge Base

Properties: rx-process

31 workflow E @
(=I5 Partitions
B egain General Hosts |
Manitars
[ZIET services Mamme: Yalue

Marme * rx-process

Content Index Description Retriever service process

== Email Start type Automatic

Dispatcher
Retriever
General

El

Maximum number of inskances *

Failover enabled

1
Mo

Start the Retriever process
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Navigate back to the Partitions > Partition > Services > Retriever node. Ensure that the start type for the

service instance is set to automatic. Stop and start the Retriever instance.

%- 2 . Bo-
Tree: System
2

Hasts
E Logger
Manitars
B Services
[+ chat
[ Content Index
[FIED emai
[+]5 Gereral
[+]51 Knowledge Base
[+ workflow
E‘El Partitions
B egain
51 monitars
El[EI Services
[+)E chat
[+]E51 content ndex
(== Email
&= Dispatcher
Retriever
[+]E51 seneral
= Knowledge Base

El ‘wiorkFlow

IXP@RE #
- Instance name A Description State
re-instance

Retriever inskance Stopped

HE

General | fnout I

MNarne Yalue
Instance name * rx-instance
Descripkion Retriever instance

Stark bype * Autanmatic

Start the Retriever instance

6. Browse to Shared Resource > Services > Workflow > Workflow Cache and verify that the Workflow
Cache process is running. If the process is in a stopped state, start the process by clicking the Run button.

Also ensure that the start type for the service process is set to automatic.

%0 . g o -
Tree: System

Ei
= System
= Shared Resources
5 Hosts
+= Logger
=1 Monitars
=I5 services
+IE chat
+[Z) Content Index
+I5 Eaas
<21 Email
+51 General
£ i} Knowledge Base
=+ Listener
=51 wiorkFlaw
Activity Pushback
Alarm
(23 warkflow Cache
warkflow Engine
£ Partitions

st Workdow Cache ]
OXP@ED

Marme & Description State

rules-cache-process Rules cache manager process Running

Properties: rules-cache-process a8

General | oo I
Mame Walue
Mame * tules-cache-process
Description Rules cache manager process
Start bype Aukomatic =l

Maimumn nurmber of instances * 1
Failover enabled No =l

‘ User name: sa

‘ Language: English

Ready |

Start the workflow cache process
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7.

Browse to Partitions > rartition > Services > Workflow > Workflow Cache and ensure that the start type

for the service instance is set to automatic. Start the Workflow Cache instance.

@@@ﬁ@w
Tree: System

El System

E= Shared Resources

st workdow Cache ]
OXbORA

Instance name & Description State

wotkflow-cache-instance Workflow cache instance Running

= Partitions
-3 default
51 Monitars
=51 Serviees
+I3) Chat
£ Content Index

= EARS Properties: workflow-cache-instance a8
+ Email E @

= General

E= knowledge Base General |
+7) Listener
=) workflow Hame wele
" - |
171 Activity Pushback. Instance name wotkflow-cache-instance
Description workflow cache instance
1= adarm

Start bype * Automatic =l

= wiorkflow Cache
171 workFlow Engine

i
b

‘ User name: sa |Language: English

Start the workflow cache instance

8. Browse to Shared Resource > Services > Workflow > Workflow Engine and verify that the Workflow
Engine process is running. If the process is in a stopped state, start the process by clicking the Run button.
Also ensure that the start type for the service process is set to automatic.

%-F 0 . ge-
Tree: System
OXPQAE2

System =) Marme & Description State
B Shared Resources rules-process Rules process Running
Hosts

ﬁ Logger
Monitors
B Services

Properties: rules-process

Knowledge Base
B Workflow
Activity Pushback.

Alarm General | osts |

WorkFlow Cache

Workflow Engine B alue
(== Partitions | Hame * rules-process

B egain Description Rules process
Manitors Start bype Automatic
B Services Mazimum number of instances * 1
Failover enabled No

Chat
Content Index ﬂ

Verify that the Workflow Engine process is running
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9. Browse to Partitions > rastition > Services > Workflow > Workflow Engine and ensure that the start type
for the service instance is set to automatic. Start the Workflow Engine instance.

% -0 0-
Tree: System

Bl

B System
shared Resources
[=I0 partitions
El[ﬁ egain
51 Monitars
E‘B Setvices
[ char
[+]3 content Index
[+ Email
[+] General
E Enowledge Base
BE tforkfloe
= Activity Pushback
[ Alarm
[ wiorkflow Cache
Workflow Engine

OXbP@RE0

Instance name & Description State

workflow-instance ‘Workflow engine instance Runining

Properties: workflow-instance
2
v |

General

Tame Walue
Instance name * wirkflow-instance
Description Workflow engine instance

Start bype * Automatic

Start the Workflow Engine instance

10. Browse to Shared Resource > Services > Email > Dispatcher and verify that the Dispatcher process is

running. If the process is in a stopped state, start the process by clicking the Run button. Also ensure that the
start type for the service process is set to automatic.

% G0 EEe-

@

System
BEI Shared Resources
51 Hosts
E Logger
51 Monitars
E‘El Services
Chat
Content Index
B Ernail
= Dispatcher
51 Retriever
General
Knowledge Base
B Wwaorkflow
&= Activity Pushback.
51 Alarm
51 wiorkFlow Cache
1251 workFlow Engine

El Partitions

OXP@E D

Marme & Description State

dx-process Dispatcher service process Running

Properties: dx-process

HE

General | oo |
HMame Walue
Marme * dx-process
Description Dispatcher service process
Start bype Aukomatic
Maximum number of instances * 1
Failover enabled Mo

Verify that the Dispatcher process is running
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11. Browse to Partitions > rastition > Services > Email > Dispatcher and ensure that the start type for the
service instance is set to automatic. Start the Dispatcher instance.

%-FE2

BiB5iycom B
Fi OXPORS
E| System Instance name A Desctiption State
ﬁ Shared Resources dx-instance Dispatcher instance Running
B Partitions
Eﬁ egain
51 Monitars
E‘B Services

Chat

Content Index
B Ernail
@ Dispatcher
& s e ——

General E @

Enowledge Base

General
(=I5 workflow
101 Activity Pushback.
Name Walue
(= adarm
Instance name * dx-instance
51 wiorkflow Cache
Description Dispatcher instance
151 workFlow Engine
Start bype * Autonmatic

Start the Dispatcher instance

12. Browse to Shared Resource > Services > Listener > Listener and verify that the Listener process is

running. If the process is in a stopped state, start the process by clicking the Run button. Also ensure that the
start type for the service process is set to automatic.

%037 0-
D
B OX > @R D

System Mame & Description State
BEI Shared Resources Liskener-process Listener Service-process
51 Hosts
E Loager
51 Monitars
E‘El Services
Chat

Content Index

Running

EAAS
Emnail
3 o T
Knowledge Base B @
B Listener
2 Listener seneral | Hasts |
Workflow
El Partitions Hame value
Marme * Liskener-process
Description Liskener Service-process
Start bype Aukomatic
Maximum number of instances * 0
Failover enabled es

Verify that the Listener process is running
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13. Browse to Partitions > rartition > Services > Listener > Listener. Verify that the Listener instance for the
Agent PG is automatically created. Also ensure that the start type for the instance is set to automatic. Then

start the Listener instance.

|‘!'a' Edrg . f7Eeo-
Tree: System

@

Syskem
+|5) shared Resources
=I5 Partitions
“I default
Manitars
= Services
+I3 chat
+[5) Conkent Index
+I3 Enas
+I51 Email
I3 General
] Knowledge Base
I Listener
55 Listener

I workflow

OXPOED

Instance name &
CIM_ARM_PG

Listener-instance

Description
CIM_ARM_PG

Listener Instance

List: Listener ]

State
Running

Stopped

S

General

Mame

Instance name *
Description
Start bype *
Agenk PG *

CME Parameters

Yalue
CIM_ARM_PG
CIM_ARM_PG
Aukarnatic

CIM_ARM_PG

Properties: CIM_ARM_PG a8

R

| User name: sa

‘ Language: English

Configure and start the Listener instance

14. Browse to Shared Resource > Services > EAAS > EAAS and verify that the EAAS process is running. If
the process is in a stopped state, start the process by clicking the Run button. Also ensure that the start type
for the service process is set to automatic.

% 0 A1E6-

2
E! Syskem
E‘B Shared Resources
Hasts
E Logger
Manitars
B Services
[ZIE chat
ﬁ Content Indes:
[ZIE eaas
5 Eans
ﬁ Email
ﬁ General
= Knowledge Base
ﬁ Listener
ﬁ Warkflow
E| Partitions

OXPQRED

Name &

EARS-process

Description

External Agent Assignment Service-process

BE

General

Mame
Service name *

Descripkion

Verify that the EAAS process is running

Yalue
EARS
EARS

Properties: EAAS
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15. Browse to Partitions > rastition > Services > EAAS > EAAS. Configure the EAAS instance by providing
the MR Connection port number you provided while creating the MR PIM (page 24). Also ensure that the
start type for the instance is set to automatic. Start the EAAS instance.

@@@ﬁdw
Tree: System =]

2 OXP AR
i} System Instance name & Description State
Ilfl Shared Resources EAAS-instance External Agent Assignment Instance Running
Bllfl Partitions
BE’ ipcc
[ Manitars
Bllfl Services
[+ chat
[+)IC Content Index
=) Eans
2 Eans
[ Email
[ =
[+ knowledge Base
D Ltarer Properties: EAAs-instance LI
I workflow E @
General
Marne: Value
Instance name * EAAS-instance
Description External dgent Assignment Instance
Start bype * Autornatic LI
MR Connection Port 2000

Start the EAAS instance

Unified EIM is now ready for use. To verify, log in as an agent, supervisor, or administrator and perform basic
tasks.

Unified WIM Services

This section helps you set up processes and instances for the following service:
» Agent Assignment: Used to initiate chat and collaboration sessions.

» External Agent Assignment Service (EAAS): Identifies new activities that arrive into an external

assignment queue, and routes requests for each of these activities to Unified CCE for routing to take place
through Unified CCE.

» Listener: Assigns activities to target agents or user groups (skill groups) identified by Unified CCE, and
reports the status of both the activity and the agent to Unified CCE throughout the life cycle of the given

activity.
To set up Unified WIM services in the System Console:

1. Log in to the system as the system administrator from the following URL: http:// tnified 1A and
WIM_Server/system.

2. Select the System console.
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3.

S.

Browse to Shared Resource > Services > Chat > Agent Assignment and verify that the Agent Assignment
process is running. If the process is in a stopped state, start the process by clicking the Run button.

%- 0 . 2 o-
Tree: System

2
E! Syskem
=[5 Shared Resources
Hasts
+ b Logger
Manitars
= Services
=3 chat
@ #Agent Assignment
+|5) Conkent Index
+I3 Enas
+I51 Email
+I3) General
<3 Knowledge Base
+I) Liskener
I3 workflow
~Z1 Partitions

OXPQED

Name &

agent-assignment-process

Description

Chat activity assignment process

List: Agent Assignment =]

State

Running

HE

General

Properties: agent-assignment-process a

Hosts |
Name Value
MName * agent-assignment-process
Description Chat activity assignment process
Stark bype ©n demand
Maximum number of instances * 1
Failover enabled o :I

| User name: sa

‘ Language: English

Start the Agent Assignment process

Browse to Partitions > rartition> Services > Chat > Agent Assignment and configure the instance to start
automatically. Then start the Agent Assignment instance.

%- . @e-
Tree: System

E

System
= Shared Resources
Hosts
gl Logger
Maritors
B Services

- Partitions
= default

Manitars
= Services
IS chat
@ Agent Assignment.
- Content Index
5 Enas
- Email
- General
E3 Knowledge Base
- Listener
- “arkflow

OXPQR22

Instance name A

agent-assignment-inskance

Description

Chat activity assignment instance

List: Agent Assignment a2

State

Running

S B

General

Properties: agent-assignment-instance a

Name Walue
Instance name * agent-assignment-instance
Chat activity assignment instance

Automatic =l

Description

Start bype *

| User name: sa

‘ Language: English

Ready \

Start the Agent Assignment instance

Then, follow the instructions in steps 12-15 in “Unified EIM Services” on page 81. In addition to the fields
mentioned in the Step 13, configure the CMB parameters fields for each listener service instance.
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Setting Up Web Links for Chat and Collaboration

To create a chat and collaboration link on your web site:

» Open the code view of the host web page and add the edited link code (see page 77) from the entry point
properties at the appropriate point. You may need to ask your web master to perform this task.

Unified WIM is now ready for use. To verify, log in as an agent or supervisor, and perform basic tasks.

Configuring Dynamic Messages for Integrated Chats

Dynamic Run Application Script Request (DRASR) allows you to display wait messages with dynamic text
(such as expected wait time) to customers while chat requests are being processed by the Unified WIM and
Unified CCE integrated systems.

To configure dynamic messages for integrated chats:

1. Before you configure the dynamic messages, you need to configure scripts in Unified CCE that return
RunApplicationScriptRequest with the script identifier (ID) of the script (page 42). You will need the
Script ID for configuring the dynamic messages.

2. If you want to display the dynamic content in the message using ECC variable macros, prepare your macros
by doing the following:

a. Look at the “Configuring Variables in Unified EIM and WIM” on page 67 section for the names of
ECC variables that can be used.

b. Identify the ECC variables you want to use in the message. The macro will be added in the format
KECC <lariable Name>} . For example, ZECC user.cim.activity.idZ

%\ Important: While selecting ECC variables to be used in macros, make sure that the variables have
:% valid values. If you use a variable that does not have a value, a run application script failure will
occur and the customer will not be able to chat. The error template is displayed to the customer.

3. If you want to display the dynamic content in the message using call variable macros, prepare your macros
by doing the following:

a. Run the following query on the Cisco Interaction Manager master database to get the order of the call
variables.

select * from egicm_call_variable
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b. Identify the call variables you want to use in the message and note down the number at which it is
stored in the database. For example, in the following figure the number for customer_phone_no is 1 and
for activity_id, the number is 2. The macro will be added in the format % CVAunbes% . For example,
%#CV17% for customer_phone_no.

1 Fiesults | 3 Messages

CALL WARIABLE_ID | CALL_VARIAELE _MAME | CALL VaARIAELE_DESCRIPTION
‘I_ 935 cugtomer_phone_na MULL
B oy — actvit,id NULL
3_ 1000 customer_name MULL
4_ 100 cmb_param MULL
5_ 100z cli_strategy MULL

Order of call variables in database

4. On the Cisco Interaction Manager file server, open the file in a text editor:
Cisco__Home\eService\config\ipcc\egicm_message_map.xml

5. In the file, locate the <MESSAGE_MAPPINGS> line and add the following line under it.
<Seript_ID isURL= "yes/no" > Messages /J’crzl[mf_lD>
Where:
Script_ID: It is the ID of the script (page 90).

isURL: Set isURL to yes if the response to the RunApplicationScriptReq needs to execute a
URL. Set it to no if no URL needs to be executed.

Message: The message you want to display to customers. The message can include dynamic variables
(ECC variable (Step 2) and call variable macros (Step 3)) that are parsed at runtime and displayed to
customers. You cannot add macros for application strings. The symbol “%” should be used only for
adding macros to the message. If it is used otherwise, a run application script failure will occur and the
customer will not be able to chat. The error template is displayed to the customer. If you are using a
URL in the message, make sure you provide the complete URL and not a relative URL. For example,
http://www.CompanyName.com/.

The new line can look like:

<2010 isURL="yes"> An agent is expected to be available in approximately 7%ECC
wait.time’Z minutes.</2010>

Handling Email Assignment

After activities are processed by Unified EIM, EAAS changes the activity substatus to 4105 (Ready for Unified
CCE routing) and sends a request to Unified CCE for further processing. If the same activities continue to
remain in this substatus for a delayed period, various options exist to have EAAS retry routing of such activities
through Unified CCE. The options available are:

» Option 1: A maximum wait time for each mapped queue can be set. When an activity belonging to that
queue reaches that time, and it has not been assigned to an agent or to an exception queue, EAAS requeues
the activity again and sends a NEW_TASK request for that activity to MR PIM.
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» Option 2: This option can only be used when Unified CCE scripts are linear in nature. When an activity is
picked for assignment, EAAS checks to see if there are any activities older than the currently picked activity
that are not yet assigned to an agent or to the exception queue. If any such activities are found, EAAS
requeues those activities again and send a NEW_TASK requests for them to MR PIM.

To enable option 1:

1. On the Unified EIM active database, run the following query to get the queue_ID of integrated email queues.
Select queue_ID, queue_name from EGPL_ROUTING_QUEUE

2. For each integrated email queue, run the following query to set the MAX_WAIT_TIME column value in
seconds. This should be the maximum time in which you want MR PIM to respond back to a NEW_TASK
request.

UPDATE EGICM_QUEUE SET MAX_WAIT_TIME = \(alue in seconds WHERE QUEUE_ID = QMM&_ZDO/‘
[Meﬁmte%méégum

To enable option 2:

1. On the file server, open the
Cisco_tHome\eServicelconfig\ipcclegicm_configuration.properties file in a text editor.

2. In the file, locate the setting FIFO_ALGO_TO_SAVE_EMAIL_ENABLE and set its value to True.

Related Documentation

Refer to the following Unified EIM and WIM User’s Guides (for the Unified CCE integration) for more
information about configuring and using Unified EIM and WIM.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Administration Console
helps administrators set up and manage business objects.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Chat and Collaboration
Resources helps administrators set up template sets, entry points, business rules, and cobrowse rules.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Email Resources helps
administrators set up aliases, blocked addresses, delivery exceptions, and blocked file extensions.

O  Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Routing and Workflows
helps administrators set up service levels, queues, and workflows.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Data Adapters helps
administrators set up data links to connect to external sources.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to System Console helps
system administrators set up and manage services, loggers, and system monitors.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Tools Console helps
business analysts extend the system by adding custom attributes. The Tools Console also enables
administrators to configure screens and views for users and groups.

O Cisco Unified Web and E-Mail Interaction Manager Supervisor’s Guide helps supervisors set up and
use agent and queue monitors.

O Cisco Unified Web and E-Mail Interaction Manager Administrator’s Guide to Reports Console helps
managers and supervisors to set up and run reports to analyze various aspects of the system.
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Cisco Unified Web and E-Mail Interaction Manager Knowledge Base Author’s Guide helps knowledge
base (KB) managers and authors to create and publish KB articles.

Cisco Unified Web and E-Mail Interaction Manager Agent’s Guide helps agents handle email and chat

interactions.
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Managing and
Maintaining Servers

» Best Practices for Configuring Servers
» Routine Maintenance Tasks

» Performance Tuning Considerations



This chapter will assist you in understanding how to configure and maintain your Unified EIM and WIM servers.

Best Practices for Configuring Servers

For All Servers

This section describes the best practices for configuring all the Unified EIM and WIM servers. For database
server, there are some additional best practices that are listed in the section “Additional Best Practices for
Database Servers” on page 95.

Allocating Adequate Virtual Memory

» Virtual memory setting should be set to 1.5 times the physical memory. To ensure that adequate space is
available during run time, distribute the virtual memory across disk volumes.

Setting Up Disk Space

» All the system volumes should have more than 10% of their actual space free for application and other
operating system (OS) related activities at any given time.

Configuring Anti-virus Protection

» Asemail attachments are prone to virus attacks, set up scanning of email attachments on your mail exchange
server. On the database server, some special files need to be excluded from the virus scanner. For details, see
the section “Additional Best Practices for Database Servers” on page 95.

Additional Best Practices for Database Servers

In addition to the best practices that apply to all the Unified EIM and WIM servers, there are some special best
practices for the database server that are described in this section.

Installation and Settings

» If you are using RAID configuration, ensure that the RAID strip size is set to 64 kilobytes for SQL Server
data and log file array.

» Ensure that the Data and Log drive array is formatted as NTFS with 64 kilobytes in each allocation unit.

» Check the values set for fill factor and max degree of parallelism. To reduce I/O (disk input
output) on SQL server, the fill factor should be set to 80%. This ensures that 20% free space is available in
the data pages of indexes, and it reduces page splitting. The max degree of parallelism should be set to the
number of physical processors. For example, if you have two processors, set max degree of
parallelismto 2; and if you have five processors, set max degree of parallelismtoS5.

a. On the database server, run the following stored procedure.
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exec sp_configure

b. If the fill factor and max degree of parallelism is not configured correctly, run the following stored
procedure on the database.

exec sp_configure 'fill factor (7%)', 80

exec sp_configure 'max degree of parallelism', wafoffp@;mfmwmm

reconfigure with override

» In order to ensure that select queries from the application execute optimally, and with the least possibility of
encountering SQL deadlocks with other modification queries, it is required that the Read commit snapshot
property is enabled for the Active database. To enable this property:

a. Ensure that the databases are on SQL Server 2005 SP3 CU2 or 9.00.4211 hotfix level or higher. This is
required to fix an intermittent error message from occurring when the application runs UPDATE
statements on a database in which the Read commit snapshot isolation level property is enabled. Use
this query to determine the product version and level:

select serverproperty('productversion'), serverproperty ('productlevel'),
serverproperty ('edition')

Apply CU2 if required.

b. Ensure that Unfied EIM and WIM is stopped completely. All distributed components such as the
services server, all application servers and messaging server should be stopped. For these commands to
succeed, there must not be any database connections to the ActiveDB .

c. Verify the current value of the Read commit snapshot property for the Active database by running the
following select query:

select name,snapshot_isolation_state_desc,is_read_committed_snapshot_on from
sys.databases

d. If the Read commit snapshot property is disabled, run the following query to enable it:
alter database Active Database Name set single_user with rollback immediate;
alter database Active Database Name set read_committed_snapshot on;
alter database Active Database Name set multi_user;

e. Verify that the Read commit snapshot property has been enabled successfully by running the
following query.

select name,snapshot_isolation_state_desc,is_read_committed_snapshot_on from
sys.databases

Temp Database

» Set the temp database properties as follows:
O Data file size should be set to 1.5 GB. Autogrowth should be set to 1 GB.
O Transaction log file size should be set to 1 GB. Autogrowth should be set to 1 GB.

Master Database

» Set the master database properties as follows:
O Data file size should be set to 50 MB. Autogrowth should be set to 50 MB.
O Transaction log file size should be set to 50 MB. Autogrowth should be set to 50 MB.
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Active Database

» While installing the application, ensure that data and log files of the active database reside on a disk volume
with a good amount of free disk space. To calculate the required free disk space, see the Cisco Unified Web
and E-Mail Interaction Manager Solutions Reference Network Design Guide.

» Set the active database properties as follows:
O Data file size should be set to 20 GB. Autogrowth should be set to 1 GB.
O Transaction log file size should be set to 2 GB. Autogrowth should be set to 1 GB.

Archive Database

» Set the archive database properties as follows:
O  Properties of Datafile: Data file size should be set to 5 GB. Autogrowth should be set to 500 MB.
O Transaction log file size should be set to 2 GB. Autogrowth should be set to 2 GB.

Reports Database

» Set the reports database properties as follows:
O Data file size should be set to 20 GB. Autogrowth should be set to 1 GB.
O Transaction log file size should be set to 2 GB. Autogrowth should be set to 1 GB.

Optimal Configuration Settings

Database configuration setting Recommended value
auto_close off
auto_create_statistics on
auto_update_statistics on
auto_shrink off
read_only off
torn_page_detection on
database auto grow on
transaction log auto grow on

Configuring Anti-Virus Protection
Anti-virus protection is necessary, but enabling all files for virus scan may cause performance issues.

» Exclude .mdf, .Idf, .ndf, and .dat files from virus scan.
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Routine Maintenance Tasks

For All Servers

This section describes the routine maintenance tasks for the Unified EIM and WIM servers. For database server,
there are some additional tasks that are listed in the section “Additional Tasks for Database Servers” on page 98.

Monitoring Disk Space

» Monitor and free space on disk volumes periodically by deleting the unnecessary files. Installation
programs, application logs, user profiles, Dr. Watson logs, temp files are known to occupy the space
unnecessarily. It is recommended that such files are deleted on a regular basis. However, if it is not possible
to free disk space further because of the size of the data, the administrator should plan archiving of old data,
or migration of the system to a larger capacity server.

Applying Microsoft Security Patches

» Apply the security patches released by Microsoft to plug vulnerabilities in the operating system and various
programs.

Creating Backup Copies

» Back up the cisco +Home folder on the file, application, messaging, and services servers regularly. Exclude
the Log folder under Cisco_ Home from the backup. The process of backing up the database is different. For
details, see the section “Additional Tasks for Database Servers” on page 98.

Additional Tasks for Database Servers

In addition to the routine maintenance tasks that apply to all the Unified EIM and WIM servers, there are some
special tasks for the database server that are described in this section.

Rebuilding Indexes

Rebuilding of indexes enhances database performance. The active database should be reindexed on a weekly
basis and during off peak hours. A SQL Server Agent job can be configured to automatically rebuild the indexes
on scheduled times.

To configure a job to rebuild indexes:

1. From the installation package of 4.3(2), copy the reindexing scripts from the Utilities\Reindex Scripts
folder.

O For the active database on the Standard edition of Microsoft SQL 2005, copy the
Reindex_Standard.sql script.

O For the active database on the Enterprise edition of Microsoft SQL 2005, copy the
Reindex_Enterprise.sql script.
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Go to Programs > Microsoft SQL Server 2005 > SQL Server Management Studio.
Log in as a database administrator.
In the Microsoft SQL Server Management Studio window, browse to SQL Server Agent > Jobs.

Right-click Jobs and select New Job.

A T

In the New Job window, do the following:

a. In the General section, provide a name for the job.

b. In the Steps section, click the New button and in the New Job Step window, set the following:
e Step name: Provide the step name.
e Type: Set the type as Transact-SQL script (T-SQL).
e Database: From the dropdown list, select the active database for Unified EIM and WIM.

e Command: Copy and paste the content of the reindexing script (Step 1). For the active database on
the Standard edition of Microsoft SQL 2005, paste the content of the Reindex_Standard.sql
script. For the active database on the Enterprise edition of Microsoft SQL 2005, paste the content of
the Reindex_Enterprise.sql script.

Click OK.

c. In the Schedules section, click the New button and in the New Job Schedule window, set the following:
e Name: Provide a name for the schedule.
e Schedule Type: Set the type as Recurring.
e Frequency: Schedule the job to run weekly during off-peak hours.

Click OK.

The reindexing job will run automatically on the scheduled day and time.

Performing Disk Defragmentation

» Weekly defragmentation is recommended. Note that it requires downtime.

Monitoring Summarization Job Runs

» On a weekly basis, verify that all the summarization jobs enabled for Unified EIM and WIM are running
successfully at the scheduled times.

Creating Backup Copies

Backups are critical in case of hardware failure. The following backup policy ensures that you won’t lose more
than one hour of data. SQL supports full recovery model and hence this policy is strongly recommended. When
the recovery mode is set to full it is necessary to backup transactional logs periodically. Otherwise it may lead to
a disk space issue because of transaction logs growing indefinitely.

» Perform a weekly complete backup, daily differential backup, and hourly transactional log backups.
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Archiving

Regular archiving helps to keep the size of the database manageable. The maximum size of the database should
be kept under 40 GB in most cases.

»  Schedule archive jobs to run during your off-peak hours to avoid database performance bottlenecks.

» Purge archived activities to create more available disk space.

Performance Tuning Considerations

One of the first steps towards tuning an application is to determine evolving requirements, which is not easy as
requirements are likely to vary across different types of users. Administrators, typically, want the system to be
easily configurable for various user loads, security needs, and application uptime. Business managers tend to
care about issues such as security considerations for critical data that is passed between various components
within the application, response times, reliability, availability, and scalability. For agents, response time is the
most important factor that defines a finely tuned system.

Cisco Unified Web and E-Mail Interaction Manager Solutions Reference Network Design Guide helps you plan
your configuration when you first set it up. In this section, we provide a quick overview of some of the factors
that you should consider as the system grows.

Peak Concurrent Usage

The application will need to be tuned if there is a need to meet specific concurrent usage requirements.
Concurrent usage includes usage by email and chat agents as well as chat sessions. The general guideline is that
the greater the number of concurrent users, the likelier it is for the system to be stressed resulting in longer
response times.

Email Volume

The email volume that the application handles determines the amount of disk space used by the database, size of
active and master databases, and the capacity of the database engine to provide optimal response times to data
requests. Active usage of email attachments and Knowledge Base (KB) articles also affect disk space
requirements.

Server Configuration

It is a well known fact that the specifications for servers that run critical business application are constantly
changing and, therefore, the application needs to account for such periodic changes. The server configuration and
environment must be tailored to allow application to take advantage of it and vice versa. Therefore, if the server
configuration is either downsized (less likely to occur) or increased (more likely), then the application needs to
be tuned to the current server configuration. In addition, other applications that might be running on the same
hardware also affect the tuning of the application.
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Security Requirements

Often security requirements dictate that the application data should be accessed in a secure way. For this reason
secure sockets layer (SSL) mode of access to information is set up. Likewise, sharing and access to critical
information such as customer data require that data is stored and retrieved in a secure way by extra access
control and beyond.

Additional security requirements do lead to some delay in response times for users accessing the application.
This should be clearly understood by administrators setting up SSL mode of access on web servers or trying to
access information stored on remote and highly secure resources like remotely mounted file systems or disks.

» See Cisco Unified Web and E-Mail Interaction Manager Installation Guide for information about how to set
up the SSL mode of communication on the web server.
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