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Upgrade Paths

You can upgrade to release 7.7.0-206 from the following releases:

- 6.7.6-076
- 6.7.7-202
- 6.7.8-009
- 7.2.0-390
- 7.2.1-036
- 7.2.2-028
- 7.2.2-105
- 7.7.0-204
Resolved Issues

The following issues are resolved in this release:

<table>
<thead>
<tr>
<th>Table 1</th>
<th>Resolved Issues</th>
</tr>
</thead>
<tbody>
<tr>
<td>Defect ID</td>
<td>Description</td>
</tr>
<tr>
<td>83262</td>
<td>Fixed: FreeBSD telnetd Remote Code Execution Vulnerability</td>
</tr>
<tr>
<td></td>
<td>This hot patch fixes a vulnerability that could have allowed a remote, unauthenticated attacker to execute arbitrary code with elevated privileges.</td>
</tr>
<tr>
<td></td>
<td>For more information on the vulnerability, see the Cisco security advisory at <a href="http://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-20120126-ironport">http://tools.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-20120126-ironport</a></td>
</tr>
</tbody>
</table>

Additional Information


Service and Support

You can request our support by phone, email, or online 24 hours a day, 7 days a week.

During customer support hours (24 hours per day, Monday through Friday excluding U.S. holidays), an engineer will contact you within an hour of your request.

To report a critical issue that requires urgent assistance outside of our office hours, please contact Cisco IronPort using one of the following methods:

- U.S. toll-free: 1(877) 641-4766
- International: http://cisco.com/web/ironport/contacts.html
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