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Preface

Last Updated: Jy 22, 2019

This documenincludes instructions to deploy a virtualized Cisco Video Surveillance Release 7.x server on
a supported Cisco Unified Computing System platform. This document also includes instructions to recove
a virtual machine image (.OVJAandconfigure high availality.

Revision History

Table 1 Cisco Video Surveillance Virtual Machine Deployment and Recovery Guide for UCS Platforms, Release 7 Revision History

Release Revision Date Change Summary

Release 7.14 |July 22, 2019 R e mo vGomigufing HA for Cisco VSMOperations Manager Release 7 VM
Deploymenté chapt er.

June 8, 2018 Revised ESXi requirements and supported versionsvSaeere Client Requirements

February 14, 2018 Added support for ESX6.5. SeevSphere Client Requirements

November 21, Add additional VMware Hypervisor version support/phere Client Requirements,
2017 page 6

Release 7.8  |October 2016 ® Minor updates

Release 7.7 | October 2015 w Updated supported VMware Hypervisor versions @eguirements, page.5

w Added note regarding error message that may occur appear when using vSpher
5.0.0 (seénstalling and Configuring the Cisco VSM Virtual Machine, paye 9

August 2015 w Inrelease 7.7 and higher, theup_media_storage.sh script is also included in the
OVA image, and can be run froosr/Bwhttpd/bin

w SeeObtaining the Storage Partition Script, pageaBdRelease 7.5 and Later:
Adding Storage Partitions, page. 36
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Release 7.6 | October, 2014 ® Added instructions to configure the network settings using CLI commands in Re
7.5and higher. SeeChange the Default VM Pass

Release 7.6 |May, 2015 w Clarified instructions to run the storage integration scriptiSBee | ease 7
Adding Storage Partitionso

Table 1 Cisco Video Surveillance Virtual Machine Deployment and Recovery Guide for UCS Platforms, Release 7 Revision History
(continued)

Release Revision Date Change Summary

Release 7.5 |March,2014 ® Added Release 7.2 and 7.5 OVA support.

w Revised the Deployment instructions for the following:
¢ AddediVer i fy the VMFS Maxi mum Heap S
¢ AddediChange the Default VM Password

¢ Added CLl instructionstéi Ch ange t h éasbwrd and Network M
Settingso

¢ Revisedi Cr eat i ng Vi df@ imstriRopsdosuseta script. € s 0
¢ Updated théi Re q u i r fer Releade .5 and additional 7@ requirements.

¢ Updatedi Addi ng Har d Di s kKo Refease 7.2\mdccarlier S
add a paravirtual type SCSI controller to the virtual machine to control the vi
storage volumes.

¢ Revisedh Compl eting the I nitial Ser veda
include the initial network setup.

¢ Updatedthéil nt er nal SawdaBet &i mak ati ons¢
¢ Numerous minor changes and edits

Release 7.0.1 |March, 2013 Added Release 7.0.1 support.

Release 7.0.1 |May, 2013 w Added support for the Cisco UCSEeries platform,

w Added Recovery instructions (see fhdRe ¢ o v e r i n gSurGillance d/Msvon
the Cisco Ug&onPl atfor msao

® Added VM HA instructions (seetieConf i guring HA for C
Manager Rel ease sectiohM Depl oyment so

w Updatedthéi Re| at ed Dosediament ati ono

Release 7.0.0 |November, 2012 |Initial draft.

Audience

This document is intended for use by Cisco System Engineers, Cisco Advanced Services Engineers, Physical
Security Advanced Technology Provider (ATP) partners, and technical field staff that are developing and
implementing Cisco Vide8urveillance Manager 7 or later in a virtualized environment.

A successful implementation also requires additional knowledge in the following areas:

r CiscoVideo SurveillanceVirtual Machine Deploymentand RecovenyGuidefor UCSPlatforms, Releaser



® VMware vSphere (version 5.0)

w Cisco UCS platform installation and management

w Cisco Video Surveillance Releag installation and configuration

Command Syntax Conventions

Table 2describes the syntax used with the commands in this document.

Table 2 Command Syntax Guide

Convention Description

boldface Commands and keywords.

italic Command inputhat is supplied by you.

[ ] Keywords or arguments that appear within square brackets are optional

{x|x|x} A choice of keywords (represented by x) appears in braces separated b
vertical bars. You must select one.

A or Ctrl Represent the key label&@bntrol. For example, when you re&d or

Ctrl-D, you should hold down the Control key while you press the D key

screen font

Examples of information displayed on the screen.

boldface screen font

Examples of information thgbu must enter.

< >

Nonprinting characters, such as passwords, appear in angled brackets.

[ ]

Default responses to system prompts appear in square brackets.

CiscoVideo SurveillanceVirtual Machine Deploymentand RecoveryGuidefor UCSPlatforms,Releaser ﬂ
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Contents

CHAPTa

Deploying Cisco Video Surveillance Virtual
Machines on the UCS Platforms

This guide describes how to deploy the Cigmeo Surveillance Manager (Cisco VSM) as a virtual machine
(VM) on the Cisco Unified Computing System (UCS) platforms. Release 7 supports the Cisco UCS Expres:
and B, C-, and E Series platforms.

Refer to the following topics for more information.

w Introduction, page 2
Audience, page-2
Logical Topology, page-B
Summary Steps, page3l

NN N N

Requirements, pagesl
¢ Obtaining the Software Images, pagé 1
w Installing and Configuring the Cisco VSM Virtual Machine, page 9
Installing the Cisco VSM VirtuaMachine, page-B
Adding Hard Disks for Media Storage, pag&é3
Defining the VLAN for the VM, page-21
Configuring NTP Servers on the Blade, page3l
Powering On the Cisco VSM Virtual Machine, page 26

N N N N

€

€

Change the Default VM Password and Network Settipgage 126
w Creating Video Repositories, pag83¢ Usage Notes, page33
¢ Understanding Mount Points, pag84

¢ Internal and External Storage Limitations, pag@#dl

¢ Obtaining the Storage Partition Script, pagé4l
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¢ Understanding the Script Options, pdgg6
¢ Release 7.5 and Later: Adding Storage Partitions, p&fe 1
¢ Release 7.2 and Earlier: Adding Storage Partitions, pade 1
w Completing the Initial Server Setup Using the Management Console, page 48
¢ Default Network Settings, page4B
¢ Complete the Setugizard, page 50
w Testing Network Connectivity, page 51

w Adjusting Performance, page 51

Introduction

Refer to the following topics before you begin.
w Audience, page-2

w Logical Topology, page-B

® Summary Steps, page3l

w Requirements, page&

S,

Note This guide does not describe the configuration and operation of Cisco VSM, the Cisco UCS platforms, the UCS
Manager, or other related products and features. For a full description of these productsfideeethea t e d
Documentationodo-lsection on page A

Audience

This guide is intended for use by Cisco System Engineers, Physical Security Advanced Technology
Provider (ATP) partners, and technical field staff who develop and implement Cisco VSM and UCS
Servers for data center and branch office solutions.

A suaessful implementation also requires additional knowledge in the following areas:
® VMware vSphere (version 5.X & 6.x)

w Cisco UCS platform installation and management

w Cisco Video Surveillance Manager installation and configuration

Seethdi Re |l Bd ®wdment at i on 0 -lfoemote informationn page A

Logical Topology

Figure 1 illustrates the overall, logical topology of the networking and video surveillance components:

r CiscoVideo SurveillanceVirtual Machine Deploymentand RecovenyGuidefor UCSPlatforms, Releaser
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Figure 11 Logical Network Topology
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® A UCS platform that runs the CisSM virtual machine(s) that host the Media Server, the Operations

Manager, or both.
w The Cisco VSM image (.ova file format) for the UCS platform.
w Various IP cameras, encoders and analog cameras.
w The operator workstations that run the Operations Managat.clie
w

An external network switch and external storage.

Summary Steps

To deploy Cisco VSM as a VM on the Cisco UCS platforms, do the following:

Task
Complete?
Task More Information V)
Step 1 |Install and configure the Cisco UCS platform. Cisco UnifiedComputing and Serveis: A
http://www.cisco.com/en/US/products/ps
10265/index.html
Cisco UCS Platform and VM
Documentatior(seeii Re | at ed
Documentationo-lsec
Step2 |Install and configure video storage so it can be access(Refer to the product documentation for A
the VM. your storage device.
Task
Complete?
Task More Information V)

CiscoVideo SurveillanceVirtual Machine Deploymentand RecoveryGuidefor UCSPlatforms,Release7 [l
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Step 3 |Install and configure VMware. w Installing and Configuring VMware A
Tools:
http://www.vmware.com/pdfivmware
-tools-installationconfiguration.pdf
® VMware ESXi Configuration Guides:
http//www.vmware.com/support/pub
s/vspheressxivcenterserverpubs.h
tml
w Cisco UCS Platform and VM
Documentatior(seefi Re | at ed
Documentati ono-1s ¢
Step 4 |Download the OVF template files from the Cisco websit¢ Obtaining the Software Images, pageé 1 A
w The template file format is .ova. For example:
Cisco_VSM- 7.5 -012_ucs - bc- 1.2.ova
® You can also download the OVF template file to a US
drive and attach the drive the computer.
Step 5 | Deploy the Cisco Vide&urveillance virtual machine Installing and Configuring the Cisco VSNV A
template (.ova file). Virtual Machine, pagé-9
w BesuretoBesurefoVer i fy the VMF
Sizeo
w Complete the instructions to configure a virtual hard
disk, VLAN and NTP server.
Step 6 |Power on the virtual machine. Powering On the Cisco VSM Virtual A
Machine, page-26
Step 7 |Change the default password for thealadmin user. Change the Default VM Password and A
Network Settings, page 26
Step 8 |Configure the storageartitions. Creating Video Repositories, pag83 A
Step 9 |Complete the initial server configuration and restart the | Completing the Initial Server Setup Usi A
server services, using the Cisco VSM Management Conthe Management Console, pagéd
Step 10 |Verify network connectivity between the server, devices| Testing Network Connectivity, page5il

such as network cameras, and the Operations Manager

To

Requirements

The following table summarizes the platform and vSphere requirements fexahmgples and procedures

described in this document.
w Platform Requirements, pagebl

w VvSphere Client Requirements, pagé 1

r CiscoVideo SurveillanceVirtual Machine Deploymentand RecovenyGuidefor UCSPlatforms, Releaser
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Table 11 Platform Requirements
Requirements Complete?
M)
w UCS BSeries Blades or UCS-8eries racknountserver. o
w UCS Expres3 the ISR G2 must run IOS version 15.1(4)M or later.
w E-Serie® I0S version 15.2(4)M
Note See the data sheets for the latest guidelines:
http://www.cisco.com/en/US/products/ps10818/products_data_sheets_list.html
UCS GCseries: VMware ESX/ESXi are not supported for use with embedded MegaRAID controller. R Q
theCisco UCS GSeries Rack Servers Install and Upgrade Gfdddetails.
UCS Eseries supports multiple connectivity options: Q
w GEO is an internal interface that flows throughrtigter PCle. This option is recommended for VSM tra
if the connectivity is only through router's interface.
w GE1lis an internal interface that flows through the MGF plane of the router. This option is preferred g
high speed switching fabric gie ISR and does not interfere with router PCle.
w GE2 & GE3 are external interfaces. This option can be used if Cisco VSM needs to operate indepg
the router.
Refer to the following link for configuration details:
http://www.cisco.com/en/US/docs/unified_computing/ucs/e/1.0/gs/guide/b_Getting_Started Guide_cha
er_01000.html
The platform must be configured with treqjuired IP addresses for the management network. O
External storage is installed as required by the Cisco UCS platform server. O
vSphere Client Requirements
Table 12 vSphere Client Requirements
Complete?
Subject Requirement V)
Hypervisor VMware Hypervisor version: ESXi 5.0, 5.1, 5.5.0, 6.0. (]
version On S3260: only ESXi 6.5 is supported
On M4: only ESXi 6.0 and ESXi 6.5 are supported
UCS_M Cisco Unified Computing System Manager (UCSM) version: 1.4 and later Q
version

CiscoVideo SurveillanceVirtual Machine Deploymentand RecoveryGuidefor UCSPlatforms,Release7 [l
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Cisco UCS-8eries and Series Servers

VM (OVA) Q
Requirements |, OVA image for 4core servers
For example: ACisco Video Surveil |-senes,e
C-series, and Beries(4c 0o r € )  Eig&d VM- T. 6 @s - Hc- <version> .ova )
w 12 GB RAM
(the 4coreOVA reserves 10.5 GB of RAM, and 1.5 GB of swap space is required)
Cisco UCS Express Servers
® OVA image for 2core servers.
For example: ACisco Video Survei |l-Express e
(SRE 9xx) and Eseries (2c 01 € )  Si&d VEMe- 7. 56 u@s - dxpress - <version> .ova )
w 4 GB RAM
(the 2core OVA reserves 3 GB of RAM, and 1 GB of swap space is required)
Cisco UCS &eries Servers
w Supports the OVA image for bothcdre and 4ore servers:
Cisco_VSM- 7. x_ucs - bc- <version> .ova andCisco_VSM- 7. x_ucs - express - <version> .ova
w The OVA for 2core servers requires 4 GB RAM
w The OVA for 4core servers requires 12 BG RAM
Note SeeObtaining the Software Images, pagé for more information.
Storage The total virtual disk space requireddeploy OVA: Q
Release 7.5 and later
w OVA image for 4core servers: requires 110GB (+ 512MB of swap space)
w OVA image for 2core servers: requires 80GB (+ 512MB of swap space)
Release 7.2 and earlier
® OVA image for 4core servers: requires 106GB (+ 512MB of swppce)
w OVA image for 4core servers: requires 76GB (+ 4GB of swap space)
Note The swap space is not included in the VM configuration, but is automatically taken fro
datastore when the VM is deployed. Include this space when planning the total siyes
space requirements.
Table 12 vSphere Client Requirements (continued)
Complete?
Subject Requirement V)
VM support |w UCS Express, €and E Series servers support a single Cisco VSM 7 virtual macbin@ot Q
install additional VMs for otheapplications on the same server.
® Multiple VMs are supported on the U®S Series servers.
VMFS Heap |Seeth¢éiVer i fy the VMFS Maxi mum-l4deap Sized s O
Size
Networking |w 2 virtual network interface cards (VNICs) O

w 2 virtual host busdapters (VHBAS)

r CiscoVideo SurveillanceVirtual Machine Deploymentand RecovenyGuidefor UCSPlatforms, Releaser
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Video The maximum video partition storage sizes are: Q
partitions
External FC SAN based Storage:

® The maximum partition sizes are:
¢ 32-bit operating systems (such as Red Hat®bB) TB maximum size per partition

¢ 64-bit operating systends100 TB maximum size per partition (the maximum size teste
30TB with ten 4TB hard drives)

w There can be multiple media partitions,
the video recordings of the cameras being hosted on the particular VM.

Internal RAID based Storage:

® The maximum virtual disk size is 2TB.
(http://blogs.vmware.com/vsphere/2011/07/nesphere50-storagefeaturespart 1-vmfs -
5.html)

® Multiple 2TB virtual disks can be added to the VM, based on the retention period for the
recmrdings of the cameras being hosted on the particular VM.

Seethdil nt er nal and External St-84r age Limit a

RAID array Each VM should have exclusive access to its own RAID array (1VM:1R&1Ry). Q

For UCS GSeries platforms, weecommend creating a single-@ilve RAID-6 RAID array, with
a single virtual drive. VMware should be installed on this RAID volume, as well as using
the data stores for the VSM virtual machine and video partitions.

Obtaining the Software Images

To install the virtual machine, you must add the Cisco VSM Open Virtualization Format (OVF) template file
to VMWare running on a Cisco USC platform. The template file format is .ova.

The .ova template files can be obtained from\Mtltezo Surveillance Manager software download page

Procedure
To download the .ova software images:

Step 1 Log in to the Cisco Video Surveillance Manageftware download page
)

Note To downbad the software, you must and have a valid service contract associated to your Cisco.com
profile. Contact your Cisco Account Team, Cisco Partner or Reseller for more information.

Step 2  Click Video Surveillance Media Server Software
Step 3  Select theelease number for your Cisco VSM deployment. For example: 7.5.0.

Step 4 Download the OVA image for your server platform.

Cisco UCS-8eries and Geries Servers

CiscoVideo SurveillanceVirtual Machine Deploymentand RecoveryGuidefor UCSPlatforms,Release7 [l
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Step 5

Tip

® Download the OVA image for-dore servers:

For exampleCisco Video Surveillance Manager 7.x OVA image for Cisco UCS B - series,
C- series, and E - series (4 - core) servers ( Cisco_VSM- 7. x_ucs - bc- <version> .ova )

Cisco UCS Express Servers
w Download the OVA image for-2ore servers.

For examplecisco Video Surveillance Manager 7.x OVA image for Cisco UCS - Express (SRE
9xx) and E - series (2 - core) servers ( Cisco_VSM- 7. x_ucs - express - <version> .ova )

Cisco UCS &eries Servers
) Download the OVA image for either thecBre and 4ore servers (the-Eeries server supports bc

Follow the onscreen instructions to complete the download.

You can also access software downloads using thisco Video Surveillance home pager the Cisco
software navigator forlP Video Surveillance softwar.

r CiscoVideo SurveillanceVirtual Machine Deploymentand RecovenyGuidefor UCSPlatforms, Releaser
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Installing and Configuring the Cisco VSM Virtual Machine

To install and configure the Cisco VSM virtual machine, complete the following procedures:
w Installing the Cisco VSM Virtual Machine, pageé1

w Verify the VMFS Maximum Heap Size, pageld

® Adding Hard Disks for Media Storage, pagé3

w Defining the VLAN for the VM, page-21

w Configuring NTP Servers on the Blade, page3l
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Step 1

Step 2

Downloadthe Cisco VSM Open Virtualization Format (OVF) template file from the Cisco web page
computer where the vSphere client was previously installed.

w

w
w
w

Seethédi Obt ai ning the Softwa7e | mageso section
The template file format is .ova. For exdmTisco_VSM- 7.5 - 012_ucs - bc- 1.2.0va
You can also download the OVF template file to a USB drive and attach the drive the computer

The OVF Template is approximately 2 GB in size. Seditfkee qui r e me nt s 0-5fer¢he 1
amount of disk size required to deploy the VM (depending on the UCS platform). This requirem
for the VM only and does not include the video partition(s) disk space.

Launch the vSphere client.
a. Select the/Mware vSphere Clienticon on the deskp or selecStart > VMware vSphere Client
b. Enter the vCenter Servero6s | P addiigusest2).and

Cisco Video Surveillance Virtual Machine Deployment and Recovery Guide for UCS Platforms, Release 7
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After completing these tasks, continue to the following topics:

w Powering On the Cisco VSM Virtual Machine, pag26l
w Creating Video Repositories, pag83

w Completing the Initial Server Setup Using the Management Console, ge 1

Installing the Cisco VSMirtual Machine

Installing the virtual machine entails adding the Cisco VSM Open Virtualization Format (OVF) template file
(.ova format) to the VMware vSphere client, as described in the following procedure.

~

Note  UCS Express, €and E Series servers support a single Cisco VSM 7 virtual machine. Do not install
VMs for other applications on the same server.

Procedure
Figure 12 VMware vSphere Client Login Page
£/ VMware vSphere Client [w5m]

vmware

VMware vSphere”

Client

To directly manage a single host, enter the IP address or host name.
To manage multiple hosts, enter the IP address or name of a

vCenter Server,
1P address / Name: I j
User name: I
Password: [

™ Use Windows session credentials

|Log~n|ctose|Heb

Step3  Click File > Deploy OVF Template(Figurel-3).

Step 4Click Browse and select thewva template file from a local disk, or enter the URL to download the file from the
Internet.
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Figure 13 Deploying the OVF Template from a File or URL
() UCS-MANAGER-PC] - vSphere Client elleE=s)
File | Edit View Inventory Administration Plug-ins Help

Hee E ory > @DeployOVFTemplate FHF‘@ ko)
h Deploy OVF Template... 1 ‘ e

Eport g Sou;;»;t the source location.

Report
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Installing and Configuring the Cisco VSM Virtual Machine

Step 5 Complete the remaining steps to deploy the templiatrie 14):

£

Note

(Cisco VSM 7.7 only) A warning message may appear using vSphere client 5.0.0,: "The OVA
package is valid but consider the following
click onYesto continuel

O

This warning occurs because the vSpherentlb.0.0 is an earlier version than what was used to
build the OVF package (the OVF package contains some attributes that are not recognized by th
importer). This does not impact the import process, which will continue and deploy the appliance
properly.

Setting

Description

OVF Template Details |Click Next to accept the default settings.

Name and Location Enter the name and location for the VM.

w The name is displayed in the inyv
Surveillance Manager o).

w The location defines where the VM appears in the tree.
Click Next to continue.

Host / Cluster Select the specific host or cluster where you want to run the template.

meE
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Storage

Select where the VM files will be stored. It should be deployed a datastc
internal storage, not external storage.

Seethdi Requi r e ment s 0-5feréhe amountof disknsizepreqgire
to deploy the VM (depending on the UCS platform). This requirement is fol
VM only and does not include the video partition(s) disk space.

Disk Format

Click Next to accept the default disk formathjck Provisioned Lazy Zeroed).

Figure 14
« Deploy OVF Template

Name and Location

Enter the OVF Template Properties

E=3 EoR =X~

Specify a name and location for the deployed template

Name and Location

Host § Cluster

Name:

The name can contain up to 80 characters and it must be unique within the inventory folder,

Inventory Location:

= 0 UCS-MANAGER-PC1
i | UCS-DEV-SET1
74 UCS-DEV-SET2

Help |

< Back I Next > I Cancel
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Step 6 Click Finish to accept the selected deployment settifrigufe 15).

Figure 15 Ready to Complete Deployment Settings
() Deploy OVF Template =S ER

Ready to Complete
Are these the options you want to use?

z?#rfemglate Details When you click Finish, the deployment task will be started.
Name and Location Deployment settings:
Host { Cluster OVFfile: C:\Cisco_VSM7_templateova
M Download size: 33GB
Lol Pt Size ondisk: 106GB
Ready to Complete
Name: CiscoVSM7
Folder UCS-DEV-SET2
Host/Cluster: 15.1.1.17
Datastore: Nexsan-VM-Volumel
Disk provisioning: Thick Provision Lazy Zeroed
Network Mapping: "WVM Network"to "M Network”

™ Power on after deployment

Help | < Back | Finish I Cancel |

4

Step 7 Wait for the Cisco VSM template to deploy. CliCkosewhen the success message appears.
Step 8 Verify that the VM displays under the hasttry in the Inventory tred-{gure 16).
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Figure 1-6 Cisco VSM VM in the vSphere Client

(%) UCS-MANAGER-PCL - vSphere Client
File Edit View Inventory Administration Plug-ins Help
E é G Home b gF] Inventory b @ Hosts and Clusters }j[ﬂv:f‘eaw:
MR IEEEY
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[ 10.10.80.102
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&) CAMSIM-VMO What is a Virtual Machine?

reillance Manager A virtual machine is a software computer that, like a

physical computer, runs an operating system and
NEEC T applications. An operating system installed on a virtual

@ 151121 machine is called a guest operating system

@ 15.1.1.22

Because every virtual maching is an isolated computing Cluster

environment, you can use virtual machines as desktop or

waorkstation environments, as testing environments, or to

consolidate server applications

In vCenter Server, virtual machines run on hosts or
clusters. The same haost can run many virtual machines

vCenter Server
Basic Tasks

vSphere Client

[ Power on the virtual machine

5 Edit virtual machine settings

Tip For more information about OVF Templates, see
http://www.vmware.com/technicaksources/interfaces/ovf.html

Verify the VMFS Maximum Heap Size

Verify that the VMFS maximum heap size is set for the amount of storage accessed by the ESXi host.
See the following VMWare knowledge base articles for more information:

w Setting virtual machine file system heap size values (2048166 xet the
VMFS3.MaxHeapSizeMB

w ESXI/ESX host reports VMFS heap warnings when hosting virtual machines that collectivelyBse 20 TB of

virtual disk storage (1004424) for the appropriate values for your VMWare version and the amount of VMFS
storage the host will be agsgsing.

Adding Hard Disks for Media Storage

Before starting the VM, add virtual hard disks to the configuration to provide video storage space. Virtual
hard disks allow you to use storage space on an available internal or external disk array.

Werecommend using the Raw Device Mapping (RDM) option from a SAN storage device.


http://kb.vmware.com/selfservice/microsites/search.do?cmd=displayKC&docType=kc&externalId=2048166&sliceId=1&docTypeID=DT_KB_1_1&dialogID=214876132&stateId=1%200%20214878242
http://kb.vmware.com/selfservice/microsites/search.do?cmd=displayKC&docType=kc&externalId=1004424&sliceId=2&docTypeID=DT_KB_1_1&dialogID=214876175&stateId=1%200%20214878414
http://kb.vmware.com/selfservice/microsites/search.do?cmd=displayKC&docType=kc&externalId=1004424&sliceId=2&docTypeID=DT_KB_1_1&dialogID=214876175&stateId=1%200%20214878414
http://kb.vmware.com/selfservice/microsites/search.do?cmd=displayKC&docType=kc&externalId=1004424&sliceId=2&docTypeID=DT_KB_1_1&dialogID=214876175&stateId=1%200%20214878414
http://kb.vmware.com/selfservice/microsites/search.do?cmd=displayKC&docType=kc&externalId=1004424&sliceId=2&docTypeID=DT_KB_1_1&dialogID=214876175&stateId=1%200%20214878414
http://www.vmware.com/technical-resources/interfaces/ovf.html
http://www.vmware.com/technical-resources/interfaces/ovf.html
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Step 1

Step 2

Step 3

Before You Begin
The physical storage media must be installed and accessible to the virtual machine.

Procedure
To add a virtual hard disk for use by the Cisco VSM VM, perform the following procedure.

(Release 7.2 and earlier only) Add a Paravirtya¢ SCSI controller to the virtual machine to control tt
video storage volumes.

w This adds the SCSI controller before adding the hard disk if you are adding additional Media Se
an existing deployment.

w See the VMWar e Kn dAddding @38l cddtaoeeto thervittualanachifl€f37094p
for instructions and more information.

w This step is not required in Release 7.5 or later sirecdefault VM controller is already a pariatual
SCSil interface.
In the inventory tree (left pane), rigblick the VM name and seleEdit Settings (Figure 17).
Figure 17 Editing the VM Settings
%) UCS-MANAGER-PC1 - vSphere Client
File Edit View Inventory Administration Plug-ins Help
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{5 Cisco Video Surveillance Manager Avirtual machine is a software computer that, like a

{5 [Cisco VSM 2 gecae ter, runs an operating system and

@ 15.1.1.20 Power * 1 operating system installed on a virtual

@ 151121 Guest * ed a guest operating system.
@ 151122 Snapshot 4

virtual machine is an isolated computing C

2]
& Open Cansale puU can use virtual machines as desktop or

|57 Edit Settings.. [fironments, as testing environments, or to
e —itrare er applications.
28 Clone.. er, virtual machines run on hosts or
T ame host can run many virtual machines.
emplate »
Fault Tolerance »
WM Storage Profile >

SelectHard disk and clickAdd (Figure 18).
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Figure 18 Adding a Hard Disk to the VM
(%) Cisco Video Surveillance Manager - Virtual Machine Pmpatis
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Step 4 For device type, selettard Disk and clickNext (Figure 19).

Figure 19 Selecting the Hard Disk Device Type

() Add Hardware

Device Type
What sort of device do you wish to add to your virtual machine?

Device Type Choose the type of device you wish to add.
Select a Disk

Create 2 Disk awu"— —Information

Advanced Options
Ready to Complete eParaIIeI Port This device can be added to this Virtual Machine.
1 Fioppy Drive
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Step5  Select the type of disk to useigure 110).






