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Upgrade Paths

You can upgrade to release 9.1.0-101 from the following version: 9.1.0-032

Resolved Issues

Click the Defect ID in the table for more information about the defect.

<table>
<thead>
<tr>
<th>Defect ID</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSCuq05636</td>
<td>Appliance is dropping off the network from port 22 exceptions</td>
</tr>
</tbody>
</table>

Additional Information

Service and Support

For service and support information for Cisco Content Security appliances, see:


If you purchased support through a reseller or another supplier, please contact that supplier directly with your product support issues.

For noncritical questions and issues, you can also submit a customer support request from the appliance. For instructions, see the User Guide or online help.

This document is to be used in conjunction with the documents listed in the “Additional Information” section.
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