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Change in Behavior

While configuring listeners, you can now specify whether to accept or reject a message based on the subject size. If you configure this parameter, any messages having subject size within the specified limit are accepted and any other messages are rejected.

Note

By default, messages having subject size greater than 1 MB are rejected. If you do not want this behavior, set the value to zero.

You can configure this parameter by:

- (Web interface) Editing Global Settings on Listener page.
- (CLI) Using setup option under listenerconfig command.
Upgrade Path

You can upgrade to release 8.5.6-113 from the following version: 8-5-6-106

Resolved Issues

Click a Defect ID in the table for more information about the defect.

<table>
<thead>
<tr>
<th>Defect ID</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSCzv54343</td>
<td>Uuencode emails are causing scanning error</td>
</tr>
<tr>
<td>CSCzv93864</td>
<td>Subject header length DoS Vulnerability. For more information, click <a href="#">here</a>.</td>
</tr>
</tbody>
</table>

Additional Information


Service and Support

For service and support information for Cisco Content Security appliances, see:


If you purchased support through a reseller or another supplier, please contact that supplier directly with your product support issues.

For noncritical questions and issues, you can also submit a customer support request from the appliance. For instructions, see the User Guide or online help.