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This document describes resolved issues and known issues in Cisco RV320/RV325 Firmware Version 1.1.1.06.

**NOTE** We recommend that you reset your device to use default settings when you upgrade to version 1.1.1.06 and reconfigure your settings to include these new features.
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**Resolved Issues**

- RV320: Users could enter ampersand (&) and percentage (%) symbols in the PPPOE username field. (CSCue64461)
- IP/MAC binding clients of a non-default VLAN are unable to access the Internet. (CSCug28848)
- When the host name or the domain name is modified, the web GUI displays an error. (CSCue24358)
- Users are unable to modify or save custom services. (CSCui03038)
Release Notes

- Client devices behind 6rd tunnels are unable to ping each other. (CSCui03071)

- When users update the Priority field in the Protocol Binding Table, the priority is set incorrectly. (CSCuh97775)

- For some NICs, such as Intel 82579LM, when Energy-Efficient Ethernet (EEE) is enabled for a LAN port, data traffic does not pass through the data link and the Link Status is incorrectly displayed as connected. (CSCuh83162)

- When users disconnect a USB dongle, the GUI continues to display the status as connected. (CSCuh59490)

- DHCP relay fails over LAN and through VPN tunnel if the server is not in the default VLAN (CSCuh91354)

- An error is encountered when more than 26 port forwarding entries are added. (CSCuj43055)

- When the device is kept running for many days continuously, the device faces a memory leak and crashes. (CSCuj36179)

- The firewall SynFlood and DoS attack threshold was high and prevented traffic from VPN peers. (CSCuj57476)
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Caveats Acknowledged in Release 1.1.1.06

Virtual Passage Adapter Fails on Win7 (64bit) with IE10, and Win8.1 with IE11

SSL VPN virtual passage adapter does not work on Windows 7 (64 bit) with IE10, and on Windows 8.1 with IE11.

Solution: None.

System Summary Page Does not Display LAN IPv6 Address

The System Summary page does not display the LAN interface IPv6 address. (CSCul70357)

Solution: None

Cannot Establish VPN Tunnel when Security Group is Changed

When the local security group changed, the VPN tunnel cannot be established. (CSCul55278)

Solution: Save the VPN policy again after changing the LAN address.

Cannot Change Hostname if LAN IP is in the 192.168.x.100-150 range

Unable to change the hostname or the domain name if the LAN IP is in the range of 192.168.x.100-150. (CSCul16754)

Solution: Change the hostname or the domain name to the default LAN address 192.168.1.1, then change the LAN IP address to 192.168.x.x.

Issue Carried over from Release 1.1.0.09

IPsec VPN Clients Cannot Connect to EZVPN by using Split Mode (CSCuf25163)

iPhones, iPads, and iPods have difficulty establishing a VPN tunnel for EZVPN split mode.

Solution: Use EZVPN full tunnel mode.
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VPN Cannot Access HTTP/HTTPS when Device behind NAT (CSCuf24407)

SSL VPN clients are unable to access the HTTP/HTTPS service when the device is behind NAT.

Solution: None.

RDP Cannot be Established through SSL VPN on Win 8 32-bit and Win8 64-bit (CSCui00878)

Remote Desktop Protocol (RDP) does not work through an SSL VPN tunnel on Windows 8.

Solution: None.
## Related Information

<table>
<thead>
<tr>
<th>Support</th>
<th><a href="http://www.cisco.com/go/smallbizsupport">www.cisco.com/go/smallbizsupport</a></th>
</tr>
</thead>
<tbody>
<tr>
<td>Cisco Small Business Support Community</td>
<td><a href="www.cisco.com/go/smallbizsupport">Cisco Small Business Support Community</a></td>
</tr>
<tr>
<td>Cisco Small Business Support and Resources</td>
<td><a href="www.cisco.com/go/smallbizhelp">Cisco Small Business Support and Resources</a></td>
</tr>
<tr>
<td>Cisco Small Business Firmware Downloads</td>
<td><a href="www.cisco.com/go/software">Cisco Small Business Firmware Downloads</a></td>
</tr>
<tr>
<td></td>
<td>Select a link to download firmware for Cisco Small Business Products. No login is required.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Product Documentation</th>
<th><a href="http://www.cisco.com/go/smallbizrouters">www.cisco.com/go/smallbizrouters</a></th>
</tr>
</thead>
<tbody>
<tr>
<td>Cisco Small Business RV Series Routers</td>
<td><a href="www.cisco.com/go/smallbizrouters">Cisco Small Business RV Series Routers</a></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Cisco Small Business</th>
<th><a href="http://www.cisco.com/web/partners/sell/smb">www.cisco.com/web/partners/sell/smb</a></th>
</tr>
</thead>
<tbody>
<tr>
<td>Cisco Partner Central for Small Business (Partner Login Required)</td>
<td><a href="www.cisco.com/web/partners/sell/smb">Cisco Partner Central for Small Business (Partner Login Required)</a></td>
</tr>
<tr>
<td>Cisco Small Business Home</td>
<td><a href="www.cisco.com/smb">Cisco Small Business Home</a></td>
</tr>
</tbody>
</table>
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