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1 Introduction
TheCisco Meeting Server software can be hosted on specific servers based onCisco Unified
Computing Server (UCS) technology aswell as on theAcano X-Series hardware, or on a
specification-based VM server. Cisco Meeting Server is referred to as theMeeting Server
throughout this document.

Note: The term Meeting Server in this document means either a Cisco Meeting Server 1000, an
Acano X-Series Server or the software running on a virtual host.

This document provides examples of how to configure theMeeting Server to workwith third
party call control devices from Avaya and Polycom. The examplesmay need to be adapted
according to your specific deployment. These instructions apply equally to all Meeting Server
deployment topologies (single server and scaled/resilient deployments).

A separate guide details how to deploy theMeeting Server with Cisco Unified Communications
Manager, seeCisco Meeting Server with Cisco Unified CommunicationsManager Deployment
Guide.

1.1 How to Use this Guide
This guide is part of the documentation set (shown in Figure 1) for theMeeting Server.

1   Introduction

http://www.cisco.com/c/en/us/support/conferencing/meeting-server/products-installation-and-configuration-guides-list.html
http://www.cisco.com/c/en/us/support/conferencing/meeting-server/products-installation-and-configuration-guides-list.html
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Figure 1: Cisco Meeting Server documentation set

1   Introduction
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1.1.1 Commands

In this document, commands are shown in black and must be entered as given - replacing any
parameters in <> bracketswith your appropriate values. Examples are shown in blue and must
be adapted to your deployment.

1.1.2 Terminology

Throughout this document the conferencing typesmentioned are those as defined in Table 1.

Table 1: Conferencing Types

Conference type Description

Rendezvous (also known
as personal CMR)

Pre-defined, permanently available addresses that allow conferencing without
previous scheduling.

The host shares the address with other users, who can call in to that address at any
time.

Ad hoc Instant or escalated conferencing, for example manually escalated from a point-to-
point call to a multiparty call with three or more participants.

Scheduled Pre-booked conferences with a start and end time.

1   Introduction
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2 Configuring a SIP Trunk to an Avaya CM
This appendix provides an example of setting up a SIP trunk between theCisco Meeting Server
and theAvaya CommunicationsManager (Avaya CM) and may need to be adapted.

Note: If you are not your organization's Avaya CM administrator, then Cisco strongly advises you
to seek the advice of your local administrator on the best way to implement the equivalent on
your server’s configuration.

Note: Avaya CM is an Avaya PBX, so callswill be audio only, however, theCisco Meeting Server
does not impose this restriction on interoperabilitywith Avaya: therefore a call defined to be
type ‘avaya’ in theMeeting Server does not imply that the call is audio-only.

2.1 Configuration Summary
This example deployment assumes that:

n This audio connection between Avaya CM and theMeeting Server is accessed via dialing a
prefix 49

n The assigned IVR digits for theMeeting Server are 8320; that is a user from theAvaya
environment will dial 498320 to access theMeeting Server IVR

n ADID extension 5328 to route to this samenumber and allow for PSTNdial-in to theMeeting
Server

n Avaya Software Version: CM6 R016x.00.1.510.1 Update: 19940

2.2 Cisco Meeting Server Configuration
1. Log in to theWeb Admin Interface and go to Configuration > General.

2. For IVRNumeric ID, enter 8320.

These digitswill be passed from theAvaya CM to theMeeting Server, and then routed to the
Meeting Server IVR.

3. Click Submit.

4. Go to Configuration > Outbound Calls.

2   Configuring a SIP Trunk to an Avaya CM
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5. Add a dial plan entry for theAvaya CM –see the example below.

The highlighted IP address below matches theC-LANor Processor Ethernet address on the
CM side and represents theCM interface used in theSignaling Group created later.

6. Click Add New.

2.3 Avaya CMConfiguration
1. Add a node name for theMeeting Server signaling interface.

2. Add an Avaya Signaling Group with the following:

l Group Type= SIP

l Near-end NodeName= C-LANor Processor Ethernet interface indicated in the dial plan
setting in the previous section

l Far-end NodeName= Node name for theMeeting Server signaling interface created
above.

l Port settings for both Near-end and Far-end = 5060 

l Far-end Domain = SIP domain associated with theMeeting Server

l Direct IP-IP Audio Connections = n. This ensures that all traffic from theAvaya CM comes
from theNear-end Node

2   Configuring a SIP Trunk to an Avaya CM
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3. Add an Avaya TrunkGroup with the following:

l Group Type= SIP 

l Direction = two way

l Service Type= tie

l Additional settingsmay vary, but see the examples below for possible configuration

2   Configuring a SIP Trunk to an Avaya CM
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2   Configuring a SIP Trunk to an Avaya CM
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4. Add an Avaya Route Pattern to routes calls to trunk group 105 and delete the first two digits
(deletes the prefix digits 49).

2   Configuring a SIP Trunk to an Avaya CM
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5. Add a Uniform Dial Plan to provide a routing for a 6-digit number with a prefix of 49. These
callsmust be set to be routed to AAR tables in Avaya.

6. Add an AAR setting to routes all calls of 6 digits in length and beginning with 49 (i.e.
498320) to route pattern 105 (theMeeting Server TrunkGroup).

7. Assign an Extension and DID.

Optionally, in theUniform Dial Plan you can add a setting for a DID extension (in this example,
x5328) to route a call via digits 498320 to theCisco Systems server.

2   Configuring a SIP Trunk to an Avaya CM
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3 Configuring a Polycom DMA for the Cisco
Meeting Server
For calls from a Polycom DMA environment to theCisco Meeting Server, create an External SIP
Peer on the Polycom DMA that will point to theMeeting Server, and then configure a Dial Rule on
the Polycom DMA that will direct calls to it.

The following is an example of configuring theMeeting Server for the Polycom DMA, and may
need to be adapted. Follow the instructions in theDeployment guides to set up a dial plan rule
that points to the Polycom DMA server in theWeb Admin InterfaceConfiguration > Outbound
Calls page. Also ensure that the correct ports are open (Incoming/Outgoing UDP 32768-
65535 –RTP).

Note: If you are not your organization's Polycom server administrator, then Cisco strongly
advises you to seek the advice of your local administrator on the best way to implement the
equivalent on your server’s configuration.

3.1 Setting up the External SIP Peer
On thePolycom DMA:

1. Go to Network > External SIP Peer > Add

2. In the External SIP Peer page configure the following:

l Name: Cisco Systems

l Description: a meaningful phrase, possibly Cisco Systems IP Peer

l Next hop Address: IP Address of theMeeting Server Call Bridge

3   Configuring a PolycomDMA for the Cisco Meeting Server
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l Port: 5060

l User RouteHeader: selected

l Type: Other

l Transport Type: TCP

3. Leave theDomain List page blank.

4. In the Postliminary pageHeader Options section configure the following:

a. CopyAll Parameters: Checked

b. Format: Use original request's To

5. In the Postliminary pageRequest URI options section configure the following:

a. Format: Original user, configured peer's Destination Network or next hop address

3   Configuring a PolycomDMA for the Cisco Meeting Server
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6. In theAuthentication page configure the following:

a. Authentication: Pass authentication

b. Proxy authentication: Pass Proxy authentication

7. Click Save.

3.2 Creating the Dial Rule
In the Polycom DMA:

3   Configuring a PolycomDMA for the Cisco Meeting Server
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1. Go to Admin > Call Server > Dial Rules > Add.

2. In the Edit Dial Rule for Authorized Calls page, configure the following (see below):

a. Description: Cisco <Description of pattern>

3. Select Enabled.

4. Select theCisco SystemsSIP Peer in the left pane and click the arrow to move it to the
Selected SIP Peers.

5. In the Preliminary page create a string to represent how callswill match this rule (see below).

3   Configuring a PolycomDMA for the Cisco Meeting Server
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Consult theDMAAdmin Guide for more detail. The example below matches any call that
beginswith a 6 and sends it to the [[[Undefined variable BrandingTypeVariables.solution or
server]]].
if(!DIAL_STRING.match(/sip:6/))
{
return NEXT_RULE;
}

6. ClickOK.

 You should now be able to dial from anySIP-enabled Polycom DMA endpoint to theCisco
Meeting Server using the rule created.

3   Configuring a PolycomDMA for the Cisco Meeting Server
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Cisco Legal Information
THESPECIFICATIONS AND INFORMATIONREGARDING THEPRODUCTS INTHIS MANUAL ARE
SUBJECT TOCHANGEWITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND
RECOMMENDATIONS INTHIS MANUAL AREBELIEVED TOBEACCURATEBUT ARE
PRESENTEDWITHOUTWARRANTYOFANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE
FULL RESPONSIBILITY FORTHEIRAPPLICATIONOFANYPRODUCTS.

THESOFTWARE LICENSEAND LIMITEDWARRANTY FORTHEACCOMPANYING PRODUCT
ARESET FORTH INTHE INFORMATIONPACKET THAT SHIPPEDWITH THEPRODUCT ANDARE
INCORPORATEDHEREINBY THIS REFERENCE. IF YOUAREUNABLE TO LOCATE THE
SOFTWARE LICENSEORLIMITEDWARRANTY, CONTACT YOURCISCOREPRESENTATIVE
FORACOPY.

TheCisco implementation of TCP header compression is an adaptation of a program
developed by theUniversity of California, Berkeley (UCB) as part of UCB’s public domain version
of theUNIX operating system. All rights reserved. Copyright © 1981, Regents of theUniversity
of California.

NOTWITHSTANDING ANYOTHERWARRANTYHEREIN, ALL DOCUMENT FILES AND
SOFTWAREOF THESESUPPLIERS AREPROVIDED “AS IS”WITHALL FAULTS. CISCOANDTHE
ABOVE-NAMEDSUPPLIERS DISCLAIM ALLWARRANTIES, EXPRESSEDOR IMPLIED,
INCLUDING,WITHOUT LIMITATION, THOSEOFMERCHANTABILITY, FITNESS FORA
PARTICULARPURPOSEANDNONINFRINGEMENT ORARISING FROM ACOURSEOFDEALING,
USAGE, ORTRADEPRACTICE.

INNO EVENT SHALL CISCOOR ITS SUPPLIERS BE LIABLE FORANY INDIRECT, SPECIAL,
CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING,WITHOUT LIMITATION, LOST
PROFITS ORLOSS ORDAMAGETODATA ARISING OUT OF THEUSEOR INABILITY TOUSE
THIS MANUAL, EVEN IF CISCOOR ITS SUPPLIERS HAVEBEENADVISEDOF THEPOSSIBILITY
OF SUCHDAMAGES.

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended
to be actual addresses and phone numbers. Any examples, command display output, network
topology diagrams, and other figures included in the document are shown for illustrative
purposes only. Any use of actual IP addresses or phone numbers in illustrative content is
unintentional and coincidental.

All printed copies and duplicate soft copies of this document are considered uncontrolled. See
the current online version for the latest version.

Cisco hasmore than 200 officesworldwide. Addresses and phone numbers are listed on the
Cisco website at www.cisco.com/go/offices.

© 2019 Cisco Systems, Inc. All rights reserved.
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Cisco Trademark
Cisco and theCisco logo are trademarks or registered trademarks of Cisco and/or its affiliates
in theU.S. and other countries. To view a list of Cisco trademarks, go to this URL:
www.cisco.com/go/trademarks. Third-party trademarksmentioned are the property of their
respective owners. The use of theword partner does not imply a partnership relationship
betweenCisco and any other company. (1721R)
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