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**NOTE:** This document provides illustrations for Cisco StadiumVision Director Release 2.3, but also applies to Cisco StadiumVision Director Release 2.4 with small differences in the user interface for that release.

For information about accessing Cisco StadiumVision Director Release 3.0 and later, see the “How to Access Cisco StadiumVision Director” task note.
Accessing SV Director

Cisco StadiumVision Director supports Internet Explorer version 8 (Windows) and FireFox 3.x (Windows and Macintosh). Other browsers, including Safari and Chrome, are not supported.

1. Open a browser window and type http://ipaddress:8080/StadiumVision/
   where ipaddress is the IP Address of the SV Director Server.
2. Enter your SV Director administrator credentials. The very first time you log in to SV Director, use the following credentials:
   
   **Username:** admin
   **Password:** default
   
   You will need to change the default password the first time you log in. The “admin” username cannot be changed or deleted.

**Figure 1.** Logging in to SV Director

3. Click **Control Panel** on the Main screen.
4. Wait a few moments while Cisco StadiumVision Director loads resources. When complete, the Cisco StadiumVision Director Control Panel Setup screen displays in a separate window. When you log in as admin, the **User Management** tab displays (Figure 3).

When you log in to Cisco StadiumVision Director, the Main window remains open so that you can run other applications without having to log out.

**Figure 3.** Control Panel User Management Tab

---

**Changing Your Cisco StadiumVision Director Password**

The very first time you log in to Cisco StadiumVision Director as admin, you must change your admin password as follows.

1. On the Setup screen, select admin, click in the password field and type a new password. An asterisk will display next to the admin entry in the User List.
2. Type your email address in the Email ID field.

Figure 4. Changing the Admin Password

3. Click Update. A status message will display in the lower left corner of the screen to indicate your new password is being added to the Cisco StadiumVision Director database:

4. Verify that you can log in with your new password by logging out and logging back in to Cisco StadiumVision Director.

Logging Out of Cisco StadiumVision Director

1. Click Logout at the top right corner of the Control Panel or go to the Cisco StadiumVision Director Main screen and click Log Out. A message displays when you have been successfully logged out.

2. Close the Cisco StadiumVision Director window to remove this instance of Cisco StadiumVision Director. Otherwise, click the Reset button and log back in to Cisco StadiumVision Director.
Assigning Login Credentials for Role Based Access Control

StadiumVision administrators can assign login credentials to different "roles" and users of Cisco StadiumVision Director, limiting access to certain screens and Cisco StadiumVision Director applications. This ensures that each user has access only to the portions of the system for which they are trained and authorized to handle.

For details on how to create users and assign roles to users, see the Role Based Access Control feature note.