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1. Introduction

This document provides information about what's new in the Common Services Platform Collector (CSPC) 2.8.1.3. This release fixes key security vulnerabilities that would benefit all the customers.

The CSPC software provides an extensive collection mechanism to collect various aspects of customer network information. CSPC connects to the discovered devices providing delivery of network information to network administrators and network engineers. Data collected by CSPC is used by several Cisco Advanced and Technical Service offers to provide detailed reports and analytics for both the hardware and software, such as inventory reports, product alerts, configuration best practices, network audits and so on.

CSPC 2.8.1.2 is prerequisite for installing 2.8.1.3.

CSPC Supported Browsers

- Firefox version 27 to 63
- Internet Explorer (IE) version 9 to 11
- Google Chrome 57 to 70

To upgrade existing CSPC to latest version refer to CSPC Upgrade Guide

2. Bug Addressed

Following are the defects addressed as part of CSPC 2.8.1.3

<table>
<thead>
<tr>
<th>Defect ID</th>
<th>Bug Summary</th>
<th>Fix Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSCvo56555</td>
<td>Bi-Weekly Schedules are not getting triggered on the configured start date</td>
<td>Bi-Weekly schedules considers the configured start date and Job is fired based on the configured date.</td>
</tr>
<tr>
<td>CSCvo14099</td>
<td>CSPC UI is not able to load if there are more number of Non-Managed devices</td>
<td>Non managed device group check is handled to make the UI loads properly</td>
</tr>
<tr>
<td>CSCvn75432</td>
<td>Enhance CSPC to support NCCM Config Jobs via Jump Server</td>
<td>CSPC has extended the capability of Jump Server to support NCCM Config Jobs</td>
</tr>
<tr>
<td>CSCvn58118</td>
<td>Continuous DNS lookup causing CSPC to slow down</td>
<td>DNS lookup interval has been increased to 24hrs and lookup will happen only for live nodes.</td>
</tr>
<tr>
<td>CSCvo21068</td>
<td>Expressway Devices are not getting discovered.</td>
<td>New device are supported from CSPC</td>
</tr>
<tr>
<td>CSCvo26203</td>
<td>CSPC was terminating the channel after 3 hours. This was leading to many copy</td>
<td>Max session timeout is made configurable.</td>
</tr>
<tr>
<td></td>
<td>jobs to fail in case of a slow network.</td>
<td></td>
</tr>
<tr>
<td>CSCvo05304</td>
<td>Though the Dataset is deleted in CSPC but still cached in CP creation page d</td>
<td></td>
</tr>
<tr>
<td>CSCvo15578</td>
<td>If a timeout happens for any ApplyIPS request CSPC should mark as Request</td>
<td>When timeout happens CSPC marks the response as failed and the collected data is sent to NCCM in an</td>
</tr>
<tr>
<td></td>
<td>timed out instead of showing success</td>
<td>Error tag</td>
</tr>
</tbody>
</table>
### 3. Available Resources

Additional information regarding installing and configuring the collector are covered in below documents:

- [CSPC Quick Start Guide](#)
- [CSPC Upgrade Guide](#)
- [CSPC Installation Guide](#)
- [CSPC User Guide](#)
- [Troubleshooting Guide](#)

**Software Download**

- [CSPC Image Download Center](#)
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