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1 Introduction 
Service Providers today, such as Jaguar Network, are offering alternative methods to connect to the PSTN via 
their IP network. Most of these services utilize SIP as the primary signaling method and a centralized IP to TDM 
gateway to provide on-net and off-net services. Jaguar Network is a service provider offering that allows 
connection to the PSTN and may offer the end customer a viable alternative to traditional PSTN connectivity via 
either Analog or T1 lines. A demarcation device between these services and customer owned services is 
recommended. The Cisco Unified Border Element provides demarcation, security, interworking and session 
management services. 

  

• This application note describes how to configure Cisco Unified Communications Manager (Cisco UCM) version 
9.1 [Cisco Unified Border Element (Cisco UBE)] for connectivity to Jaguar Network SIP trunk provider via the 
eSBC (FortisVox). The deployment model covered in this application note is CPE to PSTN. 

 

• Testing was performed in accordance to Cisco’s SIP Trunk Test Plan and all features were verified. Key 
features verified are:  

o CPE outbound to SP Offnet gateway(PSTN)   
o CPE to CPE (place call out to the SP network and back)   
o CPE Calling number privacy  
o CPE Telephone Number Support – digit translations  
o CPE Calling Name Delivery  
o CPE offnet Call Conference  
o CPE Intra-Site Call Conference  
o CPE Intra-Site Attended Call Transfer  
o CPE Intra-Site Blind Call Transfer  
o CPE Call Hold and Resume (call hold is always done on the IP PBX side)  
o CPE Voice Mail  
o Simultaneous Calls  
o CPE G.711 FAX 
o CPE Call Forward Unconditionnal, On Busy, On Non Answer  
o Codec mid-call re-negotiation 

 

• The Cisco UCM/Cisco Unified Border Element configuration detailed in this document is based on a lab 
environment with simple dial-plan configurations used to ensure proper interoperability between Jaguar Network 
SIP network and Cisco Unified Communications.  

The configuration described in this document details the important commands that need to be enabled for 
interoperability to be successful and care must be taken, by the network administrator deploying Cisco UBE, to 
ensure these commands are set per each dial-peer requiring to interoperate with the eSBC.  

 

• This application note does not cover the use of calling search spaces (CSS) or partitions on Cisco Unified 
Communications Manager. To understand and learn how to apply CSS and partitions refer to the cisco.com link 
below:  

http://www.cisco.com/en/US/partner/docs/voice_ip_comm/cucm/admin/8_0_2/ccmsys/a03ptcss.html 
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2 Network Topology 
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3 System Components 

3.1 Hardware Components 

o Cisco UBE 2811 
o Switch Cisco 3560 
o Cisco IP Phones 7970 
o Jaguar Network Trunk (Third Party SIP Trunk Provider) 

 

3.2 Software Requirements 

o Cisco UCM version 9.1 
o Cisco UBE 
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4 Features 

4.1 Features Supported  

o Call from/to PSTN to/from CPE – Basic calls , digit translations  
o Hold/Resume  
o DTMF  
o Call transfers – attended, blind  
o Call Conference  
o Call Forwarding (CFU,CFB,CFNA)  
o Support for early media  
o Fax using G.711 Pass-through  
o Basic G.711alaw calls  
o Calling Name  
o Calling Party Number Presentation and Restriction  

 

4.2 Features Not Supported  

o G.729 codec (supported, but not tested) 
o FAX: T.38 fax protocol is not supported.  
o PRACK with SDP 
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5 Caveats 

o CLID updates are not observed on call transfer scenarios.  
o Jaguar Network support G.729 calls but use G.711alaw codec in 1st priority for all call scenario 

and media negotiation. Hence all calls were tested using G.711alaw codec.  
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6 Configuration 

6.1 Running Configuration on the Cisco UBE 

Current configuration : 6894 bytes  

!  

! Last configuration change at 11:24:08 UTC Fri Mar 21 2014 by ilexia  

! NVRAM config last updated at 14:29:32 UTC Mon Mar 17 2014 by ilexia  

! NVRAM config last updated at 14:29:32 UTC Mon Mar 17 2014 by ilexia  

version 15.1  

service timestamps debug datetime msec  

service timestamps log datetime msec  

no service password - encryption  

no service password - recovery  

!  

hostname c2811interop  

!  

boot - start - marker  

boot - end - marker  

!  

!  

no logging buffered  

enable password xxxxxx  

!  

aaa new - model  

!  

!  

!  

!  

!  

!  

!  

aaa session - id common  

!  

!  

dot11 syslog  

no ip source - route  

!  

!  

ip cef  

!  
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!  

!  

ip domain lookup source - interface FastEthernet0/0  

ip domain name www.ilexia.com  

ip host routing.trunking.as30781.net 85.31.193.1 94 

ip host trunking.as30781.net 85.31.193.194  

ip name - server 212.121.128.10  

ip name - server 212.121.128.11  

no ipv6 cef  

!  

multilink bundle - name authenticated  

!  

!  

!  

!  

!  

!  

voice call send - alert  

voice rtp send - recv  

!  

voice service voip  

 ip address trusted list  

  ipv4 85.31.193.194 255.255.255.255  

  ipv4 85.31.193.210 255.255.255.255  

 address - hiding  

 allow - connections sip to sip  

 fax protocol pass - through g711alaw  

 sip  

  error - passthru  

  registrar server  

  asserted - id pai  

  authenticate redirecting - number  

  early - offer forced  

  midcall - signaling passthru  

  privacy - policy passthru  

!  

!  

voice class uri 107 sip  

 pattern 107.  
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!  

voice class uri 048254107 sip  

 pattern 048254107.  

!  

voice class uri 10d sip  

 pattern 0.........  

voice class codec 1  

 codec preference 1 g711alaw  

 codec preference 2 g711ulaw  

 codec preference 3 g729r8  

!  

voice class sip - profiles 2  

 request INVITE sip - header P - Asserted - Identity modify "" ""  

 request INVITE sip - header P - Asserted - Identity modify "" ""  

!  

!  

voice iec syslog  

!  

!  

voice translation - rule 1  

 rule 1 /^1071$/ /0482541071/  

 rule 2 /^1072$/ /0482541072/  

 rule 3 /^1073$/ /0482541073/  

 rule 4 /^1074$/ /0482541074/  

 rule 5 /^1075$/ /0482541075/  

 rule 6 /^1070$/ /0482541070/  

!  

voice translation - rule 2  

 rule 1 /^0482541070$/ /1070/  

 rule 2 /^0482541071$/ /1071/  

 rule 3 /^0482541072$/ /1072/  

 rule 4 /^0482541073$/ /1073/  

 rule 5 /^0482541074$/ /1074/  

 rule 6 /^0482541075$/ /1075/  

!  

voice translation - rule 6  

 rule 1 /048254107/ /107/  

!  

!  
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voice translation - profile inbound  

 translate called 2  

!  

voice translation - profile outbound  

 translate calling 1  

!  

!  

voice - card 0  

 dspfarm  

 dsp services dspfarm  

!  

crypto pki token default removal timeout 0  

!  

!  

!  

!  

use rname ilexia password 0 xxxxxxx  

!  

redundancy  

!  

!  

ip ssh  time - out 60  

ip ssh authentication - retries 2  

!  

!  

!  

!  

!  

!  

!  

!  

interface FastEthernet0/0  

 description CUBE outside interface  

 ip address 84.14.155.195 255.255.255.248  

 shutdown  

 duplex auto  

 speed auto  

!  

interface FastEthernet0/1  



 

 

 

 

12 

 description CUBE inside in terface  

 ip address 10.103.101.249 255.255.255.0  

 duplex auto  

 speed auto  

!  

no ip forward - protocol nd  

no ip http server  

no ip http secure - server  

!  

!  

ip route 0.0.0.0 0.0.0.0 84.14.155.193  

ip route 10.20.107.0 255.255.255.0 10.103.101.254  

ip  route 10.22.107.0 255.255.255.0 10.103.101.254  

ip route 10.120.101.0 255.255.255.0 10.103.101.254  

ip route 10.130.101.0 255.255.255.0 10.103.101.254  

ip route 172.16.120.0 255.255.255.0 10.103.101.254  

ip route 172.16.155.0 255.255.255.0 10.103.101.254  

!  

!  

!  

!  

!  

snmp- server community public RW  

!  

!  

!  

!  

control - plane  

!  

!  

!  

!  

mgcp profile default  

!  

sccp local FastEthernet0/1  

sccp ccm 10.103.101.246 identifier 1 version 7.0  

sccp  

!  

sccp ccm group 1  
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 description Transcoder  

 bind interface FastEthernet0/1  

 associate ccm 1 priority 3  

 associate profile 1 register MTP002414669F04  

!  

sccp ccm group 2  

 description Conference  

 bind interface FastEthernet0/1  

 associate ccm 1 priority 3  

 associate profile 2 register CONF04022014  

!  

sccp ccm group 30  

!  

dspfarm profil e 1 transcode   

 codec g711alaw  

 codec g711ulaw  

 codec g729r8  

 codec g729abr8  

 codec g729ar8  

 codec pass - through  

 maximum sessions 6  

 associate application SCCP  

!  

dspfarm profile 2 conference   

 description conference bridge  

 codec g711ulaw  

 codec g711alaw  

 codec g729r8  

 codec g729ar8  

 codec g729abr8  

 codec g729br8  

 maximum sessions 7  

 associate application SCCP  

!  

dial - peer voice 2 voip  

 description Inbound from Jaguar  

 translation - profile incoming inbound  

 session target ipv4:10.103.101.246  

 incoming calle d- number 048254107.  
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 voice - class codec 1   

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

 dtmf - interworking standard  

!  

dial - peer voice 5 voip  

 description Emergency Calls  to 1X 

 translation - profile outgoing outbound  

 destination - pattern 1[1 - 9]  

 session  protocol sipv2  

 session target sip - server  

 incoming uri from 107  

 voice - class codec 1   

 voice - class sip profiles 2  

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

 no dtmf - interworking  

 no vad  

!  

dial - peer voice 6 voip  

 description Services Call  to 11X 

 translation - profile outgoing outbound  

 destination - pattern 11[0 - 9]  

 session protocol sipv2  

 session target sip - server  

 incoming uri from 107  

 voice - class codec 1   

 voice - class sip profiles 2  

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

!  

dial - peer v oice 8 voip  

 description Services Call  to 36XX 

 translation - profile outgoing outbound  

 destination - pattern 36..  

 session protocol sipv2  

 session target sip - server  

 incoming uri from 107  

 voice - class codec 1   
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 no voice - class sip block 183  

 dtmf - relay rtp - nte  

!  

dial - peer voice 1 voip  

 description To CUCM  

 destination - pattern 107.  

 session protocol sipv2  

 session target ipv4:10.103.101.246  

 voice - class codec 1   

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

!  

dial - peer voice 3 voip  

 description Outbound Calls  

 translation - profile outgoing outbound  

 destination - pattern 0T  

 session protocol sipv2  

 session target sip - server  

 incoming uri from 107  

 voice - class codec 1   

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

!  

dial - peer voice 10 voip  

 description Outbound Calls  

 translation - profile outgoing outbound  

 destination - pattern 0T  

 session protocol sipv2  

 session target ipv4:85.31.193.210  

 incoming uri from 107  

 voice - class codec 1   

 no voice - class sip block 183  

 dtmf - relay rtp - nte  

!  

!  

gateway  

 timer receive - rtp 1200  

!  

sip - ua  
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 credentials username jsi000aa29 password 7 11030A0C47425B0D057872 realm 

trunking.as30781.net  

 authentication username jsi000aa29 password 7 11030A0C47425B0D057872 realm 

trunking.as30781.net  

 disable - early - media  180  

 retry invite 1  

 retry response 3  

 retry bye 3  

 retry register 10  

 registrar 1 dns:routing.trunking.as30781.net expires 3600  

 registrar 2 ipv4:85.31.193.210 expires 3600  

 sip - server dns:routing.trunking.as30781.net  

 host - registrar  

!  

!  

!  

!  

line con 0  

l ine aux 0  

line vty 0 4  

 password cisco  

 transport input ssh  

!  

scheduler allocate 20000 1000  

ntp server 172.16.155.250  

!  

webvpn context Default_context  

 ssl authenticate verify all  

 !  

 no inservice  

!  

end 
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6.2 Configuring the Cisco Unified Communications Manager 

6.2.1 Cisco Call Manager Advanced Cluster Wide Parameters: 

Menu 

System > Service Parameters > Appropriate server > Cisco CallManager (Active)  > Advanced 
Clusterwide Parameters (Device - SIP) 

 

Parameter Value 

Retry Count for SIP Invite 1 

SIP Min-SE Value 500 

SIP Session Expires Timer 86400 

 

 
Figure 1 - Advanced Clusterwide Parameters 
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6.2.2 Cisco Voice Media Streaming App Parameters: 

Menu 

System > Service Parameters > Appropriate server > Cisco IP Voice Media Streaming App 
(Active) 

 

Paramètre Valeur 

Annunciator (ANN) Parameters : 

Run Flag 

True 

Conference Bridge (CFB) Parameters : 

Run Flag 

True 

Media Termination Point (MTP) Parameters : 

Run Flag 

True 

Clusterwide Parameters : 

Supported MOH Codecs 

711 alaw, 729 Annex A 

 

 
Figure 2 - Cisco Voice Streaming App Parameters 
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6.2.3 Jaguar Network SIP Trunk Security Profile: 

Menu 

System > Security > SIP Trunk Security Profile 

 

Parameters Value 

Device Security Mode Non secure 

Incoming Transport Type TCP+UDP 

Outgoing Transport Type UDP 

Incoming Port 5060 

Accept presence subscription Checked 

Accept out-of-dialog refer** Checked 

Accept unsollicited notification Checked 

Accept replaces header Checked 

 

 
Figure 3 - Jaguar Network SIP Trunk Security Profile 
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6.2.4 Jaguar Network SIP Profile: 

Menu 

Device > Device Settings > SIP Profile 

 

SIP Profile Information 

Parameters Value 

Default MTP Telephony Event Payload Type 101 

Accept Audio codec Preferences in Received Offer Par default 

Parameters used in Phone 

Parameters Value 

Conference Join Enabled Checked 

Semi Attended Transfer Checked 

RFC 2543 Hold Checked 

Trunk specific configuration 

Parameters Value 

Reroute Incoming Request to new Trunk based on Never 

RSVP over SIP RSVP Local 

Fall back to local RSVP Checked 

Early Offer support for voice and video calls (MTP 
if needed 

Checked 

Enable OPTIONS Ping to monitor destination 
status for Trunks with Service Type "None 
(Default)" 

Checked 

SIP REL1XX Options Disabled 
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Figure 4 - Profil SIP ς Information 
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Figure 5 - Profil SIP - Phone parameters 
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Figure 6 - Profil SIP - Trunk Specific Configuration 
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6.2.5 Trunk to Cisco UBE: 

Menu 

Device > Trunk > Add New 

 

Device Information 

Parameters Value 

Device Name Jaguar 

Device Pool Name of the device pool  

Media Resources Group List Name of the MRGL  

Media Termination Point Required Checked 

Retry Video Call as Audio Checked 

PSTN Access Checked 

Call Routing Information 

Parameters Value 

Asserted-Identity Checked 

Asserted-Type PAI 

SIP Privacy Default 

Outbound Calls  

Calling Party Selection Last Redirect Number (External) 

Caller Information  

Caller ID DN DN used (e.g. 048254107X) 

Maintain Original Caller ID DN and Caller Name in 
Identity Headers 

Checked 

SIP Information 

Paramètres Valeur 

Destination Address is an SRV Unchecked 

Destination Address IP Address of the Cisco UBE 

Destination Port 5060 
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Figure 7 - SIP Trunk - Device Information 

 

 

 
Figure 8 - SIP Trunk - Call Routing Information 
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Figure 9 - SIP Trunk - Outbound Calls 

 

 
Figure 10 - SIP Trunk - SIP Information 
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6.2.6 Route Pattern 

Menu 

Call Routing > Route/Hunt > Route Pattern > Add New 

 

Pattern Definition 

Paramètres Valeur 

Route Pattern* 0.0XXXXXXXXX 

Route Partition Everyone 

Gateway/Route List* Nom du route group (par ex. Jaguar RL) 

Route Option Route this pattern coché 

 

 
Figure 11 - Route Pattern 
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Menu 

Call Routing > Route/Hunt > Route Pattern > Add New 

 

Pattern Definition 

Paramètres Valeur 

Route Pattern* 0.0XXXXXXXXX 

Route Partition Everyone 

Gateway/Route List* Nom du route group (par ex. Jaguar RL) 

Route Option Route this pattern coché 

 

 
Figure 12 - Route Pattern 
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7 Acronyms 

Acronym Definitions 

Cisco UBE Cisco Unified Border Element  

Cisco UCM Cisco Unified Communications Manager  

PSTN Public Switched Telephone Network  

SIP Session Initiation Protocol  

ATA Analog Telephone Adapter 
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8 Important Information 
THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE 

SUBJECT TO CHANGE WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND RECOMMENDATIONS 

IN THIS MANUAL ARE BELIEVED TO  

BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. 

USERS MUST TAKE FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUC TS. IN NO 

EVENT SHALL CISCO OR ITS  

SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL 

DAMAGES, INCLUDING,WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA 

ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CI SCO OR ITS 

SUPPLIERS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.   
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9 Appendix A: Test Results 

Tests_Plan_SIP_Trun
k_Jaguar_Network_v0-CUCM9.1-eng.xlsx

 

 

Test 
Scenario 

Description / Details Test Results 
(Pass / Fail) 

Comments 

CPE outbound to SP Offnet gateway(PSTN) (G.729 is offered first)  

 Call ringback Pass Tested with G.711alaw 

 Voice cut through on connect Pass Tested with G.711alaw 

 Ring terminated on calling party disconnect Pass Tested with G.711alaw 

 Long duration call Pass Tested with G.711alaw 

 DTMF relay (both directions) Pass Tested with G.711alaw 

 Called party disconnect; calling party 
automatically disconnected 

Pass Tested with G.711alaw 

 Calling party disconnect; called party 
automatically disconnected 

Pass Tested with G.711alaw 

SP offnet gateway(PSTN) inbound to CPE (G.729 offered first) 

 Call ringback Pass Tested with G.711alaw 

 Voice cut through on connect Pass Tested with G.711alaw 

 Ring terminated on calling party disconnect Pass Tested with G.711alaw 

 Long duration call Pass Tested with G.711alaw 

 DTMF relay Pass Tested with G.711alaw 

 Called party disconnect; calling party 
automatically disconnected 

Pass Tested with G.711alaw 

 Calling party disconnect; called party 
automatically disconnected 

Pass Tested with G.711alaw 

CPE to CPE (place call out to the SP network and back) (G.729 is offered first) 

 Call ringback Pass Tested with G.711alaw 

 Voice cut through on connect Pass Tested with G.711alaw 

 Ringback terminated on caller disconnect Pass Tested with G.711alaw 

 Long duration call Pass Tested with G.711alaw 

 DTMF relay Pass Tested with G.711alaw 

 Called party disconnect; calling party 
automatically disconnected 

Pass Tested with G.711alaw 

 Calling party disconnect; called party Pass Tested with G.711alaw 
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Test 
Scenario 

Description / Details Test Results 
(Pass / Fail) 

Comments 

automatically disconnected 

CPE Calling number privacy 

 Pass calling number: IP PBX to Offnet: Mark 
Calling Number Private 

Pass  

CPE Telephone Number Support 

 IP PBX to offnet: translate private extension to 10 
DID calling number 

Pass  

 Offnet to IP PBX: IP PBX must translate 10 digit 
called number to private extension. 

Pass  

CPE Calling Name Delivery  

 IP PBX to IP PBX: pass display name NT Not tested. Out of scope. 

CPE offnet Call Conference  

 Offnet1 to IP PBX phone 1, IP PBX phone1 
conferences Offnet2 

Pass  

 IP PBX phone1 to Offnet1, IP PBX phone1 
conferences Offnet2 

Pass  

CPE Intra-Site Call Conference 

 Phone1 to Phone2. Phone1 conferences Offnet 
PSTN 

Pass  

 Phone1 to Offnet PSTN. Phone 1 conferences 
Phone2 

Pass  

 Offnet PSTN to Phone1. Phone1 conferences 
Phone2 

Pass  

CPE Intra-Site Attended Call Transfer 

 Offnet 1 to IP PBX phone 1, IP PBX phone1 
transfers to Offnet2 (does caller ID update on 
Offnet2?) 

Pass No caller id update 

 IP PBX phone1 to Offnet1, IP PBX phone1 
transfers to Offnet 2 (does caller ID update on 
Offnet2?) 

Pass No caller id update 

 Phone1 to Phone2. Phone1 transfers to Offnet 
PSTN 

Pass  

 Phone1 to Offnet PSTN. Phone 1 transfers to 
Phone2 

Pass  

 Offnet PSTN to Phone1. Phone1 transfers to 
Phone2 

Pass  

CPE Intra-Site Blind Call Transfer  

 Offnet 1 to IP PBX phone 1, IP PBX phone1 
transfers to Offnet2 (does caller ID update on 
Offnet2?) 

Pass No caller id update 

 IP PBX phone1 to Offnet1, IP PBX phone1 
transfers to Offnet 2 (does caller ID update on 
Offnet2?) 

Pass No caller id update 
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Test 
Scenario 

Description / Details Test Results 
(Pass / Fail) 

Comments 

 Phone1 to Phone2. Phone1 transfers to Offnet 
PSTN 

Pass  

 Phone1 to Offnet PSTN. Phone 1 transfers to 
Phone2 

Pass  

 Offnet PSTN to Phone1. Phone1 transfers to 
Phone2 

Pass  

CPE Call Hold and Resume (call hold is always done on the IP PBX side)   

  IP PBX to Offnet PSTN Pass  

 Offnet PSTN to IP PBX Pass  

CPE Voice Mail (e.g. using Unity or Unity Connection) 

 Offnet to IP PBX: leave voice mail Pass  

 Offnet to IP PBX: retrieve voice mail Pass  

Call Forward Unconditionally 

 Offnet to IP PBX phone1 forward to phone2 Pass  

 Offnet to IP PBX phone1 forward to Offnet Pass  

Call Forward Busy 

 Offnet to IP PBX phone1 forward to phone2 Pass  

 Offnet to IP PBX phone1 forward to Offnet Pass  

Call Forward Non Answer 

 Offnet to IP PBX phone1 forward to phone2 Pass  

 Offnet to IP PBX phone1 forward to Offnet Pass  

Dial Plan 

 Test national, international, mobile number Pass  

 Test emergency number Pass  

PRACK with SDP (early-media cut-through with DTMF (RFC2833) navigation before 200OK)) 

 IP PBX phone1 call IVR offnet number, phone 
user navigates through IVR menu to reach correct 
menu option. 

NS Not supported. 

Codec mid-call re-negotiation (to be tested without transcoder)  

 Offnet calls IP PBX phone1 (G.729), phone1 
transfers to UM/gateway (G.711). Offnet and IP 
PBX UM/Gateway re-negotiate codec and call is 
transferred. 

NS Not supported. 

 IP PBX phone 1 calls Offnet phone (G.711), 
Offnet phone transfers to IP PBX phone2 (G.729), 
calls sets up between IP PBX phone1 and IP PBX 
phone2.  

NS Not supported. 

CPE T.38 FAX G3 (G.729 is offered first)  

 G3 CPE to PSTN fax - G3-G3 NS Not supported. 

 G3 CPE to PSTN fax - G3-SG3 NS Not supported. 
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Test 
Scenario 

Description / Details Test Results 
(Pass / Fail) 

Comments 

 G3 CPE from PSTN fax - G3-G3 NS Not supported. 

 G3 CPE from PSTN fax - SG3-G3 NS Not supported. 

 G3 CPE to CPE fax - G3-G3 NS Not supported. 

 G3 CPE to CPE fax - G3-SG3 NS Not supported. 

CPE T.38 FAX G3 (G.729 is offered first) 

 SG3 CPE to PSTN fax - SG3-G3 NS Not supported. 

 SG3 CPE to PSTN fax - SG3-SG3 NS Not supported. 

 SG3 CPE from PSTN fax - G3-SG3 NS Not supported. 

 SG3 CPE from PSTN fax -SG3-SG3 NS Not supported. 

 SG3 CPE to CPE fax - SG3-G3 NS Not supported. 

 SG3 CPE to CPE fax - SG3-SG3 NS Not supported. 

CPE G.711 FAX G3 

 G3 CPE to PSTN fax - G3-G3 Pass  

 G3 CPE to PSTN fax - G3-SG3 Pass  

 G3 CPE from PSTN fax - G3-G3 Pass  

 G3 CPE from PSTN fax - SG3-G3 Pass  

 G3 CPE to CPE fax - G3-G3 NT Not tested. 

 G3 CPE to CPE fax - G3-SG3 NT Not tested. 

CPE G.711 FAX SG3 

 SG3 CPE to PSTN fax - SG3-G3 NT Not tested. 

 SG3 CPE to PSTN fax - SG3-SG3 NT Not tested. 

 SG3 CPE from PSTN fax - G3-SG3 NT Not tested. 

 SG3 CPE from PSTN fax -SG3-SG3 NT Not tested. 

 SG3 CPE to CPE fax - SG3-G3 NT Not tested. 

 SG3 CPE to CPE fax - SG3-SG3 NT Not tested. 

Simultaneous Calls (Minimum 2) 

 CPE to PSTN Offnet gateway Pass  

 Offnet gateway inbound to CPE Pass  

 CPE to CPE Pass  

CPE to PSTN Offnet gateway international call  

 Call ringback Pass  

 Voice cut through on connect Pass  

 Ringback terminated on caller disconnect Pass  

 


