
 
 

 

 

 

 

 

 

Cisco 

 

System

HPE/Ar

ms Digit

ruba M

DR

A

M
www.m

 

  

 

 
tal Netw

 vs 
obile-F

R170402F 

April 2017 

Miercom 
miercom.co

work Ar

irst Cam

 

om 

 

rchitect

mpus 

ture 



 
Cisco vs HP
Miercom Co

1 - Execu

2 – Prod
Cisc

HPE

3 – Resili
Stac

Con

Test

Resu

Resi

4 - Simp
Cisc

HPE

Feat

HPE

Resu

Simp

5 - Netw
Cisc

Mak

Thre

Netw

Netw

6 - Summ

7 - Abou

8 - Abou

9 - Use o

-Aruba: Camp
opyright © 20

utive Summ

uct Overvie
o Software .

 Aruba Soft

ient Networ
cking Techno

figuration O

t Set-up .......

ults ................

lient Netwo

lified Netwo
o Quality of

-Aruba SDN

ture Compa

-Aruba VAN

ults ................

plified Netw

work Infrastru
o vs HPE-A

king the piec

eats From W

work as an E

work Infrastr

mary .............

ut Miercom 

ut Miercom .

of This Repo

pus Comparis
017 

ary ...............

w ..................
......................

ware ............

rk Infrastruct
ologies .........

Observations

......................

......................

rk Infrastruc

ork Operatio
f Service (Qo

N Applicatio

rison ............

N Controller

......................

work Operati

ucture Secu
ruba Traffic-

ces work tog

Within ............

Enforcer .......

ructure Secu

......................

Performanc

......................

ort .................

son 

C

.....................

.....................

......................

......................

ture ..............
......................

s .....................

......................

......................

cture Summ

ons ................
oS) using Ea

ns .................

......................

r Application

......................

on Summar

rity (Traffic A
-Analysis Te

gether ..........

......................

......................

urity Summa

.....................

ce Verified T

.....................

.....................

 2

Contents 

.....................

.....................
......................

......................

.....................
......................

......................

......................

......................

ary................

.....................
asyQoS ........

......................

......................

ns ..................

......................

ry ..................

Analysis) .....
echnology ...

......................

......................

......................

ary ................

.....................

Testing .........

.....................

.....................

.....................

.....................

......................

......................

.....................

......................

......................

......................

......................

......................

.....................

......................

......................

......................

......................

......................

......................

.....................

......................

......................

......................

......................

......................

.....................

.....................

.....................

.....................

.....................

.....................
......................

......................

.....................
......................

......................

......................

......................

......................

.....................
......................

......................

......................

......................

......................

......................

.....................
......................

......................

......................

......................

......................

.....................

.....................

.....................

.....................

28

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

......................

DR170402F 
8 April 2017 

.... 3 

.... 4 
... 5 

... 6 

.... 8 
... 8 

... 9 

. 10 

. 13 

. 14 

.. 15 
. 15 

. 16 

. 16 

. 19 

. 20 

. 20 

.. 21 
. 21 

. 22 

. 23 

. 24 

. 25 

.. 26 

.. 27 

.. 27 

.. 27 



 
Cisco vs HP
Miercom Co

1 - Exe
Miercom
aspects o
Packard 
according
network 

Tests wer
1. R
2. S
3. S

Key Find

 Ful
dat
pro
for 

 Fas
less
120

 Pol
1,30
net
und
Opt
wire

 Sol
net
thre

Based on
campus-w
Enterpris
Certifica
packages

Robert S

CEO 
Miercom

-Aruba: Camp
opyright © 20

ecutive Su
 was engag
of competiti
Enterprise (
g to their re
managemen

re conducted
Resiliency, foc
implifying o
ecurity, inclu

dings and O

l data captu
ta can be ca
oducts use a

analysis. 

ster failure 
s than one s
0 seconds; al

licy Automa
00 applicatio
twork, includ
der the cove
timizer app
eless device

id security.
twork as bot
eats and ano

n the results
wide netwo
e, we proud

ation to Cis
s for monito

mithers 

 

pus Comparis
017 

ummary 
ed by Cisco
ive campus-
(HPE).  The

ecommended
nt, control, c

d in three ar
cusing on co
perations, su
uding traffic 

bservations

ure. With a 
aptured, wit

a sampling t

recovery.  C
econd, with 
lmost all con

ation. Cisco 
ons for polic

ding switchin
ers.  HPE-A
lication han
s; marks traf

 Cisco Stealt
th a security
omalies and 

s of our test
rk architectu
ly award the
sco’s campu
ring, manag

son 

o Systems to
-network inf

goal was 
d designs, a
onfiguration

reas: 
ompetitive a
uch as netwo
analysis for 

s: 

custom ASIC
th no impac
technique, a

Cisco modul
no impact o

nnections dr

EasyQoS ha
cy control, a
ng, routing a
ruba’s netw

ndles wired 
ffic only at e

thWatch and
y sensor and
take immed

ting and an
ures and wa
e Miercom P
us network 
ement and c

 3

o independe
frastructures
to assemble

and using th
n and monito

rchitecture r
ork-wide Qo
threat detec

C and using
ct on switch
nd can capt

ar stacking
on applicatio
opped and h

as built-in b
and can app
and wireless.

work configu
devices on

dge devices

d other tools
d enforcer, 

diate action t

alysis, comp
ares of Cisc
Performance

designs an
control.  

ently configu
s from Cisco
e the produ
eir respectiv
oring.   

robustness 
oS deployme
ction and mi

g NetFlow, 1
h forwardin
ture no mor

recovered f
on traffic. HP
had to be re

best-practice
ply policies e
.  Most deta

uration throu
nly; requires
. 

s deliver gra
provide a c
to secure the

paring the 
o and HP 
e Verified 

nd related 

ure, operate 
o Systems a
ucts of each
ve software 

ent, and 
itigation 

100 percent 
g performa
re than 2 pe

rom every fa
PE-Aruba rec
e-established

e QoS policie
end-to-end 
ils are hand
ugh HPE VA
s a separate

anular traffic
complete so
e entire cam

28

 and then a
nd from He
h vendor st
for campus-

of Cisco net
nce.  HPE-A
ercent of pa

ailure scena
covery took 
d.   

es, supports
across the e
led automat
AN and Net
e applicatio

c analysis, us
lution to ide

mpus network

DR170402F 
8 April 2017 

assess 
ewlett 
trictly 
-wide 

twork 
Aruba 
ackets  

rio in 
up to 

s over 
entire 
tically 
twork 
n for 

se the 
entify 
k.  



 
Cisco vs HP
Miercom Co

2 – Pro

Two mod
the comp
latest an
Aruba, in
below su
later in th
 

The Big

 

 

 

 

 

 

 

 

 

 
 

The cam
campus-w
wireless d
a resilien

A Spiren
employe

The lates
individua
described
versions 

Source: M

-Aruba: Camp
opyright © 20

oduct Ov

del campus 
petitive cam

nd most app
ncluding the
ummarizes t
his report.  

g Picture: C

pus network
wide netwo
devices; an a
t core switch

nt SPT-N11U
d for the ge

st publically 
al switches a
d more in t
that were te

Miercom April 2

pus Comparis
017 

verview 

networks we
mpus topolog

propriate ap
 products fr
he key com

Comparab

ks we built a
rk infrastruc
aggregation 
hing level. 

U Mainframe
neration of t

available so
nd software 
the followin
ested, the lat

2017 

son 

ere assemble
gies, all the
pples-to-app
rom HPE’s a

mponents fro

le Campu

and tested f
cture.  Each
level featur

e Chassis, w
test traffic. 

oftware versi
packages co
g test secti

test available

 4

ed for this te
products an

ples offering
cquisition o

om both ven

s-Network

 

featured thr
 consisted o
ing resilienc

with test mo

ions for bot
omprising th
ons.  Here 

e in both cas

esting.  Mier
nd their con
gs from bot

of Aruba Net
ndors.  All a

k Compon

ree-tier arch
of: an acces

cy and surviv

odules runn

h vendors w
he two comp
are the key

ses as of the

rcom engine
nfigurations,
th Cisco Sy
tworks in 20
are discusse

ents Teste

itectures – a
ss layer, for 
vable switch 

ning version

were applied
petitive cam
y software c
 March 2017

28

eers ensured
 represented

ystems and 
015.  The gr
ed in more d

ed 

appropriate 
both wired

redundancy

n 4.67 code,

d in all cases
pus network
components
7 testing. 

DR170402F 
8 April 2017 

d that 
d the 
HPE-
aphic 
detail 

for a 
d and 
y; and 

, was 

s. The 
ks are 
s and 



 
Cisco vs HP
Miercom Co

Cisco S

Cisco sw
version 
StealthW
StealthW
network 

A key au
Cisco Ap
central p
enterpris

APIC-EM
several o
functions

 D

 D

 P

 N
co
(s

 Ea
p
p
o

 IW
h
fa

Cisco Ne
the netw
incident 
peak usa
also now

Another 
which is 
security g
just an I

-Aruba: Camp
opyright © 20

oftware 

itches ran th
8.3 code, 

Watch version
Watch’s adv

infrastructur

utomation a
pplication Po

art of Cisco’
se, branch, ca

 features va
of which pla
s/application

Discovery – A

Device and H

ath Trace – d

Network Plug
onfiguration
switches, Acc

asyQoS – c
roviding en
latform. It 
f application

WAN – Intell
ighly intuiti
aster deploy

etFlow (see N
work infrastru

detection. N
age times, a

w widely used

common co
software-de

groups. Secu
P address o

pus Comparis
017 

he latest ver
Cisco’s Pr

n 6.8 (see St
vanced sec
re. 

nd orchestra
olicy Infrastru
’s Digital Ne
ampus, and 

arious opera
ayed key ro
ns: 

APIC-EM que

ost Inventor

displays deta

g & Play – 
n, for a se
cess Points, w

configures Q
d-to-end q
also come

ns. 

igent WAN 
ve, policy-b
ment for bra

NetFlow) is t
ucture, redu

NetFlow prov
nd traffic ro

d in third-pa

omponent s
efined segm
urity groups 
or traditiona

son 

sion 16.3.1 o
rime Infrast
tealthWatch
curity anal

ation platfo
ucture Cont

etwork Archit
WAN.  Versi

ational mod
oles in the 

eries the netw

ry – gives ac

ails of the ne

lets the adm
cure push-
wireless con

QoS policie
uality of se

es with a 

(IWAN) App
based interfa
anch offices,

the next-gen
cing operat

vides valuabl
outing.  Alth
rty package

supported o
mentation th

are assigned
al ACLs. The

 5

of IOS softw
tructure ne
) was used
lytics unco

rm used in 
roller Enterp
tecture, deli
on 1.4 of AP

es and app
testing we 

work to disc

cess to all th

etwork path 

ministrator p
button dep
trollers etc.)

s and assig
rvice across
library of 

plication sim
ace that sim
 and over re

neration in f
ion costs, im
le informatio
hough a Cisc
s for IP traffi

on many Cis
hat organize
d based on 

ey are easie

ware code.  C
etwork-mana
for analysis 

over sophi

the Cisco to
prise Module
vers softwar

PIC-EM was 

lications run
applied.  T

cover the net

he devices co

taken betwe

pre-configur
ployment of
. 

gns them t
s multiple la
best-practic

plifies WAN
mplifies SD 
educes WAN

low technolo
mproving ca
on about net
co invention
ic-flow analy

sco platform
es endpoints
business dec
r for admin

Cisco wireles
agement ra
 of captured
sticated a

opology wa
e (see APIC-
re-defined n
run in our te

nning on th
The APIC-EM

twork topolo

onnected on

een any two

re, or use th
f newly co

to devices o
ayers of wir

ce policies 

 deploymen
WAN man

N complexity 

ogy allowing
pacity plann
twork users 
n, NetFlow d
ysis. 

ms is TrustSe
s into logica
cisions, usin

nistrators to 

28

ss equipmen
an version 
d network t
ttacks on 

s APIC-EM 
-EM). APIC-E

networking t
ests. 

he base plat
M includes t

ogy. 

n the networ

o devices. 

he best-prac
nnected de

on the netw
red and wir
for a long

nts by provid
nagement, a
 and costs. 

g optimizati
ning and sec
and applicat
data collecti

ec (see Trus
al groups, c
g criteria be
understand

DR170402F 
8 April 2017 

nt ran 
3.1. 

raffic. 
the  

– the 
EM, a 
o the 

form, 
these 

rk. 

ctices 
evices 

work, 
reless 
g list  

ding a 
allows 

on of 
curity 
tions, 
ion is 

stSec) 
called 
eyond 
d and 



 
Cisco vs HP
Miercom Co

manage, 
rules bas

For Cisco

 C

HPE Ar

The devi
specified
acquired 
technolo
while inn
cohesive,

The prim
Aruba, w
version K
HPE’s le
Managem
core and
use in th

A prima
Enterpris
Software
Protector

Even tho
Network 
apples co
for Busin
Business 

For more
design, c

 N

 A

 A

 

-Aruba: Camp
opyright © 20

and the nu
sed on IP add

o configurati

isco CVD (C

uba Softw

ices selected
 in HPE-Aru
leading wi

gy into the 
novative an
, unified HPE

mary HPE-Ar
was AirWave, 
KB.16.03, and
gacy – and
ment Center
 data center
is testing.   

ry HPE plat
e’s Software
, version 2.
r and Netwo

ough Cisco 
Optimizer a

omparison, w
ness, 2016 v
Guide. 

e informatio
onfiguration

Network Opt

Aruba referen

Aruba VRD (V

pus Comparis
017 

umber of gr
dresses. 

on and best

isco Validate

are 

d for the H
uba public d
reless vendo
HPE produc
d generally
E product ar

ruba networ
version 8.2.

d the versio
d now som
r), which pu
r networks –

tform for so
e-Defined N
7, with add

ork Visualizer

APIC-EM E
application 
we tested o
version was 

on on these
n and deploy

imizer on HP

nce designs 

Validated Re

 

son 

roup-based 

t-practices g

ed Design Pr

HPE-Aruba c
ocuments a
or Aruba Ne
ct fold.  And
 good perf
chitecture. 

rk-managem
.  The code l

on for HPE-A
mewhat com
urports to d
– mainly for t

oftware def
Network (SD
ed licenses 
r. 

EasyQoS ap
is limited to
nly the Skyp
used for th

e packages, 
yment, see t

PE-Aruba’s V

Guide and A

ference Des

 6

rules is dra

uides: 

rogram) guid

campus top
nd guides (
etworks, wh
d, as we dis
formers – h

ment packag
level for the
Aruba wirele

mpeting – m
deliver comp
the FlexNetw

fined netwo
DN) Virtual 

for applica

pplication su
o only Skyp
pe for Busine
he testing. F

as well as 
he below lin

VAN Control

Aruba Solutio

ign) guide, s

matically les

de, see Guid

pology and 
(see links be
hich brought
scovered in 
have not be

ge we used,
e HPE-Aruba
ess devices w
management
prehensive m
work produc

orking, used
Application 

ations like N

upports ove
e for Busine
ess applicat
For configu

HPE-Aruba’s
nks.  

ler Link 

ons Exchang

see Guide 

ss than an e

de 

their config
elow). As no
t its produc
our testing,
een fully as

, as recomm
 wired switc
was 6.5. It’s 
t platform, 
managemen
ct line, was a

 was HPE 
Networks 

Network Op

er 1300 ap
ess. To mak
ion on both
ration detai

s best-pract

ge for config

28

equivalent s

guration we
ted, HPE in 
cts, software
 Aruba’s wa
ssimilated in

mended by 
ching device

noteworthy
IMC (Intell

nt across cam
also examine

SDN VAN –
(VAN) Cont
timizer, Net

pplications, 
ke fair apple
h vendors.  S
ils see Skyp

tices for net

urations 

DR170402F 
8 April 2017 

set of 

re as 
2015 

e and 
ares – 
nto a 

HPE-
s was 
y that 
ligent 
mpus 
ed for 

– HP 
troller 
twork 

HPE’s 
es-to-
Skype 
pe for 

twork 



 
Cisco vs HP
Miercom Co

Test Ca

T

R
in
n

S
ex
e

N
o

 

 

-Aruba: Camp
opyright © 20

ses 

esting was c

Resilient Net
ncluding the 
etwork. 

implified O
xamining th
nd-to-end c

Network Infr
n traffic ana

pus Comparis
017 

conducted in

twork Infras
survivability

Operations,  
e ability to r
ampus infra

rastructure 
lysis for dete

 

son 

n three areas

structure, 
y of these ve

readily apply
structure. 

Security, 
ecting threat

 7

s:  

endors’ mod

y features lik

ts. 

ular switche

e Quality of 

es in a multi-

Service (Qo

28

-level campu

S) across en

DR170402F 
8 April 2017 

us 

tire 



 
Cisco vs HP
Miercom Co

3 – Re

In these
and conf
end use
administ

As illustr
business 
tested th
of the tw

 
 

Stacking

Cisco 45

Cisco off
direct ba
(VSS), wh

Custome
redundan
that’s ma

 

-Aruba: Camp
opyright © 20

silient Ne

e tests, we
figured base
er’s applicat
rator’s persp

ated in the 
services and

he underlying
wo VSS (Cisco

A stron

g Technolo

07-E  

fers resilient
ackplane cab
hich makes d

ers can mer
nt superviso
anaged as a 

pus Comparis
017 

etwork In

 analyzed 
ed on their 
tion experie
pective. 

diagram be
d critical app
g networks’ 
o) and VSF (H

ng backbone is
to build 

ogies 

 options us
bling) or mo
deployment 

rge their m
ors in each 
single logica

 

son 

frastructu

Cisco’s and
best-practic
ence and c

elow, a stron
plications.  F
support of v
HPE-Aruba) 

s essential to o
reliable busin

ing either a 
odular front 
and troubles

modular swit
member sw
al device. 

 8

ure 

d HPE-Arub
e recommen
captured th

ng and resili
or both the 
various appl
systems wou

 

 

 

offer a resilien
ness services a

switch stac
plane stack

shooting eas

tches into 
witch. The re

ba’s solutio
ndations.  In
he pertinen

ent backbon
Cisco and H
ications acro
uld fail and 

nt underlying 
and critical ap

ck (switch m
king throug
sier for supp

a VSS arra
esult is a hi

ons – whic
n addition, w
nt view fro

ne is essent
HPE-Aruba co
oss several e
have to reco

 
network infra

pplications. 

modules that 
h a virtual s

port staff. 

angement, w
igh availabil

28

h we dep
we evaluated

om the net

tial to suppo
onfiguration
events where
over. 

astructure 

 interconnec
switching sy

with option
lity configur

DR170402F 
8 April 2017 

loyed  
d the 
twork 

orting 
ns, we 
e one 

ct via 
ystem 

s for 
ration 



 
Cisco vs HP
Miercom Co

HPE-Aru

HPE-Arub
into one 
allows su
fiber) to 

HPE VSF 
Key draw

O
a

Configu

Cisco ca
simpler a

We obse
scaling in
Gig link d

Unfortun
support t
technolo
protocols

So if the 
requirem
significan

-Aruba: Camp
opyright © 20

uba 5406R 

ba’s Virtual 
virtual logic

upported sw
behave like 

is supported
wbacks of HP

Only one man
nd VSF is su

uration Ob

n scale its 
and consiste

erved a prod
n a three-tie
density etc.),

nately, from
the VSF arch
gy.  IRF is q
s, we observ

user is depl
ments, as rec
nt caveats:  

pus Comparis
017 

Switching Fr
al device wh

witches conn
a single-cha

d on Aruba 5
PE-Aruba’s V

nagement m
pported onl

Modu

bservations

modular sta
nt to configu

duct gap in H
er architectu
 HPE’s answ

 a modula
hitecture.  Ra
quite differen
ved that it em

oying a mix 
ommended 

son 

ramework (V
hich provides
nected to ea
assis switch. 

5400R series
VSF are: 

module is sup
y on new v3

ular Stacking

s 

acking acro
ure and man

HPE-Aruba’s
ure (to supp

wer is to depl

r-stacking p
ather, they s
nt from VSF
mploys two p

of HPE-Aru
in previous 

 9

VSF) technol
s high availa
ach other th

s switches an

pported per 
3 modules. 

g: Physical-L

ss the aggr
nage. 

s core-switch
ort more ro
oy its FlexNe

perspective, 
upport the H
.  Indeed, w
proprietary p

ba and HPE-
HPE’s Mob

ogy assemb
ability. Virtua
hrough Ethe

nd Aruba 29

chassis (lack

Logical View

regation an

hing solution
outes, Acces
etwork 1050

FlexNetwo
H3C IRF (Int

while HPE cla
protocols ins

-FlexNetwor
ile First Cam

bles multiple
al Switching 
rnet connec

30F switches

ks chassis lev

ws 

 

d core plat

n.  If users r
s Control Li

00 series swi

ork 10500 s
elligent Resi
aims IRF use
stead. 

rk products d
mpus Design

28

e physical de
Framework 

ctions (copp

s.   

vel redunda

tforms maki

require addit
sts (ACLs), 1
tch in the co

switches do
ilient Framew
es open stan

due to high 
n, there are 

DR170402F 
8 April 2017 

evices 
(VSF) 

per or 

ncy); 

ing it 

tional 
10/40 
ore.   

o not 
work) 
ndard 

scale 
some 



 
Cisco vs HP
Miercom Co

• T
fe
p

• Tw
d
A

Test Set

Shown b
the test 
power fa

 

 

 

 

 

 

 

 

 

 

 

In this te
network 
disruptio
network 

Clients at

 IC
 S
 V
 A

-Aruba: Camp
opyright © 20

he administ
eatures runn
air of distrib

wo complet
eploying, m

Aruba produc

t-up 

elow are the
was to dete
ilure, device

est, the Spire
infrastructu

on that v
infrastructur

ttached to th

CMP pings, u
kype for Bus

Video stream
Apple screen 

pus Comparis
017 

trator has to
ning on two 
bution (VSF-b

tely separate
onitoring, m
ct portfolio a

e physical to
ermine the 
 failure or lin

ent Test Cen
re using 100
arious fail 
re. 

he wired and

using Colaso
siness Audio
ing using VL
mirroring u

son 

o understan
separate op
based) switc

e and disjoi
managing, tro
and IMC for 

opologies for
resiliency o

nk error and

Netwo

nter system 
00 OSPF rou

scenarios

d wireless ne

oft ping softw
o/Video/Desk
LC Media Pla
sing apple A

 10

nd, configur
perating syst
hes and core

nted manag
oubleshooti
the HPE-H3

r the Cisco a
f the netwo
 recovery sc

 

ork Topolog

is set to ge
utes.  Spiren

cause to

etwork then 

ware 
ktop Sharing
ayer 
AirPlay

re and man
tems to achi
e (IRF-based

gement plat
ng and repo
C product p

and HPE-Aru
ork across s
cenarios.   

gy 

enerate bidir
nt traffic flo
o the cli

ran followin

g Call 

nage two se
eve high av

d) switches. 

tforms are t
orting: AirWa
portfolio. 

uba network.
several poss

rectional tra
ows are used
ents conn

ng applicatio

28

eparate resil
ailability acr

then require
ave, for the 

. The objecti
ible outages

affic across e
d to quantif
ected via

ons:  

 

DR170402F 
8 April 2017 

iency 
ross a 

ed for 
HPE-

ive of 
s like 

entire 
fy the 

this  



 
Cisco vs HP
Miercom Co

 
 
 
 
 
 
 
 
 

 

 

 

 
 
 
Test Obj

Compare
stacking 

 N

 D

 A

 

Skyp

-Aruba: Camp
opyright © 20

jective 

e the failove
configuratio

Network Leve
Layer 3 unic
Unicast uses
DUTs/SUTs 

Device Level 
Connectivit
Cameras an
Connectivit

Application L
Ping 
Voice/ Vide
Video Strea
Screen Mirr
 

pe Audio/ Vide

pus Comparis
017 

er time see
on. How is th

el 
cast failover 
s OSPF routin
are configu

y of networ
nd IoT device
y of user dev
evel 

eo/ Collabora
aming (VLC) 
roring (AirPla

 

eo/ Desktop Sh

son 

en when Ac
he network d

times with b
ng protocol w
red with OS

k attached d
es like Apple
vices like Wi

ation (Skype

ay) 

Spi

haring Call, Vide

 11

ctive/ Stand
downtime ch

bidirectional
with 1000 rou
PF graceful r

devices like 
e TV 
ired Laptop 

e for Busines

irent Data 

eo Streaming a

by switches
haracterized?

 traffic over 
utes emulate
restart proto

Wireless Ac

and Wireles

ss) 

and Ping

s are failed 
?  

L2-L3 netwo
ed by Spirent
ocol extensio

ccess Point, 

s Laptop 

Apple Scre

28

in the mo

ork 
t traffic gene
ons 

IP Phones, V

een Mirroring

DR170402F 
8 April 2017 

odular 

erator 

Video 



 
Cisco vs HP
Miercom Co

The failur

1. Un
powe

2. Un

3. Sta
conn

4. Pl
maint

In each o
(packets 
the dura
power or

 

 

-Aruba: Camp
opyright © 20

re-recovery 

planned Do
er failure or a

planned Do

ack Link Fail
ectivity or ca

anned Dow
tenance upg

of these tests
per second)
tion of dow
r connection

pus Comparis
017 

scenarios te

wntime – Ac
an unexpect

wntime – St

ure – link b
able failure  

wntime – St
grade 

s scenarios, t
). The dropp

wntime acros
n loss. 

 

son 

sted were: 

ctive/Comma
ed hardware

andby goes 

etween the 

tandby gets

the Spirent T
ed packet co

ss the netwo

H

 12

ander device
e failure of th

down due t

VSS / VSF b

s a softwar

Test Center 
ount from th
ork infrastru

 

Cisco 

 

HPE-Aruba 

 

e goes down
he Active/Co

to a power fa

boxes is disc

re reboot, s

issued a bi-d
he Spirent o
cture as the

n due to an u
ommander 

ailure  

connected, s

such as for

directional t
utput was u

e system rec

28

unexpected 

simulating a

r a routine

raffic at 1,00
sed to deter
covered from

DR170402F 
8 April 2017 

 link-

 ____ 

00pps 
rmine 
m the 

 



Cisco vs HP-Aruba: Campus Comparison  13 DR170402F 
Miercom Copyright © 2017  28 April 2017 
CiCisccs oo vs HP-Aruba: CCCam
MMMMMiMiMiMiMiMMMiMiMiMiMMMiMiMMiMMMMMMiMiMMiMiMiMMiMiMiMMMMiMMMMMMMMMMiMMiMMiMMieeeeeeerereeeeeeeeeee cocoooooom m mm mmmmm CoCoCCC pyppp rightt ©©© 2

Results 

The results from the failure-recovery tests are shown in the graph below. 

These tests were run multiple times and generally gave consistent results across the runs. The 
results shown here represent a typical run.   

HPE-Aruba exhibits significant outage of over 120 seconds during unplanned downtime, which 
results in:  

• Network downtime (causing business disruption, lost revenue and user productivity).  

• Unacceptable impact on the infrastructure devices for wired and wireless like access 
points, phones, IoT devices, surveillance cameras and video endpoints. 

• Poor application experience especially on time sensitive applications – failure of 
voice/video calls, IP Phones, video streaming services and screen mirroring.  

  

Source: Miercom April 2017 
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