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SAMT Administrator Notifications 
Explained
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To view notifications, click the     Icon  located at the top right corner in SAMT. Notifications are 
also delivered via email.

SAMT Administrator Notifications & Emails

Cisco provides SAMT Administrators two methods to receive information and updates 

regarding user access:

SAMT notifications and email notifications can be adjusted from “Preferences” which is symbolized 
by a wheel       icon at the top right corner in SAMT
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User Profile Updates

SAMT provides a notification when a user 

who has access to contract(s) changes 

their company name. 

This change may indicate that the user 

has changed companies and should no 

longer have access to one or more 

contracts or Bill to IDs.

SAMT Admins should review these 

notifications and take appropriate action 

to remove or adjust support access, as 

needed.
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Updates Made by Cisco Support

SAMT provides a notification to SAMT Admins 

when Cisco makes any of the following 

changes related to a Bill to ID or contract :

• Attempt to Associate a Blocked Contract

• Contract Access Added or Removed

• Bill to ID Access Added or Removed

• Additional SAMT Admins Onboarded

SAMT Admins should review these 

notifications and take appropriate action to 

remove or reinstate support access, as 

needed.
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Peer SAMT Administrator Notifications

SAMT provides notifications when a peer SAMT 

Administrator performs any of the following related to 

a Bill to ID or contract:

• Contract Locked or Unlocked

• Bill to ID Locked or Unlocked

• Contract Blocked or Unblocked (from a User)

• Bill to ID Blocked or Unblocked (from a User)

• Peer Admin Onboarded

• Administrator has set up a Proxy SAMT Admin

• A Group you manage has been shared/ unshared 

by a Peer Admin

SAMT Admins should review these notifications and 

take appropriate or contact their peer SAMT Admin to 

discuss.
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Peer Administrator User Access Association 
notifications

SAMT provides notifications when a peer 

SAMT Admin of a contract or Bill-to ID 

makes any of the following changes:

• Contract Added or Removed from a 

User Profile

• Bill to ID Enabled or Disabled for 

Support for a User Profile

SAMT Admins should review these 

notifications and take appropriate or 

contact their peer SAMT Admin to 

discuss.
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Contract Change Notifications

SAMT provides notifications when an 

additional end customer company is added 

or removed from a contract. 

SAMT Admins should review the changes 

and manage user access, as needed. 

Questions about the change should be sent 

to the company’s purchasing representative 

or a case can be opened with Cisco 

commerce operations support (cs-

support@cisco.com). 
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Bill-to ID User Access Revalidations

SAMT Bill to ID Admins are required to 

revalidate users who have access to support 

via a Bill to ID every 6 months. 

• SAMT sends a notification 30 days prior to 

the revalidation due date. 

• If revalidation of Bill-to ID user(s) does not 

occur, a 15-day notice is issued. 

• If the Bill to ID user(s) are still not 

revalidated, a one-day notice is issued 

before the Bill to ID(s) are put into 

“Overdue” revalidation status. 

SAMT Admins should follow the directions to 

review the users with access to the Bill-to ID. 

Then, remove any users who should no longer 

have access and certify revalidation is 

complete.

MANDATORY 

NOTIFICATION
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Contract Access Revalidations

Contract Bill-to and Install-at Admins are required to 

revalidate users who have access to support via a 

contract every 6 months. 

SAMT sends a notification 30 days prior to the  6-

month due date. 

If revalidation of Bill-to ID user(s) does not occur, a 

15-day notice is issued. 

If the Bill to ID user(s) are still not revalidated, a one-

day notice is issued before the Bill to ID(s) are put 

into “Overdue” revalidation status. 

SAMT BID Admins cannot associate users to Bill-to 

IDs in “Overdue” status but can remove users. 

SAMT Admins should log into SAMT and follow the 

directions to review the users with access to the 

contract(s). Then, remove any users who should no 

longer have access and certify revalidation is 

complete

MANDATORY NOTIFICATION
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User Access Messages, Reminders, & Cancellations

SAMT sends a notification when a user 

sends a message regarding access to 

a contract or Bill to ID to the SAMT 

Administrator. 

Additionally, SAMT sends reminders 

when requests are pending in the 

Admin’s inbox for at least 1 week and 

action is required. If action is not taken, 

requests are cancelled after about 30 

days. 

SAMT Admins should review the 

notifications and act, if needed.

MANDATORY 

NOTIFICATION
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