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wslule CAPWAP:
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echo/keepalive.
* e ldeslole: Iblle IJgpsd 1dpgds IJos sop huwldel wsu uldlbe 1Uso9d (AP)
99236 IJwpdpe Vs Idyvwdo IJpedss IJJlwdIdse (WLC).
IJ9lise: 2508 CAPWAP Jus)é IJzee J23 18ups
10S AP (e lJ)
zee opd PMTU IJp,uudé: 1499 Clse = Ethernet + CAPWAP PMTU

* lsoyue =14 Llso

« CAPWAP PMTU = 1485 Clsw
- P 1Jgbes =20 wlso
- UDP =25 Clsw
- DTLS =1440 Jlsw

AP-COs (pelJ)
22e 2pd PMTU IJp,uuds: 1483 Llse = Ethernet + CAPWAP PMTU

* lsoyue =14 Llso

« CAPWAP PMTU = 1469 _lso
- IP1Jgbes =20 olsw
- UDP =25 Clso
- DTLS = 1424 _lso
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1485. sJpu Ul Vs JsOso puwle JJ uble |uwlws )l IJlse,ow:

e Jloouoes wdlb 1Jsu09d 10S iuw IUlse,ue B bspe 576/1005/1485.

- 1Jlbly IJlgelds = lseyuw (14) + PMTU (576/1005/1485) = 590 9 1019 9 1499 Llso
(2o IJuwdd).
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© B 2lds £3p 9009 lmelus I9 Teziiss Ipbdsws” Jussesded ICMP: oges 0§l
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RUN.
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17 B7:41:47.427848 B.892187 10.201.166.185 19.201.234.34 CAPHAP-Cont— 264 Set CAPWAP-Contrel - Discovery Request[Malformed Packet]
BE B87:42:45.435367 58.0075_ 19.201.166.185 18.281.234.34 DTLSv1.@ 117 Set Client Hello
92 87 :42:45.437784 8.892417 10.201.166.185 18.281.234.34 DTLSv1.@ 137 Set Client Hello
98 87:42:45.667215 9.229431 18.201.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)
99 87 :42:45.667268 B.808845 10.2081.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)
1@ 87:42:45.667293 9.000033 10.201.166.185 19.201.234.34 DTLSv1.® 178 Set Certificate (Reassembled)
181 B87:42:45.667316 9.808623 10.201.166.185 18.281.234.34 DTLSv1.@ 329 Set Client Key Exchange
182 87:42:45.667347 9.000031 18.201.166.135 18.201.234.34 DTLSv1.@ 329 Set Certificate Verify
183 87:42:45.667372 9.898635 10.281.166.185 18.281.234.34 DTLSv1.@ 6@ Set Change Cipher Spec
184 87:42:45.667394 9.008022 18.201.166.135 18.281.234.34 DTLSv1.@ 123 Set Encrypted Handshake Message
a. 19.201.166.185 18.2 4 DTLSv1.@ 1499 Set Application Data
8. 18.201.166.161 18. 2 g5 ICMP 78 Mot set,Set Destination unrea Fragmentation needed)
4, 19.201.166.185 18. L DTLSv1.@ 411 Set Application Data

114 87:42:58.718532 8.847513 19.201.166.185 18.201.234.34 DTLSv1.@ 539 Set Application Data
115 87:42:50.718571 9.800939 19.201.166.185 19.201.234.34 DTLSv1.@ 539 Set Application Data

Sbo,y wuozse ié_]olc PGS U6 IUgoed Idpble 96 ("debug capwap client path-mtu") i

0 db6 1J909d 2lade ladl o 1485 Llse sluclb,e 5 esle JJzuesd eds luvorlws. B ¢lds
£30 929> luwozlus. Bluol oyuud 25pd bdu luuople 1856 slo bsd 1uoé ) pse 1w 030 1Uz506 JI
ojld Vs prpdo IUlouople 9dI $92> Jdsul 98w Juuosso. Sdow [Js 1JBspes IU>usl o Seued
IJ ap lv sodlds IJ WLC. Jel 09 p9 oz B IJ debug LuzJ:

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: CAPWAP_DTLS_SETUP: MTU = 1485

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: Setting default MTU: MTU discovery can start with 576

*Jul 11 18:27:15.235: %CAPWAP-5-DTLSREQSUCC: DTLS connection created sucessfully peer_ip: 10.201.234.34
*Jul 11 18:27:15.235: CAPWAP_PATHMTU: Sending Join Request Path MTU payload, Length 1376, MTU 576

*Jul 11 18:27:15.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34

*Jul 11 18:27:20.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34
*Jul 11 18:27:21.479: %CAPWAP-5-JOINEDCONTROLLER: AP has joined controller c9800-CL

93l Ypo wousésd #show capwap client reb b o030 IJJzbé: wes o CAPWAP AP MTU g0



3702-AP#show capwap client rcb
AdminState : ADMIN_ENABLED
Primary SwVer : 17.9.3.50

MwarName : c9800-CL
MwarApMgrIp : 10.201.234.34
OperationState : JOIN
CAPWAP Path MTU : 576
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266 08:36:06.777257 21.0865.. 10.201.166.185 10.201.234.34 DTLSv1.@ 123 Set Application Data
267 B88:36:86.778867 0.000810 10.201.234.34 18.201.166.185 DTLSv1.8 139 Set Application Data
268 088:36:12.689324 5.911257 10.201.166.185 19.201.234.34 DTLSv1.@ 1019 Set Application Data
269 @8:36:12.690257 6.880933 19.201.234.34 1€.2081.166.185 DTLSv1.@ 987 Set Application Data
278 88:36:12.700439 8.010182 10.201.166.185 19.201.234.34 DTLSv1.@ 155 Set Application Data
7 AR:36:12_701447 A aA1aal 1a.281_234 34 18281 166185 N7l Swl .8 139 Set Annlication Data

oule sbo, v oesE i'ablc P u9S U9 IJgo9d (debug capwap client pmtu) IJelble 96 lsw
Ilpw vdbé 1Jgosd wldovdly o wugle eds PMTU sle 1005 Clse 9oesse Sses AP PMTU.

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: PMTU Timer Expired: Trying to send higher MTU packet 576
*Jul 11 18:28:39.911: CAPWAP_PATHMTU: PMTU Timer:Sending Path MTU packet of size 1005

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: MTU = 1005 for current MTU path discovery

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1005 sent 888

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Stopping the message timeout timer

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Setting MTU to : 1005, it was 576

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Updating MTU to DPAA

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: Sending MTU update to WLC

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: MTU = 1005 for current MTU path discovery

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1005 sent 21

93l Bpe w3J (#show capwap client reb) B.s odo IJJzbé oz I CAPWAP AP MTU g 1005
vlswoul IUg,uo luule:



3702-AP#show capwap client rcb
AdminState : ADMIN_ENABLED
Primary SwVer : 17.9.3.50

Name : 3702-AP

MwarName : c9800-CL
MwarApMgrIp : 10.201.234.34
OperationState : UP

CAPWAP Path MTU : 1005

83 30 Sluss: welad uldbs IUsosd 6 IE)s Idedle o 2od IUdses Ileds IJeldss sos 1485
wlso9pe 3JY odbe vdbs 1Jsuesd ICMP 1dss swes) IJsuesd ldse wsupl ody elds
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*Jul 11 18:29:45.911: CAPWAP_PATHMTU: PMTU Timer:Sending Path MTU packet of size 1485

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: MTU = 1485 for current MTU path discovery

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1485 sent 1368

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Received ICMP Dst unreachable

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Src port:5246 Dst Port:60542, SrcAddr:10.201.166.185 Dst Addr:10.
*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Calculated MTU 1293, Tast_icmp_mtu 1300

*Jul 11 18:29:48.911: CAPWAP_PATHMTU: Path MTU message could not reach WLC, Removing it from the Reliab

Sdodb puwess vdbs IJsoed (AP) IJpwslss

Jligb 2506 ICMP IJos segd; 1dogesd [Jsoel ) 8p 281 &p welad udbos 1Jg osd IJedly o sds
PMTU pg leeslp Bspd 1Jgbes IJoldss J ICMP gds 1300 wlse gds 1Jzie 09 288

sldlwoelosd eds 289:

288
) 281

BE:36:42.691876
282 B8:36:45. 695898

23.9733.. 18.201.166.185
] 28

3.002898 10.201.166.185

o1

eg: 200

283 BB:36:45.695533 9.988435 18.2081.166.185
284 B8: 36:45,695785 9.980252 10,201,234 .34
285 B8:36:45.695931 9.208146 18.201.234 .34
286 BB:36:45.696416 ©9.900485 10, 201.166.185
287 BB:36:45.696981 9.988565 19.201.234.34
288 BB:36:48. 695568 2.998587 10.201.166.185
289 BE: 36:48. 696456 ©.080888 19.201.234.34
290 B8:36:48. 706641 9.910185 18.201.166.185
291 B8; 36:48. 787636 9.080995 19.201.234.34

wdod uebé I o9d CoS

18.201.234.34 DTLSw1. 8 1499 Set #Application Data

18.2¢ .185 ICHP et,Set Destination unreachable (Fragmentation needed)
18.201.234.34 CAPWAP -Data 92 Set CAPWAP-Data Keep-Alive[Malformed Packet]
18.201.234.34 DTLSw1.8 139 Set Application Data

19.281.166.185 CAPWAP-Data 92 Set CAPHAP-Data Keep-Alive[Malformed Packet]
18.291.166.185 DTLSw1.B8 123 Set #Application Data

19.201.234. .34 DTLSv1. 8 155 Set Application Data

18.201.166.185 DTLSw1.8 139 Set #Application Data

19.201.234.34 DTLSv1. 8 1387 Set Application Data

18.201.166.185 DTLSw1.8 1275 Set #Application Data

19.201.234.34 DTLSv1.8 155 Set Application Data

19.291.166.185 DTLSv1.8 139 Set Application Data

ould Jpodlle Bs TUss Ilde sl Jodlb 1Jsuo9d o uoe AP-COs. yusl oo AP JOIN.

eoede lJlooele IJs w9lbs 1Uy o
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B 2lJs €30 929> luweelws zos IJlu: Sluel wyuwd bdo luuoele ) wdses 1005 Clse. 3]
uze 3JY VBluo s @9p wupdse PMTU gspos (Eds uvesd Idpeld: oujsd 1Juey,)o). 131 Jly



puvwl DF Iss szauss eds 1005 wlse JIsld elesl eo Isuesd [Us 9206 Idezdpe: Sluo
Soulb |Js IJes IUbus 576 9ses> [Jpelads.

oul IJ debug capwap jo9u pmtu gJds puwe9s IJ ap:

Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul

Jul
Jul

11
11
11

11
11
11
11

11
11
11
11
11
11
11
11
11
11

19:
19:
19:

19:
19:
19:
19:

19:
19:
19:
19:
19:
19:
19:
19:
19:
19:

06:
06:
06:

06:
06:
06:
06:

06:
06:
06:
06:
06:
06:
06:
06:
06:
06:

10
10
10

15
15
15
15

20
20
20
20
20
20
20
20
20
20

kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:
kernel: [*07/11/2023 19:

06:
06:
06:

06:
06:
06:
06:

06:
06:
06:
06:
06:
06:
06:
06:
06:
06:

10.
10.
10.

15.
15.

15

20

20

20

20

7065]
7066]
7066]

3235]
3235]

.3235]
15.

3245]

.0794]
20.
20.

0794]
0794]

.0831]
20.
20.

0832]
0832]

.5280]
20.
20.

5702]
5816]

.5822]

AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1485,
Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 1376

AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1485,
Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 1376
chatter: chkcapwapicmpneedfrag :: CheckCapwapICMPNe

AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1005,
Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 896
Join Response from 10.201.234.34, packet size 917
AC accepted previous sent request with result code:
Received wlcType 0, timer 30

WLC confirms PMTU 1005, updating MTU now.

PMTU: Set capwap_init_mtu to TRUE and dcb's mtu to
CAPWAP State: Image Data

AP image version 17.9.3.50 backup 17.6.5.22, Contro

Jlebo 10 220 1Jzse6 09 1483 Ulse ls Bspé PMTU L9 Hluw Ilsesoe Jel 09 pesde J AP-COs. low wys 03l gdis

va Jdro 1168 oyul:

89:13:33, 358475
89:13:33, 350044
099:13:38.172586
89:13:42. 995529
89:13:42. 996500
89:13:42, 997727
©89:13:42.90%938
B9:13:42, 909063
89:13:42. 999999
©89:13:42. 910032
89:13:42. 910068
89:13:42. 910087
©89:13:42. 928659
89:13:42. 942614
©9:13:43 552554
©9:13:43, 554047

89:13:52. 975783
©9:13:53.935451
89:13:53. 939497
©9:13:53.939526
89:13:53. 939555
B89:13:53.941676

©.9098768 18,201.166.187
B.980560 18.291.234.34
4.B13542 Cisco_93:84:60
4.7329343 18.201.166.187
B.981371 18.201.234.34
2.088827 18.201.166.187
0.992293 198.291.234.34
0.000033 19.201.234,34
0.000827 18.201.234.34
0.000e42 10.201.234.34
0.000025 19.201.234.34
0.800027 18.201.234.34
©.818572 18.201.166.187
©.813955 18.201.166.187
©.609940 10.201.166.187
2.8014593 19.201.234.34
4. .281.166.187
(=} .201.166.161
4. .281.166.187
©.862997 18.291.234 34
B.963668 10.201.166.187
©.088e46 18.291.166.187
2.980029 19,291.166.187
0.88882% 18.2981.166.187
2.882121 18.291.234_34

oyeds 2lds 1o vgsd

18.201.234.34
18.281.166.187
Cisco_93:84:60
18.201.234.34
18.281.166.187
1@.201.234.34
18.201.166.187
19.201.166.187
18.201.166.187
18.201.166.187
18.201.166.187
18.201.166.187
16.281.234.34
18.201.234.34
16.291.234.34
10.201.166.187

16.291.166.187
19.291.234.34
18.281.234.34
18.201.234.34
18.281.234.34
18.281.166.187

CAPHAP-Cantrol
CAPWAP-Control
WLCCP

DTLSwl.2
DTLSw1. 2
DTLSv1. 2
DTLSw1.2
DTLSv1.2
DTLSwl.2
DTLSw1.2
DTLSwl. 2
DTLSw1.2
DTLSw1.2
DTLSw1.2
DTLSw1.2
DTLSvL. 2
DTLSw1.2

DTLSw1. 2
DTLSw1. 2
DTLSv1. 2
DTLSw1.2
DTLSW1.2
DTLSwl. 2
DTLSw1. 2

298 Set CAPWAP -Control - Discovery Request[Malformed Packet]

143 Set CAPWAP-Control - Discovery Response

298 Set U, func=UI; SHAP, OUL 8x0@4896 (Cisco Systems, Inc), PID @x000@
271 Set Client Hello

o4 Set Hello Verify Request

292 Set Client Hello

558 Set Server Hello, Certificate[Reassesbly error, protocol DTLS: New fi
558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
121 Set Certificate Request[Reassembly error, protocol DTLS: Mew fragment
5598 Set Certificate[Reassembly error, protocol DTLS: Mew fragment overla)
598 Set Certificate[Reasseably error, protocol DTLS: New fragment overla)
459 Set Client Key Exchange[Reassembly error, protocol DTLS: Mew fragment
12 Set Change Cipher Spec, Encrypted Handshake Message
1483 Set

1683 Set

78 Not set,Set

Application Data

Destination unreac
Application Data

1808 Set Application Data
955 Set Application Data
955 Set Application Data
955 Set Application Data
527 Set Application Data
379 Set Application Data

W8> i oued uldbé 1Jso9d 1Us zlds RUN. 9sww ey Bs pelads ceuwsy PMTU JJ 30 eluss: shuwld ¢jpe CAPWAP

wluwosle pzeses DF 9lddses IJoldss ldos wp wypsiol wuvdd eloo.

oul oS lgble puwe9s LEbS 19 09J (debug capwap client pmtu)



Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul

11
11
11
11
11
11
11
11
11
11
11

11
11
11
11
11
11
11
11
11
11
11

19:
19:
19:
19:
19:
19:
19:
19:
19:
19:
19:

19:
19:
19:
19:
19:
19:
19:
19:
19:
19:
19:

08:
08:
08:
08:
08:
08:
08:
08:
08:
08:
08:

08:
08:
08:
08:
08:
08:
08:
08:
08:
08:
08:

15
15
15
15
15
15
15
15
15
15
17

43
43
43
43
43
43
43
43
43
43
46

kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:

kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:

[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023
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WLECP
DTLSv1.2
ICHP

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size 1is 137
[ENCJAP_PATH_MTU_PAYLOAD: pmtu 1485, Ten 13
capwap_build_and_send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw.
PMTU data: dcb->mtu 1005, pmtu_overhead:118:
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size is 137
[ENCJAP_PATH_MTU_PAYLOAD: pmtu 1485, Tlen 13
capwap_build-and-send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw
PMTU data: dcb->mtu 1005, pmtu_overhead:118
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching

671 Set
1483 Set

78 Not set,Set

U, fune=UI; SNAP, OUI 8x00000@ (Officially Xer
Application Data

CAPWAP-Data Keep-Alive[Malformed Packet]
U, func=UI; SNAP, OUI ©xB860ee (Officially Xer

L= 15

215:19, 9.889411 10,201
89:15:21.462377

g - CAPWAP-Data
1.655862 Cisco_93:84:68

WLCCP

1433 122 Set

1434 989:15:21.462413 0.880036 Cisco_93:84:60 Cisco 93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI ©xBoe00e (0fficially Xer
1435 89:15:21.858913 ©.388500 Cisco_93:84:60 Cisco_93:84:60 WLCCP 122 Set U, fune=UI; SNAP, OUI @x00000@ (Officially Xer
1438 89:15:32.161352 18.3184.. 18.281.166.187 18.2081.234.34 DTLSw1.2 187 Set Application Data
1439 89:15:32.162837 2.809685 10, 201.234.34 18.201.166.187 DTLSv1. 2 114 Set Application Data
1448 89:15:33. 665648 1.583611 18.281.166.187 18.281.234.34 DTLSw1.2 571 Set Application Data
1441 89:15:33.666353 0.800785 16, 281. 234,34 18.281.166.187 DTLSv1. 2 99 Set Application Data
1443 89:15:37.533517 3.867164 Cisco_93:84:60 Cisco_93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI 9x088080 (Officially Xer
1444 89:15:38.122776 ©.589259% Cisco_93:84:60 Cisco_93:84:6@ WLCCP 122 Set U, func=UI; SNAP, OUI @x8e6008 (Officially Xer
1445 99:15:38.171399 ©0.848623 (isco_93:84:60 Cisco 93:84:60 WLCCP 298 Set U, func=UI; SHAP, OUI ©9x04096 (Cisco Systems,
1447 89:15:40. 684943 2.513544 Cisco_93:84:60 Cisco_93:84:60 WLCCP 122 Set U, fune=UI; SNAP, OUI @x00000@ (Officially Xer
1448 18.201.234.34 Application Data

89:15:48. 314752 7.629809 18.201.166.187 DTLSv1. 2 1483 Set
A - e ——r —

2.800336 10.201,166.161
9.889309 18._281.234.34
©.248493 Cisco 93:84:68

] 15088
99:15:48. 315397
@9:15:48. 563890

Destination unreachable (Fragmentation needed)
CAPWAP-Data Keep-Alive[Malformed Packet]

U, func=UI; SNAP, OUI ©xB06088 (Officially Xer

188 Set ]
266 Set

CAPWAP-Data
WLCCP

1451
1452

18.281.166.187
Cisco 93:84:60
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