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Catalyst SD-WAN Manager ةكبشلا ىوتسم ىلع راسملا ىؤر

ةلص تاذ تامولعم

ةمدقملا

 ةتمتؤملا SD-WAN قافنأ مادختساب نمآلا لوصولا نيوكت ةيفيك دنتسملا اذه حضوي
.تنرتنإلا ىلإ نمآلا لوصولل



ةيساسأ تامولعم

 ةلماعلا ىوقلا معدو تاكبشلا ىلع ةمئاق تاقيبطتل ديازتم لكشب تاسسؤملا دامتعا عم
 .دراوملل ريوطتلل لباقو قوثومو نمآ لوصو ريفوتل تاكبشلا ىنب ريوطت بجي ،ةعزوملا
Secure Access Service Edge (SASE) ةمدخ يف نامألاو تاكبشلا نيب عمجي لمع راطإ نع ةرابع 
 نامألا فئاظو عم SD-WAN ةكبش تايناكمإ نيب عمجيو ،ةكبشلا ربع اهميلست متي ةدحاو
 نامأ وأ (CASB) ةكبشلا ىلإ لوصولا نامأ طيسو وأ (SWG) ةنمآلا بيولا ةرابع لثم ةمدقتملا
 نع نمآلا لوصولل ةجمدملا VPN ةكبش وأ (ZTNA) ةقث نود ةكبش ىلإ لوصولا وأ DNS ةقبط
.دعب

 
 نيكمت ىلع ةتمتؤم قافنأ لالخ نم SD-WAN ةكبش عم Cisco نم نمآلا لوصولا جمد لمعي
 ةكبش رفوت .لاعفو نمآ لكشب تنرتنإلا ربع تانايبلا رورم ةكرح هيجوت نم تاسسؤملا
SD-WAN نمضي امنيب ،ةعزوملا عقاوملا ربع نسحم لاصتاو يكذ راسم ديدحت Cisco Secure 
Access ىلإ لوصولا لبق ةكرشلا نامأ تاسايسل اقفو اهتيامحو رورملا تاكرح عيمج صحف 
.تنرتنإلا

 
 تاسسؤملل نكمي ،نمآلا لوصولاو SD-WAN ةكبش ةزهجأ نيب قفنلا ةئيهت ةتمتأ لالخ نم
 تباثلا نامألا قيبطت نامضو ريوطتلا ةيلباق نيسحتو رشنلا ةيلمع طيسبت
 SASE ةينب يف ايساسأ انوكم جمدلا اذه دعيو .مهدجاوت ناكم نع رظنلا ضغب نيمدختسملل
 لقنتلا يريثك نيمدختسملاو ةديعبلا عقاوملاو ةيعرفلا بتاكملل حيتي امم ،ةثيدحلا
.تنرتنإلا ىلإ نمآلا لوصولا ةيناكمإ

ةكبشلل يطيطختلا مسرلا



:ةفاح تاهجوم كانه ،ىرت امك .اذه نيوكتلا لاثمل ةمدختسملا ةينبلا يه هذه

 
 نيكمت متيو ،هجوم لكل NTG نيوكت متي ،نيفلتخم نيزاهج ىلع تاسايسلا رشن ترتخأ اذإ
NAT ردصملا نم رورم ةكرح لسري نأ ديدخت جاحسم الك حمسي اذه .نمآلا لوصولا بناج ىلع 
 هذهل NAT رايخ نيكمت حيتي ،كلذ عمو ؛كلذب حمسي ال ،ةداعو .قافنألا لالخ نم هسفن
.هسفن ردصملا ناونع نم أشنت رورم ةكرح لاسرإ ةفاحلا نم نيهجومل قافنألا

ةيساسألا تابلطتملا

تابلطتملا

•نمآلا لوصولا ةفرعم
 رادصإلا Cisco IOS XE Catalyst SD-WAN و 20.15.1 رادصإلا Cisco Catalyst SD-WAN ريدم
ثدحأ رادصإ وأ 17.15.1

•

•ليوحتلاو هيجوتلل ةطيسولا ةفرعملا
•ECMP ةفرعم
•(VPN) ةيرهاظلا ةصاخلا تاكبشلا ةفرعم

ةمدختسملا تانوكملا

•نمآلا لوصولا رجأتسم
•17.18.1 رادصإلا Cisco IOS XE Catalyst SD-WAN و 20.18.1 رادصإلا Catalyst SD-WAN ريدم
•Catalyst SD-WAN ريدم

 .ةصاخ ةيلمعم ةئيب يف ةدوجوملا ةزهجألا نم دنتسملا اذه يف ةدراولا تامولعملا ءاشنإ مت
 تناك اذإ .(يضارتفا) حوسمم نيوكتب دنتسملا اذه يف ةمدختسُملا ةزهجألا عيمج تأدب
.رمأ يأل لمتحملا ريثأتلل كمهف نم دكأتف ،ليغشتلا ديق كتكبش



نيوكتلا

نمآلا لوصولا نيوكت

تاقيبطتلا ةجمرب ةهجاو ءاشنإ

 :ةيلاتلا تاوطخلا نم ققحت ،نمآلا لوصولا مادختساب ةتمتؤملا قافنألا ءاشنإل

.نمآلا لوصولا تامولعم ةحول ىلإ لقتنا

•Admin > API Keys قوف رقنا
•Add قوف رقنا
:ةيلاتلا تارايخلا رتخأ

Deployments / Network Tunnel Group: ةباتك/ةءارق○

Deployments / Tunnels: ةباتك/ةءارق○

Deployments / Regions: طقف ةءارقلل○

Deployments / Identities: ةءارق-ةباتك○

Expiry Date: ادبأ ةيحالصلا ءاهتنا مدع○

•

 حاتفملا اذه موقي نأ نكمي تاكبش 10 ىلإ لصي ام فضأ ،يرايتخإ لكشبو :ةظحالم
 ةلصافب ةلوصفم ةمئاق مادختساب تاكبش ةفاضإ .ةقداصم تايلمع ءارجإب اهنم
.(تائف نودب تالاجملا نيب لدابتملا هيجوتلا) CIDR نيوانع وأ ةماعلا IP نيوانع نم

https://login.sse.cisco.com/


•.ANDAPI KeyKey Secret ءاشنإ ءاهنإلCREATE KEYرقنا

 ةرم اهئاشنإ ىلإ جاتحت كنإف ،الإو ؛ACCEPT AND CLOSEقوف رقنلا لبق اهخسنا :ريذحت
.اهخسن متي مل يتلا كلت فذحو ىرخأ

.ACCEPT AND CLOSEرقنلا ءاهنإل مث

SD-WAN نيوكت

تاقيبطتلا ةجمرب ةهجاو لماكت

:Catalyst SD-WAN Manager جمانرب ىلإ لقتنا

•Administration >Settings> Cloud Credentials قوف رقنا
•Organtiazation و API تادادعإ ةئبعتوCisco SSEنيكمتوCloud Provider Credentialsىلع رقنا مث

Organization ID: ناونع نم كلذ ىلع لوصحلا كنكمي URL تامولعم ةحولب صاخلا SSE 
https://dashboard.sse.cisco.com/org/xxxxx

•

Api •

https://dashboard.sse.cisco.com/org/xxxxx


Key: ةوطخلا نمآلا لوصولا نيوكت نم هخسنا
Secret: ةوطخلا نمآلا لوصولا نيوكت نم هخسن•

.رزلاSaveىلع طغضا كلذ دعب مث

 فاوحو SD-WAN ريدم نأ نم دكأتلا كمزلي ،ةيلاتلا تاوطخلاب ةعباتملا لبق :ةظحالم
Catalyst SD-WAN ةقد اهب DNS تنرتنإلا ىلإ لوصولاو.

 :ىلإ لاقتنالا ءاجرلا ،DNS نع ثحبلا نيكمت مت اذإ امم ققحتلل

•نيوكتلا تاعومجم < نيوكتلا ىلع رقنا
•ماظنلا فيصوت ريرحتب مقو ةيفرطلا ةزهجألا تافيصوت ىلع رقنا



•لاجملا ليلحت نيكمت نم دكأتو يمومعلا رايخلا ريرحتب مق مث



جهنلا ةعومجم نيوكت

 :تاسايسلا تاعومجم < نيوكتلا ىلإ لقتنا

•Secure Internet Gateway / Secure Service Edge> Add Secure Internet Access قوف رقنا

 ةنمآ ةمدخ ةفاح ةفاضإب رايخلا اذه ىمسي ،20.18 نم لقألا تارادصإلا يف :ةظحالم
(SSE)

•Create قوف رقناو لحو مسا نيوكتب مق



-Catalyst SD فاوح يف نيوكتلا رشن دعب قافنألا ءاشنإ ةيلاتلا تانيوكتلا كل حيتت
WAN:

SSE Provider: SSE•
Context Sharing: ةيرهاظلا ةصاخلا ةكبشلا رتخأ (VPN) كتاجايتحال اقفو بيقرلا وأ•
Tracker 

Source IP Address: ىلع فرعتلاو زاهج لكل هليدعتب كل حمسي اذهو) زاهجلاب صاخ رتخأ 
(رشنلا ةلحرم يف هب ةصاخلا مادختسالا ةلاح

○

•

 :قافنألا عضتConfigurationةوطخلا تحت



Single Hub HA Scenario: ةدحو مادختساب لاع رفوت نيوكت كنكمي ،ويرانيسلا اذه يف NTG 
 ةيناثلا يف تباجيج 1 غلبي ةجلاعملا ةعسل ىصقأ دح عم ،ةيبلسك ىرخأو ةطشنك
NTG ةدحو لكل

•

ECMP Scenario with HA: زكرم لكل قافنأ 8 ىلإ لصي ام نيوكت كنكمي ،ويرانيسلا اذه يف، 
 ىلعأ ةجلاعم ةعسب دادعإلا اذه حمسيو .NTG لكل قافنأ 16 يلامجإ ىلإ لصي ام معدي امم
قافنألا ربع

•

 تنكو ةيناثلا يف تباجيج 1 نم ربكأ جارخإ لدعم كتكبش تاهجاول ناك اذإ :ةظحالم
 كنكمي ،الإو .عاجرتسالا تاهجاو مادختسإ كيلع بجيف ،ريوطت ةيلباق ىلإ ةجاحب
 بناج نم ECMP نيكمت اذه نم ضرغلا .كزاهج ىلع ةيسايقلا تاهجاولا مادختسإ
.نمآلا لوصولا

 كيلع بجيف ،ECMP ويرانيسل عاجرتسالا تاهجاو نيوكت يف بغرت تنك اذإ :ريذحت
 ةسايسلا نمض ،Configuration Groups>Transport & Management Profileيف عاجرتسالا تاهجاو دادعإ الوأ
.كب صاخلا هجوملا يف اهمدختست يتلا

•Add Tunnelقوف رقنا



Interface Name: لوكوتورب IPSec1 و IPSec2 و IPSec3 كلذ ىلإ امو•
Tunnel Source Interface: قفنلا ءاشنإب تمق ثيح نم ةنيعم تاهجاو وأ عاجرتسالا تاهجاو رتخأ•
Tunnel Route Via: ترتخأ اذإ Loopback، ديرت تنأ يأ نم يعيبط نراقلا يقتني نأ جاتحت تنأ 
 ،جردتم رايخلا اذه رهظيسف ،عاجرتسالا ديدحتب مقت مل اذإ .رورم ةكرحلا هجوي نأ
 اذإ .اهئاشنإب ماظنلا موقي يتلاو اهب NAT نيكمت مت يتلا ىلوألا ةهجاولا مدختساو
ةبولطملا WAN ةهجاو ديدحت كيلع بجيف ،دحاو نم رثكأ كانه ناك

•

Data Center: يف زكرملا ينعي اذه Secure Access لاصتالا ءاشنإب تمق كنأ•

 تاسرامملا لضفأ مادختساب قافنألا نيوكتب موقت يذلا قفنلا نيوكت نم يلاتلا ءزجلا
 .Cisco نم ةمدقملا



TCP MSS: 1350•
IP MTU: 1390•
IKE Diffie-Hellman Group: 20•

.يوناثلا تانايبلا زكرم ىلإ ةراشإلل يوناثلا قفنلا نيوكت بجي كلذ دعب

زكرملا يداحأ HA ويرانيس

.يداعلا ويرانيسلا رشن مادختسإ دنع ةيئاهنلا ةجيتنلا يه هذه

ECMP SCENARIO WITH HA

 .نمآلا تنرتنإلا جهن يف يلاعلا رفاوتلا نيوكت ىلإ جاتحت ،كلذ دعب

:ةهجاو جوز ةفاضإ قوف رقنا



 اذهو .هدادعإب موقت قفن جوز لكل يوناثلاو يساسألا قفنلا نيوكت كمزلي ،ةوطخلا هذه يف
 ةيسيئر تاونقك تئشنأ قافنالا هذه نا اوركذتو .صاخلا هخسن هيدل قفن لك نا ينعي
 .هنيع دصقلا اذهل ةيوناثو
"Active interface" ريشت امنيب ،يسيئرلا قفنلا ىلإ ريشت "Backup interface" يوناثلا قفنلا ىلإ:

Active Interface: يساسأ•
Backup Interface: ةيوناث•

 نم لاصتا ءاشنإ متي نلو ،قافنألا رهظت نلف ،ةوطخلا هذه يطخت مت اذإ :ريذحت
.لوصولا نيمأتل تاهجوملا

 يف .هاندأ ةروصلا يف حضوم وه امك دادعإلا ضرع متي ،قافنألل يلاعلا رفوتلا نيوكت دعب
 ددع ليدعت نكمي .HA يف قافنأ ةسمخ رهظت ،ليلدلا اذهل مدختسملا تاربتخملا لاثم
.ةجاحلا بسح قافنألا



 نكمي (يوناث 8 و يساسأ 8 :اقفن 16) قافنألا نم جاوزأ 8 ىصقأ دحب :ةظحالم
 ام Cisco نم نمآلا لوصولا معدي .SD-WAN Catalyst vManage جمانرب يف اهنيوكت
.قافنألا نم جاوزأ 10 ىلإ لصي

•Save رقنا

-SD ريدم يف UP ك قافنألا رهظت ،حيحص لكشب ءيش لك نيوكت مت اذإ ،ةطقنلا هذه دعب
WAN نمآلا لوصولاو.

 :ةيلاتلا تاوطخلا نم ققحت ،SD-WAN ةكبش يف كلذ نم ققحتلل

•Monitor> Tunnelsقوف رقنا
•SIG/SSE Tunnelsقوف رقنا مث

.ال وأ Cisco Secure Access UP ىلإ اهؤاشنإ مت يتلا قافنألا ةيؤر كنكميو



:ةيلاتلا تاوطخلا نم ققحت ،لوخدلاSecure Accessنم ققحتلل

•Connect> Network Connectionsقوف رقنا

:قفنلا مسا رقنا ،يليصفت ضرع يف

Create your Custom Bypass FQDN or APP in SD-WAN ،ةوطخلا ىلإ لاقتنالا كنكمي ،كلذ دعب



(يرايتخإ) SD-WAN يف كب صاخلا قيبطتلا وأ FQDN ةكبش ءاشنإ

 اهقيبطت كنكمي IP وأ FQDNو قيبطت زواجت ءاشنإ ىلإ جاتحت ثيح صاخ مادختسإ تالاح كانه
 :كب ةصاخلا هيجوتلا تاسايس ىلع
 

 :SD-WAN ةكبش ةرادإ لخدم ىلإ لقتنا

•Configuration>Application Catalog> Applicationsقوف رقنا

 ةصصخم تاقيبطت ءاشنإ نكمي ،20.15 نم لقأ رادصإ ليغشت ةلاح يف :حيملت
جهنلا مئاوق نمض

.SD-AVC نيكمت بجي ،تاقيبطتلا جولاتك ىلإ لوصولا قح ىلع لوصحلل :ةظحالم

•Custom Application قوف رقنا

 Secure Client - Umbrella Module مادختساب يساسأ ءانثتسإ نيوكت متي ،ةلحرملا هذه يف
SWG FQDN:

ProxySecureAccess



Server Name: مدختسأ FQDN نيوكت مت ،لاثملا اذه يف) هزواجت ديرت يذلا FQDN ب صاخلا 
SWG)

swg-url-proxy-https-sse.sigproxy.qq.opendns.com○

swg-url-proxy-https-ORGID.sseproxy.qq.opendns.com○

•

•Save قوف رقنا

.SSE ةسسؤم مقر مادختساب ORGid رييغت :ةظحالم

:Umbrella DNS مداوخ ،ةلاحلا هذه يف ؛يساسأ ءانثتسإ ءاشنإ متي ،كلذ دعبو

UmbrellaDNS



.هيجوتلا تاسايس تانيوكت عم ةعباتملا نآلا كنكمي

رورملا ةكرح هيجوت

 لوصولا ربع اهتيامحل قافنألا لالخ نم تنرتنإلا رورم ةكرح هيجوت كمزلي ،ةوطخلا هذه يف
 ضعب زواجتب انل حمست ةنرم هيجوت ةسايس مدختست ،ةلاحلا هذه يف .Cisco نم نمآلا
 لالخ نم اهيف بوغرملا ريغ رورملا ةكرح لاسرإ عنم ىلع ةدعاسملل رورملا ةكرح تاميلعت
 .ةلمتحملا ةئيسلا تاسرامملا بنجتل وأ "نمآلا لوصولا"
:امهمادختسإ نكمي نيتللا هيجوتلا يتقيرط ددحي هعد ،الوأ

Configuration >Configuration Groups>Service Profile>Service Route: لوصولل هيجوتلا ةقيرطلا هذه رفوت 
.ةنورملا ىلإ رقتفت اهنكلو ،نمآلا

•

Configuration >Policy Groups>Application Priority & SLA: لخاد ةعونتم هيجوت تارايخ ةقيرطلا هذه رفوت 
 متي ال ىتح ةنيعم رورم ةكرح زواجتب كل حمست ،كلذ نم مهألاو ،SD-WAN ةكبش
.نمآلا لوصولا لالخ نم اهلاسرإ

•

:Application Priority & SLA،نيوكتلا اذه مادختسإ متي ،تاسرامملا لضفأ عم قفاوتلاو ةنورملل

•Configuration >Policy Groups> Application Priority & SLA  قوف رقنا

•Application Priority & SLA Policy قوف رقنا مث



•Create قوف رقناو جهن مسا نيوكت

•Advanced Layout نيكمت
•Add Traffic Policy + قوف رقنا



Policy Name: هذه رورملا ةكرح جهن ةمئاق نم ضرغلا ىلإ اذه طبضب موقي يذلا مسالا•
VPN(s): ةمدخلا ترتخأ VPN رورم ةكرحلا هجوت تنأ ثيح نم لمعتسم نم•
Direction: ةمدخلا نم•
Default action: لوبق•

:رورملا ةكرح جهن ءاشنإ ءدب كنكمي كلذ دعب

Local Network Policy (Optional): اذه عنمي .172.16.200.0/24 ةهجولا ،101.101.101.0/24 ردصملا 
 .Cisco Secure Access ىلإ اهلاسرإ متي نأ نم ةكبشلا لخاد تانايبلا رورم ةكرح راسملا
 هجوم ةطساوب ةداع يلخادلا هيجوتلا ةجلاعم متت ثيح ،ءارجإلا اذهب ءالمعلا موقي ال ،ةداع
 رورملا ةكرح هيجوت مدع نيوكتلا اذه نمضي .SD-WAN رشن تايلمع يف عيزوتلا

1. 



 ويرانيسلا ناك اذإ امل اقفو ،نمآلا لوصولا ىلإ ةيعرفلا تاكبشلا هذه نيب ةيلخادلا
(كب ةصاخلا ةكبشلا ةئيب ىلع فقوتي اذهو ،يرايتخإ) كلذ بلطتي كب صاخلا
BypassSSEProxy (Optional): ةدحو مادختساب ةيلخادلا رتويبمكلا ةزهجأ جهنلا اذه عنمي Cisco 
Umbrella يف ةيطمنلا Secure Client و SWG رورم ةكرح لاسرإ نم اهنيكمت مت يتلا 
 ىرخأ ةرم ةباحسلا ىلإ ليكولا رورم ةكرح هيجوت دعي ال .ىرخأ ةرم ةباحسلا ىلإ ليكولا
.ةسرامم لضفأ

2. 

UmbrellaDNS (Best Practice): تامالعتسا جهنلا اذه عنمي DNS ربع لاسرإلا نم تنرتنإلل ةهجوملا 
 Umbrella تالوحم ىلإ DNS تامالعتسا لاسرإب ىصوي ال .قفنلا
.قفنلا ربع (208.67.222.222،208.67.220.220)

3. 

SIA AUTO FULL TRAFFIC: ردصملا نم رورملا تاكرح عيمج هيجوتب جهنلا اذه موقي 
 امم ،اقبسم اهئاشنإب تمق يتلا SSE قافنأ لالخ نم تنرتنإلا ىلإ 101.101.101.0/24
.ةباحسلا يف هذه رورملا ةكرح ةيامح نمضي

4. 

ةحصلا نم ققحتلا

 لقتنا ،Cisco Secure Access لالخ نم لعفلاب ضيفت رورملا ةكرح تناك اذإ ام نم ققحتلل
:كب ةصاخلا قفنلا ةيوه بسح ةيفصتوActivity SearchNetwork-Wide Path InsightsوأEventsىلإ

ةطشنألا نع ثحبلا - نمآلا لوصولا

 :Monitor>Activity Searchىلإ لقتنا

ثادحألا - نمآلا لوصولا

 :Monitor>Eventsىلإ لقتنا



 ليطعت متي ،ليجستلا نيكمت عم يضارتفالا جهنلا كيدل نأ نم دكأت :ةظحالم
.يضارتفا لكشب ليجستلا

Catalyst SD-WAN Manager - ةكبشلا ىوتسم ىلع راسملا ىؤر

:Catalyst SD-WAN Manager جمانرب ىلإ لقتنا

•Tools> Network-Wide Path Insightsقوف رقنا
•New Trace قوف رقنا



Site: رورملا ةكرح هنم روهدتت يذلا عقوملا رتخأ•
VPN: ةكبش فرعم رتخأ VPN تانايبلا رورم ةكرح ثيح نم ةيعرفلا ةكبشلل•
Source: ناونع عض IP تمت يتلا رورملا ةكرح ةيفصتل غراف لكش ىلع هكرتأ وأ 
وVPNرايتخالا ةادأ Site ةطساوب اهتيفصت

•

 ةكرح عونو قافنألا ربع ضيفت يتلا تانايبلا رورم ةكرح ةيؤر كنكمي ،Insights يف كلذ دعب
:نمآلا لوصولا ىلإ لقتنت يتلا رورملا



ةلص تاذ تامولعم

•Cisco نم تاليزنتلاو ينفلا معدلا
•Cisco نم نمآلا لوصولا تاميلعت زكرم
•Cisco SASE ميمصت ليلد
•x.17 رادصإلا ،Cisco Catalyst SD-WAN، Cisco IOS XE Catalyst SD-WAN نامأ نيوكت ليلد
•Cisco Secure Access عم جمدم Cisco Catalyst SD-WAN ىلع ةعيرس ةرظن :Cisco SASE لح

https://www.cisco.com/c/ar_ae/support/index.html?referring_site=bodynav
https://www.cisco.com/c/ar_ae/support/index.html?referring_site=bodynav
https://docs.sse.cisco.com/
https://docs.sse.cisco.com/
https://www.cisco.com/c/en/us/solutions/collateral/enterprise/design-zone-security/sase-design-guide.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise/design-zone-security/sase-design-guide.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/m-cisco-secure-access-integration.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/m-cisco-secure-access-integration.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/m-cisco-secure-access-integration.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/m-cisco-secure-access-integration.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html
https://www.cisco.com/c/en/us/solutions/collateral/enterprise-networks/sd-wan/nb-06-sase-sd-wan-secure-access-aag-cte-en.html


ةمجرتلا هذه لوح
ةيلآلا تاينقتلا نم ةعومجم مادختساب دنتسملا اذه Cisco تمجرت
ملاعلا ءاحنأ عيمج يف نيمدختسملل معد ىوتحم ميدقتل ةيرشبلاو
امك ةقيقد نوكت نل ةيلآ ةمجرت لضفأ نأ ةظحالم ىجرُي .ةصاخلا مهتغلب
Cisco يلخت .فرتحم مجرتم اهمدقي يتلا  ةيفارتحالا ةمجرتلا عم لاحلا وه
Systems ىلإ اًمئاد عوجرلاب يصوُتو تامجرتلا هذه ةقد نع اهتيلوئسم
.(رفوتم طبارلا) يلصألا يزيلجنإلا دنتسملا


