Louble Idogus, IJebs slsooble [Jhle
Joowssé URL

lJpzogsle
| 9300

el dole 1wl w.sé

Lpclo ol

2296 0,9, HTTPS (TLS)
Jo HTTP (g5, 1 9,6

00,508/ pwly HTTP 1] plole 8

lo sl 6

lJp 9500

S 03l 90888 IJLuuble slgouble IUble Jlgvasle ceus)lo pucbes Bs oo sé URL
luwedsle peyd UTD. o wedse ouodss URL Bs pz)d UTD pdows Idogws) IJelbs PCRE2.

wpo ldpuwlopsd pu Yod S9zsu ¢lelw: pu Liuyds Cisco Engineering.
lJpolbdolo

o900 Cisco Ly odsy Jssd pe,ds Lldeslose IJeldss:

« wouslgs lJogos) IJupbs (regex)



* pIlospe woWs6 URL
* odysu ld>le [Jpe9e> Los IJwosss (UTD)
* 9,99 wy90999J HTTPS/HTTP

lJpdovlo Ipuuweispd

Jlsdoue) o3l ldpuwews eds luesble wlpz 9pdsvle pbsé pesus.

e louile IJro:ng,olo 1J9l)36 B 03l IJpuwaws oo 1Jiz036 10092936 B wsisé pg pJsé ¢luob.
o zese Ulzosd Ipuwogrps O 03l 1Jpuuwows wodssu peunsz (1Be)lups). Bl dive
u’bvdod L9;5.) |Juuu&§J‘ wolds U k_90p¢J JJQ|C‘;.§_) |JPCQpJ JLS ||p_).

pedsple lvluss

eJs I)ép pu §96 PCRE2. |l weuo IJogus)le 1Jped36 19 "IUeubes" §s vouvww BS
olzele pdybs 98> wuod IJs 1Jzr9s [Us1gdss Bs pyd regex. cudpl ST 03l ggélg IJopl 8>
Sure 9 98wl bysdl gl JJpeldesd sswpe IJogled pgo WS wolsé IJpblus gJs luo "I
oblog"

lJoulb 1U)ssuuss

« ogpd ©@usé PCRE2 gJs W,u0 2295 slgdss eds ghbosle IJoslze 19 980 Idpblu@s pu
Izd zplss polys IJuble.

+ odoo wewe Wluplb Lo2sEs U s IJesdse 8JIU €8, Tewd pu IJulzss IJeuvloss
95090 16 0938 IUs "oedo eduws oS

el soe wrlss 030 1Jp393 $pdu lu s d9p perd regex Llzoluo 1eglJzs 9830 Lele ls
oblo@izos Vs glds wblud URL pg Idupb wuvdd pub@s.

Leldz sev veuwol

ooy Epdslo luuble regex lJos swp spgol:

* Jpslo posledsc eds uvosd Idpald: (. 4) () (+)+ 505
© wd)b e desd () eds lpjle Josi6 po I1duwduwds: Eluos wldBre pu velsé Idupesse
* ullb gs) poywd Vs luwple Idpzldle gus luvesleol pg IJod,l)

eds uwosd Idpoldi ool sy Idupl Loldzl pu ese Ido,dse JIJuo 9> s wlobb
lJoddws Jegldzwo:

A([a-zA-Z0-9-]+.)*portal.example.com$

~ pdlelbo: Vs o030 1JzlJs: ([a-ZA-Z0-9-]+.)* oS pge9ed wewss £Js Jps puslgd (+13d )
olJluols |Js 2y wad (). 8Os weuo Idpsgdlo g6y Idpoblo@s: peyd regex suvobse



~ lweduild £33 Jus) 2ol pu lJpuwble 1JgJd.ss.

I8 od IJpphusle 1Jpsuos wol
ol 1Joy90 B Iuwple lJpos slispl

Iwegse \. Jpbluds udlbs 2rdsé. eds uvwsd lJpold:

A([a-zA-Z0-9-]1+\.)*portal\.example\.com$

zuvsle Iyob 9o dsss IJe)9W9

Iguogse 1 9% 90dsss [Js i IJposdes (eds uwwsd Idpeld: [a-2A-Z0-9-] Joweslc
lJpos9) Joddsd Idwlze.

srow IJedl IJposlgd sés) 129 zsepl Ipdo

sSuod IJopdsole IUIJe, wuwlbs wadl po Iluplb 1pg 836 1Jos welod wilbss JJ Lise
WOs HIs)0 9lero. wledyl W €36 glJle pe336 Wil pu wews) Sl 9luwe 2ol

oebsz IUlzoul, Bs peow) posldl pg PCRE2

Sod IJodin: @p wlgoul, luplb regex B wsisé pogld§8 pe PCRE2 9oguw IJiw el 1Jos
Coguw BS 2398 "gpdslo Losh Jlhesd" 1y weis)le ppleds.

% pdlzbé: I3l 9 od vl regex |Js 1Jzs9s [UsIgJss Jeeyd PCRE2: spdyu peldzeo gds o0
"es) pblo®" ugluubé e ouos6 URL. Ws ped odo ldzldle: syze wuousyd gusly
URL JJs 1J:ess g lJuwpegd 9dsuw vwsed u&ss_, lJlised IJw9sle/ld8lis e IJusuolc
od9y 1Jer95 1U> 9896 ¢luos wldoudss 9spedy Io oogs) wsu ldlposhle. seu o
oo puzusle wubdd puedb.

Uz edldle Bs pblods goslo URL J HTTP 9 HTTPS

5920 p2d UTD golsse URL wuidd peedd Jesds as, HTTPS o HTTP. sie) 509 es
Jsso wuopse lJosws)le IJgbss Joodwss URL.

2Js o9, HTTPS (TLS)

Jeods 39, HTTPS 1 puind,6. Jl 589 perd UTD b uivds, 1Jzesds wuvdd I8e,luos.

© Luwopdp wuodss URL |uuls luwe 1Uge (SNI) o ClientHello Jioly bo@s IJudd (TLS).
* Sup wbousy upb regex gds luwp puosd SNI Vb gds pwosd ldpeld:



api.example.com

B 030 1Jgldé: wup pblo§s veb puwews IJs luwe IJpuosd pg uwduwds luwe Idpuo s
api.example.com p&J:

A([a-zA-Z0-9-1+\.) *example\.com$

2J6 0,9, HTTP (¢, IJpui9,0)
Jeds py9) HTTP Idgbsoe spdo Jpezyd UTD 986 bde HTTP IJJled (vl IdbJde 91,99 0w).
cuvy IJoudss Iduwdunds [dpgbls |Us I regex pz)d suwelbse wuopuw:

s ewdlu Id,ob 1Jdled Iy b, IUbJo (eJs uwwsd IJpold. GET /pathSparam=value
http/1.1) Ig
* Sl IdpuosY pdoyu wlideuwl) (eds uvesd IJpeld. api.example.com/path)

9uwsed J3dd. spdu 1o sewss bbeld regex J HTTP gds I8 [Loldsé pod /e € guwduwdlo
IJluveedle 9dsuw luwe IJpos9 IJehs S$b.

oi&@_)lo lJoYdasy

sedo 1o sblud regex IUss o wuppseo SEb Jiuvpls 1dpuosd (eds uwosd IJpeld.
api.example.com) HTTPS o udd oese (SNI) sdJue svd Bs pblugé bdo HTTP IUss
S0 £Jes URL Jlpd Is Guduwds IJeuostlaoml.

Jouo8ss JJ pu 2996 p)9, HTTP 9 HTTPS Codw IJuel: sze edsd:

* wurese IJoelbz wuvdd luvluvs 29d luwels IJpuosid
 1Jo2d8 p0 IJuwdsd pilod JJ po HTTP 9 HTTPS G Lwzdle UTD

IJozdd pu lduozs
opdsu wuvesd IJigble

IJgb9sé 1. 9p vouvesd Uim debug utd engine standard url-filtering level info Jopdsu wuvesd
ouoese lJigble.

lJgb9s 2. §p vouugsS |.J=_93>6 lJopelbss UTD IJgluod wgyue gpdsd IJouwzsd show logging
process | 9p voopsu lJle) api.example.com JJowe 99 pu lJuwedlo.

PORINTS

2025/11/27 11:45:28.195000350 {ioxman_RO-0}{255%}: [utd] [21292]: (note): :(#0):INSP-URLF event->server_
2025/11/27 11:45:28.195001873 {ioxman_R0O-0}{255}: [utd] [21292]: (note): :(#0):INSP-URLF URL: api.exa



2025/11/27 11:45:28.195009216 {ioxman_R0O-0}{255}:
2025/11/27 11:45:28.195022442 {ioxman_R0-0}{255}:
2025/11/27 11:45:33.530605572 {ioxman_R0-0}{255}:
2025/11/27 11:45:33.530606333 {ioxman_R0-0}{255}:
2025/11/27 11:45:33.530614980 {ioxman_R0O-0}{255}:

loeJs lJodssy

lJpblo@s lJpuwowss [Js IJpuosd

futd]
futd]
futd]
futd]
futd]

[21292]:
[21292]:
[21292]:
[21292]:
[21292]:

(note):
(note):
(note):
(note):
(note):

1 (#0):
1 (#0):
1 (#0):
1 (#0):
1 (#0):

INSP-URLF Regex matched

INSP-URLF URLF whitelist
INSP-URLF  URL: api.exa
INSP-URLF Regex not matc
INSP-URLF URLF whitelist

Jduvele weese IUpeldle 1U,es6 J example.com. Igwaése IJupb 1Jss &) eds luup

IJpuos 1dpuos wo (g Iiuwluus):

A([a-zA-Z0-9-]1+\.)*example\.com$

o3l 1Juplo:

+ pble 96 example.com gapi.example.com gfoo.bar.example.com. 9l |Js 3JJ

. poluwe Jeblogs HTTPS (SNI)

.« suwebse lsual bloge HTTP o IUzsb sos oldezsd 1J gl, hostname

pu'o@;é/‘ouub HTTP |.Jrob|g_;L§

B3Il HTTP souopu puosdlpuul) 908> wglod IJpunlye Spdud pblw@o wlsiss | e
lJpos 90,9 regex w9 ded us 23 JJdpo wadl pu ldowess. * eds gvesd IJpold:

A([a-zA-Z0-9-]1+\.) *example\.com\b

% pdlzbo: ool \b (25 IUJJple) suwee wuvdd Veld oldz 9w pod/ Is € in order to CWEU
low e IJP%,'D@QQ 90 bdo 2y ;_:)J wouSe. . 030 IJgpdso Iéq oJdJW6 oy luols ¥ Vs
wolsé 1Jle) 9ol d wuvdd 1V od pe IULubble Jozue 2y Idesd Idluolvss s,

lJpe>956.

.& wgdsy: lduvdunds I._‘Juoaﬂsaé lJos wp weysyol IJs peyd regex JbJdole HTTP os ¢luod
ldobosd sspdu lu wolby). gus Iduvd Gp wligool IUluelb pdlod JJ pu 2)Jd 09,
HTTP 9 HTTPS B w$isé pgpdso 90288 pu lJoblodle Bs gwedle UTD $od ldouin

Jdloelz.

ped9ple Slo Lodo
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https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/url-filtering.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/url-filtering.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/url-filtering.html
https://www.cisco.com/c/en/us/td/docs/routers/sdwan/configuration/security/ios-xe-17/security-book-xe/url-filtering.html
https://www.cisco.com/c/ar_ae/support/index.html?referring_site=bodynav
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