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About UBIqube i

UBIqube is a global integrated network, security & VolP management solution vendor.

Created '06, France Telecom R&D Spin-off, incorporated in 2000

Go to Market started in 08

Engineering in Grenoble, sales presence in France, Russia, CIS, USA, Dubai and Hong
Kong

Reinventing Service Delivery technology in the Management/OSS industry endorsed by
blue-chip leaders worldwide

Cisco CTDP Certified and approved for ISPN partner

cISCo B P
PARTHER T[EH WINNER o

Oovaioper SHOWCASE m_g ':, :L::.:s ' ff)l'

Request a demo at support@ubiqube.com
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Four Pillars of Success for MS

Attractive Service Offering INTEGRATED DEVICE

ice packages that addressm i

Managed Service Bundling

ork integr

SERVICE LEVEL AGREEMENT NOC/SOC — Customer WEB PORTAL
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Managed Services Evolution

Managed
Data Center
Services = Virtual infrastructure mgmt.
= App hosting — dedicated
= App hosting — shared
= On-demand / SaaS
Managed UC
Application —
Aware VPN
Security = Visibility, control and optimization

= Secure messaging and collaboration
= Content and Web Filtering

Managed VPN Transaction-Based SLA
Managed Security

= MPLS VPN Service
= Secure remote access

Managed WAN = Security Threat Protection
Managed Router IP SLA

= Connectivity
» Router management

Basic SLA

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved. 4



Integrated Service Platform for Managed Services

Frame Relay, ATM, Leased
«ﬁ’ Lines, DSL, Satellite, 3G
. . 0S, Compression,
45 Connectivity Services Eccess Lisr.)ts
— - Encryption (3DES, AES)
% Secure Connectivity VPN, V3PN, DMVPN, Easy

VPN, GET VPN
l Security Services

Firewall, IDS/IPS, URL Filtering

L2 Switching, 802.3af In-Line
Power, Wireless LAN (WiFi),
Land Mobile Radio

Call Processing, Voice Mail
— _ . Auto Attendant, SRST

SE Voice Services Gateways, Conferencing,

VoWLAN, LMR over IP, SIP

Trunking, SRTP

Application Caching, Pre-Positioning

Cisco Integrated Services routers, Acceleration Streaming, URL Filtering

Build Service Annuity with Single,
Flexible CPE

Built-in

Advanced Mgt. instrumentation
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Service Level Agreements

Service Provisioning

Service Quality
Hours of service

Hours of service for requests
for information and change
management

Problem management
reaction time

Hardware replacement time

Network Availability

Average Site Availability
Remote site backup

High availability (main site)

Network Reporting

P Managed Services

Base
25 Business Days
Best effort
Weekdays 8 am- 5pm
Weekdays 8-17

Max 8hrs
During service hours

Next Business Day

99.95%

Not Guaranteed
Not Available

Not Available
Availability

Silver
25 Business Days

3 Class of services
Weekdays 7am-9pm
Weekdays 8-17

Max 4hrs
During service hours

4 hours

99.95%

99.70%

Option
Not Available

Advanced network
monitoring:
Throughput metrics,
reporting (Response
Time, Network Delay,
Packet Loss, Network
Delay Variation (Jitter)

Gold
25 Business Days
5 Class of services
24 hrs 7 days
Weekdays 8-17

Max 1hr
24 hrs 7 days

4 hours

99.95%
99.85%
Option
Option

Advanced network
monitoring and
application
performance
monitoring
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WUBIqube UBIqube product offering

solutions

« SmartSOC : UBlIqube Enterprise
management appliance helps
organizations streamline their
network and security lifecycle
management.

Service Provider S00C vsoc Horre Difice

 MSActivator :UBIlqube Service
Provider Solution Suite is the corner
stone of a Converged Managed
Services offering.

« SmartSOC-SA: UBIqube Service
Provider management appliance
installed on customer premises acting

A, as a remote service agent and a local

SmarSOC-SA™ HO A 1 Branch A Branch B archiving device.
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YN Addressing the Services Market Opportunity

WUBIqube Converged Management
Technology Management Segment Market Analysis

Diversity of tools. Sophisticated niche

focused solutions. (Audit, Vulnerability,
Log/syslog Event Management Correlation, etc.)

No 80/20 approach, no easy integration in

unified interface. Costly.

Lifecycle oriented solutions. (HPOV,
etc.).
Mature segment. Costly.

Heterogeneous, complex, vendor
specific tools.
Not scalable.

Vendor Specific
CLI

Converged Network , Security and VolP Management Solution

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved. 8
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S |
W UBIqube UBIqube’s Service Delivery Vision&Strategy

solutions

Converged Converged

Usability Management Services

Flexibility Provisioning Network

Scalability Monitoring Security

Simplicity Reporting VolIP

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved. 9



Usability
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Pre defined Profiles
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Security
Operation
Center
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W UBIqube Profile based Services Provisioning

solutions

Security

Right delegation

" Profile home page

: o | e g ;
Unrestricted \-r’ | Wl Privileged administrator: Su

Blqube neroot -> INTALZ - = INTPR1432 L necroot [NOCGL]

\lBmetiongy '~ recrectrues 1 outgongrues (% yenrues | Status of updates

Security profile:

Unified Communication

Unrestricted

B D
Privileged administrator: Sup
- - neroot -> INTA47 noroot [NOCG1]
Profile Type Firewall Profile (2 interfaces + 1
Private DMZ) PIE
Security Profile Name Profil de INT310 =
Brofile Comnient Load Ref. Profile Save profile | | Save And spply priofile

Devices | IF Phones | Call Numbers | Groups | Dial Plans | nics Mail
Devices attached to the security profile

name |ReferenceVaipProfile | comment | |
Name Site: Device identifier: <]
wellington Office  INT3I10

available devices:

Attached devices:

[ [
z [ L3 [=]
Firewall From 24/03/2009 10:11 to 31/03/2009 10:11 E 4 ucsoo CUCME 2691 (INTE34)
s i : W ™ CUCME 2B11 (INTE3S)
= @ cME [~ UCS00 (INTESE)
i ™ CUCME 2691 - VMR (INTSBETF) ol [T ASA - Branch Office NOWOIP (INTA40)
: 5 O ”
0.0 = = — —r 7k ot :  CUCHE 2651 - HGU (INTS8675) ”
B uents 4 non-voIP
+

UCS00 devices

site | data | voice | Wi an | wifi
interfa ip address tagge vlan interfai ip address tagge vlan interface ip address

interfa ip address tagg  vlan id
ucsoo

(THTASE] vlangs 9.05.1/24 [T 0 wanog 9.06.1/24 ¥ 08 FastEthernet0/0 195.154.11.232/24 wlang7 0.0.7.1/24 W

CME devices
site | . ~ data 5 | _voice | wan 5
interface ip address tagged vlanid interface ip address tagged wlan i interface ip address
Clilcl\'l‘f'r%i%gl FastEthernatl/0 9.0.1.1/24 [ 0 FaEtEUt;'DE'”Et 9021724 [F | 92 FastEthernet0/1 195.154.11.186 /24
Cl%ﬁ\'l‘."r%gg)u FastEthernetD/0 9.0.3.1/24 [ il FaStEDt;'DE'”Et 904124 [ 94 FastEthernet0/1 195.154.11.169 /24
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WUBIqube Real-time Console and MapView

- logged in asMaquet2 750 [RSCA2750] 73

Dverview
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W UBIqube

solutions

= Log Analysis
» Compute weekly
summary reports

» Aggregate the logs
events on a per day
basis

= Alert Generation

» Don’t care the event
(marked as false
positive)

» Generate an email
alerting

Solutions for SP Managed Services

| Site: TMT670
O] Notice ¢ 100)
i @ informational (31)
-l Site: TMTG6875
=
* 04/08,/08 15
* 001

2:10 : WYNOC-1:
11 : %VNOC-1
10§ WYNOC-1
I Site: TMT689

W E3 Emergency (16)

] Adert (1)
* 29/08/06 14:42:85 : ®ASA=1-805015: ASA-SEM
# A
1 B Eevor (440)
[T

il @ Notice (5501)

Log Analysis and Alerting

)2 Lewel IMessage
e 18/07/2006 12:55 Notice 06S5'YS-5-RELOAD: Reload requested by console. Reload Reason: Reload
E} 18/07/2006 12:56 | Emergency |supervision - gateway with public IP 195.154.11.200 is DOWN
© 28/07/2006 13:45  Natice

999903: supervis:
999903: supervis: A

o 28/07/2006 13:45

Informational

E 28/07/2006 13:45

Emergency

o 28/07/2006 13:45

Informational

o 28/07/2006 13:46

Informational

28/07/2006 13:46

Error 00YNOC-3-1PS; Signatures for router TMT670 updated

0 28/07/2006 13:46

Informational |%%IPS-6-SDF_LOAD_SUCCESS: SDF loaded

fully from tftp://195.154.11.251/atta

W @ Informational (170841)

[#] site : TMTGI65

) https:tjnoc. netcelo. net - Display Logs - Mozilla Firefox

15/11/2006

1] Syslog

Notice SYS-5-CONFIG_I 0:0 19

(Dontcare ] /

15/11/2006

o Syslog

Informational ([PS-6-BUILTIN_SIGS 0:0 1

(Dortcere ] /

15/11/2006

1] Syslog

Informational [SEC-6-IPACCESSLOGDP 0:0 ]

(Dortcere J 4

15/11/2006

1] Syslog

Informational [SEC-6-IPACCESSLOGP 0:0 4

(artese ] /

Coariame ] /

A

Coatiame] /

15/11/2006

CERPR578( IPS

Informational|[IPS-6-ENGINE_READY 0:0 4

(Dontcare ] /

Don't Care List

Eeturn to active status List

Reference

IPS IPS
Signature Sub-Sign.

ature

[55-6-LOGGINGHI]

P | o

| O

Alert List Cancel Alert List
IPS IPS
Reference Signature Sub-Signature
IPs-aSiGuaTURE|  [4050 | o | 4]
<
© 2009 Cisco Syst Terming jnoc.netcelo.net (%
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solutions

= Device Availability

Availability between 07/03/2006 09:26 and 14/03/2006 09:26

Up: 99.8 % Down: 0.0 % Unknown: 0,2 %

=
Sun Mon

I
Tue Wed

Oup O unreliable @ Unavailable

HIAILI0 T200 ¢ T00LOY

= lncoming/outgoing Traffic

Key performance indicator Monitoring

* Network Latency

RTT and TTL between 01/11/2005 00:00 and 01/12/2005 00:00

m@ﬂ‘\uﬁnniu'.

Week 44 Week 45 Week 48 Week 47
M Fing Round-Trip time (Max 432.2 ms) [ Time-to-1ive remaining C(Min 247 hops)

w
4IHILI0 TA0L 4 00108y

= VPN tunnels statistics

z Traffic between 24/11/2005 17:33 and 01/12/2005 17:33 E z
§ - /117 12/ H SA4 IKE count between 01/02/2007 00:00 and 19/02/2007 16:46 E
u i L. ~ ] T 1 1 1 2
Vi o i H H H H
g L |- 1 gl e : Fea s ¢ ] ’ Fi. iy ;
:;, s 1K 5 LR B\ﬂ o B i "‘L e ] J\.J\-m e~ LT A R LAY L N =
.. | ¥ 1.1 i & el R . O YO, | el W il i A . B o e ¥ =
wn - L \'l*. ;:: 8 + g
E Fri Sat Sih Mah Tue Wed Thu £ Thu Sat Mon Wed Fri Suh Tue Thu Sat 2
°ﬁ Incaming B cutgaing B Kumber of VPN cConnections Maximum 41.9 IKE SAs
= Per traffic class QoS statistics
= Device Uptime
u Upt'irne between 01/12/2006 00:00 and 19/02/2007 23:59 % THT670 CISCO-Generic Cicso 831 ext g
= = . I i i (i i L o L ]
= I o " 50 v . T £ s o ]
= £0 | g v §
v { = 3 g
= H [ a @ o
= ] + 1 & 0
= Week 50 Week 52 Week 02 Week 04 Week 08 2 Fri sat Sun Mon Tue Wed Thy Fri it HI Man Tue Wed 5
O Recently Restarted [0 30 to 90 days since reboot @ more than 90 days since reboot W uptime O HETCELO CLASS_IKE M _ext_TEst_de_nom [ _ext_a O _ext_azert [ _ext_test W _ext_testd [ _ext_testss W _ext_test_sans kb O _ext_traffic_2e
Top uptime : 78,8 days W _ext_traffic_z_er W _ext_pte B class-defawlt
. = IPS statistics
= Device CPU Load
UL da b A RO I LR A 2 G A B : Prafile IDS/IPS Signatures CERPRS?8 betveen 09/11/2006 15:17 and 16/11/2006 15:17
100 -
1 1 -
I il o
I 1 | g
A I J 5
i} i
Week S0 Week 52 Week 02 Week 04 Week 08 2

O Hormal CPU actiwity O 70% to 95% Used [ Saturated CPU @ 5 minutes average

Solutions for SP Managed Services © 2009 Cisco Systems,
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solutions

e Role based access control used
to provide:

Real time view on
provisioned service policy

Real time Dashboard
Monthly detailed reports

Nontnly Sanzral Firzwall Sratsies

Blocked & Accepted go0n
= 7000+
iy Extemal visitors - 554
5=} G000 I Blocked
5 Intemal Users 3 5000
{+#, Extemal Destinations 0 1 4000 Hil
P internal Servers 8 § i ‘
-4 & apon-{ B
1000-
0 . o e " Accepted
5878 01011121314151617 1610202122 232425
Internal Day of the Manth
Inbound 3 e
NumberofHis: 60,107 d Blocked:
Blocked: Number of His: @ Blocked gy :Aetapbed
Number of Hits: 8
Inbound “.&\ 274 628
: Outbound m.-ﬂ o 1
| Outbound Internal m 1
- Number of Hits 1
!' Blocked:
Number of Hits:

wf e B w uB
Source Action Hits

Monitoring 34,837 0 ] 34837 o
Pl tntemal 0.0.0.0 Accepted o 8 Time 11436 ] ] 11435 o
Other 10,045 1 15 10,081 ]
@@ Exemal 8223312433 Accepted o 53,028 Remote Admin 2838 0 o 2838 o
o e 213.30.167.3 o 47.254  Network ge0 ] ] 200 ]
Total: 80,045 1 15 80.081 [}

UTM Origin: INT58481
Report printed on Monday June 1, 2009 at 07:38 Page 2128

Customer web portal

Solutions for SP Managed Services

Right delegation

Customer home page.

- r 15 (5
e
Unrestricted = | Privileged administrator: Sum
neroot -> INTA12 ncraot [NOCG1]
A
- Devices Asset WPN Firewall IPS Content Filtering Manitoring Scan css Yolp
Tops of the Week Tops of the Month History
Devices | Events | ¢ day  week & maonth O year
Firevall from 28/02/2009 to 31/03/2009 E
2007 5
160321 ((67% ) ‘ 100 } e
o L .
167357 ( 28% ) ] Week 10 week 11 Week 12 WeRk 13 =)
INTZ86 ; 12563 ( 5% ) B Events
TNT358 290 (0% ‘ 1PS from 28/02/2009 to 31/03/2009
| 1.0
INTS8454 : 266 ( 0% ) \* *\5
_— [ I8
0.0 5
Alarms ‘ Week 10 Week 11 Week 12 Week 13 g
INTZ86 : 75 ( 29% ) Mpctents
T _ ‘ antivirus Fron 28/02/2009 to 31/03/2009 E
] 0- -
INT58454 ; 19 7% ) } } 5
J I i
INTL684 : 16 ( 6% ) oo L
‘ week 10 week 11 week 12 Week 13 =)
INT31Z © 14 (5% ) | Euents
s Antispam from 28/02/2009 to 31/03/2009 %
S i
INTS8669 ¢ 7123 ( 94% ) | 12
= ‘ 1 :
e ) ‘ ki Week 10 Week 11 Week 12 Week 13 L
@ Events

INTS3454 : 168 (2% )

© 2009 Cisco Systems, Inc. All rights reserved.
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“WUBIqube Asset and License Management

Updated and centralized software and hardware inventory reports

Dynamically tracks all assets managed without the need to
schedule an audit

Security modules licenses inventory and validity email alerting

Status Sites Asset l VPN J Firewall J IPS J Content Filtering J CSS J

r »

| Devices | Services | ®
Name Model CPU Memory Firmware Licence €0
INT103 -Kuala Lumpur | Cisco 3640 R4700 90112K/409 12.4(12) C3640-IK903S-? 07/05/09
INT106 -Oslow office | Cisco 877W MPC8272 118784K/11 12 4(6)T5 C870-ADVIPSER 16/06/09
INT109 -Mr Jones lapto; 17/03/09
INT132 -Bucarest Officg cisco 2621 MPC860 61440K/40¢ @12.3(25) C2600-IK903S3- 19/03/09
INT134 -Lisbonne Offic SSG20 256MB 6.0.0r2.0 AV-K 10/06/09
INT136 -Rovaniemi offid ASA5510 Pentium 4 Celeron 256 MB ®7.2(1) Base 14/05/09
INT137 -Antwerpen offi{ Cisco C831 MPC857DSL 58983K/655 D12 4(15)T1 C831-K9038Y6- 22/04/09
INT699 -demo device 16/06/09
INT701 -CentoRouter2 | Cisco 3640 R4700 90112K/409 12.4(12) C3640-IK903S-Y 20/06/09
INT702 -Riga Office Cis Cisco 1841 235520K/2€ 12.4(15)T4 C1841-ADVSECT 23/06/09
17
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VPN differentiation

Application Performance Management Services

Application \

Rout Measure visibility
oute / Monitor Using ISR built-in

~ Route instrumentation
Using QOS /PFr (Netflow / Nbar
/IPSLA) and Third
Party monitoring
application /

/Wan Application
Acceleration
Using WAAS Optimize Classify
applicance or ISR
WAAS Network

ldentify and Tag
\____ Module traffic
Using 10S QOS
Secure

Protect VPN
Using IOS FW / IPS / Content Filtering
VPN authentification & encryption
Using I0S GET VPN

Managed Security Services

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved. 18
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Application Fluent Services Architecture

Customer Portal ] SP Portal _] :

i L L L | 1
File Sharing L& >100X Peak |

B :
Email & 20X Peak
[p—

i Jiaborat it
S_mgle Router Collaboration 1 210X Avg B Peak
Single Homed R I A R N Y'Y

Software L L

DOFEE 2-20X Av 200X Peak
Distribution 9 >100X Pea

Enterprise
. Applications
Single Router
Dual Homed : EClE
Applications

1y

Data Replication 2-10X Avg 50X Peak e

=1
s L

Dual Router S J. L

Dual Homed ay s - \ |

Managed or Hosted Cisco
ASR, ISR, WAAS, NAM

Alternate MPLS VPN

Dual Router Provider or Internet

Dual Homed
Dual Provider

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved. 19



Protected IP-VPN services

Market Drivers:

= Adoption of Mobility is increasing - Mobile
worker are they always protected?

Router Protection = Data exchanges are easier and easier
* Automated router lockdown Personal usage of corporate network USB
« Router availability during DoS key are widespread and data exchanges
(Peer2Peer, personal e-mail...) get away from
é
L10]

security policy
Branch Office

= VPN needs to be open to Partners,
Providers or Customers, security must be
distributed instead of centralized

= High bandwidth adoption ( ADSL2/2+,
4 SHDSL, Metro Ethernet, ...) Attacks are
Branch Office Corporate Office  Propagated more quickly

= Legal constraints gSarbanes-Oxle , Bale I,
security standard BS 7799/1SO 17799)

= Internal threat is the major risk, the most
costly attacks are coming from the inside and
can cost 10 times higher than external attack

aooog
ooood
ooood
aooog
ooood

Secure Internet
» Advanced Layer Solution:

UL = Distributed FW / IPS / content filtering service

* Web usage control S db h. with h d f
Worm/Virus Prevention A Business aggi%ro%al Jg\?igeéwn out the need for

 Distributed defense and = | Partners _ _
rapid response to Sl G 21 Trusted ? = Control worms and viruses right at the remote
worms and viruses Telecommuter site, conserve WAN bandwidth

= Protect the router itself from hacking and DoS

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reservg.ttaCkS 20



Virtual Office Service

Small Offices Mobile Users
and Teleworkers

Public
M Hotspots

Wireless
Router

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved.

Remote routers can be shipped
directly to end user with factory
defaults or staged

Strong PKI security authenticates
remote devices

RSA keys for management
and converged VPN tunnels are
separate

Converged VPN to corporate network
features active secondary tunnel to
facilitate instant failover

Service fully outsourced to service
provider

Management tunnel stays up,
allowing centralized push of policy
changes

Spouse and kids are on separate
network with access only to Internet

Mobile access is available
from hotspots

21



Managed Unified Communication Services

Foundation for enhanced collaboration, conferencing and

application services

Service Provider offer a
comprehensive :

COﬂSIStIﬂ_?_ of VPN, Security, * Enhanced - Storage
IP telephony, unified messaging, conferencing &  +Accounting
presence, mobility, conferencing,

collaboration and application collaboration *CRM

services » Office
Service providers S— .

, exploiting * Audio & web » Email
billion-dollar addressable markets conferencing * Calendaring
for UC and collaboration services - Asynch.
and collaboration

/ (workspaces)

* I[P telephony
' * Voice mail or unified messaging

* Call continuity
between
phones and/for
networks

» Advanced
mobility

* Presence
 Single number
reach

11'® 2N
PaoUBAPY

uoljepuno
118 2N

3210A
olseq

eleq
olseq
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QTEL SERVICES

QTel Office In a Box

http://www.gtel.com.ga/OffiInBox.do?prodtype=2#Optional

About us Careers Investor Relations

Let's Connect

Home Product & Serndces Press room Your email

Sponsorship

O Consurmer Products and Services - Business
O BHusiness
& Office In a Box
eQTEL
n All-in-one Communications Package
aotal Sanvice

(Office in a Box is the ideal communication package offering a practical, convenient and affordahble
solution for small and medium businesses With its set of hosted senices, Office in a Box brings
woice, hroadband and data communications together in ane package while eliminating the
operational and financial challenges. The service includes secure Broadhand Internet access,
vwoice and data communication and 3G Backup for "always-aon' cannectivity,

- Benefits
- Features
- Secure & Reliable High Speed Internet Access
- Managed [P Telephony
Inteinet Qatar - Business Class E Mail
- Business Classweb hosting
- Conventional Faxing
mozalc - Optiohal Extras
- Tariffs
- Contactus

Mozaic

Solutions for SP Managed Services © 2009 Cisco Systems, Inc. All rights reserved.

Office in a Box

All-in-one communication solution

GULF L TIMES

Wednesday

Firms offered IP
telephony services

Business Reporter
QTEL  has launched
Internet  Protocol (IP)
telephony services for busi-
ness cnswmus in Qatar.

ric
solution lllJl grows with ﬂu
customer’s needs, without them
having to bear significant up-

front costs or take risks of

g in equipment tech-
[h:l[ are often short-

Qte
Dr Nasser \anmv said the [P
Telephony Centralised Solution
could help revoluionise busi-
ication by creat-
to quickly and
align
functions such as dial,
er, call-conference, hold
jons,

(\TI'] S\ network launched in
Ju 2004, and ulmhmn the
and expertise of Qtel’s

nology Y

umphen
such as Cisco being an IP
Centrex service, it does not

allowing users to listen to thei
voice messages on e-mail.

Khalil al-Emadi, Qtel’s exec
director I\\erhm

Dr Nasser Marafih

with 24/7 service support
nabling companies to develop
IPtelephony services at a reduced
cost and without distraction from
their core competencies.
Qtel’s Network Operations
engineers continuously

require a PBX system.
s telephony

to highly fea-
| IP phones on a

it provides an
effective first NSl
and to protect ¢

ards network conver-
gence - cither as part of a
planned migration strate;

for compai

run’ thy
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TelePresence Service Opportunities

Cisco TelePresence Network Services - Service Provider provides in bandwidth, the
appropriate performance QoS, and secure intercompany caabilities to deliver a Cisco
TelePresence experience

Foundational: Certified TelePresence Network Connection and performance SLA
Intercompany: Secure, scalable business to business TelePresence calling
capabilities enabled by VRF aware session border controller and enhanced security
enabled by TelePresence exchange architecture

Managed TelePresence Endpoint and Scheduling - Service Provider provides
managed endpoint and reporting services.

Telepresence public room service
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Breakout Session Evaluation Form

Your session feedback is valuable

Please take the time to complete the breakout
evaluation form and hand it to the member of staff
by the door on your way out

Thank you!
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