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Cisco BTS 10200 Softswitch Cabling and IRDP Procedures for 4-2 Configuration
Feature History

	Version 
	Modification 

	Release 6.0.x and later

Release 4.5.x

Release 4.4.x
Version 1
	Applicable to all releases – 4.4.x, 4.5.x, 5.0.x, 6.0.x and later.

Applicable to both Release 4.4.x and 4.5.x.

Initial document for release 4.4.x and network 4/2 configuration
Added MBA info and Crosslink


This feature module is intended for use by service provider engineering and field personnel who are responsible for designing, installing, configuring, and maintaining networks that use the Cisco BTS 10200 Softswitch. This document is in addition to other Cisco BTS 10200 Softswitch documents that describe how to install and operate the system. Contact your Cisco account team for the documentation applicable to your specific system. 

Scope and Purpose 

This procedure is applicable to Cisco BTS 10200 Softswitch systems that are uses 4 Ethernet interfaces on each Call Agent (CA) host, and 2 Ethernet interfaces on each Element Management System (EMS) host. 
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Note:     This procedure is for new systems only. 
It is not applicable to Cisco BTS 10200 Softswitch systems that are already in service. 
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Caution [image: image3.png]


Do not use this procedure to change the cabling of an in-service Cisco BTS 10200  
 Softswitch, because that will cause interruption of service. It is not necessary to change 
  the cabling of in-service systems to match this document. 

It you need to change the cabling of in-service system, you must first contact your network administrator or your Cisco account team for a procedure.



The purpose of this procedure is to explain how to: 

•[image: image4.png]


Cable a new Cisco BTS 10200 Softswitch system 

•[image: image5.png]


Enable Internet Control Protocol (ICMP) Router Discovery Protocol (IRDP) functionality on the Cisco BTS 10200 Softswitch and on the Cisco routers adjacent to the Cisco BTS 10200 Softswitch 

Before You Start 

Before you start cabling the system, perform the following verifications. 

1. [image: image6.png]


Verify that the hosts are already mounted in the rack according to manufacturer instructions, and labeled appropriately. Your system should have the following hardware units: 
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EMS Side A 
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EMS Side B 
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CA Side A 
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CA Side B 
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Cisco 2950 Ethernet Switch A 
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Cisco 2950 Ethernet Switch B 

Network Diagram 

Figure 1 shows the physical interfaces and network connections. 

Figure 1: TYPICAL INTERNAL NETWORK AND EXTERNAL UPLINKS
     [image: image13.wmf]
1) CA/FS

	Platform.cfg
	Side A
	Side B

	CriticalLocal IPsConnectedToRtr
	10.89.225.CA-A0, 10.89.226.CA-A0
	10.89.225.CA-B0, 10.89.226.CA-B0

	CriticalMateIPsConnectedToRtr
	10.89.225.CA-B0, 10.89.226.CA-B0
	10.89.225.CA-A0, 10.89.226.CA-A0

	CriticalRouterIPs
	10.89.225.RTR, 10.89.226.RTR
	10.89.225.RTR, 10.89.226.RTR


2) EMS/BDMS

	Platform.cfg
	Side A
	Side B

	CriticalLocalIPsConnectedToRtr
	10.89.223.EM-A0, 10.89.224.EM-A0
	10.89.223.EM-B0, 10.89.224.EM-B0

	Critical MateIPsConnectedToRtr
	10.89.223.EM-B0, 10.89.224.EM-B0
	10.89.223.EM-A0, 10.89.224.EM-A0

	Critical Router IPs
	10.89.223.RTR,  10.89.224.RTR
	10.89.223.RTR,  10.89.224.RTR


IRDP Configuration on signaling router (IRDP advertisement parameters):

Interval between IRDP advertisements – Max = 4 seconds, Min = 3 seconds

IRDP advertisement lifetime = 10 seconds.

IRDP Configuration on management router (IRDP advertisement parameters):

Interval between IRDP advertisements – Max = 4 seconds, Min = 3 seconds

IRDP advertisement lifetime = 10 seconds.

NOTE: irdp priority on the management networks should be lower than on the signaling networks.
IF = Interface.

IF1, IF2, IF3, IF4 (as applicable) match the order of appearance in the ipconfig process.

* - Physical Addresses

**  - Logical IP Addresses

Note: Static routes on Call Agent hosts might need to be added for administrative access from other networks via the management network.
EMS = Element Management System

BDMS = Bulk Data Management System

CA = Call Agent

FS = Feature Server

DNS = Domain Name Server

NE = Network Element

IRDP = Internet Control Message Protocol (ICMP) Router Discovery Protocol

Comm. = communications between the EMS/BDMS hosts and the CA/FS hosts (OMS Hub links)

Solid line = physical link 

Dotted line = logical link

Note: The uplinks for external communications are used primarily for DNS services and for VoIP signaling based on protocols such as MGCP, SIP, H.323, and so forth.

CAUTION: 
To support full system redundancy, it is necessary to connect the external uplinks as shown in Figure 1. If this is not done, a single point of failure could cause a traffic interruption. See the network redundancy information on page 5.
NETWORK REDUNDANCY AND PATH DIVERSITY EXAMPLES

Note: The drawing on this page shows logical connections.

To support full system redundancy, it is necessary to connect the external uplinks from the Cisco BTS 10200 Softswitch as shown in Figure 2, with diverse routing paths to the related external network elements (NEs) and services (such as OSS, DNS, media gateways, and announcement servers). 

CAUTION: If this is not done, a single point of failure could cause a traffic interruption.
To ensure redundancy of the DNS lookup function in the event of a network outage, it is strongly recommended that the two DNS units be reachable via separate networks with diverse routing paths.

CAUTION: Cisco recommends that you place the DNSs behind a load balancer so that a single IP address is exported to clients such as the Cisco BTS 10200 Softswitch. If both DNS servers become unreachable, a traffic interruption may occur.
EXAMPLE of Cisco BTS 10200 Softswitch communication with external network elements in the service provider network:

Figure 2:

[image: image14.wmf]
Notes:
1. The uplinks for external communications are used primarily for DNS services and VoIP signaling based on protocols such as MGCP, SIP, H.323, and so forth.

Acronyms:

VoIP = Voice over IP

SSH = Secure Shell

SFTP = Secure FTP

DNS = Domain Name Server

IRDP = Internet Control Message Protocol (ICMP) Router Discovery Protocol

Connect Ethernet Cables To EMS and CA Units 

Follow these steps to connect the Ethernet cables 



Step 1 [image: image15.png]


Obtain the 4 Ethernet cables needed for connections between the rear panel of the Element Management Systems (EMS A and EMS B) and the two Cisco 2950 Ethernet Switches (Hub A and Hub B). These cables are listed in Appendix A – Cable List.
Step 2 [image: image16.png]


Connect the 4 Ethernet cables to the ports on the rear panel of the EMS units as listed in Appendix A – Cable List.
Step 3 [image: image17.png]


Obtain the 8 Ethernet cables needed for connections between the rear panel of the Call Agents (CA A and CA B) and the two Cisco 2950 Ethernet Switches (Hub A and Hub B). These cables are listed in Appendix A – Cable List.
Step 4 [image: image18.png]


Connect the 8 Ethernet cables to the ports on the rear panel of the CA units as listed in Appendix A – Cable List.


Connect External Network Uplink Cables to Ethernet Switches 

Follow these steps to connect the external network uplink cables to the Ethernet switches: 



Step 1 [image: image19.png]


If your local network documentation calls for gigabit Ethernet, contact Cisco TAC for assistance. 

Step 2 [image: image20.png]


If your local network documentation calls for 100 Mb Ethernet, connect the applicable network uplink cables as listed in Appendix A – Cable List.


Enable IRDP 

This section explains how to enable IRDP functionality on the Cisco BTS 10200 Softswitch and on the network router. 

Enable IRDP on Adjacent Cisco Routers 

If you are enabling IRDP on Cisco routers adjacent to the Cisco BTS 10200 Softswitch, follow these steps. If you have any questions about setup of these routers, contact your system administrator. If you need additional assistance, contact Cisco TAC. 



Step 1 [image: image21.png]


Verify that you have the Network Information Data Sheet (NIDS) applicable to this Cisco BTS 10200 Softswitch. If necessary, contact your network administrator to verify that you have the correct NIDS. 

Step 2 [image: image22.png]


On default gateway interfaces for Network 1 and Network 2 (as defined in the NIDS) enable IRDP using the following commands: 

config t 

interface <Fast Ethernet interface number (see NIDS)> 

ip irdp 

ip irdp maxadvertinterval 4 

ip irdp minadvertinterval 3 

ip irdp holdtime 10 

 
ip irdp preference 0
exit (to enabled mode (#) , multiple exit may be required)
show ip irdp  ( to make sure the irdp configuration are correct as specified above)
Step 3 [image: image23.png]


Validate the configuration by performing the following command on both CA/FS hosts and both EMS hosts: 

login as root 

#netstat -rn 

Step 4 [image: image24.png]


View the display and verify that each default route was populated dynamically by IRDP. 

The following procedure presents the steps needed to enable IRDP on the management networks.

1. On the Management router(s) change the Management interface to use IRDP. Set the priority of the Management interfaces to be lower then that of the Signaling interfaces. This can be achieved by setting the ‘irdp preference’ to –1. For example if the interface used is 2/3:

interface FastEthernet 2/3


 description BTS NMS1 interface


 ip address 99.200.1.12 255.255.255.0


 ip irdp  


 ip irdp maxadvertinterval 4


 ip irdp minadvertinterval 3


 ip irdp holdtime 10


 ip irdp preference –1   (


2. On the EMS enable the IRDP discovery daemon.
This can be achieved as root by:

a. moving /usr/sbin/.in.rdisc to /usr/sbin/in.rdisc.
NOTE: If the system displays an error message indicating that /usr/sbin/.in.rdisc is not found, it means that the file has already been moved, and this is not a problem; you can ignore this message.
b. executing /usr/sbin/in.rdisc –s –f 
3. On each host machine new default routes will appear (netstat –rn). At this point the static routes should be removed on the EMS hosts.

route delete –net  <destination-network> <routerIP>

On the EMS host, as root, remove all static route entries created in /opt/utils/S86StaticRoutes by editing this file.


Appendix A: Cable List 

This table lists the ports and cables used for signaling and system management on systems. Make a copy of this table for your records, and fill in the port numbers that you use on the Cisco 2950 Ethernet switches. It is recommended that you sign or check each box in the Verified column as you connect the cables. Store this completed table in the documentation package for this unit. 
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 Note:



In this table, IF1, IF2, IF3, and IF4 refer to the interfaces shown in Figure 1 on page 3.



	From (Unit, Port) 
	To (Unit, Port) 
	Verified 

	CA-A IF1
(see footnote 1)
	SWITCH-A 26 
Signaling 1
	 

	CA-A IF2 

(see footnote 1)
	SWITCH-B 26 
Signaling 2
	 

	CA-A IF3
	SWITCH-A 1 
Management 1
	 

	CA-A IF4 
	SWITCH-B 1 
Management 2
	 

	CA-B IF1
(see footnote 1)  
	SWITCH-A 27 
Signaling 1
	 

	CA-B IF2 

(see footnote 1)
	SWITCH-B 27 
Signaling 2
	

	CA-B IF3 
	SWITCH-A 2 
Management 1
	 

	CA-B IF4 
	SWITCH-B 2 
Management 2
	 

	EMS-A IF1 
(see footnote 1) 
	SWITCH-A 3 
Management 1
	 

	EMS-A IF2 

(see footnote 1)
	SWITCH-B 3 
Management 2
	 

	EMS-B IF1
(see footnote 1) 
	SWITCH-A 4 
Management 1
	 

	EMS-B IF2
(see footnote 1) 
	SWITCH-B 4 
Management 2
	 

	MBA 
Signaling  Interface 
	SWITCH-A 28 
	 

	MBA 
Management Interface 
	SWITCH-A 6
	

	SWITCH-A  25
(see footnote 2) 
	Uplink to router for external Management communications
(Vlan-1a) 
	 

	SWITCH-B  25
(see footnote 2) 
	Uplink to router for external Management communications

(Vlan-1b) 
	 

	SWITCH-A 47
(see footnote 2) 
	Uplink to router for external Signal communications, 

Vlan-2a to Router YYY (Figure 1) 
	 

	SWITCH-A 48
(see footnote 2) 
	Uplink to router for external Signal communications,

Vlan-2a to Router XXX (Figure 1) 
	 

	SWITCH-B 47
(see footnote 2) 
	Uplink to router for external Signal communications,

Vlan-2b to Router YYY (Figure 1) 
	 

	SWITCH-B 48
(see footnote 2) 
	Uplink router for external Signal communications,

Vlan-2b to Router XXX (Figure 1) 
	 


	1.  The interface name differs by the hardware type. IF1 and IF2 are the interfaces built into the motherboard, either eri, ce, bge, or hme.


	2.  The ports shown are applicable to 100 Mb Ethernet uplinks. Cable No. for uplink connections are customer-defined. See the procedure for more information. If you need to connect gigabit Ethernet instead of 100Mb Ethernet, contact Cisco TAC for assistance.



Appendix B VLAN installation on 2950
VLAN installation on switch A 

	VLAN Number
	Description
	Ports used

	147
	Vlan 1a- Network Management vlan
	0/1 to 0/25

	148
	Vlan 2a- Signal Network link
	0/26 to 0/48


Table 1 Final Switch A VLAN Configuration

· Log into Switch A

· Enter configuration mode by executing ‘config t’

· For Release 6.0(0) or earlier, it is recommended that this procedure be executed (if not already done previously). For each VLAN, enable access to all required ports
 interface FastEthernet0/1
description vlan-1a- Network  Management vlan
switchport access vlan 147
duplex full

speed 100
no cdp enable
!
Repeat for all interfaces connected to the BTS 10200 host.

Execute sh config to make sure the vlans are setup correctly.
· For Release 6.0(1) or later, it is recommended that this procedure be executed (if not already done previously) and that the switch ports connected to the BTS 10200 host be set to auto negotiate. For each VLAN, enable access to all required ports
 interface FastEthernet0/1
description vlan-1a- Network  Management vlan
switchport access vlan 147
no cdp enable
!
Repeat for all interfaces connected to the BTS 10200 host.
Execute sh config to make sure the vlans are setup correctly.

VLAN installation on switch B 

	VLAN Number
	Description
	Ports used

	147
	Vlan 1b- Optional Network Management vlan
	0/1 to 0/25

	148
	Vlan 2b- Secondary Signal Network link
	0/26 to 0/48


Table 2 Final Switch B VLAN Configuration

Repeat the configuration for Switch A and change the description  accordingly.
Obtaining Documentation 

Cisco provides several ways to obtain documentation, technical assistance, and other technical resources. These sections explain how to obtain technical information from Cisco Systems. 

Cisco.com 

You can access the most current Cisco documentation on the World Wide Web at this URL: 

http://www.cisco.com/univercd/home/home.htm 

You can access the Cisco website at this URL: 

http://www.cisco.com/ 

International Cisco web sites can be accessed from this URL: 

http://www.cisco.com/public/countries_languages.shtml 

Documentation CD-ROM 

Cisco documentation and additional literature are available in a Cisco Documentation CD-ROM package, which may have shipped with your product. The Documentation CD-ROM is updated monthly and may be more current than printed documentation. The CD-ROM package is available as a single unit or through an annual subscription. 

Registered Cisco.com users can order the Documentation CD-ROM (product number DOC-CONDOCCD=) through the online Subscription Store: 

http://www.cisco.com/go/subscription 

Ordering Documentation 

You can find instructions for ordering documentation at this URL: 

http://www.cisco.com/univercd/cc/td/doc/es_inpck/pdi.htm 

You can order Cisco documentation in these ways: 
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Registered Cisco.com users (Cisco direct customers) can order Cisco product documentation from the Networking Products MarketPlace: 

http://www.cisco.com/en/US/partner/ordering/index.shtml 
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Registered Cisco.com users can order the Documentation CD-ROM (Customer Order Number DOC-CONDOCCD=) through the online Subscription Store: 

http://www.cisco.com/go/subscription 

•[image: image28.png]


Nonregistered Cisco.com users can order documentation through a local account representative by calling Cisco Systems Corporate Headquarters (California, U.S.A.) at 408 526-7208 or, elsewhere in North America, by calling 800 553-NETS (6387). 

Documentation Feedback 

You can submit comments electronically on Cisco.com. On the Cisco Documentation home page, click Feedback at the top of the page. 

You can e-mail your comments to bug-doc@cisco.com. 

You can submit your comments by mail by using the response card behind the front cover of your document or by writing to the following address: 

Cisco Systems
Attn: Customer Document Ordering
170 West Tasman Drive
San Jose, CA 95134-9883 

We appreciate your comments. 

Obtaining Technical Assistance 

Cisco provides Cisco.com, which includes the Cisco Technical Assistance Center (TAC) Website, as a starting point for all technical assistance. Customers and partners can obtain online documentation, troubleshooting tips, and sample configurations from the Cisco TAC website. Cisco.com registered users have complete access to the technical support resources on the Cisco TAC website, including TAC tools and utilities. 

Cisco.com 

Cisco.com offers a suite of interactive, networked services that let you access Cisco information, networking solutions, services, programs, and resources at any time, from anywhere in the world. 

Cisco.com provides a broad range of features and services to help you with these tasks: 
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Streamline business processes and improve productivity 
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Resolve technical issues with online support 
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Download and test software packages 
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Order Cisco learning materials and merchandise 

•[image: image33.png]


Register for online skill assessment, training, and certification programs 

To obtain customized information and service, you can self-register on Cisco.com at this URL: 

http://www.cisco.com/ 

Technical Assistance Center 

The Cisco TAC is available to all customers who need technical assistance with a Cisco product, technology, or solution. Two levels of support are available: the Cisco TAC website and the Cisco TAC Escalation Center. The avenue of support that you choose depends on the priority of the problem and the conditions stated in service contracts, when applicable. 

We categorize Cisco TAC inquiries according to urgency: 
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Priority level 4 (P4)—You need information or assistance concerning Cisco product capabilities, product installation, or basic product configuration. 
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Priority level 3 (P3)—Your network performance is degraded. Network functionality is noticeably impaired, but most business operations continue. 
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Priority level 2 (P2)—Your production network is severely degraded, affecting significant aspects of business operations. No workaround is available. 
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Priority level 1 (P1)—Your production network is down, and a critical impact to business operations will occur if service is not restored quickly. No workaround is available. 

Cisco TAC Website 

You can use the Cisco TAC website to resolve P3 and P4 issues yourself, saving both cost and time. The site provides around-the-clock access to online tools, knowledge bases, and software. To access the Cisco TAC website, go to this URL: 

http://www.cisco.com/tac 

All customers, partners, and resellers who have a valid Cisco service contract have complete access to the technical support resources on the Cisco TAC website. Some services on the Cisco TAC website require a Cisco.com login ID and password. If you have a valid service contract but do not have a login ID or password, go to this URL to register: 

http://tools.cisco.com/RPF/register/register.do 

If you are a Cisco.com registered user, and you cannot resolve your technical issues by using the Cisco TAC website, you can open a case online at this URL: 

http://www.cisco.com/en/US/support/index.html 

If you have Internet access, we recommend that you open P3 and P4 cases through the Cisco TAC website so that you can describe the situation in your own words and attach any necessary files. 

Cisco TAC Escalation Center 

The Cisco TAC Escalation Center addresses priority level 1 or priority level 2 issues. These classifications are assigned when severe network degradation significantly impacts business operations. When you contact the TAC Escalation Center with a P1 or P2 problem, a Cisco TAC engineer automatically opens a case. 

To obtain a directory of toll-free Cisco TAC telephone numbers for your country, go to this URL: 

http://www.cisco.com/warp/public/687/Directory/DirTAC.shtml 

Before calling, please check with your network operations center to determine the level of Cisco support services to which your company is entitled: for example, SMARTnet, SMARTnet Onsite, or Network Supported Accounts (NSA). When you call the center, please have available your service agreement number and your product serial number. 

Obtaining Additional Publications and Information 

Information about Cisco products, technologies, and network solutions is available from various online and printed sources. 
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The Cisco Product Catalog describes the networking products offered by Cisco Systems as well as ordering and customer support services. Access the Cisco Product Catalog at this URL: 

http://www.cisco.com/en/US/products/products_catalog_links_launch.html 
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Cisco Press publishes a wide range of networking publications. Cisco suggests these titles for new and experienced users: Internetworking Terms and Acronyms Dictionary, Internetworking Technology Handbook, Internetworking Troubleshooting Guide, and the Internetworking Design Guide. For current Cisco Press titles and other information, go to Cisco Press online at this URL: 

http://www.ciscopress.com/ 

•[image: image40.png]


Packet magazine is the Cisco monthly periodical that provides industry professionals with the latest information about the field of networking. You can access Packet magazine at this URL: 

http://www.cisco.com/en/US/about/ac123/ac114/about_cisco_packet_magazine.html 
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iQ Magazine is the Cisco monthly periodical that provides business leaders and decision makers with the latest information about the networking industry. You can access iQ Magazine at this URL: 

http://business.cisco.com/prod/tree.taf?asset_id=44699&public_view=true&kbns=1.html 
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Internet Protocol Journal is a quarterly journal published by Cisco Systems for engineering professionals involved in the design, development, and operation of public and private internets and intranets. You can access the Internet Protocol Journal at this URL: 

http://www.cisco.com/en/US/about/ac123/ac147/about_cisco_the_internet_protocol_journal.html 
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Training—Cisco offers world-class networking training, with current offerings in network training listed at this URL: 

http://www.cisco.com/en/US/learning/le31/learning_recommended_training_list.html 
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