CHAPTER 8

Using Tools

Cisco Access Manager (CAM) provides a set of tools to help you to manage various
features of your Cisco AccessPath system and System Controller. Thetool set includesthe
several managers as described in the following sections:

® “Using the Template Manager” on page 5-1

® “Using the I0S Image Manager” on page 5-12

® “Using the Modem Firmware Image Manager” on page 5-30
® “Using the Configuration File Manager” on page 5-45

® “Using the Task Manager” on page 5-59

® “Using the User Account Manager” on page 5-67

Using the Template Manager

The Template Manager helps you to manage the CAM configuration templates. The
Template Manager supports the following tasks:

® Importing a Configuration Template on page 8-6
® Editing a Configuration Template on page 8-8
® Deleting a Custom Configuration Template on page 8-10

The Template Manager lists al the available templates. The information displayed in the
main Template Manager dialog box is independent of the device or container you might
have selected in the Device Tree View. (See Figure 8-1.)
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Using the Template Manager

Figure 8-1 Template Manager—Main Dialog Box
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Table 8-1 lists and briefly describes each of the fields that display on the main dialog box

of the Template Manager.

Table 8-1 Template Manager Fields

Field Name Description

number For informational purposes only.

Name Name assigned to the template file. CAM defines the names of

the default templatefiles. (See Table 8-2.) You define the names
for custom configuration template files.
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Field Name Description
Device Type Type of device for which the template can be used.
Last Modify The last time the template file was modified. This time should

never change for default configuration template files, only for
custom configuration template files.

Default Shows whether the template files is a default configuration
template. Custom configuration template files can never be
default configuration template files.

(Optional.) Description Description to help identify the template file.The description can
be up to 128 charactersin length.

CAM configuration templates are text filesthat contain Cisco |OS command-lineinterface
(CLI) commands and template variables that allow you to easily define configuration data
for adevice. CAM creates your configuration files by substituting the template variables
with data derived from selections or entriesyou made at the various dial og boxes during the
create and modify procedures for System Controllers and shelves. CAM then downloads
these configuration files to the devices that make up your Cisco AccessPath system.

You do not specify a configuration template for a stack. You specify a configuration
template during the creation or modification of only System Controllers and shelves. You
can also schedule when the download of the configuration isto occur. For details about the
create and modify procedures, see the “ Configuring System Controllers’ section on

page 4-42 and the “ Shelf Configuration for System Controllers’ section on page 5-20.

Note You cannot edit and save template files from the GUI onto the database if the
template file exceeds 28K bytes; the file will be truncated to 28K bytes. However, you can
import template files that are larger than 28K bytes from UNIX.
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8-4

CAM supports two types of templates:
® Default configuration templates—Read-only templates provided with CAM to generate

most of the configurations for the supported Cisco AccessPath systems. In most cases,
your selections or entries made during the create and modify procedures provide the
information needed for CAM to customize these default templates and download the
completed configuration files to the shelves on your Cisco AccessPath system. See
Table 8-2 for acompletelist of CAM default configuration templates. See Appendix B,
“Default Configuration Templates,” for complete versions of the default configuration
templates provided in CAM.

Custom configuration templates—Customer-created templates designed to add or
change functionality built into the templates listed in CAM. You can create these
templates by editing the default configuration templates and saving them with different
file names. In most cases, the default configuration templates will meet your needs.
However, if you have specia requirements, consider creating a custom configuration
template.

Note While you can create or modify a custom configuration template, you cannot
create or modify the variables that come as part of the CAM default configuration
templates. Thesevariablesarewrittenin all capital letters and preceded by apound sign
(#). You can add or delete any CL 1 code, including CLI code that contains CAM
variables, but you cannot edit these variables or create new ones.

All of the CLI code entered into a custom configuration template must be written in
valid Cisco |0S syntax. Otherwise, when CAM attemptsto download the configuration
file, the shelf regjects the command.
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Default Configuration Templates
Table 8-2 lists the default configuration templates for each type of device.

Table 8-2 CAM Standard Configuration Templates
System Template Device
Cisco AccessPath-TS3 Cisco 3640 (3640-default.txt) Cisco 3640 Console

Management Shelf (CMS)
Cisco 7206 without Catalyst 5002  Cisco 7206 using two Switch

(7206-Entry-default.txt) Blade cards for switching
Cisco 7206 with Catalyst 5002 Cisco 7206 using a
(7206-default.txt) Catalyst 5002 for its primary
switching path
Cisco AS5300 Cisco AS5300s using
(AS5300-default-channelized.txt)  channelized T1 or E1
Cisco AS5300 Cisco AS5200s using PRI
(A S5300-default-pri.txt)
Catalyst 5002 Catalyst 5002
(CAT5002-default.txt)
Cisco-LS3 Cisco LS3 (3640-L S3-default.txt)  Cisco minibundle system
Cisco System Controller  Cisco 3640 (SC3640-default.txt) Cisco 3640 System Controller
(SC)
Cisco AS5800 Cisco AS5800

(A S5800-default.txt)
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Importing a Configuration Template

You can create a custom configuration template using the Import feature in the Template
Manager.

To create a custom configuration template by importing:

Step Description

1 Click Toals. The Task Selection bar displays all of the tasks CAM can
perform.

2 Click Template Manager. The Template Manager main dialog box appears.
(SeeFigure 8-1.)

3 Click Import. The Template Manager Import dialog box appears.

(See Figure 8-2.)

4 Enter the filename. The name of the file you want to import. This can be any
custom configuration file that you have created.

Note All of the CLI code entered into a custom
configuration template must be written in valid Cisco |0S
syntax. Otherwise, when CAM attempts to download the
configuration file, the System Controller or shelf rejectsthe
command.

5 Enter alocation. The location must be the full path name to the file you
want to import. The file must be on the CAM server. It
cannot be remote.

6 Select adevicetype. Specify the type of device to which the configuration file
applies. You can select from any of the following device
types:

¢ Cisco AS5300
» Cisco 7206
» Cisco 3640
e Catalyst 5002
» Cisco SC3640
» Cisco AS5800
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Step Description

7  (Optional.) Enter adescription  The description can be up to 128 characters.
of the configuration fileyou are

importing.

8 Click OK. CAM imports the specified configuration file and adds it
to the templates listed on the Template Manager main
dialog box.

You can now select this template when you create or
modify this type of device.

Figure 8-2 Template Manager—Import Dialog Box

Template Manager

File Hame |
Location ‘
Device Type |h5 5300 j
Descrniption J

16144
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Editing a Configuration Template

You can create a custom configuration template using the Edit feature in the Template
Manager.

8-8

To edit a custom configuration template:

Step Description

1 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform.

2 Click Template Manager. The Template Manager main dialog box appears. (See

Figure 8-1.)

3  Selectthetemplateyouwantto The Template Manager Edit dialog box appears. (See
edit and click Edit. Figure 8-3.)

4  Modify the template to meet While you can create or modify a custom configuration
your requirements. template, you cannot create or modify the variables that

come as part of the CAM default configuration templates.
These variables are written in al capital lettersand
preceded by a pound sign (#). You can add or delete any
CLI code, including CLI code that contains CAM
variables, but you cannot edit these variables or create new
ones.

All of the CLI code entered into a custom configuration
template must be written in valid Cisco 10S syntax.
Otherwise, when CAM attempts to download the
configuration file, the System Controller or shelf rejects
the command.

5 EdittheFileNamefieldtogive You can give thistemplate a new name. If you do not give
thistemplateanew nameand it anew name, CAM updates the existing template. The
the description field to givethis  description can be up to 128 characters.
template a new description.

6 Click Save. You are returned to the Template Manager main dialog

box. Thelist of templates includes the template you just
created. You can now select thistemplate when you create
or modify thistype of device.
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Figure 8-3 Template Manager—Edit Dialog Box
Template Manager
I Document Mumber EMG-17213 -
I Revigion 2.8

I Copyright 1937 Cisco Systems, Inc. - Company Confidential
!

]
no service finger

service timestamps debug datetime msec localtime show-timezone
service timestamps log datetime msec localtime show-timezone
selvice password-encreplion

no service udp-small-servers

no service top-small-servers

]

hostname #5H ELF_HOST_MaAME
]

HIF_BOOT_SvSTEM_FLASH

aaa new-madel

aaa authentication login COMSOLE none

aaa authentication login ADMIN #STACK_AUTHEM_LOGIMN_ADMIN_TYPE local

aaa authentication login USERS #STACK_AUTHEM_LOGIM_USERS_TYFE

aaa authentication ppp USERS&TUMNELS if-needed #5TACK_AUTHEN_PPP_USERS_TUMNELS_TYFPE

FileMarme - ASE300-default-ch Description Diefault template. Device Type
Sawe Cancel
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Deleting a Custom Configuration Template

You cannot delete a default configuration template. You can only delete custom
configuration templates that you have either imported or renamed and edited. In addition,
a custom template cannot be deleted if it is currently used by a shelf.

g Caution If you delete a custom configuration template, you cannot recover it.

To delete a custom configuration template:

Step Description

1 Click Toals. The Task Selection bar displays all of the tasks CAM can
perform.

2 Click Template Manager. The Template Manager main dialog box appears. (See
Figure 8-4.)

3  Sdectthetemplateyouwantto It must be a custom configuration template.

delete.

4  Click Delete. You are returned to the Template Manager main dialog
box. The custom template has been removed from the
listed templ ates.
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Figure 8-4 Template Manager—Main Dialog Box

Template Manager

Available templates

1  AS55300-default-chanm A55300 Fri Aug 28 10:01: Y Default template.
2 AS5300-default-pri.txt  AS5H300 Fri Aug 28 10:01: Y Default template.
3  7206-Entry-default tst 7206 Fri Aug 28 10:01: Y Default template.
4  7206-default. txt 7206 Fri Aug 28 10:01: Y Default template.
5  3640-L53-default_txt 3640 Fri Aug 28 10:01: Y Default template.
6 3640-default. txt 3640 Fri Aug 28 10:01: Y Default template.
7  CATS5002-default_txt CATS002 Fri Aug 28 10:01: Y Default template.
8 AS5HB00-default._txt ASHB00 Fri Aug 28 10:01: Y Default template.

SC3640-default_txt SC3640 Fri Aug 28 10:01: Y Default template.

ﬂ AS5300-modified.tst  |AS5300 |FriSep 04 08:38:] N | modified

‘ |

|mpl:|lt...| Edit... | Delele| Eancel|
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Using the IOS Image Manager

The |OS Image Manager provides device-dependent management functions. The |OS
Manager supports the following tasks:

® Setting the Default 10S Image on page 8-15

® Importing an 10S Image on page 8-17

® Updating an 10S Image on page 8-19

® Updating All to Default 10S Image on page 8-21

® Updating System Controller on page 8-23

® Viewing the History of an 10S Image on page 8-26
® Deleting an |OS Image on page 8-28

The |OS Image Manager allows you to upgrade or restore a Cisco 10S image on a device.
It checks the Cisco |0S images |oaded on the shelves within a stack or System Controller.
ThelOS Image Manager compares the loaded version against the default image version. If
the Cisco 10S images do not match, the 10S Image Manager reports the discrepancy.

CAM provides autoverify and autoupdate capability as options. For more information
about these options, see the “ Setting Ul Preference” section on page 3-1.

The Cisco 3640, System Controller-3640, Cisco 7206, and Cisco AS5800 devices havetwo
dots (slot0 and slot1) for Flash memory cards. CAM aways uses slot0 as the default Flash
memory device when loading Cisco 10S images to these devices. Be sure to have a Flash
memory card inserted in slot0. Otherwise, CAM cannot successfully load the Cisco 10S
image.

Figure 8-5 shows the main dialog box for the |OS Image Manager.
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Figure 8-5

10S Image Manager—Main Dialog Box
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8-14

The following table lists and briefly describes each of the fields on the main dialog box of
the |OS Image Manager:

Table 8-3 10S Image Manager Fields

Field Name Description

number Number CAM assignsto theimage when it imported into CAM.
Starting number is 1.

Rel. No Release number you assign to the Cisco 10S image when you
import the Cisco |OS image into CAM.

Device Type Type of device for which the image will be used.

(Optional.) Description Description of the image that helps to identify it. It can be up to
255 charactersin length.

File Name Name of the file that isimported. This name must match the
name of the image file that resides on the TFTP server.

TFTP Server Name or | P address of the TFTP server on which the Cisco 10S
imagefile resides.

Default Specifies whether the Cisco 10S image is the default Cisco |0S
image for the specified device type.

InUse Flag that indicates whether the Cisco 10S imagefileis currently

inuse, that is, used by any shelf. You cannot delete a Cisco 10S
imagethat is currently in use.
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The 10S Image Manager provides different capabilities for groups, stacks, System
Controllers, and shelves. The following table lists the avail able options:

Table 8-4 IOS Image Manager Option Summary
Container/Device Option
CAMROOT e Setting the default Cisco |0S image

Importing a Cisco 10S image
Updating a Cisco 10S image
Deleting a Cisco I0S image

User-defined group .

Importing a Cisco 10S image
Updating a Cisco 10S image
Deleting a Cisco |OS image

Stack » Updating all shelvesto default Cisco 10S
image

System Controller » Updating all shelvesto default Cisco 10S
image

Updating System Controller
Importing a Cisco 10S image
Updating a Cisco 10S image

Viewing history of a Cisco 0S image

Shelf .

Importing a Cisco 10S Image
Updating a Cisco 10S Image
Viewing history of a Cisco 10S image

Setting the Default IOS Image

You can set the default Cisco |OS image for a device type across the entire CAM system.
You can override this default for individual devices. This option isonly available if you
have selected the CAMROQT group in the Device Tree View. This option is not enabled
for any other container or shelf.
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For a summary of the options available in the |OS Image Manager for containers and
devices, see Table 8-4.

To set the default Cisco 10S image for a device type:

Step Description

1 Select CAMROOQT from the The default group.
Device Tree View.

2 Click Tools. The Task Selection bar displays all of the tasks CAM can
perform for the CAMROQT group.

3  Click IOSImage Manager. The 10S Image Manager dialog box appears. (See
Figure 8-5.)

4  Select aCisco lOSimagefrom  You have successfully set the default Cisco 10S image for
thelist and click SetDefault. all devices of that type across the entire CAM system.
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Importing an 10S Image

You can import a Cisco |OS image file for use by a group, System Controller, and shelf
(including Cisco AS5800).

For a summary of the options available in the |0S Image Manager for containers and
devices, see Table 8-4.

To import a Cisco 10S image:

Step

Description

1

Select agroup, System
Controller, or shelf by clicking
onits namein the Device Tree
View.

The device for which you want to import a Cisco 10S
image.

Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the selected device.

Click |OS Image M anager.

The 10S Image Manager dialog box appears.
(See Figure 8-5.)

Click Import Image.

The Import 10S Image dialog box appears.
(See Figure 8-6.)

Enter an image file name.

The name of the Cisco |0S image you want to import into
CAM.

Enter theimage file directory.

The full path of your Cisco |IOSimagefile onthe TFTP
server.

Enter the TFTP server address.

The TFTP server |P address of your Cisco |OS image file.

Enter the release number.

The release number helps CAM to verify that Cisco |0S
images are consistent across devices.

Select the device type for
which you are importing the
Cisco I0OSimage.

You can select a AS5300, AS5800, 7206, 3640, or SC3640
if you selected a group in the Device Tree View. AS5300
isthe default. If you select ashelf in the Device Tree View,
the device type defaults to the type of shelf selected.
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Step Description

10 (Optional.) Enter adescription  You can enter up to 255 characters.
of the Cisco |OSimageyou are

importing.

11 Click OK. You have successfully imported a Cisco 10S image into
CAM. You are returned to the |OS Image Manager main
dialog box. The image list now includes the newly
imported Cisco |OS image.

Figure 8-6 10S Image Manager—Import Dialog Box

10S Image Manager

Image File Mame |

Image File Directory |

TFTP Server Address |1l]1.1l]1.1l]1_2

Releaze No |

Device Type |A553I]I] j

Deszcription J

o
Dk Cancel
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Updating an 10S Image

Updating a Cisco 10S image allows you to update the Cisco |OS image for al the devices
in the group of a particular type, System Controller, or shelf.

For a summary of the options available in the |0S Image Manager for containers and
devices, see Table 8-4.

To update a Cisco |0Simage for a System Controller, shelf, or all devices of aspecific type:

Step

Description

1

Select agroup, System
Controller, or shelf by clicking
onits namein the Device Tree
View.

The group of devices or device for which you want to
update a Cisco 10S image.

Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the selected device.

Click |OS Image M anager.

The 10S Image Manager dialog box appears.
(See Figure 8-5.)

Select a Cisco 10S image from
thelist and click Update.

The Update 10S Image dialog box appears.
(SeeFigure 8-7.)

Click Yesor No to erase
current Flash memory.

Click Yes, to erase the Cisco |OSimage currently stored in
Flash memory. It cannot be recovered. Click No, to have
the Cisco 10S image currently stored in Flash memory
reside concurrently with the image you have selected.

Click now or later to execute
this task.

Click now if you want the Cisco |0S image updated
immediately and skip to Step 10. Click later to schedule
the update for alater time. If you click later, you must
define task information.

Enter the time you want the
update to take place.

You must ensure that there is a value in the year, month,
day, hour, and minutes fields. It must be atime in the
future. You must select adate, time, and task name.

Enter a Task Name.

You must enter atask name. It can be up to 16
characters.You can manage the task through the Task
Manager. After a scheduled task executes, you might need
to refresh your system. See “ Refreshing Your System”
section on page 2-7 for details.
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Step Description

9  Enter information in the You can enter any information about the task that you
Comment field. want. You can specify up to 255 characters.

10 Click OK. You have successfully updated the Cisco 10S image for a

System Controller, shelf, or al the devices of the specified
type. You are returned to the |OS Image Manager main
dialog box.

Figure 8-7 10S Image Manager—Update Dialog Box

105 Image Manager

Erase Current Flash " Yes * No
‘When To Execute This Task T now * later

Enter the ime[CAM Server time] to start the task

Year lW Taszk Hame
Month Ig— Comments:
Day I"— J
Hour lsi

Minutes |557 JJ

Ok Cancel
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Updating All to Default IOS Image

Updating All to Default 10S image allows you to update all the shelvesin the stack or
System Controller to the Cisco 10S image that you have defined as the default.

For a summary of the options available in the |0S Image Manager for containers and

devices, see Table 8-4.

To update all to a default Cisco |OS image for all the shelves:

Step

Description

1  Select astack or System
Controller from the Device
Tree View.

The stack or System Controller for which you want to
update information.

2  Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the device selected in the Device Tree View.

3  Click IOSImage Manager.

The 10S Image Manager dialog box appears.
(See Figure 8-8.)

4  Select aCisco 10S image from
thelist and click Update all to
default.

The Update Image dialog box appears. (See Figure 8-9.)

5 Click Yesor Noto erase
current Flash memory.

Click Yesto erase the Cisco 10S image currently stored in
Flash memory. It cannot be recovered. Click No to have
the modem image currently stored in Flash memory reside
concurrently with the image you have selected. For
System Controllers, if thereis more than oneimagein
Flash memory, the Cisco |OS image must be erased first to
successfully load the image. Therefore, thisoptionis
disabled if you have selected a System Controller from the
Device Tree View.

6 Click now or later to execute
this task.

Click now if you want the Cisco |0S image updated
immediately and skip to Step 10. Click later to schedule
the update for alater time. If you click later, you must
define task information.

7  Enter thetime you want the
update to take place.

You must ensure that thereis a value in the year, month,
day, hour, and minutes fields. It must be atime in the
future. You must select adate, time, and task name.
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Step

Description

8  Enter aTask Name.

You must enter atask name. It can be up to 16
characters.You can manage the task through the Task
Manager. After a scheduled task executes, you might need
to refresh your system. See “Refreshing Your System”
section on page 2-7 for details.

9  Enter information in the

You can enter any information about the task that you

Comment field. want. You can specify up to 255 characters.

10 Click OK. You have successfully updated the Cisco |0S imagefor all
the devices of the specified type. You are returned to the
10S Image Manager main dialog box.

Figure 8-8 10S Image Manager—Update All Dialog Box

105 Image Manager

Available 105 Images in stack - Stackl

[ | ShelfName | Installedimage | Defaultimage |
1 10CHS #c3640s-mz.112-11.P
2 10RS1 467200-js-mz.112-10a.P
3 10456 #c5300-js-mz.112-10a.P
4 10457 #c5300-js-mz.112-10a. P

| i

Update all to default... | Cancel |

15113
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Figure 8-9 10S Image Manager—Update Dialog Box

105 Image Manager

Erase Current Flash ™ Yes * No
When To Execute This Task " now * later

Enter the time[CAM Server ime] to start the task

Year IW Task Name
Month lsi Comments:
Day l"i J
Hour IB—

Minutes |557 JJ

Ok Cancel

15112

Updating System Controller

Updating a Cisco 10S image allows you to update the System Controller to the Cisco 10S
image that you select from the list.

For asummary of the options available in the 10S Image Manager for containers and
devices, see Table 8-4.

To update the System Controller:

Step Description

1  Select a System Controller The System Controller for which you want to update
from the Device Tree View. information.

2 Click Tools. The Task Selection bar displays all of the tasks CAM can

perform for the device selected in the Device Tree View.
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Step

Description

3  Click IOSImage Manager.

The main System Controller dialog box appears.
(See Figure 8-10.)

4  Click Update System
Controller.

The update System Controller dialog box appears.
(SeeFigure 8-11.)

5 Select aCisco IOSimage from
thelist.

The Cisco |0S image with which you want to update the
System Controller.

6 Click Updateimage.

The Update 10S image dialog box appears.
(SeeFigure 8-11.)

7  Click Yesor Noto erase
current Flash memory.

Click Yes, to erase the Cisco |OSimage currently stored in
Flash memory. It cannot be recovered. Click No, to have
the modem image currently stored in Flash memory reside
concurrently with the image you have selected. For
System Controllers, if there is more than oneimagein
Flash memory, the Cisco 10S image must be erased first to
successfully load the image. Therefore, thisoptionis
disabled if you have selected a System Controller from the
Device Tree View.

8  Click now or later to execute
this task.

Click now if you want the Cisco |0S image updated
immediately. Click later to schedule the update for alater
time. If you click later, you must select a date, time and
task name. You can manage the task through the Task
Manager. After a scheduled task executes, you might need
to refresh your system. See “ Refreshing Your System”
section on page 2-7 for details.

9 Click OK.

You have successfully updated the Cisco |OS imagefor all
the devices of the specified type. You are returned to the
10S Image Manager main dialog box.
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Figure 8-10 I0S Image Manager—Main System Controller Dialog Box

105 Image Manager

Available System Controller and AS5800 105 Images in - SysCond

[ | Shelf Name | Installed Image Default Image
1 SpsConl ftitpboot/c3640-c2iz-mz_113-5.1 Ad
2 nitro1

Ztftpboot/cHB800-p4-mz.113-5.1.AA tftpboot/chB00-p4-mz.113-5.1_AA

I I3

Update all to default... | Update System Controller... | Cancel |
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Figure 8-11 I0S Image Manager—Update System Controller Dialog Box

105 Image Manager

Available Spstem Controller and A55800 105 Images in - SysConl

| | Shelf Name Installed Image Default Image
1 SysConl /titpboot/c3640-c2iz-mz.113-5.1 A2
2 nitrol ftitpboot/cH800-p4-mz.113-5.1.AA  /titpboot/cHB00-p4-mz. 113-5.1 AA
‘ | o]
Update all to default._ .. | Update System Controller__. | Cancel | %

Viewing the History of an I0OS Image

Viewing the history of aCisco |OSimage alowsyou to view all the records of changesthat
have been made to the Cisco |OS image for the System Controller or shelf (either System
Controller shelf or stack shelf) that you select.

For asummary of the options available in the 10S Image Manager for containers and
devices, see Table 8-4.

To view changes:

Step Description

1  Select a System Controller or The device for which you want to view history.
shelf from the Device Tree
View.
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Step Description

2 Click Toals. The Task Selection bar displays all of the tasks CAM can
perform for the device.

3  Click IOSImage Manager. The 10S Image Manager dialog box appears.

(SeeFigure 8-5.)

4  Click View History. The History Image dialog box appears with records of all
the changes to the Cisco 10S image for the selected
device. (See Figure 8-12)

5 Click Done. You are returned to the 10S Image Manager main dialog

box.
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Figure 8-12 10S Image Manager—History Dialog Box
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Done

Deleting an 10S Image

Deleting aCisco |OSimage removesit from the list of managed Cisco 10Simages. It does
not delete it from the devices onto which has been |oaded.

For a summary of the options available in the |OS Image Manager for containers and
devices, see Table 8-4.
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To delete a Cisco |OS image from the list of managed images:

Step Description

1 Select agroup by clicking on The group for which you want to delete the Cisco |0S
itsname in the Device Tree image.
View.

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the device selected in the Device Tree View.

3  Click IOSImage Manager. The 10S Image Manager dialog box appears.
(SeeFigure 8-13.)

4  SelectaCiscolOSimagefrom  You have successfully deleted the Cisco |OS image from
thelist and click Delete. thelist of managed Cisco |0S images.

Figure 8-13 10S Image Manager—Main Dialog Box
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Using the Modem Firmware Image Manager

The Modem Firmware Image Manager provides device-dependent management functions
which allow you to upgrade or restore amodem image on adevice. The Modem Firmware
Image Manager supports the following tasks:

® Setting the Default Modem Image on page 8-33

® Importing a Modem Image on page 8-35

® Updating a Modem Image on page 8-37

® Updating All to Default Modem Image on page 8-39
® Viewing the History of a Modem Image on page 8-42
® Deleting aModem Image on page 8-44

During the upgrade and restore operations, the Modem Firmware Image Manager checks
the modem images loaded on the shelves within a stack and compares the loaded version
against the default image version. If the modem images do not match, the M odem Firmware
Image Manager reports the discrepancy. CAM provides autoverify and autoupdate options
for checking purposes. For more information about these options, see “ Setting Ul
Preference” section on page 3-1.

Figure 8-14 shows the main dialog box for the Modem Firmware |mage Manager.

8-30 Cisco Access Manager Software Installation and Configuration Guide



Using the Modem Firmware Image Manager

Figure 8-14 Modem Image Manager—Main Dialog Box
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Table 8-5 lists and briefly describes each of the fields that display on the main dialog box
of the Modem Firmware Image Manager.

Table 8-5 Modem Firmware Image Manager Fields

Field Name Description

number For informational purposes only.

Rel. No Release number you assign to the modem firmware image when

you import it into CAM.
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Field Name Description

Modem Type Type of modem for which theimage will be used. The supported
modem types are MICA and Microcom.

(Optional.) Description Description of the image that helps to identify it. It can be up to
255 charactersin length.

File Name Name of the file that isimported. This name must match the
name of the image file that resides on the TFTP server.

TFTP Server IP address of the TFTP server on which the modem firmware

image file resides.

Default Specifies whether the modem firmware image is the default
modem firmware image for the specified device type.

InUse Flag that indicates whether the modem firmware imagefileis
currently in use by any shelf. You cannot delete a modem
firmware image that is currently in use.
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The Modem Firmware Image Manager provides different capabilities for groups, stacks,
System Controllers, and shelves. Table 8-6 lists the available options.

Table 8-6

Modem Firmware Image Manager Option Summary

Container/Device

Option

CAMROOT

Setting the default modem image
Importing a modem image
Updating a modem image
Deleting a modem image

User-defined group

Importing a modem image
Updating a modem image
Deleting a modem image

Stack e Updating all to default modem image
Shelf (Cisco AS5300 * Importing amodem image
only) .

Updating a modem image
Viewing history of the modem image

System Controller,
Cisco AS5800,
Catalyst 5002,
Cisco 7206, and
Cisco 3640

None

Setting the Default Modem Image

You can set the default modem firmware image for a device type across the entire CAM
system. You cannot override this default for individual devices. Thisoption isonly
availableif you have selected the CAMROOT group in the Device Tree View. This option
is not enabled for any other group.

For asummary of the options available in the Modem Firmware Image Manager for
containers and devices, see Table 8-6.
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8-34

To set the default modem image:

Step

Description

1 Select CAMROOT by clicking
on itsnamein the Device Tree
View.

The group for which you want to set the Cisco |OS image.
You can only set the default modem image for
CAMROOT.

2 Click Tools.

The Task Selection bar displays all of the tasks CAM can
perform for CAMROOT.

3  Click Modem Image
Firmware Manager.

The Modem Image Firmware Manager dialog box
appears. (See Figure 8-15.)

4  Select amodem image from
thelist and click SetDefault.

You have successfully set the default modem image for all
devices of that type across the entire CAM system.
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Figure 8-15 Modem Image Manager—Main Dialog Box
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Importing a Modem Image

You can import amodem firmware imagefile for use by agroup or shelf. After you import
image files, they appear on alist from which you can select specific imagesto be
downloaded onto the devices.

For a summary of the options available in the Modem Firmware Image Manager for
containers and devices, see Table 8-6.
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To import amodem firmware image:

Step

Description

1

Select agroup or shelf by
clicking onits name in the
Device Tree View.

The group or shelf for which you want to import the
modem image.

Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the selected group or shelf.

Click Modem Image
Firmware Manager.

The Modem Image Firmware Manager dialog box
appears. (See Figure 8-14.)

Click Import Image.

The Modem Image Import dialog box appears. (See
Figure 8-16.)

Enter an image file name.

The name of the modem image you want to import into
CAM.

Enter the image file directory.

The full path of your modem image on the TFTP server.

Enter the TFTP server address.

CAM providesitsown TFTP server addressin thisfield.
However, if your TFTP server isremote, enter the TFTP
server addressin thisfield.

Enter the release number.

The release number helps CAM to verify that modem
images are consistent across devices.

Select the modem type for
which you are importing the
modem image.

You can select MICA or Microcom. MICA isthe default.

10

(Optional.) Enter a description
of the modem image you are
importing.

You can enter up to 255 characters.

11

Click OK.

You have successfully imported a modem image into
CAM. You are returned to the Modem I mage Manager
main dialog box. The image list now includes the newly
imported modem image.
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Figure 8-16

Modem Image Manager—Import Dialog Box
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Updating a modem firmware image allows you to update the modem firmware image for
all the modemsin the group of aparticular type. This option downloads the selected image

onto the selected group or shelf.

For a summary of the options available in the Modem Firmware Image Manager for

containers and devices, see Table 8-6.

To update a modem firmware image for all devices of a specific type:

Step Description

1  Select agroup or shelf by
clicking on its name in the
Device Tree View.

image.

The group for which you want to update the modem
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Step Description

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the selected group or shelf.

3  Click Modem Image The Modem Image Firmware Manager dialog box
Firmware Manager. appears. (See Figure 8-14.)

4 Select an modem image from The Modem Image Update dialog box appears.
thelist and click Update. (See Figure 8-17.)

5 Click Busy Out or Reload to  Click Busy Out to update the modem image on Busy Out.
determine when the modem Click Reload to update the modem image when the device
image is updated. reloads.

6  Click now or later to execute  Click now if you want the Cisco modem image updated
this task. immediately and skip to Step 10. Click later to schedule

the update for alater time. If you click later, you must
define task information.

7  Enter thetime you want the You must ensure that there is a value in the year, month,
update to take place. day, hour, and minutes fields. It must be atimein the

future.you must select a date, time, and task name.

8  Enter aTask Name. You must enter atask name. It can be up to 16

characters.You can manage the task through the Task
Manager. After a scheduled task executes, you might need
to refresh your system. See “ Refreshing Your System”
section on page 2-7 for details.

9  Enter information in the You can enter any information about the task that you
Comment field. want. You can specify up to 255 characters.

10 Click OK. You have successfully updated the modem image for all

the devices of the specified type. You are returned to the
Modem Image Manager main dialog box.
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Figure 8-17 Modem Image Manager—Update Dialog Box
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Updating a modem firmware image allows you to update all the Cisco AS5300 shelvesin

the stack to the modem image that you have defined as the default.

For a summary of the options available in the Modem Firmware Image Manager for

containers and devices, see Table 8-6.

To update all to the default modem firmware image for all the shelves:

Step Description

1  Select astack fromthe Device  The stack for which you want to update information.
Tree View.

2 Click Tools. The Task Selection bar displays all of the tasks CAM can

perform for the device selected in the Device Tree View.
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Step Description

3 Click Modem Image The Modem Image Firmware Manager Update All dialog
Firmware Manager. box appears. (See Figure 8-18.)

4  Select amodem image from The Modem Image Update dialog box appears. (See
thelist and click Update all to  Figure 8-19.)
default.

5 Click Busy Out or Reload to  Click Busy Out to update the modem image on Busy Out.
determine when the modem Click Reload to update the modem image when the device
image is updated. reloads.

6 Click now or later to execute  Click now if you want the Cisco |OS image updated
this task. immediately and skip to Step 10. Click later to schedule

the update for alater time. If you click later, you must
define task information.

7  Enter thetime you want the You must ensure that thereis a value in the year, month,
update to take place. day, hour, and minutes fields. It must be atime in the

future. You must select a date, time, and task name.

8  Enter aTask Name. You must enter atask name. it can be up to 16

characters.You can manage the task through the Task
Manager. After a scheduled task executes, you might need
to refresh your system. See “ Refreshing Your System”
section on page 2-7 for details.

9  Enter information in the You can enter any information about the task that you
Comment field. want. You can specify up to 255 characters.

10 Click OK. You have successfully updated the modem image for all

the devices of the specified type. You are returned to the
Modem Image Manager main dialog box.

8-40

Cisco Access Manager Software Installation and Configuration Guide



Updating All to Default Modem Image

Figure 8-18 Modem Image Manager—Update All Dialog Box
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Figure 8-19 Modem Image Manager—Update Dialog Box
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Viewing the History of a Modem Image

Viewing history of the modem firmware image allows you to view records of all the
changes that have been made to the modem firmware image for the shelvesthat you select.

For asummary of the options available in the Modem Firmware Image Manager for
containers and devices, see Table 8-6.

To view changes made to the modem firmware image:

Step Description
1 Select ashelf fromthe Device  The device for which you want to view history.
Tree View.
2 Click Tools. The Task Selection bar displays all of the tasks CAM can

perform for the device selected in the Device Tree View.
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Step Description

3 Click Modem Image The Modem Image Firmware Manager dialog box appears.
Firmware Manager. (See Figure 8-14.)

4 Click View History. The Modem Image History dialog box appears with records

of al the changes to the modem image for the selected
device. (See Figure 8-20.)

5 Click Done. You are returned to the Modem Image Manager main
dialog box.

Figure 8-20 Modem Image Manager—History Dialog Box
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Deleting a Modem Image

Deleting a modem firmware image removes it from the list of managed modem images. It
does not delete it from the devices on which it has been |oaded.

8-44

For a summary of the options available in the Modem Firmware Image Manager for
containers and devices, see Table 8-6.

To delete amodem firmware image from the list of managed images:

Step

Description

1 Select agroup by clicking on
itsname in the Device Tree
View.

The group for which you want to delete modem firmware
images.

2  Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the device selected in the Device Tree View.

3  Click Modem Image
Firmware Manager.

The Modem Image Firmware Manager dialog box
appears. (See Figure 8-14.)

4 Select an modem image from
thelist and click Delete.

You have successfully deleted the modem image from the
list of managed modem images.
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Using the Configuration File Manager

The Configuration File Manager hel ps you to manage configuration files for System
Controllers and shelves.

Note You cannot edit and save (or save as) configuration files from the GUI onto the
databaseif the configuration file exceeds 28K bytes; thefilewill betruncated to 28K bytes.
However, you can import configuration filesthat are larger than 28K bytesfrom UNIX, as
well as backup and download large files to a device.

The Configuration File Manager supports the following tasks:
® Importing a Configuration File on page 8-48

® Editing a Configuration File on page 8-50

® Updating a Configuration File on page 8-52

® Viewing History of a Configuration File on page 8-55

® Deleting a Configuration File on page 8-57

Figure 8-21 showsthemain dial og box for the Configuration File Manager. You can refresh
the information on the Configuration File Manager main dialog box by clicking the
Refresh button.
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Figure 8-21 Configuration File Manager—Main Dialog Box
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Table 8-7 lists and briefly describes each of the fields that display on the main dialog box
of the Configuration File Manager.

Table 8-7 Configuration File Manager Fields

Field Name Description

number For informational purposes only.

File Name Name of the configuration file.

Last Modify The last time the configuration file was modified.

(Optional.) Description Description of the file to help you identify it. It can be up to
128 charactersin length.

InUse Name of the configuration file currently loaded on the device.

User Name Name of the user who has created or modified the configuration
file.

The Configuration File Manager provides different capabilitiesfor groups, stacks, System
Controllers, and shelves.

Table 8-8 lists the available options.

Table 8-8 Configuration File Manager Option Summary
Container/Device Option
CAMROOT * none
User-defined group e none
Stack * none
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Table 8-8 Configuration File Manager Option Summary (Continued)
Container/Device Option
System Controller  Importing a configuration file

« Editing a configuration file

» Updating a configuration file

« Ddleting aconfiguration file
 Viewing history of aconfiguration file

Shelf (Cisco AS5300, » Importing a configuration file
Cisco AS5800,
Catalyst 5002, ) ] o
Cisco 7206, Cisco 3640)  * Updating aconfiguration file

 Deleting a configuration file

« Editing aconfiguration file

 Viewing history of aconfiguration file

Importing a Configuration File

You can add configuration files to the list of files that can be selected using the Import
feature in the Configuration File Manager.

For a summary of the options available in the Configuration File Manager for containers
and devices, see Table 8-8.

To add a configuration file by importing:

Step Description

1  Select a System Controller or The device for which you want to import a configuration
shelf from the Device Tree file.
View.

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the selected device.

3  Click Configuration File The Configuration File Manager dialog box appears. (See
Manager. Figure 8-21.)

4  Click Import. The Configuration File Manager Import dialog box

appears. (See Figure 8-22.)
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Step

Description

5

Enter the file name.

The name of the file you want to import. This can be any
custom configuration file that you have created.

All of the CLI code entered into a custom configuration
template must be written in valid Cisco 10S syntax.
Otherwise, when CAM attempts to download the
configuration file, the System Controller or shelf rejects
the command.

6  Enter alocation. The location must be the full path name of the file you
want to import. The file must be on the CAM server.
7  (Optional.) Enter adescription  The description should provide information to help you
of theconfigurationfileyouare identify the configuration file. The description can be up to
importing. 128 characters.
8 Click OK. CAM imports the specified configuration file and adds it

to thefiles listed on the Configuration File Manager main
dialog box.

You can now select this configuration file when you create
or modify thistype of device.
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Figure 8-22 Configuration File Manager—Import Dialog Box
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Editing a Configuration File

You can create a custom configuration file using the Edit feature in the Configuration File
Manager.

For a summary of the options available in the Configuration File Manager for containers
and devices, see Table 8-8.
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To create a custom configuration file by editing:

Step

Description

1

Select a System Controller or
shelf from the Device Tree
View.

The device for which you want to edit a configuration file.

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the selected device.

3  Click Configuration File The Configuration File Manager dialog box appears.
Manager. (SeeFigure 8-21.)

4 Select the configuration file The Configuration File Manager Edit dialog box appears
you want to edit, and click with the configuration file content. (See Figure 8-23.)
Edit.

5 Moadify thefile to meet your All of the CLI code entered into a custom configuration
reguirements. file must be written in valid Cisco 10S syntax. Otherwise,

when CAM attempts to download the configuration file,
the System Controller or shelf rejects the command.

6 (Optional.) Changethefile If the InUsefield for thefileis'Y, you must give the
name and description of the configuration file a new name, even if the file you are
file. using isyour own custom file. If the InUsefield for thefile

is N, you can either use the same name or give it a new
name. Changing the description in either case is optional .
The name and description can be up to 20 characters each.
If another user is saving the same file using the same
name, CAM processes only one of the commands, the
other user receives an error message indicating a duplicate
name.

7  Click Save. You are returned to the Configuration File Manager main

dialog box. The list of filesincludes the file you just
created.

You can now select this template when you create or
modify this type of device.
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Figure 8-23 Configuration File Manager—Edit Dialog Box
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Updating a Configuration File

Updating aconfiguration file allowsyou to update any shelf or System Controller to usethe
configuration filethat you select from thelist. If the configuration fileisin use, you cannot
updateit.

For a summary of the options available in the Configuration File Manager for containers
and devices, see Table 8-8.
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To update the configuration file:

Step

Description

1

Select a System Controller or
shelf from the Device Tree
View.

The System Controller or shelf for which you want to
update information.

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the device selected in the Device Tree View.

3  Click Configuration File The Configuration File Manager dialog box appears. (See
Manager. Figure 8-21.)

4  Selectaconfiguration filefrom The Configuration File Manager Update dialog box
thelist and click Update. appears with the configuration file content. (See

Figure 8-24.)

5  Select whether to save the If you want to save the configuration file currently loaded
configuration file currently on the device, click Yes, and enter afile nameinthe File
loaded on the device, before Name field. If you do not want to save the current
the update. configuration, click No. The default is No.

6  Select whether to execute the If you select now, proceed to Step 10. If you select later,
task now or later. you must define task information. The task information

specifies when the download is to take place. The default
islater.

7  Enter thetime you want the You must ensure that thereis a value in the year, month,
update task to take place. day, hour, and minutes fields. It must be atime in the

future.

8  Enter atask name. You must enter atask name. It can be up to 16 characters

in length.

9 (Optional.) Enter information You can enter any information about the task that you

in the Comment field.

want. You can specify up to 128 characters.
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Step

Description

10 Click OK.

The selected configuration file is downloaded to the
selected device. You are returned to the Configuration File
Manager main dialog box. You might need to refresh as
described in Step 11.

11 Click Refresh to refresh the
displayed information.

If you selected now in Step 6 and the update is successful,
the displayed information is updated automatically. CAM
displays a message indicating that the update operation
was successful. The InUse field value becomes Y,
indicating that the selected file is currently running on the
device.

If you selected later in Step 6, the information is not
automatically updated. You must click Refresh to update
the displayed information. In addition, to determine that
the update operation was successful, check the status of
the scheduled task in the Task Manager. No message
displays to indicate the update operation was successful.
See “Refreshing Your System” section on page 2-7 for
details.
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Figure 8-24 Configuration File Manager—Update Dialog Box
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Viewing History of a Configuration File

Viewing the history of aconfiguration filealowsyou to view all the records of changesthat
have been made to the configuration file on a per-device basis starting from the first
download.

For asummary of the options available in the Configuration File Manager for containers
and devices, see Table 8-8.
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To view changes:

Step

Description

1

Select a System Controller or
shelf from the Device Tree
View.

The device for which you want to view history.

Click Toals.

The Task Selection bar displays all of the tasks CAM can
perform for the device selected in the Device Tree View.

Click Configuration File
Manager.

The Configuration File Manager dialog box appears. (See
Figure 8-21.)

Click View History.

The Configuration File Manager History dialog box
appears with records of al the changes to the
configuration file for the selected device. (See
Figure 8-25.)

Click Done.

You are returned to the Configuration File Manager main
dialog box.
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Figure 8-25 Configuration File Manager—History Dialog Box

Configuration File Manager
History of Configuration File Changes for 10AS56

|| File Name | Time Stamp [ UserName | Comments |
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Done
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Deleting a Configuration File

A

You can delete a configuration file that you have either imported or renamed and edited. If
the configuration fileisin use, you cannot delete it.

For asummary of the options available in the Configuration File Manager for containers
and devices, see Table 8-8.

Caution If you delete a configuration file, you cannot recover it.
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To delete a configuration file:

Step Description

1  Select aSystem Controller or ~ The device for which you want to delete a configuration
shelf from the Device Tree file.
View.

2 Click Toals. The Task Selection bar displays all of the tasks CAM can

perform for the selected device.

3  Click Configuration File The Configuration File Manager dialog box appears. (See
Manager. Figure 8-26.)

4  Select thefile you want to The configuration file has been removed from the listed
delete and click Delete. files.

Figure 8-26 Configuration File Manager—Main Dialog Box

Configuration File Manager
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|| File Name | Last Modif | Descripion | InUse | UserHame |
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| 1| AS5300-modified.txt04 | Fri Sep 04 09:27: | modifiedshelf cor| N |CAMadmin = |

‘ I B

Import... | Edit... | Update. .. | Delete | Yiew History. .. | Refresh | Cancel |
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Using the Task Manager

The Task Manager helps you to manage the scheduled tasksin CAM. The Task Manager
supports the following tasks:

® Viewing Task Output on page 8-63
® Deleting a Task on page 8-65

You do not add tasks for scheduling at the Task Manager dialog box. You add atask by
means of other operationsin CAM. Table 8-9 lists the CAM operations that allow you to
schedule atask and have it managed by the Task Manager.

Table 8-9 User-Scheduled Tasks

Operation Container/device  Operation Code in CAM
Configure>Delete Stack Delete Stack
System Controller Delete System Controller

Shelf Delete Shelf
(Cisco AS5300,

Cisco AS5800,

Cisco 7206,

Catalyst 5002,

Cisco 3640)

Configure>Modify Stack Modify Stack/Shelf
System Controller Modify System Controller

Shelf Modify Stack/Shelf
(Cisco AS5300,

Cisco AS5800,

Cisco 7206,

Catalyst 5002,

Cisco 3640)
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Table 8-9 User-Scheduled Tasks (Continued)

Operation

Container/device

Operation Code in CAM

Configure>Add

System Controller

Add System Controller

Shelf Add Shelf
(Cisco AS5300,
Cisco AS5800,
Cisco 7206,
Catalyst 5002,
Cisco 3640)

Tools>0S Image>Update Group Load 10S Image
System Controller Load IOS Image
Shelf (Cisco AS5300 Load 10S Image
and Cisco AS5800)

Tools>10S Image>UpdateAll Default Stack Load Default 10S Image

System Controller

Load Default 10S Image

Tools>M odeml mage>Update

Group

Load Modem Image

Shelf

(Cisco AS5300,
Cisco AS5800,
Cisco 7206,
Catalyst 5002,
Cisco 3640

Load Modem Image

Tools>Modeml mage>UpdateAll Default

Stack

Load Default Modem Image

Tools>Configuration File>Update

System Controller

Load Config File

Shelf

(Cisco AS5300,
Cisco AS5800,
Cisco 7206,
Catalyst 5002,
Cisco 3640)

Load Config File
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In addition to user-schedul ed tasks, CAM supports 11 internal tasks, 3 Reportinternal tasks,
and 8 OtherInternal tasks. CAM displaysand executestasksin chronological order, by their
scheduled start time at the Task Manager dialog box. However, if user-scheduled tasks are
scheduled to execute at the same time, CAM executes them one after the other in random
sequence. If Reportinternal tasks, Otherinternal tasks, and user-scheduled tasks are
scheduled to execute at the same time, CAM executes them simultaneously.

Note Thetask statusinformation at the Task Manager dialog box does not update
automatically.You must click the Refresh button to update the status.

If asystem crash occurs, the status of all tasksis reset to scheduled after recovery. CAM
then executes them in chronological order.

You can use the Tasks Manager for:

® Viewing Task Output

® Deleting aTask

Figure 8-27 shows the main dialog box for the Task Manager.
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Figure 8-27 Task Manager—Main Dialog Box
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Viewing Task Output

Table 8-10 lists and briefly describes each of the fields that display on the main dialog box

of the Task Manager.

Table 8-10 Task Manager Fields

Field Name Description

number Number CAM assigns to the task file. Starting number is 1.

User Name Name of the user who has scheduled the task. A user with
Administrator privileges can see all scheduled tasks, including
internal tasks. All other users can see only those tasks they have
scheduled.

Task Name Name assigned to the task automatically or by the user who has
scheduled the task.

Scheduled Time The time at which the task has been scheduled to execute.

Device Name Name of the device on which the scheduled task isto occur.

Operation The internal operation code of the scheduled task.
(See Table 8-9.)

Status Task status that indicates whether the task has succeeded or is
scheduled.

Comments Optional description or comment.

Viewing Task Output

You can view task output of a configuration task only if it has failed.

To view task output:

Step

Description

1  Click Tools.

The Task Selection bar displays all of the tasks CAM can
perform for the selected device.

2 Click Task Manager.

The Task Manager dialog box appears. (See Figure 8-27.)
This dialog box is not device specific.
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Step Description

3  Select thefailed task for which  The Task Manager View Output dialog appears. (See
you want to view output and Figure 8-28.)

click View Output. If ascheduled shelf deletion fails becauseits stack is gone,
the View Output dialog box does not reflect this failure.

Figure 8-28 Task Manager—View Task Output Dialog Box
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device unreachable J
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Deleting a Task

You cannot delete aninternal task or tasksin the InProgress state. You can only deletetasks
that you have scheduled. In addition, tasks that you have scheduled continue to display at
the Task Manager dialog box until you manually delete them. However, internal tasks that
have succeeded are deleted from the Task Manager dialog box automatically; they are
replaced by the next task in the scheduled state.

To delete atask:

Step Description

1 Click Toals. The Task Selection bar displays all of the tasks CAM can
perform for the selected device.

2 Click Task Manager. The Task Manager dialog box appears. (See Figure 8-29.)

This dialog box is not device specific.

3 Select the user-defined task You are returned to the Task Manager main dialog box.
you want to delete and click The task has been removed from the listed tasks.
Delete.
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Figure 8-29 Task Manager—Main Dialog Box
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Using the User Account Manager

The User Account Manager helps you to manage CAM users. The User Account Manager
supports the following tasks:

® Adding auser
® Modifying auser
® Deleting auser

The privileges defined at the User Account Manager dialog box determine the possible
operations a user can do at the various CAM dial og boxes. The User Account Manager
dialog box lists al usersin addition to their respective passwords and privileges currently
defined in CAM.

If you have administrator privileges, you can use all dialog boxes without restriction. You
must have administrator privileges to use the User Account Manager. If you have
administrator privileges, you can add, modify, and delete users at the User Account
Manager dialog box. Additionally, you can set the user name, password, and read-write or
read-only privileges for each CAM user.

If you have read-only or read-write privilege, you are restricted. The read-only privilege
prevents you from creating or making changes at any of the dialog boxesin CAM.
read-only users have access only to monitor and report dialog boxes. The read-write
privilege limits a user to adding or editing his’/her own settings. Read-write users have
accessto all dialog boxes except the User Account Manager dialog box.

If you do not have administrator privileges, the User Account Manager isnot visibleto you.

Table 8-11 User Account Manager Fields

Field Name Description

User Name Name of the user who you want to add, modify, or delete.
Password Password assigned to the user name.

Privilege Privilege assigned to the username.
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Adding, Modifying, or Deleting a User

You can add, modify, or delete a CAM user at the User Account Manager dialog box. You
can modify auser’s name, password, or privilege, and you can delete a CAM user, but you
cannot delete the administrator. You must have administrator privileges to use the User
Account Manager.

To add, modify, or delete a user:

Step Description

1 Click Toals. The Task Selection bar displays all of the tasks CAM can
perform for the selected device.

2 Click User Account Manager. The User Account Manager dialog box appears. (See

Figure 8-30.)

3  Enter ausername, or selectthe  The username can be up to 64 characters. When you enter
user account you want to ausername, the Add button becomes enabled.When you
modify or delete. highlight an existing username in the list, the M odify and

Delete buttons become enabl ed.
4  Enter apassword. The password can be up to 64 characters.
5 Selectaprivilege. The possible privileges are read-only and read-write. The

default privilege isread-only. A user with read-only
privileges cannot make any changes at the CAM dialog
boxes. A user with read-write privileges can make
changes, but not to other users.

If the logged-in user has read-only or read-write
privileges, the information displayed at the dialog boxes
relates to only the logged-in user.

6 Click Add, Modify, or Delete.  The user is added, modified, or deleted.
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Figure 8-30 User Account Manager—Main Dialog Box
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