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Using Cisco Unity Express Software

Last Updated: May 1, 2006

This chapter provides helpful tips for understanding and configuring Cisco Unity Express software using
the command-line interface (CLI). It contains the following sections:

Understanding Command Modes, page 19

Entering the Command Environment, page 21

Getting Help, page 22

Using the no and default Forms of Commands, page 22
Saving Configuration Changes, page 22

Identifying Supported Platforms, page 23

Understanding Command Modes

The Cisco Unity Express CLI commands have a structure very similar to that of Cisco IOS CLI
commands. However, the Cisco Unity Express CLI commands do not affect Cisco IOS configurations.
After you have logged in to the Cisco Unity Express module, the command environment is no longer the
Cisco IOS environment.

The Cisco Unity Express command environment is divided into two modes:

EXEC—This is the mode that you are in after you log in to the Cisco Unity Express command
environment. Cisco Unity Express EXEC commands affect the system’s parameters in different
ways. Some commands only display or clear parameter values, stop or start the entire system, or start
troubleshooting procedures. However, unlike Cisco IOS EXEC mode, Cisco Unity Express EXEC
mode has a few commands that change parameter values. These changes are stored in the module’s
flash memory, rather than in the startup configuration, so that the system has some minimum
information available if a catastrophic event, such as a power or disk failure, occurs.

Configuration—This mode permits you to make system configuration changes, which are stored in
the running configuration. If you later save the running configuration to the startup configuration,
the changes made with the configuration commands are restored when the software is rebooted.

Cisco Unity Express configuration mode has several subconfiguration levels. The global
configuration mode changes the command environment from EXEC to configuration. You can
modify many software parameters at this level. However, certain configuration commands change
the environment to more specific configuration modes where modifications to the system are
entered. For example, the ccn application command changes the environment from config to
config-application. At this point, you can enter or modify application parameter values.

| oL-14012-06
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MW Understanding Command Modes

The commands available to you at any given time depend on the mode that you are currently in. Entering
a question mark (?) at the CLI prompt displays a list of commands available for each command mode.
The descriptions in this command reference indicate each command’s environment mode.

Table 1 describes how to access and exit various common command modes of the Cisco Unity Express
software. It also shows examples of the prompts displayed for each mode.

Table 1 Accessing and Exiting Command Modes
Command
Mode Access Method Prompt Exit Method

Cisco Unity
Express EXEC

When the Cisco Unity Express
software prompt appears, enter
the enable command.

se-10-0-0-0#

Press CTRL-SHIFT-6, and then
enter Xx.

Cisco Unity

From EXEC mode, use the

se-10-0-0-0(config)#

To return to EXEC mode from

Express configure terminal command. configuration mode, use the end or

configuration exit command.

Mailbox From Cisco Unity Express se-10-0-0-0(config-mailbox) # To return to Cisco Unity Express
configuration mode, use the configuration mode, use the end or
voice mailbox owner exit command.
command.

SIP From Cisco Unity Express se-10-0-0-0(config-sip) # To return to Cisco Unity Express
configuration mode, use the configuration mode, use the end or
ccn subsystem sip command. exit command.

Engine From Cisco Unity Express se-10-0-0-0 (config-engine) # To return to Cisco Unity Express
configuration mode, use the configuration mode, use the end or
ccn engine command. exit command.

Application From Cisco Unity Express se-10-0-0-0(config-application)# |To return to Cisco Unity Express

autoattendant  |configuration mode, use the configuration mode, use the end or
ccn application exit command.

AutoAttendant command.

JTAPI From Cisco Unity Express $e-10-0-0-0(config-jtapi) # To return to Cisco Unity Express

configuration! |configuration mode, use the configuration mode, use the end or
ccn subsystem jtapi exit command.
command.

Trigger From Cisco Unity Express se-10-0-0-0(config-trigger)# To return to Cisco Unity Express

configuration |configuration mode, use the configuration mode, use the end or
cen trigger sip phonenumber exit command.
number command.

Network From Cisco Unity Express se-10-0-0-0(config-location) # To return to Cisco Unity Express

location configuration mode, use the configuration mode, use the end or
network location command. exit command.

Business From Cisco Unity Express se-10-0-0-0 (config-business) # To return to Cisco Unity Express

schedule configuration mode, use the configuration mode, use the end or

calendar biz-schedule
command.

exit command.

1. This configuration mode is supported only on Cisco Unity Express licenses for Cisco Unified Communications Manager (formerly known as
Cisco Unified CallManager).
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Entering the Command Environment

Entering the Command Environment

Use this procedure to enter the command environment.

Prerequisites

The following information is required to enter the command environment:

e [P address of the router that contains the Cisco Unity Express module

e Username and password to log in to the router

¢ Slot number of the module

SUMMARY STEPS
1. Open a Telnet session.
2. telnet ip-address
3. Enter the user ID and password of the router.
4. service-module service-engine slot/port session
5. enable
DETAILED STEPS

Command or Action

Purpose

Step 1 Open a Telnet session. Use a DOS window, a secure shell, or a software
emulation tool such as Reflection.
Step2 telnet ip-address Specifies the IP address of the Cisco Unified
Communications Manager router.
Example:
C:\> telnet 172.16.231.195
Step3  Username: Enter your user ID and password for the router.
Password:
Step4  service-module service-engine slot/port session |Enters the Cisco Unity Express command environment
using the module located in the specified slot and port.
Example: The prompt changes to “se” with the IP address of the
Router# service-module service-engine 1/0 Cisco Unity Express module.
session Note If the message “Trying ip-address
slot/port ... Connection refused by
remote host” appears, enter the command
service-module service-engine slot/port
session clear and try Step 4 again.
Step5 enable Enters Cisco Unity Express EXEC mode. You are ready
to begin the configuration tasks.
Example:
se-10-0-0-0# enable
Cisco Unity Express Command Reference for 3.0 and Later Versions
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M Getting Help

Getting Help

Entering a question mark (?) at the CLI prompt displays a list of commands available for each command
mode. You can also get a list of keywords and arguments associated with any command by using the
context-sensitive help feature.

To get help specific to a command mode, a command, a keyword, or an argument, use one of the
following commands:

Command Purpose

help Provides a brief description of the help system in any command mode.

abbreviated-command-entry? Provides a list of commands that begin with a particular character string. (No space
between command and question mark.)

abbreviated-command-entry<Tab> Completes a partial command name.

? Lists all commands available for a particular command mode.

command ? Lists the keywords or arguments that you must enter next on the command line.

(Space between command and question mark.)

Using the no and default Forms of Commands

Where available, use the no form of a command to disable a function. Use the command without the no
keyword to reenable a disabled function or to enable a function that is disabled by default. The command
reference entry for each command provides the complete syntax for the configuration commands and
describes what the no form of a command does.

Configuration commands can also have a default form, which returns the command settings to the
default values. In those cases where a command is disabled by default, using the default form has the
same result as using the no form of the command. However, some commands are enabled by default and
have variables set to certain default values. In these cases, the default form of the command enables the
command and sets the variables to their default values. Where available, the command reference entry
describes the effect of the default form of a command if the command functions differently than the no
form.

Saving Configuration Changes

Starting in Cisco Unity Express EXEC mode, use the following command to copy the running
configuration in flash memory to another location:

copy running-config {ftp:user-id:password @ftp-server-address(/directory] |
startup-config | tftp:ifip-server-address} filename

Keyword or Argument Description

ftp:user-id:password @ User ID and password for the FTP server. Include the colon (:) and the
at sign (@) in your entry.

ftp-server-address IP address of the FTP server.

ldirectory (Optional) Directory on the FTP server where the copied file will reside.

If you use it, precede the name with the forward slash (/).
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startup-config Startup configuration in flash memory.

tftp:tfip-server-address IP address of the TFTP server.

filename Name of the destination file that will contain the copied running
configuration.

When you copy the running configuration to the startup configuration, enter the command on
one line. In the following example, the running configuration is copied to the startup
configuration as file start. In this instance, enter the command on a single line.

se-10-0-0-0# copy running-config startup-config start

When you copy to the FTP or TFTP server, this command becomes interactive and prompts you
for the information. You cannot enter the parameters on one line. The following example
illustrates this process. In the following example, the running configuration is copied to
the FTP server, which requires a user ID and password. The IP address of the FTP server is
172.16.231.193. The running configuration is copied to the configs directory as file
saved_start.

se-10-0-0-0# copy running-config ftp:
Address or name of remote host? admin:voice@172.16.231.193/configs
Source filename? saved_start

Supported Platforms

Cisco IOS software is packaged in feature sets consisting of software images that support specific
platforms. Specific software images are required to support the Cisco Unity Express network module or
AIM hardware. The feature sets available for a specific platform depend on which Cisco I0S software
images are included in a release. To identify the set of software images available in a specific release or
to find out if a feature is available in a given Cisco IOS software image, see the following section.

Using Feature Navigator

Feature Navigator is a web-based tool that enables you to quickly determine which Cisco 10S software
images support a particular set of features and which features are supported in a particular Cisco I0S
image.

Feature Navigator is available 24 hours a day, 7 days a week. To access Feature Navigator, you must have
an account on Cisco.com. If you have forgotten or lost your account information, e-mail the Contact
Database Administration group at cdbadmin@cisco.com. If you do not have an account on Cisco.com,
go to http://www.cisco.com/register and follow the directions to establish an account.

To use Feature Navigator, you must have a JavaScript-enabled web browser such as Netscape 3.0 or later,
or Internet Explorer 4.0 or later. Internet Explorer 4.0 always has JavaScript enabled. To enable
JavaScript for Netscape 3.x or Netscape 4.x, follow the instructions provided with the web browser. For
JavaScript support and enabling instructions for other browsers, check with the browser vendor.

Feature Navigator is updated when major Cisco IOS software releases and technology releases occur.
You can access Feature Navigator at the following URL:

http://www.cisco.com/go/fn
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aaa accounting enable

aaa accounting event

aaa accounting server remote

aaa authentication server remote
aaa policy system

abbreviation (network location id)
address (aaa-accounting)

address (aaa-authentication)
application (ccn trigger http)-IVR Only
application (ccn trigger jtapi)
application (ccn trigger sip)
authentication-order (aaa-policy)

authorization merge-attributes (aaa-policy)
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aaa accounting enable

To enable or disable the recording of AAA accounting events, use the aaa accounting enable command
in Cisco Unity Express configuration mode. Use the no or default form of this command to restore the
default setting (AAA accounting is disabled).

aaa accounting enable
no aaa accounting enable

default aaa accounting enable

Syntax Description  This command has no arguments or keywords.

Command Default The recording of AAA accounting events is disabled.

Command Modes Cisco Unity Express configuration (config)

Command History Cisco Unity Express Version Modification
7.0 This command was introduced.

Usage Guidelines When accounting is disabled, no accounting records are generated, including records sent to the syslog.
Therefore, all accounting data that is locally cached is discarded and new accounting events are not
recorded.

Examples The following example disables AAA accounting:

se-10-0-0-0# config t
se-10-0-0-0(config)# default aaa accounting enable

Related Commands  Command Description

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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“. 0L-14012-06 |



aaa accounting event

aaa accounting event

To enter AAA accounting submode and configure event filtering for accounting packets, use the aaa
accounting event command in Cisco Unity Express configuration mode.

aaa accounting event

Syntax Description  This command has no arguments or keywords.

Command Default None.
Command Modes Cisco Unity Express configuration (config)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines In AAA accounting submode you can enable/disable the logging of:

¢ Configuration mode commands
e EXEC mode commands

e IMAP events

e Failed login attempts

e Login events

e Logout events

e System startup events

¢ System shutdown events

Examples The following example shows how to enter AAA accounting submode:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event) # login

Related Commands  Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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aaa accounting server remote

To enter AAA accounting submode and configure the AAA accounting server, use the aaa accounting
server remote command in Cisco Unity Express configuration mode. Use the no or default form of this
command to delete the AAA configuration.

aaa accounting server remote
no aaa accounting server remote

default aaa accounting server remote

Syntax Description  This command has no arguments or keywords.

Command Default No AAA accounting information is configured.
Command Modes Cisco Unity Express configuration (config)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines After using this command to enter AAA accounting submode, you can configure the following AAA

accounting server properties:
e [P address or fully qualified domain name of the accounting server
e Maximum number of times an accounting request is retried before the accounting fails

e Number of seconds to wait before a request is considered to be unanswered

Examples The following example sets the AAA accounting timeout to 10 seconds:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting server remote
se-10-0-0-0 (aaa-accounting) # timeout 10

Related Commands = Command Description
show aaa accounting service Shows the login information configured for the AAA accounting
Server.

Cisco Unity Express Command Reference for 3.0 and Later Versions
m. 0L-14012-06 |



aaa authentication server remote

aaa authentication server remote

To enter AAA authentication submode and configure the AAA authentication server, use the aaa
authentication server remote command in Cisco Unity Express configuration mode. Use the no or
default form of this command to delete the AAA configuration.

aaa authentication server remote

no aaa authentication server remote

default aaa authentication server remote

Syntax Description  This command has no arguments or keywords.

Command Default No AAA authentication information is configured.
Command Modes Cisco Unity Express configuration (config)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines After using this command to enter AAA authentication submode, you can configure the following AAA

server authentication properties:
e [P address or fully qualified domain name of the authentication server
e Maximum number of times an authentication request is retried before the authentication fails

e Number of seconds to wait before a request is considered to be unanswered

Examples The following example sets the AAA authentication timeout to 10 seconds:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa authentication server remote
se-10-0-0-0 (aaa-authentication) # timeout 10

Related Commands  Command Description
address (aaa-authentication) Sets the IP address or DNS hostname for AAA authentication
server.
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aaa policy system

To enter AAA policy submode and configure the system AAA policy, use the aaa policy system
command in Cisco Unity Express configuration mode. Use the no form of this command to restore the

Syntax Description

Defaults

Command Modes

commands in this submode to their default values.

aaa policy system

no aaa policy system

This command has no arguments or keywords.

No AAA policy is configured.

Cisco Unity Express configuration (config)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

The AAA policy controls the behavior of authentication and authorization.

The following example sets the authorization merge attributes of the AAA policy:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa policy system
se-10-0-0-0(aaa-policy)# authorization merge attributes

Related Commands

Command Description

show aaa policy Shows the AAA policy settings.
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abbreviation (network location id)

To create an alphanumeric abbreviation for a Cisco Unity Express network location, use the
abbreviation command in Cisco Unity Express location configuration mode. To delete an abbreviation,
use the no form of this command.

abbreviation name

no abbreviation name

Syntax Description  name Alphanumeric abbreviation for the location that is spoken to a subscriber
when the subscriber performs addressing functions in the telephone user
interface.

Defaults The default abbreviation is an empty string.

Command Modes Cisco Unity Express location configuration

Command History Cisco Unity Express Version Modification

2.0 This command was introduced.
Usage Guidelines You cannot enter more than 5 characters.
Examples The following example shows an abbreviation for a Birmingham remote voice-mail location:

se-10-0-0-0# config t

se-10-0-0-0(config)# network location id 1
se-10-0-0-0(config-location)# abbreviation bham
se-10-0-0-0(config-location)# end
se-10-0-0-O(config)#

Related Commands Command Description
show network Displays the name and abbreviation of the network locations.
locations
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address (aaa-accounting)

To define the access parameters for the AAA accounting server, use the address command in
Cisco Unity Express AAA accounting configuration mode. Use the no form of this command to remove
the server definition.

address address [port port] {secret string | credentials hidden hidden}

no address address [port port] {secret string | credentials hidden hidden}

Syntax Description  address IP address or fully qualified domain name of the accounting server.
port port (Optional) Port that will receive AAA accounting traffic. The default value
is 1813.
secret string Unencrypted shared secret used to access the server and encrypt sensitive

information, such as the user’s password. You must configure the secret on
both the AAA server and Cisco Unity Express with the same value.
RADIUS servers do not accept packets from clients that they do not share a
secret with. You must enter the secret in clear text.

credentials hidden Encrypted shared secret used to access the server and encrypt sensitive

hidden information, such as the user’s password. This secret is encrypted when
displayed. You must configure the secret on both the AAA server and Cisco
Unity Express with the same value. RADIUS servers do not accept packets
from clients that they do not share a secret with.

Defaults No AAA accounting server is configured.
Command Modes Cisco Unity Express AAA accounting configuration (aaa-accounting)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines You can configure up to two server addresses to provide failover functionality when the first address is

unreachable. This is done by entering this CLI multiple times for each server.

Examples The following example configures an AAA accounting server with an IP address of 10.20.20.1:

se-10-0-0-0# config t

se-10-0-0-0(config)# aaa accounting server remote

se-10-0-0-0(aaa-accounting) # address 10.20.20.1 secret "GixGRg8cUmGIZDg9c8oX9Enf
GWTYHfmPSA8ZZNgd+Y9J3x1k2B35jOnfGWTYHEfmMPSA8ZZNgd+Y9J3x1k2B35]jOnfGWTYHfMPSA8ZZNgd+Y9J3x1k2B
3550nfGWTYHEmMP"
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Related Commands = Command Description

aaa accounting server remote Enters aaa-accounting submode and configures the AAA
accounting server.
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address (aaa-authentication)

To define the access parameters for the AAA authentication server, use the address command in
Cisco Unity Express AAA authentication configuration mode. Use the no form of this command to
remove the server definition.

address address [port port] {secret string | credentials hidden hidden}

no address address [port port] {secret string | credentials hidden hidden}

Syntax Description  address IP address or fully qualified domain name of the authentication server.
port port (Optional) Port that will receive AAA authentication traffic. The default
value is 1812.
secret string Shared secret used to access the server and encrypt sensitive information,

such as the user’s password. You must configure the secret on both the AAA
server and Cisco Unity Express with the same value. RADIUS servers do
not accept packets from clients that they do not share a secret with. You
must enter the secret in clear text.

credentials hidden Encrypted shared secret used to access the server and encrypt sensitive

hidden information, such as the user’s password. This secret is encrypted when
displayed. You must configure the secret on both the AAA server and Cisco
Unity Express with the same value. RADIUS servers do not accept packets
from clients that they do not share a secret with.

Defaults No AAA authentication server is configured.
Command Modes Cisco Unity Express AAA authentication configuration (aaa-authentication)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines You can configure up to two server addresses to provide failover functionality when the first address is

unreachable. This is done by entering this CLI multiple times for each server. All servers configured with
this CLI are assumed to have the same user database so authentication failover will not traverse this list
of servers if a user is not successfully authenticated.

When you view the configuration of the AAA accounting server using the show running-config
command or show startup-config command, the hidden credentials are not displayed in clear text.
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Examples The following example configures an AAA authentication server with an IP address of 10.20.20.1:

se-10-0-0-0# config t

se-10-0-0-0(config)# aaa authentication server remote

se-10-0-0-0 (aaa-authentication)# address 10.20.20.1 secret "GixGR@8cUmGIZDg9c80X9Enf
GWTYHfmPSA8ZZNgd+Y9J3x1k2B35jO0nfGWTYHEMPSA8ZZNgd+Y9J3x1k2B35j0nfGWTYHfmMPSA8ZZNgd+Y9J3x1k2B
35j0nfGWTYHEfmP"

Related Commands = Command Description

aaa authentication server remote Enters aaa-authentication submode and configures the AAA
authentication server.
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application (ccn trigger http)}-IVR Only

To specify the name of the application to start when an HTTP trigger is entered, use the application
command in Cisco Unity Express trigger configuration mode.

application application-name

Syntax Description

Defaults

Command Modes

application-name Specifies the name of the application to start when the trigger is entered.

There is no default application name.

Cisco Unity Express trigger configuration mode

Command History

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

The following example specifies that the myapplication application will start when the myhttpapp trigger
is entered.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger)# application myapplication
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands

Command Description
show ccn trigger Displays the trigger and application parameters. Use the show ccn trigger
http—IVR Only http command option to display the Cisco Unity Express IVR

HTTP-based trigger parameters.
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application (ccn trigger jtapi)

To specify the name of the application to start when a trigger is entered, use the application command
in Cisco Unity Express configuration trigger mode.

application name

Syntax Description name Specifies the name of the application to start when the trigger is entered.
Command Modes CCN configuration trigger mode
Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express

network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use the application command to specify the name of the application to start when the trigger is
entered.
Examples The following example specifies that the myapp application will start when the 1234 trigger is entered.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi 1234
se-10-0-0-0(config-trigger)# application myapp
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)# exit

Related Commands Command Description
cen trigger jtapi Enters CCN trigger configuration mode.
phonenumber

show ccn trigger all Displays the CCN trigger details.
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application (ccn trigger sip)

To specify the name of the application to start when a trigger is entered, use the application command
in Cisco Unity Express configuration trigger mode.

application name

Syntax Description name Specifies the name of the application to start when the trigger is entered.
Command Modes CCN configuration trigger mode
Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express

network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use the application command to specify the name of the application to start when the trigger is
entered.
Examples The following example specifies that the myapp application will start when the 1234 trigger is entered.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip 1234
se-10-0-0-0(config-trigger)# application myapp
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config) # exit

Related Commands =~ Command Description
cen trigger sip Enters CCN trigger configuration mode.
phonenumber

show ccn trigger all Displays the CCN trigger details.
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authentication-order (aaa-policy)

To specify the order in which to query the remote authentication servers and local authentication
database, use the authentication-order command in Cisco Unity Express AAA policy configuration
mode. Use the no or default form of this command to return the authentication order to “local only.”

authentication-order {remote [local] | local [remote]}
no authentication-order

default authentication-order

Syntax Description

Defaults

Command Modes

remote Query the remote authentication servers

local Query the local authentication database

Local authentication only (authentication-order local )

Cisco Unity Express AAA policy configuration (aaa-policy)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

You can configure any of the following modes of querying the remote authentication servers and local
authentication database.

e Local authentication database only
e Local authentication database, then remote authentication servers
e Remote authentication servers only
e Remote authentication servers, then local authentication database

In any case, if an attribute exists only on the AAA server or locally, the attribute is selected and used.

The following example configures AAA to query the authentication servers only:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa policy system
se-10-0-0-0(aaa-policy)# authentication-order remote

Related Commands

Command Description
aaa policy system Enters aaa-policy submode and configures the system AAA policy.
show aaa policy Shows the AAA policy settings.
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authorization merge-attributes (aaa-policy)

Syntax Description

Defaults

Command Modes

To specify whether the user attributes that are retrieved from an AAA server will be merged with
attributes for the same username found in the local user database, use the authorization
merge-attributes command in Cisco Unity Express AAA policy configuration mode. Use the no or
default form of this command to restore the default value.

authorization merge-attributes
no authorization merge-attributes

default authorization merge-attributes

This command has no arguments or keywords.

Default remote attributes are merged with local attributes.

Cisco Unity Express AAA policy configuration (aaa-policy)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

When the merge-attributes feature is enabled and a user attribute list exists on both the AAA server and
the local user database, the local and remote AAA server attribute lists are combined and duplicates are
eliminated. If the same scalar user attribute is present on the AAA server and local user database, a merge
is not possible and the attribute from the AAA server is selected.

When the merge-attributes feature is disabled, the user attributes from the AAA server are always
selected over local user database attributes if the same attribute is defined for both locations.

In either case, if an attribute exists only on the AAA server or locally, the attribute is selected and used.

The following example enables the merge-attributes feature:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa policy system
se-10-0-0-0(aaa-policy)# authorization merge attributes

Related Commands

Command Description
aaa policy system Enters aaa-policy submode and configures the system AAA policy.
show aaa policy Shows the AAA policy settings.
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backup

backup categories

backup category

backup notification

backup schedule

backup schedule disable all
backup security enforced
backup security key
backup security key
backup server authenticate

banner login
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backup

To set the backup parameters, use the backup command in Cisco Unity Express configuration mode. To
delete the number of revisions or the backup server URL, use the no form of this command.

backup {revisions number | server url ftp-url username fitp-username password fip-password}

no backup {revisions number | server url fip-url}

Syntax Description

Command Modes

revisions number Number of revision files stored in the Cisco Unity Express database.

server url ftp-url URL to the FTP (or secure FTP) server where the backup files will be
stored.

username fip-username User ID needed to access the FTP (or secure FTP) server.

password ftp-password Password needed to access the FTP (or secure FTP) server.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express network
module and in Cisco Unified
Communications Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified
Communications Manager 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

3.0 This command was modified to allow you to use a backup server
that supports SFTP.

Set these parameters before backing up any files.

Consider the amount of storage space that each backup file requires when setting the number of files to
store. When the number is reached, the next backup file overwrites the oldest stored backup file.

The system automatically numbers and dates the backup files and identifies the revision number in a
backupid field. Reference this backup ID value when restoring a file.

Performing different backup types at various times causes different backup IDs for data backups and
configuration backups. For example, the last data backup ID might be 3 and the last configuration backup
might be 4. Performing an all backup might result in a backup ID of 5 for both data and configuration.
See the backup category command for information about different backup types.

For secure FTP, the URL is of the form sftp://...
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backup H

The following example sets 7 revisions on FTP server /branch/vmbackups.

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# backup revisions 7

se-10-0-0-0(config)# backup server url ftp://branch/vmbackups username admin password
mainserver

The following example sets 5 revisions on a secure FTP server /vmbackups.

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# backup revisions 7

se-10-0-0-0(config)# backup server url sftp://vmbackups username admin password mainserver

Related Commands

Command Description

backup category Specifies the type of data to be backed up.

show backup history  Displays statistics for backed-up files.

show backup server Displays the FTP server designated to store backup files.
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backup categories

To specify which categories of data to backup for scheduled backups, use the backup categories
command in Cisco Unity Express scheduled backup configuration mode.

backup categories [all] [configuration] [data] [HistoricalData] [TimeCardView]

Syntax Description all Backup all categories of data.
configuration Backup configuration data.
data Backup data.
HistoricalData Backup historical data.
TimeCardView Backup data for the Time Card View application
Command Default None.
Command Modes Cisco Unity Express scheduled backup configuration (backup-schedule)
Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines You can specify multiple categories of data. This command applies to scheduled backups only. To set

categories for non-scheduled backups, see the backup category command.

Examples The following example specifies that only configuration data will be backed up in the scheduled backup:

se-10-0-0-0# config t

se-10-0-0-0(config)# backup schedule

Your new JOB ID is 22

se-10-0-0-0 (backup-schedule) # backup categories configuration

Related Commands = Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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backup category

To specify the type of data to be backed up, use the backup category command in Cisco Unity Express
offline mode.

backup category {all | configuration | data}

Syntax Description  all Backs up all data.
configuration Backs up only system and application settings.
data Backs up only voice-mail messages and application data.
Defaults All data is backed up.
Command Modes Cisco Unity Express offline
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines This command indicates the type of Cisco Unity Express data to be backed up to the FTP server.

When the backup procedure begins, all active calls are terminated. In Version 1.0, Cisco Unity Express
does not support scheduled restores. Consider doing the backup procedure when the telephones are least
active.

Examples The following examples illustrate all the backup categories:

se-10-0-0-0> enable

se-10-0-0-0# offline

' IWARNING! !!: Putting the system offline will terminate all active calls.
Do you wish to continue[nl]l? : y

se-10-0-0-0(offline)# backup category all

se-10-0-0-0(offline)# continue

se-10-0-0-0#

se-10-0-0-0> enable
se-10-0-0-0# offline
' ITWARNING! !!: Putting the system offline will terminate all active calls.
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Do you wish to continuel[n]? : y
se-10-0-0-0(offline)# backup category configuration
se-10-0-0-0(offline)# continue

se-10-0-0-0#

se-10-0-0-0> enable
se-10-0-0-0# offline

I ITWARNING!!!: Putting the system offline will terminate all active calls.

Do you wish to continue[nl]l? : y
se-10-0-0-0(offline)# backup category data
se-10-0-0-0(offline)# continue
se-10-0-0-0#

Related Commands =~ Command Description
continue Activates the backup or restore process.
offline Initiates Cisco Unity Express offline mode.

show backup history  Displays details about backed-up files.

show backup server Displays details about the backup server.
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backup notification

To configure the system to notify users about the scheduled backup status, use the backup notification
command in Cisco Unity Express backup-schedule configuration mode. To disable the backup
notification, use the no form of this command.

backup notification on {success | failure | always} {voicemail user_id | email email_address |
epage epage_address}

no backup notification on {success | failure | always } { voicemail user_id | email email_address
| epage epage_address}

Syntax Description

Defaults

Command Modes

success Specifies to send a backup notification only if the backup is a success.

failure Specifies to send a backup notification only if the backup fails.

always Specifies to always send a backup notification regardless of whether the
backup succeeds or fails.

voicemail user_id Specifies to send the backup notification to a voicemail user-id.

email email_address Specifies to send the backup notification to an email address.

epage epage_address Specifies to send the backup notification to an epage address,

No default.

Cisco Unity Express backup-schedule configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

8.0 This command was introduced.

This command can be entered multiple times to add more notification targets, with a maximum of three
targets for each kind (voicemail, email or epage).

The following example configures multiple targets to be notified of the scheduled backup status.

se-10-0-0-0# backup schedule 22

se-10-0-0-0 (backup schedule)# backup notification always email sysadmin@digg.com
se-10-0-0-0 (backup schedule)# backup notification on failure email e@cisco
se-10-0-0-0 (backup schedule)# backup notification always pager email2@com
se-10-0-0-0 (backup schedule)# backup notification always voicemail admin

Related Commands

Command Description

show backup history Displays details about backed-up files.

show backup schedule detail job Shows all configured recurring scheduled backup jobs.
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backup schedule

To configure a one-time or recurring scheduled backup, use the backup schedule command in
Cisco Unity Express configuration mode. Use the no form of this command to remove the configuration
of the backup job.

backup schedule [name]

no backup schedule name

Syntax Description

Command Default

Command Modes

name (Optional) Specifies the name used to create, modify, or delete a scheduled
backup job. It can be up to three characters long and include the characters
A through Z, 0 through 9, underscore, and hyphen (-).

None.

Cisco Unity Express EXEC mode

Command History

Usage Guidelines

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enters backup-schedule mode and enables you to configure one-time or recurring backup
jobs.

If you do not provide a name when you enter the command, one is automatically selected and displayed.
If the maximum number of schedules reached and the system is unable to create the scheduled backup
job using the specified parameters, an error message is display.

To create a one time backup job, enter the time of day and the date as input.
For recurring backup jobs, you can configure the jobs to repeat:

e Every N days at a specific time

e Every N weeks on specific day and time

e Every N months on a specific day of the month and time

e Every N years on a specific month
You can also configure the following parameters for backup jobs:

e start date for recurring backup jobs

e end date for recurring backup jobs

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Examples The following example configures a a scheduled backup to occur every 7 days at 11:00pm:

se-10-0-0-0# backup schedule
Your new JOB ID is 22

se-10-0-0-0 (backup-schedule) # repeat every 7 days at 23:00

Related Commands = Command Description

repeat every Specifies how often a recurring scheduled backup occurs.
(backup-schedule)

show backup schedule Shows all configured recurring scheduled backup jobs.
detail job
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backup schedule disable all

To disable all scheduled backups, use the backup schedule disable all command in Cisco Unity Express
backup-schedule configuration mode. Use the no form of this command to reenable all scheduled
backups.

backup schedule disable all from date to date

no backup schedule disable all

Syntax Description  from date Specifies the date from which all scheduled backups are disabled. The
format is MM/DD/YYYY.
until date Specifies the date until which all scheduled backups are disabled. The

format is MM/DD/YYYY.

Command Default None.

Command Modes Cisco Unity Express EXEC mode

Command History Cisco Unity Express Version Modification

8.0 This command was introduced.

Usage Guidelines The format for the date is month, day, and then year (for example: 05/302010).

Examples The following example disables all scheduled backups from July 6, 2010 to July 8, 2010:

se-10-0-0-0# backup schedule disable all from 07/06/2010 to 07/08/2010

Related Commands =~ Command Description

repeat every Specifies how often a recurring scheduled backup occurs.
(backup-schedule)

show backup schedule Shows all configured recurring scheduled backup jobs.
detail job
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backup security enforced

To specify that only protected and untampered backup files can be restored, use the backup security
enforced command in Cisco Unity Express configuration mode.

backup security enforced

Syntax Description  This command has no arguments or keywords.

Command Default All of the following types of backup files are restored:
e Unprotected (clear)
e Protected

e Untampered

Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Before you can use this command, you must generate a backup security key by using the backup

security key generate command.

Use the backup security enforced command in Cisco Unity Express configuration mode to specify that
only protected and untampered backup files can be restored. By default, the system also restores
unprotected (clear) backup files as well, as protected backup files and untampered backup files.

Examples The following example specifies that only protected and untampered backup files can be restored:

se-10-0-0-0# config t
se-10-0-0-0(config)# backup security enforced

Related Commands = Command Description

backup security enforced Creates or deletes the master key used for encrypting and signing the
backup files.

backup security key Enables secure mode for backups.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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backup security key

To create or delete the master key used for encrypting and signing the backup files, use the backup
security key command in Cisco Unity Express configuration mode.

backup security key {generate | delete}

Syntax Description generate Creates a master key.
delete Deletes a master key.
Command Default No key is configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the backup security key command in Cisco Unity Express configuration mode to create or delete

the master key used for encrypting and signing the backup files. When creating a backup security key,
you are prompted to enter the password from which the key will be derived.

This command will not be saved in the startup configuration when you use the write command.

Examples The following example creates a master key:

se-10-0-0-0# config t
se-10-0-0-0(config)# backup security key generate
Please enter the password from which the key will be derived: ****#*x*

The following example deletes a master key:

se-10-0-0-0# config t

se-10-0-0-0(config)# backup security key delete
You have a key with magic string cfbdbbee

Do you want to delete it [y/n]?:

Related Commands = Command Description
backup security enforced Specifies that only protected and untampered backup files can be
restored.
backup security key Enables secure mode for backups.
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backup security protected

To enable secure mode for backups, use the backup security protected command in
Cisco Unity Express configuration mode.

backup security protected

Syntax Description  This command has no arguments or keywords.

Command Default Backup files are stored in unprotected mode on the remote server.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Before using this command, you must generate backup security key by using the backup security key

generate command.

Use the backup security protected command in Cisco Unity Express configuration mode to enable
secure mode for backups. In secure mode, all backup files are protected using encryption and a signature.

Examples The following example enables secure mode for backups:

se-10-0-0-0# config t
se-10-0-0-0(config)# backup security protected

Related Commands  Command Description
backup security enforced Specifies that only protected and untampered backup files can be
restored.
backup security enforced Creates or deletes the master key used for encrypting and signing the

backup files.
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backup server authenticate

To retrieve the fingerprint of the backup server’s host key, use the backup server authenticate command
in Cisco Unity Express configuration mode.

backup server authenticate

Syntax Description  This command has no arguments or keywords.

Command Default This command has no default value.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the backup server authenticate command in Cisco Unity Express configuration mode to retrieve

the fingerprint of the backup server’s host key. Before using this command, users must configure the
backup server URL and the login credential. The backup server URL must start with “sftp://.” After the
fingerprint is retrieved from the backup server, the system prompts the user for confirmation.

If this command is accepted, the fingerprint is stored in the form of “backup server authenticate
fingerprint fingerprint-string” in the running configuration.This command will not be saved in the
startup configuration when you use the write command.

Examples The following example retrieves the fingerprint of the backup server’s host key:

se-10-0-0-0# config t

se-10-0-0-0(config)# backup server authenticate

The fingerprint of host 10.30.30.100 (key type ssh-rsa) is:
ab:3a:12:6d:e9:48:a3:34:be:8f:ee:50:30:e5:e6:c3

Do you want to accept it [y/n]?

Related Commands  Command Description
security ssh Configures the MD5 (Message-Digest algorithm 5) fingerprint of the
SSH (Secure Shell) server’s host key.
show security ssh Displays a list of configured SSH (Secure Shell) servers and their
known-hosts fingerprints.
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banner login

To configure the login banner, use the banner login command in Cisco Unity Express EXEC mode. Use
the no or default form of the command to remove the login banner.

banner login {delimiter-char banner-content delimiter-char | append}
no banner login

default banner login

Syntax Description

Command Default

Command Modes

delimiter-char Character that indicates the beginning and end of the banner text.
banner-content Text content of the banner.
append Appends additional text to the banner.

No login banner is configured.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Cisco Unity Express Version Modification

3.2 This command was introduced.

This command configures a system wide login banner that is displayed to all users when they log in. This
command requires a delimiter character that signals the end of banner content input. The delimiter
character can be any printable character except ? and “. The delimiter character must not occur in the
banner content or the banner input will be ended prematurely. The banner contains plain text (no special

formatting) and can have up to 1944 characters (including new lines). You can enter multiline input as
the banner content.

The banner command is a multi-line command. The banner-content can be one or more lines. You can
include the following tokens in the banner-content to represent system settings.

token Information displayed in the banner
$(hostname) Displays the hostname for the module.
$(domain) Displays the domain for the module.

If you enter a banner that exceeds the allowed length, the command stops accepting input, truncates the
message at the maximum length, outputs an error message, and returns to global configuration.
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Examples The following example configures the banner login to “Welcome to hostname:”

se-10-0-0-0# config t

se-10-0-0-0 (config)# banner login %

Enter TEXT message. End with the character '%'.
Welcome to $(hostname)$%

se-10-0-0-0 (config)# exit

The following example configures the banner login to “Welcome to hostname.somewhere.com, enjoy:”

se-10-0-0-0# config t

se-10-0-0-0 (config)# ip domain-name somewhere.com
se-10-0-0-0 (config)# banner login @

Enter TEXT message. End with the character '@'.
Welcome to $(hostname).$ (domain), enjoy!

@

se-10-0-0-0 (config)# exit

The following example configures the banner login to:

You have entered a restricted area.
Unauthorized access is prohibited.

se-10-0-0-0# config t

se-10-0-0-0 (config)# banner login 1

Enter TEXT message. End with the character '1'.
You have entered a restricted area.

Unauthorized access is prohibited.

se-10-0-0-0 (config)# exit

Related Commands = Command Description

login pinless Whether the console connection is subject to authentication or not.
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calendar biz-schedule

calendar holiday

calendar holiday fixed

call-agent

calling-number-rule prepend-digits
ccm-manager address
ccm-manager credentials
ccm-manager username

ccn application

cen call terminate

ccn copy document—IVR Only
ccn copy prompt

cen copy script

ccn copy url document—IVR Only
ccn copy url prompt

ccn delete document—-IVR Only
ccn delete prompt

ccn engine

ccn rename prompt

cen reporting historical

ccn subsystem edbs dbprofile-IVR Only
ccn subsystem email-IVR Only
ccn subsystem fax—IVR Only

ccn subsystem jtapi

ccn subsystem sip

cen trigger http—IVR Only

cen trigger jtapi phonenumber
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cen trigger sip phonenumber

clock timezone

closed day

commands (kron schedule)
config-commands (aaa accounting event)
continue

copy ftp

copy hrdb url-IVR Only

copy ldap

copy log

copy running-config

copy startup-config

copy tftp

copy url

credentials (ccn subsystem edbs dbprofile)-IVR Only
crypto key default

crypto key delete

crypto key generate

crypto key import

ctiport
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calendar biz-schedule

To configure a business-hours schedule, use the calendar biz-schedule command in Cisco Unity
Express configuration mode. To delete a schedule, use the no form of this command.

calendar biz-schedule schedule-name

no calendar biz-schedule schedule-name

Syntax Description

Defaults

Command Modes

schedule-name Name of the business-hours schedule. The name must be one word.

Open 24 hours a day, 7 days a week (systemschedule file)

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.1 This command was introduced.

Cisco Unity Express supports up to four business schedules.

Each 24-hour day is divided into half-hour time slots. Specify the time slots when the company is open
or closed.

The system default is “open” for 24 hours each day.

To configure a business-hours schedule using the graphical user interface (GUI), choose the
Voice Mail > Business Hours Settings option.

Use the GUI to copy one business schedule to another schedule, which can then be modified.

The Cisco Unity Express system ships with one default schedule called “systemschedule.” This schedule
treats the business as open 24 hours per day, 7 days per week. Use the GUI Voice Mail > Business Hours
Settings option or CLI commands to modify or delete this schedule. If you have created multiple
schedules, use the GUI or CLI commands to associate the desired schedule with the auto attendant (AA).
You do not have to reboot the system to have the new schedule take effect.

When a caller reaches the AA, the AA plays the welcome prompt and checks if the current day is a
holiday. If it is a holiday, the AA plays the holiday greeting to the caller and does not check the
business-hours schedule.

If the current day is not a holiday, the system checks if the business is open. If so, the business open
prompt plays. In the canned AA, this prompt (AABusinessOpen.wav) is empty. If the business is closed,
the system plays the business closed prompt. In the canned AA, this prompt (AABusinessClosed.wav)
says “We are currently closed. Please call back later.”

You can customize these two prompts by recording more meaningful messages. The prompts must be

.wav files with the format G.711 u-law, 8 kHz, 8 bit, Mono. Use the GUI Voice Mail > Prompts option
or the CLI commands to upload the customer prompts. Alternatively, you can record these prompts using
the Administration via Telephone (AvT) system. After uploading or recording these custom prompts, use
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the GUI Voice Mail > Auto Attendants option or the CLI commands to associate the new prompts with
the AA. The new prompts take effect as soon as they are configured; the system does not need to be

restarted.

Examples The following example creates a business-hours

se-10-0-0-0# config t

se-10-0-0-0(config)# calendar biz-schedule

Adding new schedule

schedule:

normal

se-10-0-0-0(config-business)# closed day 1 from 00:00 to 24:00
se-10-0-0-0(config-business)# closed day 2 from 00:00 to 08:30
se-10-0-0-0(config-business)# closed day 2 from 17:30 to 24:00
se-10-0-0-0(config-business)# closed day 3 from 00:00 to 08:30
se-10-0-0-0(config-business)# closed day 3 from 17:30 to 24:00
se-10-0-0-0(config-business)# closed day 4 from 00:00 to 08:30
se-10-0-0-0(config-business)# closed day 4 from 17:30 to 24:00
se-10-0-0-0(config-business)# closed day 5 from 00:00 to 08:30
se-10-0-0-0(config-business)# closed day 5 from 20:00 to 24:00
se-10-0-0-0(config-business)# closed day 6 from 00:00 to 08:30
se-10-0-0-0(config-business)# closed day 6 from 18:00 to 24:00
se-10-0-0-0(config-business)# closed day 7 from 00:00 to 09:00
se-10-0-0-0(config-business)# closed day 7 from 13:00 to 24:00
se-10-0-0-0(config-business)# end
se-10-0-0-0(config)# exit
The following example deletes a business-hours schedule:
se-10-0-0-0# config t
se-10-0-0-0(config)# no calendar biz-schedule normal
se-10-0-0-0(config)# exit

Related Commands =~ Command Description
closed day Specifies the hours when a business is closed on a specific day.
open day Specifies the hours when a business is open on a specific day.

show calendar biz-schedule Displays the business-hours schedules configured on the local system.
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calendar holiday

To configure a holiday list, use the calendar holiday command in Cisco Unity Express configuration
mode. To delete a holiday, use the no form of this command.

calendar holiday date yyyy mm dd [description holiday-description]

no calendar holiday date yyyy [mm [dd]]

Syntax Description

date yyyy mm dd Date of the holiday. yyyy is the 4-digit year, mm is the 2-digit
month, and dd is the 2-digit day.

description holiday-description ~ (Optional) Description of the holiday. Enclose the text in double

quotes (““”) if the description is more than one word.
Defaults No holiday lists are configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.

Usage Guidelines

A holiday list contains administrator-designated calendar dates for a specified year. When a caller
reaches the auto attendant (AA), the welcome prompt script checks if the current day is a holiday. If it
is a holiday, the AA plays the holiday prompt to the caller. In the canned AA script provided with the
Cisco Unity Express package, this prompt (AAHolidayPrompt.wav) is “We are closed today. Please call
back later.” You can customize this prompt by recording a more meaningful message, such as “We are
closed today for a holiday. If this is an emergency, please call 1-222-555-0150 for assistance. Otherwise,
please call back later.”

The prompt must be a .wav file with the format G.711 u-law, 8 kHz, 8 bit, Mono. Use the GUI Voice
Mail > Prompts option or CLI commands to upload the custom prompt. Alternatively, you can record
the prompt using the Administration via Telephone (AvT) system. After uploading or recording the
custom prompt, use the GUI Voice Mail > Auto Attendant option or the CLI commands to associate the
new prompt with the AA. The new prompt takes effect as soon as it is configured; the system does not
need to be restarted.

A list can contain a maximum of 26 holidays for the year.

Cisco Unity Express supports up to three holiday lists: the previous year, the current year, and the next
year. If a year has no configured entries, the system treats that year as having no holidays.

The administrator can delete entries from a previous year list but cannot add or modify that list in any
other way.
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Examples

The system automatically deletes the “previous year” list when the a new calendar year begins. For
example, if the active lists are:
2004—Previous Year

2005—Current Year
2006—Next Year

On January 1, 2006, the active lists are:

2005—Previous Year
2006—Current Year
2007—-Next Year

The system automatically deletes the holiday list for 2004, changes the designations of the 2005 and
2006 holiday lists, and permits holidays for 2007 to be configured.

To configure the holiday list for the current year and next year using the GUI, choose the Voice Mail >
Holiday Settings option.

To copy holidays from one year to the next, choose the GUI option Copy all to next year under Voice
Mail > Holiday Settings.

The following example creates a holiday list for 2005:

se-10-0-0-0# config t

se-10-0-0-0(config)# calendar holiday date 2005 05 30 description “Memorial Day”
se-10-0-0-0(config)# calendar holiday date 2005 07 04 description “Independence Day”
se-10-0-0-0(config)# calendar holiday date 2005 11 24 description “Thanksgiving Day”
se-10-0-0-0(config)# calendar holiday date 2005 11 25 description “Thanksgiving Day”
se-10-0-0-0(config) # exit

The following examples illustrate deleting holidays from the holiday list.

N

Note  Use this command with caution, as this operation is irreversible and may cause loss of holiday
configuration for the entire year.

The following example deletes a holiday from the 2005 holiday list:

se-10-0-0-0# config t
se-10-0-0-0(config)# no calendar holiday date 2005 05 30
se-10-0-0-0(config)# exit

The following example deletes the holidays from a specific month in the 2005 holiday list:

se-10-0-0-0# config t
se-10-0-0-0(config)# no calendar holiday date 2005 11
se-10-0-0-0(config)# exit

The following example deletes all the holidays for a specific year:

se-10-0-0-0# config t
se-10-0-0-0(config)# no calendar holiday date 2005
se-10-0-0-0(config)# exit

Related Commands

Command Description

show calendar holiday Displays the holidays configured on the local system.
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calendar holiday fixed

To configure a fixed holiday, use the calendar holiday fixed command in Cisco Unity Express
configuration mode.

calendar holiday fixed month day [description description]

Syntax Description  month Month of the fixed holiday.
day Day of the month you want to define as a fixed holiday.
description description (Optional) Specifies a description for the fixed holiday.
Command Default No fixed holidays are defined.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the calendar holiday fixed command in Cisco Unity Express configuration mode to configure a

fixed holiday. You must provide the month and day in two-digit format. You can optionally add a
description for the fixed holiday.

Examples The following example configures January 5 as a fixed holiday:

se-10-0-0-0# config t
se-10-0-0-0(config)# calendar holiday fixed 01 05

Related Commands = Command Description
show calendar holiday fixed Displays a list of the configured fixed holidays.
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call-agent

To set the call-agent for the Cisco Unity Express system, use the call-agent command in
Cisco Unity Express EXEC mode. Use the no form of this command to remove the configuration of the
call agent.

call-agent {cucm | cucme}

no call-agent {cucm | cucme}

Syntax Description  cucm Sets Cisco Unified Communications Manager (CUCM) as the call agent.
cucme Sets Cisco Unified Communications Manager Express (CUCME) as the call
agent.
Command Default Cisco Unified Communications Manager (CUCM).

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines In versions prior to Cisco Unity Express 7.1, the call agent was determined by the purchased license.

Beginning with Cisco Unity Express 7.1, this command enables you to choose either Cisco Unified
Communications Manager (CUCM) or Cisco Unified Communications Manager Express (CUCME) as
the call agent.

You must configure the call agent using one of the two following methods:
e During the post-installation process

e After the service module boots up using the call-agent command

Examples The following output shows how to configure the call agent for Cisco Unified CME as part of the
post-installation process.

Would you like to manually adjust the system time (y,n)? no
executing app post_install

Enter Call Agent

1) Cisco Unified Communications Manager (CUCM) -- default
2) Cisco Unified Communications Manager Express (CUCME)
#?2 @ 1

Setting Call Agent to CUCM
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The following output shows how to configure the call agent for Cisco Unified Communications Manager
after the service module boots up. This operation is not reversible, and you should use this method with
caution while configuring the call agent for Cisco Unified Communications Manager:
service-module# call-agent cucm
I I IWARNING!!!: This operation will

a. permanently delete all non-local site related configuration

b. reboot the system automatically
This operation is not reversible.

Do you wish to continue[n]? : yes
Related Commands  Command Description
show call-agent Displays the call-agent information
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caller-flow caller-input

To specify the call flow for a specified caller input, use the caller-flow caller-input command in
Cisco Unity Express mailbox configuration mode. Use the no or default form of this command to
remove the configuration of the call flow.

caller-flow caller-input input {ignore | repeat-greeting | say-goodbye | skip-greeting |
subscriber-signin | transfer-to £/64Phone | transfer-operator}

no caller-flow caller-input input {ignore | repeat-greeting | say-goodbye | skip-greeting |
subscriber-signin | transfer-to E/64Phone | transfer-operator}

Syntax Description input Specifies the number between 0 and 9 that a caller must dial to initiate a
transfer to another phone number.
ignore Ignore the key stroke and continue to play the greeting uninterrupted.
repeat-greeting Repeat the greeting from the beginning
say-goodbye Play the goodbye message and then disconnect the call.
skip-greeting Skip to the end of the current greeting.
subscriber-signin Play the subscriber signin prompt.

transfer-to E£164Phone Transfer to the specified E164 phone number if it is not blocked by the
appropriate restriction table.

transfer-operator Transfer to the operator. If no operator is defined, the key stroke is ignored
and the greeting plays uninterrupted.

Command Default None.

Command Modes Cisco Unity Express mailbox configuration (config-mailbox)

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.

Usage Guidelines This command replaces the zerooutnumber command in releases 7.1 and later.

Examples The following example configures the call flow for a mailbox to forward a caller to 555-0200 if the caller
dials 2:

se-10-0-0-0# config t
se-10-0-0-0(config)# voice mailbox owner user$8
se-10-0-0-0(config-mailbox)# caller-flow caller-input 2 transfer to 5550200

Cisco Unity Express Command Reference for 3.0 and Later Versions
“. 0L-14012-06 |



caller-flow caller-input

Related Commands = Command Description

voice mailbox owner  Enters mailbox configuration submode.

show voicemail Shows the properties of the voice-mail system
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calling-number-rule prepend-digits

To specify additional digits to dial before dialing the E.164 number derived from the calling number rule
for the live-reply feature, use the calling-number-rule prepend-digits command in

Cisco Unity Express network configuration mode. Use the no or default form of this command to
remove the additional digits to dial before dialing the E.164 number.

calling-number-rule prepend-digits digits
no calling-number-rule prepend-digits digits

default calling-number-rule prepend-digits

Syntax Description digits Digits to prepend to the E.164 number derived from the calling number
rule.

Command Default No prepend-digit string is defined.

Command Modes Cisco Unity Express network configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the calling-number-rule prepend-digits command in Cisco Unity Express network configuration

mode to add digits to dial before dialing the E.164 number derived from the calling number rule for a
remote subscriber. This E.164 number is derived using the calling number rule defined by the
voicemail live-reply calling-number-rule command.

For the local location, this command has no impact.

Use the no form of this command to set the default behavior.

Examples The following example specifies that the additional digits 91 are dialed before dialing the calling number
rule for the live-reply feature:

se-10-0-0-0# config t
se-10-0-0-0(config)# calling-number-rule prepend-digits digits 91

Related Commands  Command Description
show voicemail live-reply Displays the configuration of the live-reply feature.
show voicemail live-reply Displays information about the restriction table associated with the
restriction-table live-reply feature.
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ccm-manager address

To configure the IP address or hostname of Cisco Unified Communications Manager servers, use the
ccm-manager address command in Cisco Unity Express JTAPI configuration mode. To set a server
address to 0.0.0.0, use the no form of this command.

ccm-manager address {primary-server-ip-address | primary-server-hostname}
[[secondary-server-ip-address [tertiary-server-ip-address | tertiary-server-hostname] |
secondary-server-hostname [tertiary-server-ip-address | tertiary-server-hostname]]

no ccm-manager address {server-ip-address | server-hostname}

Syntax Description  primary-server-ip-address IP address of the primary Cisco Unified Communications Manager
Server.

primary-server-hostname Hostname of the primary Cisco Unified Communications Manager
server.

secondary-server-ip-address  (Optional) IP address of the secondary Cisco Unified
Communications Manager server.

secondary-server-hostname  (Optional) Hostname of the secondary Cisco Unified
Communications Manager server.

tertiary-server-ip-address (Optional) IP address of the tertiary Cisco Unified
Communications Manager server.
tertiary-server-hostname (Optional) Hostname of the tertiary Cisco Unified
Communications Manager server.
server-ip-address IP address of any Cisco Unified Communications Manager server.
server-hostname Hostname of any Cisco Unified Communications Manager server.
Command Modes Cisco Unity Express JTAPI configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express network
module and in Cisco Unified Communications Manager Express
3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use the ccm-manager address command to specify a maximum of three Cisco Unified Communications
Manager servers. Enter multiple IP addresses or hostnames on one command line or use separate
command lines to enter each IP address or hostname.

The no form of the command sets the server’s IP address to 0.0.0.0.
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Examples The following example configures the JTAPI subsystem with three Cisco Unified Communications

Manager servers.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi

se-10-0-0-0(config-jtapi)# ccm-manager address 10.100.10.120 10.110.10.120 10.120.10.120
se-10-0-0-0(config-jtapi)# end
(

se-10-0-0-0(config)#

Related Commands Command

Description

ccm-manager username

Specifies the JTAPI user ID and password.

ccn subsystem jtapi

Enters JTAPI configuration mode.

ctiport

Specifies the Cisco Unified Communications Manager CTI ports used
by Cisco Unity Express.

show ccn subsystem jtapi

Displays statistics for the JTAPI subsystems.
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ccm-manager credentials

To specify the Cisco Unified Communications Manager JTAPI username and password in encrypted
form, use the ccm-manager credentials command in Cisco Unity Express JTAPI configuration mode.

ccm-manager credentials hidden credentials

Syntax Description credentials Encrypted username and password combination.
Command Modes Cisco Unity Express JTAPI configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express network
module and in Cisco Unified Communications Manager Express
3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use the ccm-manager credentials command to specify the Cisco Unified Communications Manager
JTAPI username and password in encrypted form.

Examples The following example configures the JTAPI subsystem with an encrypted username and password.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi

se-10-0-0-0(config-jtapi)# ccm-manager credentials hidden
+DuGhIBvgsghj6p6aBUORQ4EOvZCD5YHSA8ZZNgd+Y9JI3x1k2B35jOnfGWTYHfMPSA8ZZNgd+Y9J3x1k2B35jwAAAA
A=

se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config)#

Related Commands = Command Description
ccm-manager address Specifies the Cisco Unified Communications Manager server.
cen subsystem jtapi Enters JTAPI configuration mode.
ctiport Specifies the Cisco Unified Communications Manager CTI ports used

by Cisco Unity Express.

show ccn subsystem jtapi Displays statistics for the JTAPI subsystems.
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cCm-manager username

To specify the Cisco Unified Communications Manager JTAPI user, use the ccm-manager username
command in Cisco Unity Express JTAPI configuration mode. To delete the JTAPI user, use the no form
of this command.

ccm-manager username jrapi-user-id password jtapi-user-password

no ccm-manager username

Syntax Description  jrapi-user-id User ID of the JTAPI user.
password jtapi-user-password Password for the JTAPI user.
Command Modes Cisco Unity Express JTAPI configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express network
module and in Cisco Unified Communications Manager Express
3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use the ccm-manager username command to specify the Cisco Unified Communications Manager
JTAPI user.

The no form of the command removes the user ID and password.

Examples The following example configures the JTAPI subsystem with the JTAPI user jtapiuser with password
myjtapi.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi

se-10-0-0-0(config-jtapi)# ccm-manager username jtapiuser password myjtapi
se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config) #

Related Commands =~ Command Description
ccm-manager address Specifies the Cisco Unified Communications Manager server.
ccn subsystem jtapi Enters JTAPI configuration mode.

Cisco Unity Express Command Reference for 3.0 and Later Versions
“. 0L-14012-06 |



ccm-manager username .

Command

Description

ctiport

Specifies the Cisco Unified Communications Manager CTI ports used
by Cisco Unity Express.

show ccn subsystem jtapi

Displays statistics for the JTAPI subsystems.
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ccn application

To create a CCN application and to enter configuration application mode, use the ccn application
command in Cisco Unity Express configuration mode. To delete the application, use the no form of this
command.

ccn application full-name

no ccn application full-name

Syntax Description  full-name Full name of the application.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines This command specifies the name of the application to configure on the Cisco Unity Express module.
The command switches to application configuration mode, which supports several configurable
parameters.

Examples This example creates the application autoattendant.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application autoattendant
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)#

Related Commands =~ Command Description
show call-agent Displays details for each configured application.
show ccn scripts Displays configured script names and descriptions.
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ccn call terminate

To terminate an active call, use the cen call terminate command in Cisco Unity Express EXEC mode.

ccn call terminate {callimplid | portimplid} impli-id

Syntax Description callimplid Terminates a call. with a specified call implementation ID.
portimplid Terminates a call from a specified port implementation ID.
impli-id Implementation ID of the call to be terminated.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines Use this command to terminate active voice calls in the Cisco Unity Express system.

Use the show ccn call route command to display the implementation IDs of the calls.

Examples The following examples terminate calls with call implementation ID 4085555010 and port
implementation ID 1567/1:

se-10-0-0-0# ccn call terminate callimplid 4085555010
se-10-0-0-0# ccn call terminate portimplid 1567/1

Related Commands Command Description
show ccn call route Displays active calls for a specified route.
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ccn copy document-IVR Only

To copy a document from the Cisco Unity Express IVR system to a specific URL, use the ccn copy
document command in Cisco Unity Express IVR user EXEC mode.

ccn copy document {tiff | template | generic} docname url url [language xx_YY] [username
userid [password password]]

Syntax Description document {tiff | template | Specifies the type of document to be copied:
generic} o tiff—File extension is .tif or .tiff.
¢ template—File extension can be any document type.

e generic—File extension can be any document type.

docname Name of the document to be copied from the Cisco Unity Express
IVR system to the URL.

url url URL, in the format http://<hostname>:8080/<suffix>, to which
the document is to be copied.

language xx_YY (Optional) If specified in the command syntax, only the document
written in the language specified is copied.

username userid (Optional) Username for accessing the URL if authentication is
required.

password password (Optional) Password for accessing the URL if authentication is
required.

Command Default None

Command Modes Cisco Unity Express IVR user EXEC

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines If you specify a language in the command, only the document written in that language is copied. If you

do not specify the language or if the language is not available, the document written in the default
language setting is copied. If a username and a password are required to access the URL (typical of an
FTP URL), you can specify the username and password within the command.

If a document of the specified type and the specified name already exists in the URL, you are prompted
for permission to overwrite the existing document.

Examples The following example copies a template text document, written in US English, from the
Cisco Unity Express system to the specified URL:
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se-10-0-0-0> ccn copy document template document.txt url http://localhost:8080/myhttpapp
language en_US username James password psswd
se-10-0-0-0>

Related Commands Command

Description

show ccn document-IVR

Displays the Cisco Unity Express IVR document specified.
Only
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cch copy prompt

To copy customized prompt files from Cisco Unity Express to another location, use the
ccn copy prompt command in Cisco Unity Express EXEC mode.

ccn copy prompt prompt-filename url ftp://destination-ip-address/prompt-filename
[language xx_YY] [username name password password]

Syntax Description  prompt-filename Name of the prompt file to be copied.
ftp://url destination-ip-address Destination server where the prompt file will be stored.
language xx_YY (Optional) Language of the prompt. See Release Notes for Cisco
Unity Express for a list of supported languages.
username narme (Optional) Specifies the login name for the server. The default is
“anonymous”.
password password (Optional) Specifies the login password.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
1.1 This command was introduced.
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
2.0 The language option was added.
Usage Guidelines Using the language option copies the prompt in language xx_YY to the specified server. Otherwise, the

system copies the prompt in the system default language to the server. The prompts must be previously
recorded .wav files. Use the Administration via Telephone (AvT) to record the prompts from the
telephone user interface (TUI).

Examples The following example copies the French prompt file AAHello.wav to an FTP server:

se-10-0-0-0# ccn copy prompt AAHello.wav url ftp://172.16.10.0/AAHello.wav language fr_ FR

Related Commands = Command Description
ccn copy script Copies script files from Cisco Unity Express to another location.
ccn delete prompt Deletes script and prompt files.
show ccn prompts Displays a list of configured prompt files.
show cen scripts Displays a list of configured script files.
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cch copy script

To copy customized script files from Cisco Unity Express to another location, use the cen copy script
command in Cisco Unity Express EXEC mode.

ccn copy script script-filename url ftp://destination-ip-address

Syntax Description script-filename Name of the script file to be copied.
url ftp://destination-ip-address Destination URL where the prompt file will be stored.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.1 This command was introduced on the Cisco Unity Express
network module (NM), advanced integration module (AIM), and
in Cisco Unified Communications Manager 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

Usage Guidelines Use the cen copy script command to store script files on a server. Use the Cisco Unity Express script
editor program to create the scripts, which specify how the incoming auto attendant calls are handled.
This includes what prompts the caller hears, when alternate prompts are played, which extensions should
be dialed based on the caller’s key presses, and other similar call handling characteristics.

Examples The following example copies the script file AAnight.aef to an FTP server:

se-10-0-0-0# ccn copy script AAnight.aef url ftp://172.16.10.0/Scripts

Related Commands = Command Description
ccn copy prompt Copies prompt files from Cisco Unity Express to another location.
ccn delete prompt Deletes script and prompt files.
show ccn prompts Displays a list of configured prompt files.
show cen scripts Displays a list of configured script files.
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ccn copy url document-IVR Only

To copy a document from a specific URL to the Cisco Unity Express IVR system, use the ccn copy url
command in Cisco Unity Express IVR user EXEC mode.

ccn copy url url document {tiff | template | generic} docname [language xx_YY] [username
userid [password password]]

Syntax Description

Command Default

Command Modes

url The URL, in the format http://<hostname>:8080/<suffix>, from
which the document is to be copied.

document {tiff | template | Specifies the type of document to be copied:

generic} e tiff—File extension is .tif or .tiff.

e template—File extension can be any document type.

e generic—File extension can be any document type.

docname Name of the document to be copied from the URL to the
Cisco Unity Express IVR system.

language xx_YY (Optional) If a language is specified in the command syntax, only
the document written in the language specified is copied. Only
languages that are installed on the router are accepted by this

command.

username userid (Optional) Username for accessing the URL if authentication is
required.

password password (Optional) Password for accessing the URL if authentication is
required.

None

Cisco Unity Express IVR user EXEC

Command History

Usage Guidelines

S

Note

Cisco Unity Express Version Modification

3.0 This command was introduced.

If the document type is Tagged Image File Format (TIFF), the document to be copied must have a .tif or
a .tiff file extension. The document is checked to ensure that it is a properly formatted .tiff image.

File extension validation checks are not performed for the template or generic document types.

If you specify a language in the command syntax, only the document written in that language is copied.
If you do not specify the language or if the language is not available, the document written in the default
language setting is copied.
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Examples

ccn copy url document-IVR Only ||

If a username and a password are required to access the URL, you can specify the username and
password within the command.

If a document of the specified type and having the specified name already exists in the system, you are
prompted for permission to overwrite the existing document.

The following example copies a document, written in US English, from the specified URL to the
Cisco Unity Express system:

se-10-0-0-0> ccn copy url http://localhost:8080/myhttpapp document template document.txt
language en_US username James password psswd
se-10-0-0-0>

Related Commands

Command Description
show ccn document-IVR Displays the Cisco Unity Express IVR document specified.
Only
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ccn copy url prompt

To copy customized script or prompt files to Cisco Unity Express from another location, use the
ccn copy url command in Cisco Unity Express EXEC mode.

Prompt File

ccn copy url ftp://source-ip-address/prompt-filename.wav prompt prompt-filename.wav [language
language] [username username password password]

Script File

ccn copy url ftp://source-ip-address/script-filename.aef script script-filename.aef [username
username password password]

Syntax Description

Command Modes

ftp://source-ip-address Url of the server where the file is stored.

prompt prompt-filename Name of the prompt file to be copied.

script script-filename Name of the script file to be copied.

language language (Optional) Language of the prompt. See Release Notes for Cisco
Unity Express for a list of supported languages.

username username (Optional) Specifies the login name for the server. The default is
“anonymous”.

password password (Optional) Specifies the login password.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification
1.1 This command was introduced.
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

2.0 The language option was added.

Use the cen copy url command to retrieve prompt and script files from a server.

The following example copies the script file MyScript.aef from an FTP server:

se-10-0-0-0# ccn copy url ftp://172.168.10.0/MyScript.aef script MyScript.aef

Related Commands

Command Description
ccn copy sceript Copies script files from Cisco Unity Express to another location.
ccn copy prompt Copies prompt files from Cisco Unity Express to another location.
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Command

Description

ccn delete prompt

Deletes script and prompt files.

show ccn prompts

Displays a list of configured prompt files.

show ccn scripts

Displays a list of configured script files.
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ccn delete prompt

To delete a prompt or script from the Cisco Unity Express module, use the ccn delete command in Cisco
Unity Express EXEC mode.

ccn delete {prompt prompt-filename [language xx_YY] | script script-filename}

Syntax Description prompt prompt-filename Name of the prompt file.

language xx_YY (Optional) Language of the prompt. See Release Notes for Cisco Unity
Express for a list of supported languages.

script script-filename Name of the script file.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
2.0 The language option was added.
Usage Guidelines Use this command to delete auto-attendant .wav greeting prompts or an application .aef script file. Use

the show ccn prompts or show cen scripts command to display configured prompts and scripts before
deleting one.

Use the language option to delete a prompt from that language. Otherwise, the system deletes the prompt
from the system default language.

Examples The following example deletes the script vim.aef:

se-10-0-0-0# ccn delete script vm.aef

The following example deletes the French welcome prompt AAHello.wav:

se-10-0-0-0# ccn delete prompt AAHello.wav language fr FR

Related Commands ~ Command Description
ccn application Configures an application.
ccn copy prompt Copies prompt files from Cisco Unity Express to another location.

Cisco Unity Express Command Reference for 3.0 and Later Versions
“. 0L-14012-06 |



cen delete prompt Il

Command Description
show ccn prompts Displays configured CCN prompt files.
show cen scripts Displays configured CCN script files.
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ccn delete document-IVR Only

To delete an existing document from the Cisco Unity Express IVR system, use the ccn delete document
command in Cisco Unity Express IVR user EXEC mode.

ccn delete document {generic | template | tiff} docname [language xx_YY]

Syntax Description

Command Default

Command Modes

generic Specifies the generic document to be deleted, where the file
extension can be that of any document,

template Specifies the template document to be deleted, where the file
extension is .txt.

tiff Specifies the TIFF document to be deleted, where the file

extension is .tif or .tiff.

docname Name of the document to be deleted from the
Cisco Unity Express IVR system.

language xx_YY (Optional) If a language is specified in the command syntax, the
document written in that language is deleted.

None

Cisco Unity Express IVR user EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

You can specify the language option in the command to further identify the document to be deleted. If
you do not specify the language, the document written in the default language is deleted. A prompt asks
you to confirm the deletion.

If a document of the specified type and having the specified name does not exist, an error message is
generated and the deletion aborts.

The following example deletes an existing document from the Cisco Unity Express IVR system:

se-10-0-0-0> ccn delete document template document.txt language en_US
se-10-0-0-0>

Related Commands

Command Description

show ccn document-IVR After deleting the Cisco Unity Express IVR document, use the show

Only ccn document command output to confirm that the document is
deleted.
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Syntax Description

Command Modes

ccnengine W

To configure the features shared by all the Cisco Unity Express subsystems and to enter configuration
engine mode, use the ccn engine command in Cisco Unity Express configuration mode.

ccn engine

This command has no options or keywords.

Cisco Unity Express configuration

Command History

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The following example enters configuration engine mode:

se-10-0-0-0> enable
se-10-0-0-0# config t
se-10-0-0-0(config)# ccn engine
se-10-0-0-0(config-engine)# end
se-10-0-0-O(config)#

Related Commands

Command Description

ccn application Configures an application.

ccn subsystem sip Configures the subsystems on Cisco Unity Express.

cen trigger sip Configures the triggers for handling calls to Cisco Unity Express.
phonenumber

show ccn engine Displays the CCN engine statistics.
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ccn rename prompt

To rename an auto-attendant prompt file, use the ccn rename prompt command in Cisco Unity Express

EXEC mode.

ccn rename prompt old-name new-name

Syntax Description

Command Modes

old-name Existing name of the prompt file.

new-name New name for the prompt file.

Cisco Unity Express EXEC

Command History

Examples

Cisco Unity Express Version Modification

2.3 This command was introduced.

The following example renames the prompt myprompt.wav to mynewprompt.wav:

se-10-0-0-0# ccn rename prompt myprompt.wav mynewprompt.wav

Related Commands

Command Description

show ccn prompts Displays all configured application prompts.
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ccn reporting historical

To enter Cisco Unity Express IVR reporting historical configuration mode, use the ccn reporting
historical command in global configuration mode.

ccn reporting historical

Syntax Description  This command has no arguments or keywords.

Command Default None
Command Modes Global configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the Cisco Unity Express IVR reporting historical database set of commands to configure new or to

modify existing historical reporting database configurations.

After successfully performing the ccn reporting historical command, the system enters the
config-hrdm command mode, in which you can configure parameters of the reporting historical
database.

Examples The following example sets reporting historical configuration mode:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # end
se-10-0-0-0(config)# exit

Related Commands = Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical configuration
historical settings.
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ccn subsystem edbs dbprofile—IVR Only

To enter Cisco Unity Express IVR enterprise database subsystem (EDBS) profile configuration mode,
use the ccn subsystem edbs dbprofile command in global configuration mode. If an enterprise database
profile already exists, use this command to modify the existing database profile parameters. To delete a
profile name, use the no form of this command.

ccn subsystem edbs dbprofile dbprofilename

no ccn subsystem edbs dbprofile dbprofilename

Syntax Description  dbprofilename Name of the Cisco Unity Express IVR database profile. The name must be
one word.
Command Default No database profile is configured.
Command Modes Global configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After successfully performing the ccn subsystem edbs dbprofile command, the system enters EDBS

profile command mode config-dbprof, in which you can configure parameters of the database profile.
The database profile name must be a string variable without spaces or special characters.

If the database profile already exists, the following message displays on the console terminal before you
enter the database profile command mode:

Modifying existing Database profile

If you are configuring a new database profile, the following message displays:

Adding new Database profile

Examples The following example creates a new Cisco Unity Express IVR enterprise database profile:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-business)# end

se-10-0-0-0(config)# exit

Related Commands Command Description
show ccn subsystem edbs Displays the Cisco Unity Express IVR enterprise database profile
dbprofile-IVR Only settings.
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ccn subsystem email-IVR Only

To configure the Cisco Unity Express IVR e-mail subsystem, use the ccn subsystem email command in
global configuration mode.

ccn subsystem email

Syntax Description  This command has no arguments or keywords.

Command Default There is no default value.

Command Modes Global configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.

Usage Guidelines The Cisco Unity Express IVR e-mail command is used to configure the e-mail default-from e-mail
address.

After successfully performing this command, the system enters the config-email command mode, in
which you can configure parameters of the IVR e-mail features.

Examples The following example sets the e-mail default-from e-mail address:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem email
se-10-0-0-0(config-email)# default-from localhost@localdomain.com
se-10-0-0-0(config-email)# end

se-10-0-0-0(config) # exit

Related Commands = Command Description

show ccn subsystem Displays the Cisco Unity Express IVR default-from e-mail address.
email-IVR Only

Cisco Unity Express Command Reference for 3.0 and Later Versions
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ccn subsystem fax—IVR Only

To enter Cisco Unity Express IVR fax configuration mode, use the ccn subsystem fax command in
global configuration mode

ccn subsystem fax

Syntax Description  This command has no arguments or keywords.

Command Default None
Command Modes Global configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.

Usage Guidelines The Cisco Unity Express IVR fax set of commands is used to configure the Cisco Unity Express IVR
fax default-from e-mail address.

After successfully completing the cen subsystem fax command, the system enters the config-fax
command mode, in which you can configure parameters of the Cisco Unity Express IVR fax features.

Examples The following example sets a fax default-from e-mail address:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem fax
se-10-0-0-0(config-fax)# default-from name@domain.com
se-10-0-0-0(config-fax)# end

se-10-0-0-0(config) # exit

Related Commands = Command Description

show ccn subsystem fax-IVR  Displays the Cisco Unity Express IVR fax default-from e-mail
Only address.
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ccn subsystem jtapi

To enter the Java Telephony Application Programming Interface (JTAPI) configuration mode, use the
ccn subsystem jtapi command in Cisco Unity Express configuration mode. This command does not
have a no form.

ccn subsystem jtapi

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.1 This command was introduced on the Cisco Unity Express network

module (NM), advanced integration module (AIM), and in Cisco
Unified Communications Manager 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

Examples The following example enters JTAPI configuration mode:
se-10-0-0-0(config)# ccn subsystem jtapi

se-10-0-0-0(config-jtapi)# end
se-10-0-0-0(config)#

Related Commands =~ Command Description
ccm-manager address Specifies the Cisco Unified Communications Manager server.
ccm-manager username Specifies the JTAPI user ID and password.
ctiport Specifies the Cisco Unified Communications Manager CTI ports used

by Cisco Unity Express.

show ccn subsystem jtapi Displays statistics for the JTAPI subsystems.
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ccn subsystem sip

To enter Session Initiation Protocol (SIP) configuration mode, use the ccn subsystem sip command in
Cisco Unity Express configuration mode. This command does not have a no form.

ccn subsystem sip

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express network
module and in Cisco Unified Communications Manager Express
3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example enters SIP configuration mode:

se-10-0-0-0> enable

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn subsystem sip
se-10-0-0-0(config-sip)# end
se-10-0-0-0(config) #

Related Commands =~ Command Description

show ccn subsystem sip Displays statistics for the configured subsystems.
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ccn trigger http—IVR Only

To configure a Cisco Unity Express IVR HTTP-based trigger, use the ccn trigger http command in
global configuration mode.

An HTTP-based trigger consists of a URL suffix string and an application name, which is added to the
URL later by using the application command. An HTTP request starts the HTTP subsystem application
and passes HTTP request information to the application.

To delete a URL suffix string, use the no form of this command.
cen trigger http urlname mwiapp

no ccn trigger http urlname mwiapp

Syntax Description

Command Default

Command Modes

urlname HTTP trigger URL.

mwiapp The Cisco Unity Express IVR HTTP-based trigger syntax form
of the URL name.

No HTTP-based trigger is configured.

Global configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

3.0 This command was introduced.

After successfully performing the ccn trigger http urlname command, the system enters HTTP trigger
command mode config-trigger, in which you can configure parameters of the HTTP-based trigger. If an
HTTP-based trigger already exists, use this command to modify the existing HTTP-based trigger
parameters.

The HTTP trigger request can have additional parameters that are passed to the application that is to be
started. Before starting the application, the HTTP subsystem ensures that the maximum number of
sessions for the trigger and the application have not been reached or exceeded. The maximum number
of sessions for an HTTP-triggered URL and its corresponding application is limited by the number of
allowable licensed Cisco Unity Express IVR sessions.

If more requests are received than are allowed, the subsystem rejects the requests and sends an HTTP
503 response for each request. If an HTTP request is received and no trigger is configured for the request
suffix, the subsystem sends an HTTP 404 response.

The HTTP trigger name must be a string variable without spaces or special characters, as shown in the
following example:
se-10-0-0-0(config)# ccn trigger http urlname mwiapp

Adding new trigger
se-10-0-0-0(config-trigger) #

| oL-14012-06
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Examples

If you add a new HTTP trigger, the following message displays:

Adding new trigger

If the HTTP trigger already exists, the following message displays:

Modifying existing trigger

The following example configures the HTTP-based trigger URL parameter for the localhost hostname
and the myhttpapp application name:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname mwiapp
Adding new trigger

se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)# exit

Related Commands

Command Description

show ccn trigger http—-IVR  Displays the trigger and application settings. Use the show ccn
Only trigger http command option to display the Cisco Unity Express IVR
HTTP-based trigger settings.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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ccn trigger jtapi phonenumber

To configure the triggers that activate Cisco Unity Express JTAPI application functions and to enter
trigger configuration mode, use the ccn trigger jtapi phonenumber command in Cisco Unity Express
configuration mode. To delete the trigger, use the no form of this command.

cen trigger jtapi phonenumber number

no ccn trigger jtapi phonenumber number

Syntax Description

Command Modes

number

Specifies the phone number that acts as the trigger to start the
application on the JTAPI proxy server and enters trigger
configuration mode. The number value should be the last four
digits of the full telephone number that callers dial to reach the
auto attendant. Beginning with version 8.0, the trigger number
can contain wildcard characters. See the Usage Guidelines below
for information.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version

Modification

1.0

This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

8.0 This command was updated to add support for “pattern”

wildcards and special characters for the number argument.

The number value should be the last four digits of the full telephone number that callers dial to reach the

auto attendant.

Beginning with Cisco Unity Express 8.0, you can configure a trigger to specify a number pattern instead
of a single number. Incoming calls targeted to a number that matches the pattern cause the associated
script to be invoked. The script determines which number was dialed by inspecting the called number
attribute associated with the call. Cisco Unity Express supports a limit of 32 characters in the trigger
pattern. Wildcard patterns are supported for both SIP and JTAPI triggers.

Wildcard patterns are based on Cisco Unified Communications Manager route patterns. The rules for
choosing between multiple wildcard patterns matching an incoming call are similar to those used by
Cisco Unified Communications Manager. For each pattern that is a candidate match for the dial string,
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Examples

Cisco Unity Express calculates the number of other dial strings of the same length as the input dial string
that would match each pattern, and then selects the pattern that has the fewest alternative dial string

matches.

Table 3 shows the trigger pattern wildcards and special characters supported beginning in Cisco Unity

Express 8.0.

Table 2 Trigger Pattern Wildcards and Special Characters

Character Description Examples

X The X wildcard matches any single digit |The trigger pattern 9XXX matches all
in the range 0 through 9. numbers in the range 9000 through 9999.

! The exclamation point (!) wildcard The trigger pattern 91! matches all
matches one or more digits in the range O |numbers in the range 910 through
through 9. 91999999999999999999999999999999.

? The question mark (?) wildcard matches |The trigger pattern 91X? matches all
zero or more occurrences of the numbers in the range 91 through
preceding digit or wildcard value. 91999999999999999999999999999999.

+ The plus sign (+) wildcard matches one |The trigger pattern 91X+ matches all

or more occurrences of the preceding
digit or wildcard value.

numbers in the range 910 through
91999999999999999999999999999999.

The square bracket ([ ]) characters
enclose a range of values.

The trigger pattern 813510[012345]
matches all numbers in the range
8135100 through 8135105.

The hyphen (-) character, used with the
square brackets, denotes a range of
values.

The trigger pattern 813510[0-5] matches
all numbers in the range 8135100
through 8135105.

The circumflex (*) character, used with
the square brackets, negates a range of
values. Ensure that it is the first character
following the opening bracket ([).

Each trigger pattern can have only one *
character.

The trigger pattern 813510[*0-5]
matches all numbers in the range
8135106 through 8135109.

The following example enters configuration mode for the trigger 7800.

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn trigger jtapi phonenumber 7800
se-10-0-0-0(config-trigger) # end
se-10-0-0-0(config)#

The following example enters configuration mode and creates a trigger using the pattern wildcard

“88[0-6]!".

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn trigger jtapi phonenumber 88[0-6]!
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)#
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Related Commands = Command Description

show ccn trigger all Displays the configuration of an application trigger.
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ccn trigger sip phonenumber

To configure the triggers that activate Cisco Unity Express SIP application functions and to enter trigger
configuration mode, use the ccn trigger sip phonenumber command in Cisco Unity Express
configuration mode. To delete the trigger, use the no form of this command.

ccn trigger sip phonenumber number

Syntax Description

Command Modes

number Specifies the phone number or pattern that acts as the trigger to
start the application on the SIP proxy server and enters trigger
configuration mode. For phone numbers, the number value should
be the last four digits of the full telephone number that callers dial
to reach the auto attendant. Beginning with version 8.0, the
trigger number can contain wildcard characters. See the Usage
Guidelines below for information.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

8.0 This command was updated to add support for “pattern”
wildcards and special characters for the number argument.

An application may have several triggers that invoke it, but a trigger must be associated with only one
application.

Beginning with Cisco Unity Express 8.0, you can configure a trigger to specify a number pattern instead
of a single number. Incoming calls targeted to a number that matches the pattern cause the associated
script to be invoked. The script determines which number was dialed by inspecting the called number
attribute associated with the call. Cisco Unity Express supports a limit of 32 characters in the trigger
pattern. Wildcard patterns are supported for both SIP and JTAPI triggers.

Wildcard patterns are based on Cisco Unified Communications Manager route patterns. The rules for
choosing between multiple wildcard patterns matching an incoming call are similar to those used by
Cisco Unified Communications Manager. For each pattern that is a candidate match for the dial string,
Cisco Unity Express calculates the number of other dial strings of the same length as the input dial string
that would match each pattern, and then selects the pattern that has the fewest alternative dial string
matches.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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cen trigger sip phonenumber Il

Table 3 shows the trigger pattern wildcards and special characters supported beginning in Cisco Unity

Express 8.0.

Table 3 Trigger Pattern Wildcards and Special Characters

Character Description Examples

X The X wildcard matches any single digit |The trigger pattern 9XXX matches all
in the range 0 through 9. numbers in the range 9000 through 9999.

! The exclamation point (!) wildcard The trigger pattern 91! matches all
matches one or more digits in the range O |numbers in the range 910 through
through 9. 91999999999999999999999999999999.

? The question mark (?) wildcard matches |The trigger pattern 91X? matches all
zero or more occurrences of the numbers in the range 91 through
preceding digit or wildcard value. 91999999999999999999999999999999.

+ The plus sign (+) wildcard matches one |The trigger pattern 91X+ matches all

or more occurrences of the preceding
digit or wildcard value.

numbers in the range 910 through
91999999999999999999999999999999.

The square bracket ([ ]) characters
enclose a range of values.

The trigger pattern 813510[012345]
matches all numbers in the range
8135100 through 8135105.

The hyphen (-) character, used with the
square brackets, denotes a range of
values.

The trigger pattern 813510[0-5] matches
all numbers in the range 8135100
through 8135105.

The circumflex (*) character, used with
the square brackets, negates a range of
values. Ensure that it is the first character
following the opening bracket ([).

Each trigger pattern can have only one
character.

The trigger pattern 813510["0-5]
matches all numbers in the range
8135106 through 8135109.

The following example enters configuration mode for the trigger 7800.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 7800

se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)#

The following example enters configuration mode and creates a trigger using the pattern wildcard

“88[0-6]!".

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn trigger sip phonenumber 88[0-6]!
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)#

Related Commands

Command

Description

show ccn trigger all

Displays the configuration of an application trigger.
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clock timezone

To set the time zone for the Cisco Unity Express system, use the clock timezone command in Cisco
Unity Express configuration mode.

clock timezone [time-zone]

Syntax Description

Command Modes

time-zone (Optional) Time zone of the local branch.

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Cisco Unity Express gets the time from the configured NTP server to date-stamp system and application
functions. The clock timezone command specifies the local time zone where Cisco Unity Express is
installed.

If you know the phrase for the time-zone, enter it for the time-zone value. If you do not know the time
zone phrase, leave the time-zone value blank and a series of menus appear to guide you through the time
zone selection process.

The following example shows how United States Pacific Time is selected using the timezone menu:

se-10-0-0-0# config t

se-10-0-0-0(config)# clock timezone

Please identify a location so that time zone rules can be set correctly.
Please select a continent or ocean.

1) Africa 4) Arctic Ocean 7) Australia 10) Pacific Ocean
2) Americas 5) Asia 8) Europe

3) Antarctica 6) Atlantic Ocean 9) Indian Ocean

#? 2

Please select a country.

1) Anguilla 18) Ecuador 35) Paraguay

2) Antigua & Barbuda 19) E1 Salvador 36) Peru

3) Argentina 20) French Guiana 37) Puerto Rico

4) Aruba 21) Greenland 38) St Kitts & Nevis

5) Bahamas 22) Grenada 39) St Lucia

6) Barbados 23) Guadeloupe 40) St Pierre & Miguelon
7) Belize 24) Guatemala 41) St Vincent

8) Bolivia 25) Guyana 42) Suriname

Cisco Unity Express Command Reference for 3.0 and Later Versions
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9) Brazil 26) Haiti 43) Trinidad & Tobago
10) Canada 27) Honduras 44) Turks & Caicos Is
11) Cayman Islands 28) Jamaica 45) United States
12) Chile 29) Martinique 46) Uruguay
13) Colombia 30) Mexico 47) Venezuela
14) Costa Rica 31) Montserrat 48) Virgin Islands (UK)
15) Cuba 32) Netherlands Antilles 49) Virgin Islands (US)
16) Dominica 33) Nicaragua
17) Dominican Republic 34) Panama
#? 45

Please select one of the following time zone regions.
1) Eastern Time

2) Eastern Time - Michigan - most locations
3) Eastern Time - Kentucky - Louisville area
4) Eastern Standard Time - Indiana - most locations
5) Central Time

6) Central Time - Michigan - Wisconsin border
7) Mountain Time

8) Mountain Time - south Idaho & east Oregon
9) Mountain Time - Navajo
10) Mountain Standard Time - Arizona
11) Pacific Time
12) Alaska Time
13) Alaska Time - Alaska panhandle
14) Alaska Time - Alaska panhandle neck
15) Alaska Time - west Alaska
16) Aleutian Islands
17) Hawaii
#? 11

The following information has been given:

United States
Pacific Time

Therefore TZ='America/Los_Angeles' will be used.
Local time is now: Fri Dec 24 10:41:28 PST 2004.
Universal Time is now: Fri Dec 24 18:41:28 UTC 2004.
Is the above information OK?

1) Yes
2) No
#? 1

se-10-0-0(config)#

The following example shows how United States Pacific Time is selected using the timezone name:

se-10-0-0-0# config t
se-10-0-0-0(config)# clock timezone Americas/Los_Angeles

Related Commands

Command Description
ntp server Specifies the NTP server for Cisco Unity Express.
show clock detail Displays the clock details.
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closed day

To specify the hours when a business is closed, use the closed day command in Cisco Unity Express
business configuration mode. To change a closed time to an open time, use the no form of this command.

closed day day-of-week from hh:mm to hh:mm

no closed day day-of-week from hh:mm to hh:mm

Syntax Description  day-of-week Day of the week. Valid values are 1 to 7, where 1 represents Sunday, 2 is
Monday, 3 is Tuesday, 4 is Wednesday, 5 is Thursday, 6 is Friday, and 7 is
Saturday.
from hh:mm Starting time. Use the 24-hour clock for the hours hh. Valid values for
minutes mm are 0 to 30.
to hh:mm Ending time. Use the 24-hour clock for the hours iA. Valid values for

minutes mm are 0 to 30.

Defaults Default business hours are open 24 hours each day, 7 days per week.
Command Modes Cisco Unity Express business configuration
Command History Cisco Unity Express Version Modification

2.1 This command was introduced.

Usage Guidelines Each day is divided into half-hour time slots. By default, all the time slots are open. The closed day
command changes an open time slot to a closed time slot.

The closed day command gives the same results as the no open day command.
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The following example creates a business-hours schedule called normal:

se-10-0-0-0# config t

se-10-0-0-0(config)# calendar biz-schedule normal
Adding new schedule
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# end
se-10-0-0-0(config) # exit

from 00:00 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 20:00 to 24:00
from 00:00 to 08:30
from 18:00 to 24:00
from 00:00 to 09:00
from 13:00 to 24:00

NNooau vtk WWDNDNDR

The following example modifies the existing normal business schedule:

se-10-0-0-0(config)# calendar biz-schedule normal

Modifying existing schedule

se-10-0-0-0(config-business)# no closed day 1 from 09:00 to 12:00
se-10-0-0-0(config-business)# end

se-10-0-0-0(config)# exit

closedday W

Using the command open day 1 from 09:00 to 12:00 gives the same result as the no closed day

command above.

Related Commands

Command Description

calendar biz-schedule Creates a business-hours schedule.

open da Specifies the times when a business is open.
p y p p

show calendar biz-schedule Displays the business-hours schedules configured on the local system.
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commands (kron schedule)

Defaults

Command Modes

To enter the interactive mode to create the command block for a kron job, use the commands command
in kron-schedule configuration mode. To remove the delimiter for the command block, use the no form
of this command.

commands delimiter

no commands

delimiter Specifies the symbol delimiter to be used to delimit the command names in
the command block created for the kron job.

No defaults.

Cisco Unity Express kron-schedule configuration

Command History

Usage Guidelines

A

Cisco Unity Express Release Modification

8.0 This command was introduced.

You can schedule the execution of a block of CLI commands. Blocks of commands are entered
interactively, using a symbol delimiter character to start and stop the execution. The execution of the
block of commands begins in EXEC mode, but mode-changing commands are allowed in the command
block.
The following limitations apply in Cisco Unity Express 8.0:

e The maximum size of the block of commands is 1024 characters, including new lines.

e Commands in the block cannot use the comma “,” character or the delimiter character

For example, if the delimiter character entered with the commands command is “#”, you cannot use
that symbol in the commands in the command block.

¢ Only system administrators can schedule the execution of blocks of commands.
¢ CLI commands are executed under system super-user privileges.

¢ Notification for the execution of these command blocks is not available. Error messages and results
are available in log files only.

Caution

Use caution when scheduling CLI commands. Interactive commands will cause the execution to hang.
Some commands might cause system instability.
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Examples The following example enters the interactive command mode to enter a command block for a kron job
using the percent character “%” as the delimiter:

se-10-0-0-0 (kron-schedule) # commands %
Enter CLI commands to be executed. End with the character '%'.
Maximum text size is 1024 characters, it may not contain symbols '%' or ','

show ver

sh run

conf t
hostname aaa
%

se-10-0-0-0 (kron-schedule) #

Related Commands = Command Description
description (kron schedule) Configures a description for the kron job.
kron schedule Creates a new kron schedule and enters kron-schedule
configuration mode.
show kron schedules Displays a list of kron jobs.
show kron schedule detail job Displays details of a specific kron job.
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config-commands (aaa accounting event)

To enable or disable the logging of configuration mode commands, use the config-commands command
in Cisco Unity Express AAA accounting event configuration mode. Use the no form of this command to
disable the logging of configuration mode commands. Use the default form of this command to restore
the default setting (the logging of configuration mode commands is enabled).

config-commands
no config-commands

default config-commands

Syntax Description  This command has no arguments or keywords.

Command Default The logging of configuration mode commands is enabled.
Command Modes Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines This command enables the logging of any changes made to the Cisco Unity Express configuration using

any interface except IMAP (CLI, GUI, TUI, and VVE).

Examples The following example disables the logging of configuration mode commands:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event)# no config-commands

Related Commands = Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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Syntax Description

Command Modes

continue I

To return the Cisco Unity Express system to online mode, use the continue command in
Cisco Unity Express offline mode.

continue

This command has no arguments or keywords.

Cisco Unity Express offline

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

This command returns the Cisco Unity Express system to the previous online mode, such as after a

backup procedure or to discontinue a restore to factory defaults. The system begins processing new calls
and voice messages.

The following example illustrates the use of the continue command in the backup procedure:

se-10-0-0-0# offline

' ITWARNING! !!: Putting the system offline will terminate all active calls.
Do you wish to continuel[nl]l? : y

se-10-0-0-0(offline)# backup category data

se-10-0-0-0(offline)# continue

se-10-0-0-0#

Related Commands

Command Description

backup Identifies the data to be backed up.

offline Terminates all active calls and prevents new calls from connecting to
the Cisco Unity Express application.

reload Restarts the Cisco Unity Express system.

restore Identifies the file to be restored.

restore factory default Restores the system to factory default values.
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copy ftp

To copy a new configuration from an FTP server to another Cisco Unity Express location, use the copy
ftp command in Cisco Unity Express EXEC mode.

copy ftp: {nvram:startup-config | running-config | startup-config | system:running-config/

Syntax Description

Command Modes

nvram:startup-config Copies the new configuration to the NVRAM saved configuration.
running-config Copies the new configuration to the current running configuration.
startup-config Copies the new configuration to the startup configuration in flash memory.

system:running-config Copies the new configuration to the system configuration.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

When you copy from the FTP server, the copy ftp command becomes interactive and prompts you for
the necessary information.

You may add a username and password to the server IP address if your server is not configured to accept
anonymous FTP input. The format would be: userid:password @ftp-server-address/directory.

If you do not specify a directory value, the software uses the default FTP directory.

The following example shows copying the configuration file named start from the FTP server in the
default directory to the startup configuration in NVRAM:

se-10-0-0-0# copy ftp: nvram:startup-config
Address or name or remote host? admin:voice@10.3.61.16
Source filename? start

In the following example, the file named start in the FTP server configs directory is copied to the startup
configuration:

se-10-0-0-0# copy ftp: startup-config

' IWARNING!!! This operation will overwrite your startup configuration.
Do you wish to continuely]l? ¥y

Address or name or remote host? admin:voice@10.3.61.16/configs

Source filename? start
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Related Commands

Command

Description

copy running-config

Copies the running configuration to another location.

copy tftp

Copies the startup configuration to another location.

erase startup-config

Deletes configuration data.

write

Copies the running configuration to the startup configuration.
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copy hrdb url-IVR Only

Use the copy hrdb url command to export ASCII comma separated values of the reporting historical
database on the Cisco Unity Express IVR module to an external database in Cisco Unity Express
privileged EXEC mode.

You can export reporting historical call contact detailed records (CCDRs) to an external server from the
Cisco Unity Express IVR module for post-processing.

Note  Werecommend that this command be executed during off peak hours or when the system is in a quiescent
state.

copy hrdb url ur!

Syntax Description url URL of external database to which the Cisco Unity Express IVR
module copies and uploads the historical reporting data in
ASCII comma-separated value format.

Defaults No default values are configured.

Command Modes Cisco Unity Express IVR privileged EXEC

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines To view the CCDR comma-separated value sequence and definitions, see the Cisco Unity Express

Interactive Voice Response CLI Administrator Guide.

Examples The following example shows output from the copy hrdb url command as the files are copied from the
Cisco Unity Express IVR module and sent to a server for processing:

se-10-0-0-0# copy hrdb url ftp://10.0.0.1/hr.txt
% Total % Received % Xferd Average Speed Time Time Time Current

Dload Upload Total Spent Left Speed

100 3584k 0 0 0 3584k 0 1259k --:--:-- 0:00:02 --:--:-- 1794k
se-10-0-0-0#

Related Commands Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical parameters.

Cisco Unity Express Command Reference for 3.0 and Later Versions
m. 0L-14012-06 |


http://www.cisco.com/en/US/products/sw/voicesw/ps5520/prod_maintenance_guides_list.html
http://www.cisco.com/en/US/products/sw/voicesw/ps5520/prod_maintenance_guides_list.html

copyldap W

copy ldap

To copy the current LDAP information, stored in the CUE database, to an FTP server, use the copy ldap
command in Cisco Unity Express EXEC mode.

copy ldap url ftp://[user-id:ftp-password @ |ftp-server-address|/directory]/filename

Syntax Description url ftp://user-id:ftp-password@ (Optional) Specifies the FTP username and password to access the
FTP server. If no username and password are specified, the default
username anonymous is used.

@ftp-server-address The IP address of the FTP server.

/directory (Optional) The directory where the LDAP data file will be stored on
the FTP server. If no directory is specified, the default directory on
the FTP server will be used.

/filename The filename for the LDAP data on the FTP server.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines If you do not specify a directory value, the software uses the default FTP directory.

Examples The following example shows copying the LDAP data to the default directory on the FTP server and
saving the data in the file ldapinfo.

se-10-0-0-0# copy ldap url ftp://admin:cue@10.10.67.163/1ldapinfo
se-10-0-0-0#

Related Commands  Command Description
copy running-config Copies the running configuration to another location.
copy tftp Copies the startup configuration to another location.
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copy log

To copy the current logging information stored in the CUE database to an FTP server, use the copy log
command in Cisco Unity Express EXEC mode.

copy log {install.log | dmesg | syslog.log | atrace.log | klog.log | debug_server.log | messages.log}
url ftp://[user-id:ftp-password @ |ftp-server-address[/directoryllfilename

Syntax Description

Command Modes

install.log Contains the latest install information.

dmesg Contains boot up logs.

syslog.log Contains system messages.

atrace.log Contains messages generated by a trace command.

debug_server.log

Contains messages generated by a debug command.

klog.log he trace facility is a diagnostics facility that writes messages within a kernel
buffer in memory.
messages.log Contains kernel messages and system messages but no trace messages.

user-id:ftp-password @

(Optional) Specifies the FTP username and password to access the FTP
server. If no username and password are specified, the default username
anonymous is used.

ftp-server-address

IP address of the FTP server.

[directory (Optional) Directory where the log data file will be stored on the FTP
server. If no directory is specified, the default directory on the FTP server
will be used.

[filename Filename for the log data on the FTP server.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version

Modification

1.0

This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1

This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

If you do not specify a directory value, the software uses the default FTP directory.

The following example shows copying the install log data to the default directory on the FTP server and
saving the data in the file installinfo.

[l Cisco Unity Express Command Reference for 3.0 and Later Versions
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se-10-0-0-0# copy log install.log url ftp://admin:cue@10.10.67.163/1lnstallinfo

se-10-0-0-0#

Related Commands Command

Description

show log

Displays the contents of a system log.
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copy running-config

To copy the running configuration to another destination, use the copy running-config command in
Cisco Unity Express EXEC mode.

copy running-config {ftp: | nvram:startup-config filename | startup-config | tftp:}

Syntax Description ftp: Begins the FTP menu where you enter the FTP server IP address
and destination filename to copy the running configuration to an
FTP server.
nvram:startup-config filename Copies the running configuration to the NVRAM saved

configuration named filename.

startup-config Copies the running configuration to the startup configuration in
flash memory named filename.

tftp: Begins the TFTP menu where you enter the TFTP server IP
address and destination filename to copy the running
configuration to a TFTP server.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines When you copy to an FTP or TFTP server, the copy running-config command becomes interactive and
prompts you for the necessary information. You may add a username and password to the server IP
address if your server is not configured to accept anonymous FTP input. The format would be:
userid:password@fip-server-address/directory. If you do not specify a directory value, the software uses
the default FTP directory.

Exanuﬂes In the following example, the running configuration is copied to the FTP server, which
requires a user ID and password and has an IP address of 172.16.231.193. The running
configuration is copied to the configs directory as file saved_start.

se-10-0-0-0# copy running-config ftp:
Address or name of remote host? admin:voice@172.16.231.193/configs
Source filename? saved_start

Cisco Unity Express Command Reference for 3.0 and Later Versions
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The following example shows the running configuration copied to the NVRAM saved configuration as
filename startup:

se-10-0-0-0# copy running-config nvram:startup-config startup

The following example shows the running configuration copied to the startup configuration as filename
start:

se-10-0-0-0# copy running-config startup-config start

The following example shows the running configuration copied to the TFTP server as filename
temp_start:

se-10-0-0-0# copy running-config tftp:
Address or name of remote host? 172.16.231.190
Source filename? temp_start

Related Commands

Command Description

copy ftp Copies network FTP data to another destination.

copy startup-config Copies the startup configuration to another location.

copy tftp Copies the TFTP data to another location.

erase startup-config Deletes configuration data.

write Copies the running configuration to the startup configuration.
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copy startup-config

To copy the startup configuration to another destination, use the copy startup-config command in Cisco
Unity Express EXEC mode.

copy startup-config {ftp: | tftp:/

Syntax Description

Command Modes

ftp: Begins the FTP menu where you enter the FTP server IP address
and destination filename to copy the startup configuration to an
FTP server.

tftp: Begins the TFTP menu where you enter the TFTP server IP address

and destination filename to copy the startup configuration to a
TFTP server.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

When you copy to an FTP or TFTP server, the copy startup-config command becomes interactive and
prompts you for the necessary information. You may add a username and password to the server IP
address if your server is not configured to accept anonymous FTP input. The format would be:
userid:password@fitp-server-address/directory. If you do not specify a directory value, the software uses
the default FTP directory.

In the following example, the startup configuration is copied to the FTP server, which
requires a user ID and password and has an IP address of 172.16.231.193. The startup
configuration is copied to the configs directory as file saved_start.

se-10-0-0-0# copy startup-config ftp:
Address or name of remote host? admin:voice@172.16.231.193/configs
Source filename? saved_start

The following example shows the startup configuration being copied to the TFTP server as filename
temp_start:
se-10-0-0-0# copy startup-config tftp:

Address or name of remote host? 172.16.231.190
Source filename? temp_start

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Related Commands

Command

Description

copy ftp

Copies network FTP data to another destination.

copy running-config

Copies the running configuration to another location.

copy tftp

Copies the TFTP data to another location.

erase startup-config

Deletes configuration data.

write

Copies the running configuration to the startup configuration.
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copy tftp

To copy the network TFTP server information to another destination, use the copy tftp command in
Cisco Unity Express EXEC mode.

copy tftp: {nvram:startup-config | running-config | startup-config | system:running-config}

Syntax Description

Command Modes

nvram:startup-config Destination location for the copy procedure is the NVRAM saved
configuration. Begins the interactive menu where you enter the TFTP server
IP address and destination filename.

running-config Destination location for the copy procedure is the active configuration in
flash memory. Begins the interactive menu where you enter the TFTP server
IP address and destination filename.

startup-config Destination location for the copy procedure is the startup configuration in
flash memory. Begins the interactive menu where you enter the TFTP server
IP address and destination filename.

system:running-config  Destination location for the copy procedure is the system configuration.
Begins the interactive menu where you enter the TFTP server IP address and
destination filename.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The copy tftp command is an interactive command and prompts you for the necessary information. You
may add a username and password to the server IP address if your server is not configured to accept
anonymous TFTP input. The format would be: userid:password @ftp-server-address/directory. If you do
not specify a directory value, the software uses the default TFTP directory.

Copying a startup configuration from the TFTP server to the startup configuration overwrites the startup
configuration. Cisco Unity Express displays a warning that asks you to confirm the overwrite.

The following example shows a TFTP server with the IP address 10.3.61.16. The TFTP server data in
the source filename start is copied to the running configuration.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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se-10-0-0-0# copy tftp: running-config
Address or name of remote host? 10.3.61.16

Source filename? start

In the following example, the TFTP server has the IP address 10.3.61.16. The file start in directory
configs on the TFTP server is copied to the startup configuration.

se-10-0-0-0# copy tftp: startup-config
' IWARNING!!! This operation will overwrite your startup configuration.

Do you wish to continuelyl? ¥

Address or name of remote host? 10.3.61.16/configs

Source filename? start

Related Commands

Command

Description

copy ftp

Copies network FTP server information to another location.

copy running-config

Copies the running configuration to another location.

copy startup-config

Copies the startup configuration to another location.

erase startup-config

Deletes configuration data.

write

Copies the running configuration to the startup configuration.
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copy url

To copy a default configuration file from a specified server, use the cop-y url command in
Cisco Unity Express EXEC_mode. Use the no or default form of this command to remove the
configuration of the call flow.

copy url ftps://server/filename default-config

no copy url ftps://server/filename default-config

Syntax Description

Command Default

Command Modes

server Specifies the DNS name or IP address of the server where the default
configuration file is located.

filename Specifies the name of the default configuration file.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command is used in conjunction with the restore factory-default command.

The following example copies a default configuration file call default.cfg to the system from a server
called server4:

se-10-0-0-0# copy url ftps://serverd/deafault.cfg

Related Commands

Command Description

restore factory default Restores the system to factory defaults.
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credentials (ccn subsystem edbs dbprofile)-IVR Only

To specify the username and password in encrypted form for the Cisco Unity Express IVR enterprise
database subsystem (EDBS) profile, use the credentials command in Cisco Unity Express IVR EDBS
profile configuration mode. To delete the encrypted form of the username and password, use the no form
of this command.

credentials hidden credential-string

no credentials hidden credential-string

Syntax Description

Command Default

Command Modes

hidden credential-string Encrypted username and password combination.

None

Cisco Unity Express IVR EDBS profile configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After the ccn subsystem edbs dbprofile command is successfully performed, use the credentials
hidden credential-string command to specify the credential information in encrypted form for this
database connection.

The following example configures the Cisco Unity Express IVR subsystem with an encrypted username
and password:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# credentials hidden James_dbpasswd
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config) # exit

Related Commands

Command Description

show ccn subsystem edbs Displays the Cisco Unity Express IVR Enterprise database profile
dbprofile-IVR Only settings.
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crypto key default

To set a certificate and private key pair as the system default, use the crypto key default command in
Cisco Unity Express configuration mode. To remove the system default designation from the
certificate-key pair, use the no form of this command.

crypto key label label-name default

no crypto key label label-name default

Syntax Description  label label-name The name of the certificate-private key pair to be set as the system default.
Defaults This command has no defaults.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.
Usage Guidelines Setting the certificate-key pair allows applications such as integrated messaging to use the default

certificate for SSL security without knowing the specific label name of the pair.

If several certificate-key pairs exist on the system and none of them are the system default, use this
command to designate one of them as the system default.

To change the designation from one pair to another, remove the designation from the original pair using
the no form of this command. Then assign the designation to the new pair.

The no form of this command does not delete the certificate or private key. The pair remains on the
system but is no longer designated as the system default pair.

The system displays an error message if either of the certificate-key pairs does not
exist.

Examples The following example designates the certificate-private key pair with the label mainkey.ourcompany as
the system default.
se-10-0-0-0# config t
se-10-0-0-0(config)# crypto key label mainkey.ourcompany default
se-10-0-0-0(config)#

The following example changes the system default designation from certificate-key pair
alphakey.myoffice to betakey.myoffice:

se-10-0-0-0# config t

se-10-0-0-0(config)# no crypto key label alphakey.myoffice default

se-10-0-0-0(config)# crypto key label betakey.myoffice default
se-10-0-0-0(config)# end
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Related Commands

Command

Description

crypto key delete

Deletes a certificate-private key pair.

crypto key generate

Generates a certificate-private key pair.

crypto key import

Imports a certificate-private key pair from a console or server.

show crypto key

Displays information about generated certificates.
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crypto key delete

To delete a certificate and private key pair from the system, use the crypto key delete command in Cisco
Unity Express configuration mode. This command does not have a no or default form.

crypto key delete {all | label label-name}

Syntax Description all Deletes all certificate-private key pairs on the system.
label label-name Deletes the specified certificate-private key pair.
Defaults This command has no defaults.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.
Usage Guidelines An error message appears if the specified certificate-private key pair does not exist.
Examples The following example deletes the certificate and private key with the name mainkey.ourcompany.

se-10-0-0-0# config t
se-10-0-0-0(config)# crypto key delete label mainkey.ourcompany
se-10-0-0-0(config) #

Related Commands ~ Command Description
crypto key default Designates a certificate-private key pair as the system default.
crypto key generate Generates a certificate-private key pair.
crypto key import Imports a certificate-private key pair from a console or server.
show crypto key Displays information about generated certificates.
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crypto key generate

To generate a self-signed certificate and private key, use the crypto key generate command in Cisco
Unity Express configuration mode. This command does not have a no or default form.

crypto key generate [rsa {label label-name | modulus modulus-size} | default]

Syntax Description

Defaults

Command Modes

rsa (Optional) Specifies the algorithm for public key encryption.

label label-name (Optional) Assigns a name to the certificate-key pair.

modulus modulus-size  (Optional) Specifies the size of the modulus, which is the base number for
generating a key. Valid values are 512 to 2048 and must be a multiple of 8.

default (Optional) Assigns the generated certificate-key pair as the system default.

The default encryption algorithm is ras.
The default label has the form hostname.domainname.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.3 This command was introduced.

Integrated messaging requires a certificate and private key before SSL connections can be enabled. A
certificate-key pair must be set as the system default. The system generates an error message if IMAP
security mode is set to SSL or mixed before the certificate-key pair is set.

If you do not select any keywords or do not specify a label, the system automatically generates a
certificate-key pair with a name in the format hostname.domainname.

Cisco Unity Express 2.3 supports only the rsa encryption algorithm.

Use the crypto key generate command or the crypto key label default command to set a certificate-key
pair as the system default.

Examples The following example generates a certificate and private key with the name mainkey.ourcompany, size
750, and assigns the generated pair as the system default.
se-10-0-0-0# config t
se-10-0-0-0(config)# crypto key generate label mainkey.ourcompany modulus 728 default
se-10-0-0-0(config)#
Cisco Unity Express Command Reference for 3.0 and Later Versions
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Related Commands = Command Description
crypto key delete Deletes a certificate-private key pair.
crypto key import Imports a certificate-private key pair from a console or server.
crypto key default Designates a certificate-private key pair as the system default.
show crypto key Displays information about generated certificates.
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crypto key import

To import a certificate and private key from a console or remote server, use the crypto key import
command in Cisco Unity Express configuration mode. This command does not have a no or default
form. To delete a certificate and private key, use the crypto key delete command.

crypto key import rsa label label-name {der | pem {terminal | url {ftp: | http:}} [default]

Syntax Description

Defaults

Command Modes

rsa Specifies the algorithm for public key encryption.
label label-name Assigns a name to the imported certificate-key pair.
der Indicates the imported certificate is in the Distinguished Encoding Rules

(DER) encoding format.

pem Indicates the imported certificate is in the Privacy Enhanced Mail (PEM)
encoding format.

terminal Specifies the console as the source of the certificate and key. The system
prompts you for more information. See the example below.

url {ftp: | http:} Specifies a remote server as the source of the certificate and key. The system
prompts you for more information. See the example below.

default (Optional) Assigns the certificate-key pair as the system default.

This command has no defaults.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.3 This command was introduced.

The system displays an error message if the certificate-key pair does not exist.

If you import an incorrect certificate-key pair, delete the pair with the crypto key delete command and
import the correct one.

Examples The following example imports a certificate and private key from the console.
Ise-10-0-0-0# config t
se-10-0-0-0(config)# crypto key import rsa label newkey.ourcompany der terminal
Enter certificate...
End with a blank line or “quit” on a line by itself
Enter private key...
Private key passphrase?
End with a blank line or “quit” on a line by itself
Cisco Unity Express Command Reference for 3.0 and Later Versions
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Bl crypto key import

quit
Import succeeded.

Related Commands Command

Description

crypto key default

Designates a certificate-private key pair as the system default.

crypto key delete

Deletes a certificate-private key pair.

crypto key generate

Generates a certificate-private key pair.

show crypto key

Displays information about generated certificates.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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ctiport

To specify one or more Cisco Unified Communications Manager CTI ports, use the ctiport command in
Cisco Unity Express JTAPI configuration mode. To delete a CTI port, use the no form of this command.

ctiport cti-port [cti-port2 cti-port3...cti-portN]

no ctiport cti-portN

Syntax Description

Command Modes

cti-port CTI port number.
cti-portN (Optional) Additional CTI ports.

Cisco Unity Express JTAPI configuration

Command History

Examples

Cisco Unity Express Version Modification

1.1 This command was introduced on the Cisco Unity Express network
module (NM), advanced integration module (AIM), and in Cisco
Unified Communications Manager 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

The following example configures the JTAPI subsystem with eight CTI ports.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi

se-10-0-0-0(config-jtapi)# ctiport 6400 6500 6600 6700 6800 6900 7000 7100
se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config) #

The following example deletes CTI port 6700.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# no ctiport 6700
se-10-0-0-0(config-jtapi)# end
se-10-0-0-0(config) #

Related Commands

Command Description

ccm-manager address Specifies the Cisco Unified Communications Manager server.
ccm-manager username Specifies the JTAPI user ID and password.

ccn subsystem jtapi Enters JTAPI configuration mode.

show ccn subsystem jtapi Displays statistics for the JTAPI subsystems.
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database (ccn reporting historical)

db-hostname (ccn subsystem edbs dbprofile)-IVR Only
dbname (ccn subsystem edbs dbprofile)-IVR Only
db-password (ccn subsystem edbs dbprofile)-IVR Only
db-port (ccn subsystem edbs dbprofile)-IVR Only
dbtype (ccn subsystem edbs dbprofile)-IVR Only
db-username (ccn subsystem edbs dbprofile)-IVR Only
default (ccn application)

default (ccn engine)

default (ccn reporting historical)

default (ccn subsystem edbs dbprofile)-IVR Only
default (ccn subsystem fax)-IVR Only

default (ccn trigger http)-IVR Only

default (cen trigger jtapi)

default (ccn trigger sip)

default ccm-manager (ccn subsystem jtapi)

default ctiport (ccn subsystem jtapi)

default gateway (ccn subsystem sip)

default security password length min

default security pin length min

default-from (ccn subsystem fax)-IVR Only
description (backup-schedule)

description (ccn application)

description (ccn reporting historical)

description (kron schedule)

description (site)

disabled (backup-schedule)

Cisco Unity Express Command Reference for 3.0 and Later Versions
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disabled (kron-schedule)
dtmf-relay
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database (ccn reporting historical)

Syntax Description

Command Default

Command Modes

To configure the Cisco Unity Express IVR reporting historical local database, use the database local

command in Cisco Unity Express IVR reporting historical configuration mode. Use the no form of this

command to remove the database configuration.
database local

no database local

This command has no arguments or keywords.

The Cisco Unity Express IVR reporting historical database is set up as a local database by default.

Cisco Unity Express IVR reporting historical configuration

Command History

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

The following example configures the Cisco Unity Express IVR reporting historical local database:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # database local
se-10-0-0-0(config-hrdm) # end
se-10-0-0-0(config)# exit

Related Commands

Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.
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db-hostname (ccn subsystem edbs dbprofile)-IVR Only

To configure the hostname for the Cisco Unity Express IVR enterprise database subsystem (EDBS), use
the db-hostname command in Cisco Unity Express IVR EDBS configuration mode. To change the
hostname to the default hostname, use the no form of this command.

db-hostname hostname

no db-hostname hostname

Syntax Description  hostname Name of the host system. Do not include the domain name.

Defaults The default is the IP address of the Cisco Unity Express IVR module.

Command Modes Cisco Unity Express IVR EDBS configuration

Command History Cisco Unity Express Version Modification

3.0 This command was introduced.

Usage Guidelines The hostname value identifies the Cisco Unity Express IVR module. The default value is the IP address
of the module.

)

Note  Cisco Unity Express uses the hostname value in the Cisco Unity Express IVR module prompt.

Examples The following example changes the hostname of the module to myHost and then restores the default
hostname:

se-10-0-0-0# config t
se-10-0-0-0(config)# db-hostname myHost
mybranch (config) # no db-hostname myHost
se-10-0-0-0(config)#

Related Commands  Command Description

show ccn subsystem Displays the Cisco Unity Express IVR Enterprise database profile settings.
edbs dbprofile-IVR
Only

Cisco Unity Express Command Reference for 3.0 and Later Versions
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dbname (ccn subsystem edbs dbprofile)-IVR Only

To specify a Cisco Unity Express IVR enterprise database subsystem (EDBS) name, use the dbname
command in Cisco Unity Express IVR EDBS profile configuration mode. To delete the database name,
use the no form of this command.

dbname external-db-name

no dbname external-db-name

Syntax Description

Command Default

Command Modes

external-db-name Specifies an external database name as a string.

There is no default database name.

Cisco Unity Express IVR EDBS profile configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After the cen subsystem edbs dbprofile command is successfully performed, the dbname command is
used to specify the name of the external database. If this name is not specified, the Java Database
Connectivity (JDBC) driver uses the default database to connect. If you specify a name, the JDBC driver
connects to the external database of that name.

The following example configures the optional database name:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# dbname atlanta
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config) # exit

Related Commands

Command Description

show ccn subsystem Displays the Cisco Unity Express IVR EDBS database configuration
edbs dbprofile-IVR settings.
Only
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db-password (ccn subsystem edbs dbprofile)-IVR Only

To configure the password for the Cisco Unity Express IVR enterprise database subsystem (EDBS), use
the db-password command in Cisco Unity Express IVR EDBS configuration mode. To remove the
password, use the no form of this command.

db-password password

no db-password password

Syntax Description  password Set the password for the system.

Defaults None

Command Modes Cisco Unity Express IVR EDBS configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.

Usage Guidelines When you configure a password you must also configure a username by using the db-username
command.

Examples The following example sets the password of the module:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# db-username James
se-10-0-0-0(config-dbprof) # db-password dbpasswd
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config)# exit

Related Commands  Command Description

db-username (ccn Configures the username for the Cisco Unity Express IVR EDBS.
subsystem edbs
dbprofile)-IVR Only

show ccn subsystem Displays the Cisco Unity Express IVR Enterprise database profile settings.
edbs dbprofile-IVR
Only
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db-port (ccn subsystem edbs dbprofile)-IVR Only

To specify the Cisco Unity Express IVR enterprise database subsystem (EDBS) port number, use the
optional db-port command in Cisco Unity Express IVR EDBS profile configuration mode. To delete the
database port number, use the no form of this command.

db-port port-number

no db-port port-number

Syntax Description

Command Default

Command Modes

port-number (Optional) Port number other than the default port number for the
Cisco Unity Express IVR EDBS.

None

Cisco Unity Express IVR EDBS profile configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After the cen subsystem edbs dbprofile command is successfully performed, use the optional db-port
command to specify a port number other than the default port number of the database. Although
databases are typically started using their default port numbers, the default port number might have been
changed to a different port number. If the port number is some number other than the default port
number, you must use the db-port command to specify this port number; otherwise, there is no need to
use this command.

The following example configures the Cisco Unity Express IVR EDBS to use port number 10:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# db-port 10
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config)# exit

Related Commands

Command Description

show ccn subsystem Displays the Cisco Unity Express IVR EDBS configuration settings.
edbs dbprofile-IVR
Only
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dbtype (ccn subsystem edbs dbprofile)-IVR Only

To configure the Cisco Unity Express IVR enterprise database subsystem (EDBS) type, use the dbtype
command to set the database type in Cisco Unity Express IVR EDBS profile configuration mode. To
delete a database type, use the no form of this command.

dbtype {DB2 | MSSQL-MSDE | ORACLE | SYBASE}

no dbtype {DB2 | MSSQL-MSDE | ORACLE | SYBASE}

Syntax Description =~ DB2 Sets the underlying database subsystem to be an IBM database.
MSSQL-MSDE Sets the underlying database subsystem to be a Microsoft SQL or
Microsoft Database Engine database.
ORACLE Sets the underlying database subsystem to be an Oracle database.
SYBASE Sets the underlying database subsystem to be a Sybase database.
Command Default No database type is configured.

Command Modes Cisco Unity Express IVR EDBS profile configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.

Usage Guidelines After the ccn subsystem edbs dbprofile command is successfully performed, the dbtype command is
used to set the database type as DB2, MSSQ-MSDE, Oracle, or Sybase. The dbtype command is
required.

Examples The following example sets the database type to be Sybase:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# dbtype sybase

se-10-0-0-0 (config-dbprof) # end

se-10-0-0-0(config)# exit

Related Commands  Command Description

show ccn subsystem edbs  Displays the Cisco Unity Express IVR Enterprise database profile
dbprofile-IVR Only settings.
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db-username (ccn subsystem edbs dbprofile)-IVR Only

To specify the required username for connecting to the Cisco Unity Express IVR enterprise database
subsystem (EDBS), use the db-username command in Cisco Unity Express IVR EDBS profile
configuration mode. To delete the specified username and password strings, use the no form of this
command.

db-username userid

no db-username userid

Syntax Description userid Username for authenticating connection to the database.

Command Default No username is configured.

Command Modes Cisco Unity Express IVR EDBS profile configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.

Usage Guidelines When you configure a username you must also configure a password by using the db-password
command.

Examples The following example configures the database profile username and password:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# db-username James
se-10-0-0-0(config-dbprof)# db-password dbpasswd
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config)# exit

Related Commands  Command Description

db-password (ccn Configures the password for the Cisco Unity Express IVR EDBS.
subsystem edbs
dbprofile)-IVR Only

show ccn subsystem edbs Displays the Cisco Unity Express IVR EDBS profile settings.
dbprofile-IVR Only
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default (ccn application)

To reset a CCN application parameter to its default value, use the default command in CCN application
configuration mode.

default {description | enabled | maxsessions | parameter name}

Syntax Description description Sets the application description to the name of the application.
enabled Enables the application.
maxsessions Sets the maximum number of sessions to the port license number.
parameter name Sets the parameter’s value to the default set in the script.
Note Parameter names can be viewed using the show ccn application
command.
Command Modes CCN application configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Usage Guidelines The default command sets a Cisco Unified Communication Network (CCN) application parameter to its

default value.

Examples The following example sets the maximum number of sessions to the port license number:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application voicemail
se-10-0-0-0(config-application)# default maxsessions
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)# exit

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
ccn engine Configures the parameters used by all CCN applications.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Command

Description

cen trigger sip
phonenumber

Configures CCN trigger values for the applications.

show call-agent

Displays all of the CCN application details.
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default (ccn engine)

To set the upper limit on the number of steps executed in a CCN application to the default value, use the
default command in CCN engine configuration mode.

default maxsteps

Syntax Description maxsteps Upper limit on the number of steps executed in a CCN application. The
default is 1000.

Command Modes CCN engine configuration mode
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example resets the specified parameters to their factory values:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn engine
se-10-0-0-0(config-engine) # default maxsteps
se-10-0-0-0(config-engine)# end
se-10-0-0-0(config)# exit

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
ccn engine Configures the parameters used by all CCN applications.
ccn trigger sip Configures CCN trigger values for the applications.
phonenumber
show ccn engine Displays the CCN engine information.
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default (ccn reporting historical)

To reset the values for the Cisco Unity Express IVR reporting historical database to their default values,
use the default command in Cisco Unity Express IVR reporting historical configuration mode.

default {database | description | enabled | purge}

Syntax Description

Command Default

Command Modes

database Cisco Unity Express IVR reporting historical database is set up as
a Local database by default.

description (Optional) Hostname of the Cisco Unity Express system.

enabled Enables the reporting historical database. Use the no form of this

command to disable the reporting historical database.

purge No purge parameters are configured.

The default is the hostname of the Cisco Unity Express system.

Cisco Unity Express IVR reporting historical configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced,

To allow the database server to differentiate data for every Cisco Unity Express IVR system that saves
historical data to the same database, create a descriptive name for the Cisco Unity Express IVR
historical database.

The following example resets the Cisco Unity Express IVR reporting historical database parameters to
their default values:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # default database local
se-10-0-0-0(config-hrdm) # default description
se-10-0-0-0(config-hrdm) # default enabled
se-10-0-0-0(config-hrdm) # default purge
se-10-0-0-0(config-hrdm) # end
se-10-0-0-0(config)# exit

Related Commands

Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.
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default (ccn subsystem edbs dbprofile)-IVR Only

To reset the Cisco Unity Express IVR enterprise database subsystem (EDBS) values to their default
values, use the default command in Cisco Unity Express IVR EDBS profile configuration mode.

default {credentials | dbname | dbtype | description | enabled | db-hostname | maxactive |
parameter | db-password | db-port | db-username}

Syntax Description

credentials Has no effect on the Cisco Unity Express IVR enterprise database.
dbname No database name is configured.

dbtype No database type is configured.

description (Optional) Hostname of the Cisco Unity Express system.

enabled Enables the Cisco Unity Express IVR enterprise database. Use the

no form of the command to disable the enterprise database.

db-hostname

Cisco Unity Express IVR reporting historical database is set up as
a local database.

maxactive Sets the maximum value: twice the number of licensed
Cisco Unity Express IVR sessions.
parameter (Optional) No parameter name-value pair is configured.

db-password

Sets the Cisco Unity Express IVR enterprise database password to
an empty string.

db-port

(Optional) Sets the port number to the default port number.

Command Modes

db-username Sets the Cisco Unity Express IVR enterprise database username to

an empty string.

Cisco Unity Express IVR EDBS profile configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After entering the ccn subsystem edbs profile command, use the default command to reset the database
values to their default values.

The following example resets the Cisco Unity Express IVR EDBS values to their default values:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# default credentials
se-10-0-0-0(config-dbprof)# default dbname
se-10-0-0-0(config-dbprof)# default dbtype
se-10-0-0-0(config-dbprof)# default description
se-10-0-0-0(config-dbprof)# default enabled
se-10-0-0-0(config-dbprof)# default db-hostname
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se-10-0-0-0(config-dbprof) #
se-10-0-0-0(config-dbprof) #
se-10-0-0-0(config-dbprof) #
se-10-0-0-0(config-dbprof) #
se-10-0-0-0(config-dbprof) #
se-10-0-0-0 (config-dbprof) #
se-10-0-0-0(config)# exit

default
default
default
default
default
end

default (ccn subsystem edbs dbprofile)-IVR Only [ |

maxactive
parameter
db-password
db-port
db-username

Related Commands

Command Description

show ccn subsystem edbs  Displays the Cisco Unity Express IVR EDBS profile settings.

dbprofile-IVR Only
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default (ccn subsystem fax)-IVR Only

To delete the fax default-from e-mail address of the Cisco Unity Express IVR fax application, use the
default command in Cisco Unity Express IVR fax configuration mode.

default default-from email-address-string

Syntax Description

Command Default

Command Modes

email-address-string E-mail address string of the default-from address of the fax application.

None

Cisco Unity Express IVR fax configuration

Command History

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

This example removes the Cisco Unity Express IVR fax default-from e-mail address of the fax
application:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem fax
se-10-0-0-0(config-fax)# default default from name@domain.com
se-10-0-0-0(config-fax)# end

se-10-0-0-0(config)# exit

Related Commands

Command Description

show ccn subsystem Displays the Cisco Unity Express IVR fax subsystem configuration
fax-IVR Only settings.
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default (ccn trigger http)-IVR Only

To reset the Cisco Unity Express IVR HTTP trigger values to their default values, use the default
command in Cisco Unity Express IVR HTTP trigger configuration mode.

default (ccn trigger http)-IVR Only 1l

default {application | enabled | idletimeout | locale | maxsessions }

Syntax Description

Command Modes

application Has no effect on the application.

enabled Enables the HTTP trigger. Use the no form of this command to
disable the HTTP trigger.

idletimeout Sets the idle timeout to 10,000 seconds.

locale Sets the locale to “systemDefault.”

maxsessions Sets the maximum number of sessions to the port license number.

Use the no form of this command to set the number to 0.

Cisco Unity Express IVR HTTP trigger configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After the ccn trigger http command is successfully performed, use the default command to reset the
HTTP trigger values to their default values.

The following example resets the Cisco Unity Express IVR HTTP-based trigger values to their default

values:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http

se-10-0-0-0(config-trigger)# default
se-10-0-0-0(config-trigger) # default
se-10-0-0-0(config-trigger) # default
se-10-0-0-0(config-trigger)# default
se-10-0-0-0(config-trigger)# default
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)# exit

application
enabled
idletimeout
locale
maxsessions

Related Commands

Command Description

show ccn trigger http—-IVR Displays the trigger and application settings. Use the show ccn trigger
Only http command option to display the Cisco Unity Express IVR

HTTP-based trigger settings.
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default (ccn trigger jtapi)

To reset a CCN JTAPI trigger parameter to its default value, use the default command in CCN trigger
JTAPI configuration mode. To disable the trigger or to set the number of maxsessions to 0, use the no
form of this command.

default {application | enabled | idletimeout | locale | maxsessions }

no default {enabled | maxsessions}

Syntax Description  application Has no effect on the application.
enabled Enables the trigger. Use the no form of this command to disable the trigger.
idletimeout Sets the idle timeout to 10,000 seconds.
locale Sets the locale to “systemDefault.”
maxsessions Sets the maximum number of sessions to the port license number. Use the

no form of this command to set the number to 0.

Command Modes CCN trigger JTAPI configuration

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example sets the maximum number of sessions to the port license number:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi phonenumber 1234
se-10-0-0-0(config-trigger)# default maxsessions
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config) # exit

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
ccn engine Configures the parameters used by all CCN applications.

show ccn trigger all Displays all of the CCN application details.
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default (ccn trigger sip)

To reset a CCN SIP trigger parameter to its default value, use the default command in CCN trigger SIP
configuration mode. To disable the trigger or to set the number of maxsessions to 0, use the no form of
this command.

default {application | enabled | idletimeout | locale | maxsessions }

no default {enabled | maxsessions}

Syntax Description  application Has no effect on the application.
enabled Enables the trigger. Use the no form of this command to disable the trigger.
idletimeout Sets the idle timeout to 10,000 seconds.
locale Sets the locale to “systemDefault.”
maxsessions Sets the maximum number of sessions to the port license number. Use the

no form of this command to set the number to 0.

Command Modes CCN trigger SIP configuration

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example sets the maximum number of sessions to the port license number:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 1234
se-10-0-0-0(config-trigger)# default maxsessions
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
ccn engine Configures the parameters used by all CCN applications.

show ccn trigger all Displays all of the CCN application details.
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default ccm-manager (ccn subsystem jtapi)

To reset a Cisco Unified Communications Manager JTAPI subsystem parameter used by Cisco Unity
Express to its default value, use the default ccm-manager command in Cisco Unity Express CCN
subsystem JTAPI configuration mode.

default ccm-manager {address | username | password }

Syntax Description address Sets the IP address of the Cisco Unified Communications Manager server
to 0.0.0.0.
username Sets the CCM JTAPI username to an empty string.
password Sets the CCM JTAPI password to an empty string.

Command Modes CCN subsystem JTAPI configuration

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.33).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example sets the Cisco Unified Communications Manager server address to 0.0.0.0.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# default ccm-manager address
se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config)# exit

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto
attendant.
ccn engine Configures the parameters used by all CCN applications.
ccn subsystem jtapi Configures CCM JTAPI parameters.
cen trigger sip phonenumber Configures CCN trigger values for the applications.
show ccn subsystem jtapi Displays the CCN subsystem JTAPI details.
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default ctiport (ccn subsystem jtapi)

To reset the Cisco Unified Communications Manager CTI port address to its default value (an empty
string), use the default ctiport command in Cisco Unity Express CCN subsystem JTAPI configuration

mode.

default ctiport

Syntax Description  This command has no arguments or keywords.

Command Modes CCN subsystem JTAPI configuration

Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example sets the Cisco Unified Communications Manager CTI port address to an empty
string.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# default ctiport

(
se-10-0-0-0(config-jtapi)# end
se-10-0-0-0(config)# exit

Related Commands Command

Description

ccn application

Configures the CCN applications, such as voice mail and auto
attendant.

cen engine

Configures the parameters used by all CCN applications.

cen subsystem jtapi

Configures the CCM JTAPI parameters.

cen trigger sip phonenumber

Configures CCN trigger values for the applications.

show ccn subsystem jtapi

Displays the CCN subsystem JTAPI details.
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default gateway (ccn subsystem sip)

To reset a SIP server parameter to its default value, use the default gateway command in Cisco Unity
Express CCN subsystem SIP configuration mode.

default gateway {address | port}

Syntax Description address Sets the IP address of the SIP server to 0.0.0.0.
port Sets the SIP port to 5060.
Command Modes CCN subsystem SIP configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express

network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example sets the SIP server port to 5060.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem sip
se-10-0-0-0(config-sip)# default gateway port
se-10-0-0-0(config-sip)# end
se-10-0-0-0(config)# exit

Related Commands =~ Command Description
ccn application Configures the CCN applications, such as voice mail and auto
attendant.
ccn engine Configures the parameters used by all CCN applications.
ccn subsystem sip Configures the CCM JTAPI parameters.

ccn trigger sip phonenumber Configures CCN trigger values for the applications.

show ccn subsystem sip Displays the CCN subsystem SIP details.
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default security password length min

To set the length of the security password to the default minimum, use the default security password
length min command in Cisco Unity Express configuration mode.

default security password length min

Syntax Description  This command has no arguments or keywords.

Defaults The password length is 3.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Examples The following example resets the password length:

se-10-0-0-0# config t
se-10-0-0-0(config)# default security password length min
se-10-0-0-0(config)# end

Related Commands = Command Description
security password Configures the system-wide password length and expiry time.
show security detail Displays the password and PIN settings.
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default security pin length min

Syntax Description

Defaults

Command Modes

To set the length of the security PIN to the default minimum, use the default security pin length min
command in Cisco Unity Express configuration mode.

default security pin length min

This command has no arguments or keywords.

The PIN length is 3.

Cisco Unity Express configuration

Command History

Examples

Cisco Unity Express Version Modification

2.1 This command was introduced.

The following example resets the PIN length:

se-10-0-0-0# config t
se-10-0-0-0(config)# default security pin length min
se-10-0-0-0(config)# end

Related Commands

Command Description
security pin Configures the system-wide pin length and expiry time.
show security detail Displays the password and PIN settings.
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default-from (ccn subsystem fax)-IVR Only

To configure the default-from address for the Cisco Unity Express IVR fax application, use the
default-from command in Cisco Unity Express IVR fax configuration mode. Use the no form of this
command to delete the default-from address.

default-from email-address-string

no default-from email-address-string

Syntax Description

Command Modes

email-address-string E-mail address string of the default-from address of the fax application.

Cisco Unity Express IVR fax configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

Enter a valid e-mail address string that is capable of receiving e-mail deliveries. This address must also
be capable of receiving notifications of delivery failures.

The following example resets the fax default-from e-mail address:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem fax
se-10-0-0-0(config-fax)# default-from name@domain.com
se-10-0-0-0(config-fax)# end

se-10-0-0-0(config)# exit

Related Commands

Command Description

show ccn subsystem fax—-IVR Displays the Cisco Unity Express IVR fax subsystem configuration
Only settings.
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description (ccn application)

To specify an optional description for a CCN application, use the description command in Cisco Unity
Express CCN application configuration mode. To remove the description, use the no form of this
command.

description “text”

no description “fext”

Syntax Description  text Specifies a text description for the application. Use double quotes around
the text.
Defaults No string is defined.
Command Modes CCN application configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express

network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example adds a description for the CCN autoattendant application:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application autoattendant
se-10-0-0-0(config-application)# description “Version 1 AA”
se-10-0-0-0(config-application)# end

se-10-0-0-0(config)# exit

Related Commands  Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
show call-agent Displays the CCN application details.
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description (backup-schedule)

To configure a description for a scheduled backup job, use the description command in
Cisco Unity Express scheduled backup configuration mode. Use the no form of this command to remove
the description for the backup job.

description “text”

no description “fext”

Syntax Description “text” Describes the scheduled backup job.
Command Default None.
Command Modes Cisco Unity Express scheduled backup configuration (config-sched)
Command History Cisco Unity Express Version Modification

7.1 This command was introduced.
Usage Guidelines The text of the description must be enclosed in quotes.

The maximum length of the description is 64 characters. If a longer description is entered, it is truncated
and a message is displayed indicating that truncation occurred.

Examples The following example configures a description for a daily scheduled backup:

se-10-0-0-0# config t
se-10-0-0-0(config)# backup schedule 22
se-10-0-0-0 (backup-schedule) # description “daily midnight backup”

Related Commands Command Description

backup schedule Enters commands enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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description (ccn reporting historical)

To create a descriptive name for the Cisco Unity Express IVR reporting historical database, use the
optional description command in Cisco Unity Express IVR reporting historical configuration mode.
Use the no form of this command to set the description to the configured hostname of the system.

description word

no description word

Syntax Description  word The description of the reporting historical database.

Command Default Hostname of the Cisco Unity Express system.

Command Modes Cisco Unity Express IVR reporting historical configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced,

Usage Guidelines Allows the database server to differentiate data among multiple Cisco Unity Express systems that save
historical data to the same database, create a descriptive name for the Cisco Unity Express historical
database.

Examples The following example creates a database description for the Cisco Unity Express IVR reporting

historical database:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # description cue-192-1-2-11
se-10-0-0-0(config-hrdm) # end

se-10-0-0-0(config)# exit

Related Commands = Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.
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To configure the description of the kron schedule, use the description command in Cisco Unity Express
kron schedule configuration mode. Use the no form of this command to remove the description for the

kron job.
description “text”

no description

Syntax Description

Defaults

Command Modes

“text” Describes the kron job.

None.

Cisco Unity Express kron schedule configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release

Modification

8.0

This command was introduced.

The text of the description must be enclosed in quotes.

The maximum length of the description is 64 characters. If a longer description is entered, it is truncated
and a message is displayed indicating that truncation occurred.

The following example configures the description of the kron schedule to “monday”:

se-10-0-0-0# config t

se-10-0-0-0(config)# kron schedule kronl234
se-10-0-0-0 (kron-schedule) # description monday

Related Commands

Command

Description

commands (kron schedule)

Enters the interactive mode to create the command block for a
kron job.

kron schedule

Creates a new kron schedule and enters kron-schedule
configuration mode.

show kron schedules

Displays a list of kron jobs.

show kron schedule detail job

Displays details of a specific kron job.
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description (site)

To configure a description for a specific site, use the description command in Cisco Unity Express
site-configuration mode. Use the no form of the command to delete the description.

description “text”

no description

Syntax Description text Description for a specific site. The description can have a maximum of 64
characters and must be bracketed by quotes.

Defaults No description is configured for the site.
Command Modes Cisco Unity Express site-configuration
Command History Cisco Unity Express Version Modification
3.2 This command was introduced.
Usage Guidelines The description can have a maximum of 64 characters and must be bracketed by quotes.
Examples The following example adds a description for a site called sitel:

se-10-0-0-0# config t

se-10-0-0-0(config)# site name sitel

se-10-0-0-0 (site)# description “main office at 100 south first street”
se-10-0-0-0 (site)# exit

Related Commands = Command Description
site name Creates a site.
web username Configures the Web username and Web password for a site.
password (site)
web credentials Configures the Web hidden credentials for a site
hidden (site)
xml username Configures the XML username and password for a site.

password (site)

xml credentials hidden Configures the XML hidden credentials for a site
(site)
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disabled (backup-schedule)

To configure a period time for the scheduled backup activity to be temporarily disabled, use the disabled
command in Cisco Unity Express backup-schedule configuration mode. To remove the configured
period of time to temporarily disable the backup, use the no form of this command.

disabled from date to date

no disabled from date to date

Syntax Description

Defaults

Command Modes

from date Specifies the date from which the backup activity is temporarily disabled.
The format is MM/DD/YYYY.
until date Specifies the date until which the backup activity is temporarily disabled.

The format is MM/DD/YYYY.

No default.

Cisco Unity Express backup-schedule configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

8.0 This command was introduced.

The format for the date is month, day, and then year (for example: 05/302010).

The following example specifies to disable the scheduled backup from October 2, 2010 to October 6,
2010.

se-10-0-0-0# config t
se-10-0-0-0(config)# backup schedule name 22
se-10-0-0-0 (backup-schedule) # disabled from 10/02/2010 to 10/06/2010

Related Commands

Command Description

backup schedule Enters backup-schedule configuration mode.

show backup schedule detail job Shows details for the specified recurring scheduled backup job.
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disabled (kron-schedule)

To configure a period time for the scheduled kron job to be temporarily disabled, use the disabled
command in Cisco Unity Express kron-schedule configuration mode. To remove the configured period
of time to temporarily disable the kron job, use the no form of this command.

disabled from date to date

no disabled from date to date

Syntax Description  from date Specifies the date from which the kron job is temporarily disabled. The
format is MM/DD/YYYY.
until date Specifies the date until which the kron job is temporarily disabled. The

format is MM/DD/YYYY.

Defaults No default.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Release Modification
8.0 This command was introduced.

Usage Guidelines The format for the date is month, day, and then year (for example: 05/302010).

Examples The following example specifies to disable the scheduled kron job from October 2, 2010 to October 6,
2010:

se-10-0-0-0# kron schedule krjl
se-10-0-0-0 (kron-schedule) # disabled from 10/02/2010 to 10/06/2010

Related Commands Command Description

kron schedule Enters kron-schedule configuration mode.

show backup schedule detail job Shows details for the specified recurring scheduled kron job.
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dtmf-relay

To set the SIP DTMF relay mechanism, use the dtmf-relay command in Cisco Unity Express SIP
configuration mode. To use the default values, use the no or default form of this command.

dtmf-relay {rtp-nte | sub-notify | info | sip-notify}
no dtmf-relay

default dtmf-relay

Syntax Description rtp-nte Uses the media path to relay incoming and outgoing DTMF signals to
Cisco Unity Express.

sub-notify Uses Subscribe and Notify messages to relay for incoming DTMF signals to
Cisco Unity Express. This option is not available for outgoing DTMF signals from
Cisco Unity Express.

info Uses the Info message to relay outgoing DTMF signals from Cisco Unity Express
to the Cisco I0S SIP gateway.
sip-notify Uses Unsolicited-Notify messages to relay incoming and outgoing DTMF signals.
Defaults sip-notify, sub-notify is the default combination.
Command Modes Cisco Unity Express SIP configuration
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.
Usage Guidelines To use the rtp-nte option, verify that the Cisco IOS SIP gateway is configured to use Unsolicited

NOTIFY for SIP calls, as shown in the following example:

dial-peer voice 1000 voip
destination-pattern 6700
session protocol sipv2
session target ipv4:10.100.9.6
dtmf-relay sip-notify rtp-nte
codec g7l1llulaw
no vad

To use the sip-notify option, verify that the Cisco IOS SIP gateway is configured to use Unsolicited
NOTIFY for SIP calls, as shown in the following example:

dial-peer voice 1 voip
destination-pattern 6700
session protocol sipv2
session target ipv4:10.100.9.6
dtmf-relay sip-notify
codec g7l1llulaw
no vad
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Configure more than one option for transferring DTMF signals. The order in which you configure the
options determines their order of preference. To configure more than one signal option, specify them
using a single dtmf-relay command.

Table 4 shows the various option combinations, the remote end capability, and the signaling option for
incoming and outgoing DTMF signals.

Table 4

DTMF Relay Option Combinations

Cisco Unity Express

Option Supported at

Option Used for
Incoming DTMF to Cisco

Option Used for
Outgoing DTMF from

Configuration Remote End Unity Express Cisco Unity Express
sub-notify — sub-notify no DTMF
info — no DTMF info
rtp-nte rtp-nte rtp-nte rtp-nte
sip-notify sip-notify sip-notify sip-notify
sip-notify, rtp-nte rtp-nte, sip-notify sip-notify! sip-notify!
sip-notify, rtp-nte rtp-nte rtp-nte rtp-nte
sip-notify, info sip-notify sip-notify sip-notify
sip-notify, info no support? no DTMF info
sip-notify, sub-notify sip-notify sip-notify sip-notify
sip-notify, sub-notify no support? sub-notify sub-notify
sip-notify, rtp-nte, info rtp-nte rtp-nte rtp-nte
sip-notify, rtp-nte, info sip-notify sip-notify sip-notify
sip-notify, rtp-nte, info | no support? no DTMF info
sip-notify, rtp-nte, rtp-nte rtp-nte rtp-nte
sub-notify

sip-notify, rtp-nte, sip-notify sip-notify sip-notify
sub-notify

sip-notify, rtp-nte, no support? sub-notify no DTMF
sub-notify

sub-notify, info — sub-notify info
rtp-nte, sub-notify rtp-nte rtp-nte rtp-nte
rtp-nte, sub-notify no support? sub-notify no DTMF
rtp-nte, info rtp-nte rtp-nte rtp-nte
rtp-nte, info no support? no DTMF info
sip-notify, rtp-nte, sip-notify, rtp-nte sip-notify sip-notify
sub-notify, info

sip-notify, rtp-nte, rtp-nte rtp-nte rtp-nte
sub-notify, info

sip-notify, rtp-nte, no support? sub-notify info

sub-notify, info

1. For incoming call. For outgoing call, the remote end decides between rtp-nte and sip-notify.

2. No support for rtp-nte and sip-notify.
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Examples The following example configures the options sip-notify and rtp-nte for handling DTMF signals.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem sip

se-10-0-0-0(config-sip)# dtmf-relay sip-notify rtp-nte

se-10-0-0-0(config-sip) # end

se-10-0-0-0(config)# end

se-10-0-0-0#
Related Commands = Command Description

cen subsystem sip Enters SIP configuration mode.

mwi sip Sets the MWI notification mechanism used by Cisco Unity

Express.

show ccn sip subscription mwi Displays the active MWI subscriptions.

show ccn subsystem sip Displays the DTMF relay mechanism.

transfer-mode Sets the transfer mode used by Cisco Unity Express for SIP calls.
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email domain (network location id)
enable (IMAP)

enable (network location)

enable (VoiceView Express)
enabled (ccn application)

enabled (ccn reporting historical)
enabled (ccn subsystem edbs dbprofile)-IVR Only
enabled (ccn trigger http)-IVR Only
enabled (ccn trigger jtapi)

enabled (ccn trigger sip)

erase startup-config

exec-commands (aaa accounting event)
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email domain (network location id)

To configure the e-mail domain for a voice-mail location, use the email command in Cisco Unity
Express location configuration mode. To remove the e-mail domain for a location, use the no form of
this command.

email domain {name | ip-address}

no email domain {name | ip-address}

Syntax Description  name Configures the e-mail domain hostname for the location.
ip-address Configures the e-mail domain IP address for the location.
Defaults No e-mail domain is configured.
Command Modes Location configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express

network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines This command configures the e-mail domain name or IP address for the location. The domain name is
added when a VPIM message is sent to the remote location (for example,
“4843000 @mycompany.com”). If you do not configure a domain name or IP address, the Cisco Unity
Express system at this location cannot receive network messages.

Using the no form of this command removes the e-mail domain from the specified location.

A

Caution  If you remove the e-mail domain for a remote network location, the system automatically
disables networking from the Cisco Unity Express module to that location.
If you remove the e-mail domain for the local location, then networking on that Cisco Unity
Express module is disabled.
To reenable a location, assign it a valid e-mail domain.
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Examples The following example configures the e-mail domain for network location 9 to 10.12.0.1.

se-10-0-0-0# config t

se-10-0-0-0(config)# network location id 9
se-10-0-0-0(config-location)# email domain 10.12.0.1
se-10-0-0-0(config-location)# end
se-10-0-0-0(config)#

Related Commands = Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
show call-agent Displays the CCN application details.
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enable (IMAP)

To enable the integrated messaging (IMAP) feature system wide, use the enable command in Cisco
Unity Express IMAP mode. To disable the IMAP feature, use the no or default form of this command.

enable
no enable

default enable

Syntax Description  This command has no arguments or keywords.

Defaults IMAP is disabled.

Command Modes Cisco Unity Express IMAP

Command History Cisco Unity Express Version Modification

2.3 This command was introduced.
Usage Guidelines This command is not available on the AIM.
Examples The following example enables the IMAP feature:

se-10-0-0-0# config t
se-10-0-0-0(config)# service imap
se-10-0-0-0(config-imap) # enable

Related Commands = Command Description
groupname Assigns the IMAP feature to a group.
session idletimeout (IMAP)  Specifies the number of seconds before the session terminates.
service imap Enters the IMAP configuration mode.
session security Specifies the type of security connection.
show imap configuration Displays configured IMAP parameters.
show imap sessions Displays active IMAP sessions.
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enable (network location)

Syntax Description

Defaults

Command Modes

To enable a network location to send and receive Cisco Unity Express voice mail messages, use the
enable command in Cisco Unity Express location configuration mode. To disable the location, use the
no form of this command.

enable

no enable

This command has no arguments or keywords.

Network locations are enabled.

Cisco Unity Express location configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.1 This command was introduced.

Network locations are enabled by default to send and receive Cisco Unity Express voice mail messages.
Use the no enable command to prevent communication to the location. Use the enable command to
reestablish communication to the network location.

S

Note  The no enable command does not erase the network location from the Cisco Unity Express
database.

Examples The following example displays the details for network location 15 with networking disabled:
se-10-0-0-0# config t
se-10-0-0-0(config)# network location id 15
se-10-0-0-0(config-location)# no enable
' IWARNING! ! ! :Disabling location will disable
networking to/from this location.
Do you wish to continue[n]?:y
se-10-0-0-0(config-location)# end
se-10-0-0-0(config)# exit
se-10-0-0-0#
se-10-0-0-0# show network detail location id 15
Name : houston
Abbreviation: hou
Email domain: how.cue.abcdef.com
Minimum extension length: 2
Maximum extension length: 15
Phone prefix: 4
VPIM encoding: dynamic
Cisco Unity Express Command Reference for 3.0 and Later Versions
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Send spoken name: enabled

Send vCard: enabled

State: disabled

VPIM broadcast ID: vpim-broadcast
Sent msg count: 1

Received msg count: 1

The following example reestablishes voice-mail transmission to and from network location 15.

se-10-0-0-0# config t

se-10-0-0-0(config)# network location id 15
se-10-0-0-0(config-location)# enable
se-10-0-0-0(config-location)# end
se-10-0-0-0(config)# exit

Related Commands  Command Description

network location Specifies a network ID for a remote site.

show network detail Displays details of a specified network location.
local
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enable (VoiceView Express)

To enable the VoiceView Express feature, use the enable command in Cisco Unity Express VoiceView
mode. To disable the VoiceView Express feature, use the no or default form of this command.

enable
no enable

default enable

Syntax Description  This command has no arguments or keywords.

Defaults VoiceView Express is enabled.
Command Modes Cisco Unity Express VoiceView Express
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.
3.0 This command was implemented on the advanced integration
module (AIM).
Usage Guidelines This command is not available on the AIM for version 2.3 and earlier.
Examples The following example enables the VoiceView Express feature:

se-10-0-0-0# config t
se-10-0-0-0(config)# service voiceview
se-10-0-0-0(config-voiceview)# enable

Related Commands =~ Command Description
session idletimeout (VoiceView Specifies the number of seconds before the session terminates.
Express)
service voiceview Enters the VoiceView Express configuration mode.
show voiceview configuration Displays configured VoiceView Express parameters.
show voiceview sessions Displays active VoiceView Express sessions.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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enabled (ccn application)

To start an application, use the enabled command in Cisco Unity Express CCN configuration
application mode. To disable the application, use the no form of this command.

enabled

no enabled

Syntax Description  This command has no arguments or keywords.

Command Modes CCN configuration application
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example enables the autoattendant application.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application autoattendant
se-10-0-0-0(config-application)# enabled
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)#

Related Commands  Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
show call-agent Displays the CCN application details.
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enabled (ccn reporting historical)

Syntax Description

Command Default

Command Modes

To enable the Cisco Unity Express IVR reporting historical database, use the enabled command in the
Cisco Unity Express IVR reporting historical configuration mode. Use the no form of this command to
disable the historical reporting database.

enabled

no enabled

This command has no arguments or keywords.

The reporting historical database is enabled.

Cisco Unity Express IVR reporting historical configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

The reporting historical database is enabled by default. If the reporting historical database is disabled,
call-related events are not stored in the database.

The following example disables the Cisco Unity Express IVR reporting historical database:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm)# no enabled
se-10-0-0-0(config-hrdm) # end
se-10-0-0-0(config)# exit

Related Commands

Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.
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enabled (ccn subsystem edbs dbprofile)-IVR Only

To enable the Cisco Unity Express IVR enterprise database system (EDBS) profile for use in the
database steps for running scripts, use the enabled command in Cisco Unity Express IVR EDBS profile
configuration mode. Use the no form of this command to disable the database.

enabled

no enabled

Syntax Description  This command has no arguments or keywords.

Command Default The EDBS profile is enabled.

Command Modes Cisco Unity Express IVR EDBS profile configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After configuring the database profile parameters, use the enabled command to enable the

Cisco Unity Express IVR EDBS profile for use with scripts.

Examples The following example disables the EDBS profile mydbprofile using the no form of the command:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# no enabled

se-10-0-0-0 (config-dbprof) # end

se-10-0-0-0(config)# exit

Related Commands  Command Description

show ccn subsystem Displays the Cisco Unity Express IVR EDBS configuration settings.
edbs dbprofile-IVR
Only
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enabled (ccn trigger http)-IVR Only

Syntax Description

Command Default

Command Modes

To enable the Cisco Unity Express IVR HTTP-based URL and application trigger, use the enabled
command in Cisco Unity Express IVR HTTP trigger configuration mode. Use the no form of this
command to disable the trigger from processing the incoming HTTP request.

enabled

no enabled

This command has no arguments or keywords.

The HTTP-based trigger is enabled.

Cisco Unity Express IVR HTTP trigger configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

After configuring the HTTP trigger parameters, use the enabled command to start processing incoming
HTTP requests.

The following example enables an HTTP-based trigger application:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger)# application myapplication
se-10-0-0-0(config-trigger)# enabled
se-10-0-0-0(config-trigger) # end

se-10-0-0-0(config)# exit

Related Commands

Command Description

show ccn trigger http—-IVR  Displays the trigger and application settings. Use the show ccn
Only trigger http command option to display the configured
Cisco Unity Express IVR HTTP-based trigger settings.
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enabled (ccn trigger jtapi)

To start a trigger, use the enabled command in Cisco Unity Express CCN configuration trigger mode.
To disable the trigger, use the no form of this command.

enabled

no enabled

Syntax Description  This command has no arguments or keywords.

Command Modes CCN configuration trigger mode
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example enables the trigger 1234.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi phonenumber 1234
se-10-0-0-0(config-trigger)# enabled
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)#

Related Commands  Command Description
cen trigger jtapi phonenumber Enters trigger configuration mode.
show ccn trigger all Displays the CCN trigger details.
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enabled (ccn trigger sip)

To start a trigger, use the enabled command in Cisco Unity Express CCN configuration trigger mode.
To disable the trigger, use the no form of this command.

enabled

no enabled

Syntax Description  This command has no arguments or keywords.

Command Modes CCN configuration trigger mode
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example enables the trigger 1234.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 1234
se-10-0-0-0(config-trigger)# enabled
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)#

Related Commands  Command Description
cen trigger sip phonenumber Enters trigger configuration mode.
show ccn trigger all Displays the CCN trigger details.
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erase startup-config

To erase the startup configuration, use the erase startup-config command in Cisco Unity Express EXEC
mode.

erase startup-config

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example deletes the startup configuration from flash memory:

se-10-0-0-0# erase startup-config

Related Commands = Command Description

write Copies the running configuration to the startup configuration.

Cisco Unity Express Command Reference for 3.0 and Later Versions
m. 0L-14012-06 |



exec-commands (aaa accounting event)

exec-commands (aaa accounting event)

Syntax Description

Command Default

Command Modes

To enable or disable the logging of EXEC mode commands, use the exec-commands command in
Cisco Unity Express AAA accounting event configuration mode. Use the no form of this command to
disable the logging of EXEC mode commands. Use the default form of this command to restore the
default setting (the logging of EXEC mode commands is enabled).

exec-commands
no exec-commands

default exec-commands

This command has no arguments or keywords.

The logging of EXEC mode commands is enabled.

Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

This command enables the logging of any Cisco Unity Express EXEC mode commands made using any
interface except IMAP (CLI, GUI, TUI, and VVE).

The following example disables the logging of EXEC mode commands:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event) # no exec-commands

Related Commands

Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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fallback-url (Cisco Unified Communications Manager Express Only)
fax gateway inbound address
fax gateway outbound address

fax print
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fallback-url (Cisco Unified Communications Manager Express
Only)

To configure a fallback authentication server, use the fallback-url command in Cisco Unity Express
phone authentication mode. To delete the fallback server URL, use the no form of this command.

fallback-url server-url

no fallback-url

Syntax Description server-url URL of the fallback server for VoiceView Express authentication.
Defaults No server is configured.
Command Modes Cisco Unity Express phone authentication
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.
3.0 This command was implemented on the advanced integration

module (AIM).

Usage Guidelines This command is not available on an NM running Cisco Unified Communications Manager or on an AIM
for version 2.3 and earlier.

Configuring the fallback authentication server is necessary for Cisco Unified Communications Manager
Express (Cisco Unified CME) systems.

Cisco Unity Express provides a primary authentication server for VoiceView Express authentication
requests from Cisco Unified CME. If Cisco Unified CME is configured with several phone services that
need authentication services, Cisco Unity Express directs those authentication requests to the fallback
server.

The Cisco Unified CME administrator must ensure that Cisco Unified CME authentication server URL
points to Cisco Unity Express authentication server. The URL format is
http://Cisco-Unity-Express-hostname/voiceview/authentication/authenticate.do.

The Cisco Unity Express administrator must configure the Cisco Unity Express fallback authentication
URL to point to the third-party fallback server. This URL has the format
http://servernamelpathlfilename.

Examples The following example configures a fallback authentication server URL for Cisco Unity Express:

se-10-0-0-0# config t
se-10-0-0-0(config)# service phone-authentication
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se-10-0-0-0(config-phone-authentication)# fallback-url
http://172.16.10.10/auth-server/authenticate.asp
se-10-0-0-0 (config-phone-authentication)# end

se-10-0-0-0(config) #end
se-10-0-0-0#

Related Commands

Command

Description

enable (VoiceView Express)

Enables the VoiceView Express feature.

service voiceview

Enters the VoiceView Express configuration mode.

service phone-authentication

Enters phone authentication mode.

session idletimeout (VoiceView
Express)

Specifies the inactivity timer for VoiceView Express.
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fax gateway inbound address

To configure an inbound fax gateway, use the fax gateway inbound address command in
Cisco Unity Express configuration mode. Use the no form of this command to delete this configuration.

fax gateway inbound address {ip-address | hostname}

no fax gateway inbound address {ip-address | hostname}

Syntax Description ip-address IP address of the fax gateway.
hostname DNS hostname of the fax gateway.
Command Default No fax gateway IP address or DNS hostname is configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
3.2 The system was modified to allow multiple instances of this

command in the running configuration.

Usage Guidelines Use the fax gateway inbound address command in Cisco Unity Express configuration mode to specify
the IP address or DNS hostname of the fax gateway that you want to use to receive faxes. The inbound
fax gateway is also referred to as On-ramp. Repeating the command with a different IP address or
hostname will overwrite the current configuration.

An error message appears when you enter:
¢ A DNS hostname without first configuring the DNS server
e An invalid IP address or DNS hostname

Examples The following example configures the inbound fax gateway IP address:

se-10-0-0-0# config t
se-10-0-0-0(config)# fax gateway inbound address 172.16.20.50
se-10-0-0-0(config)# end

Cisco Unity Express Command Reference for 3.0 and Later Versions
188 0L-14012-06 |




fax gateway inbound address W

Related Commands

Command

Description

show fax configuration

Displays the configuration for the inbound fax gateway, the outbound
fax gateway, and the default fax number to which faxes in the
mailboxes can be sent.

show voicemail fax
restriction-table

Displays the name of the restriction table associated with the fax
system.
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fax gateway outbound address

To configure an outbound fax gateway, use the fax gateway outbound address command in
Cisco Unity Express configuration mode. Use the no form of this command to delete this configuration.

fax gateway outbound address {ip-address | hostname}

no fax gateway outbound address {ip-address | hostname}

Syntax Description ip-address IP address of the fax gateway.
hostname DNS hostname of the fax gateway.
Command Default No fax gateway IP address or DNS hostname is configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines Use the fax gateway outbound address command in Cisco Unity Express configuration mode to specify

the IP address or DNS hostname of the fax gateway that you want to use to send faxes. The outbound fax
gateway is also referred to as Off-ramp. Repeating the command with a different IP address or hostname
will overwrite the current configuration.

An error message appears when you enter:
e A DNS hostname without first configuring the DNS server
e An invalid IP address or DNS hostname

Examples The following example configures the outbound fax gateway IP address:

se-10-0-0-0# config t
se-10-0-0-0(config)# fax gateway outbound address 172.16.20.50
se-10-0-0-0(config)# end

Related Commands = Command Description

show fax configuration Displays the configuration for the inbound fax gateway, the outbound
fax gateway, and the default fax number to which faxes in the
mailboxes can be sent.

show voicemail fax Displays the name of the restriction table associated with the fax
restriction-table system.
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faxprint W

To configure the system-level fax number used to print faxes, use the fax print command in
Cisco Unity Express configuration mode. Use the no form of this command to delete this configuration.

fax print E.164-number [site site-name]

no fax print E. /64 [site site-name]

Syntax Description

Command Default

Command Modes

E.164-number System-level fax number.

site Configure the system-level fax number for a remote site

site-name Name of the remote site for which to configure the system-level fax
number.

No system-level fax number is configured.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification
3.0 This command was introduced.
3.2 This command was extended to allow the configuration of other sites.

Use the fax print command in Cisco Unity Express configuration mode to configure the system-level
fax number used to print the faxes. On successful completion of this command, the system gives users
the option to print the fax on a system-configured number.

An error message appears when you enter an extension with an incorrect length. The maximum allowed
is 15 characters.

The following example sets the system-level fax number to 555-0112:

se-10-0-0-0# config t
se-10-0-0-0(config)# fax print 5550112

Related Commands

Command Description

show fax configuration Displays the configuration for the inbound fax gateway, the outbound
fax gateway, and the default fax number to which faxes in the
mailboxes can be sent.
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Command Description

show network detail location Displays network information for a specified Cisco Unity Express
id location ID.

show voicemail fax Displays the name of the restriction table associated with the fax
restriction-table system.
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gateway address (ccn subsystem sip)
gateway port (ccn subsystem sip)
greeting

groupname

groupname notification cascade-to after
groupname privilege

groupname profile (phone-device)
groupname profile email

groupname profile num-pager

groupname profile text-pager
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gateway address (ccn subsystem sip)

To configure the IP address of the SIP proxy server, use the gateway address command in Cisco Unity
Express SIP configuration mode. To remove the address, use the no form of this command.

gateway address ip-address

no gateway address

Syntax Description ip-address IP address of the SIP proxy server. The default value is 0.0.0.0.
Defaults IP address 0.0.0.0
Command Modes Cisco Unity Express SIP configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example configures a SIP proxy server address of 10.2.34.1:

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem sip
se-10-0-0-0(config-sip)# gateway address 10.2.34.1
se-10-0-0-0(config-sip)# end

se-10-0-0-0(config)#

Related Commands = Command Description

show ccn subsystem sip Displays details for the SIP subsystem.
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gateway port (ccn subsystem sip)

To configure the UDP or TCP port on the SIP proxy server, use the gateway port command in Cisco
Unity Express SIP configuration mode. To remove the port, use the no form of this command.

gateway port port-number

no gateway port

Syntax Description  port-number UDP or TCP port on the SIP proxy server. The default value is
5060.
Defaults Port 5060
Command Modes Cisco Unity Express SIP configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Examples The following example configures the SIP proxy server port to 23:

se-10-0-0-0> enable

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn subsystem sip
se-10-0-0-0(config-sip)# gateway port 23
se-10-0-0-0(config-sip)# end
se-10-0-0-0(config)#

Related Commands = Command Description

show ccn subsystem sip Displays details for the SIP subsystem.
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greeting

To use an uploadable and configurable alternate greeting, use the greeting command in
Cisco Unity Express mailbox configuration mode. Use the no or default form of this command to

disable the greeting.

greeting {alternate | meeting | vacation | extended-absence | busy | internal | closed} {enable |
enable until month month day day time hh:mm } recording-type {user-recording | none |

system-default}

no greeting {alternate | meeting | vacation | extended-absence | busy | internal | closed} {enable
| enable until month month day day time hh:mm } recording-type {user-recording | none |

system-default}

Syntax Description

Command Default

Command Modes

alternate Enable, record, or download an alternate greeting.
meeting Enable, record, or download a meeting greeting.
vacation Enable, record, or download a vacation greeting.

extended-absence

Enable, record, or download a extended-absence greeting.

busy Enable, record, or download a busy greeting.
internal Enable, record, or download a internal greeting.
closed Enable, record, or download a closed greeting.
enable Enable a greeting.

enable until

Enable a greeting until the specified date and time.

month month

Month until which the greeting will be active.

day day

Day until which the greeting will be active.

time hh:mm

Time until which the greeting will be active

recording-type

Type of recording that you want use for the mailbox.

user-recording

Use the user recording.

none

Do not use a recording.

system-default

Use the system default recording.

The recording type is user-recording.

Cisco Unity Express mailbox configuration (config-mailbox)

Command History

Cisco Unity Express Version

Modification

3.0

This command was introduced.

7.1

This command was modified to include the use of an
uploadable and configurable alternate greeting.
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Usage Guidelines

Examples

greeting W

An administrator or a user that has been assigned a privilege that allows the user.mailbox operation can
configure a greeting for any mailbox. Subscribers that has not be assigned the privilege to use any
operations, can still configure their own mailbox.

The enable keyword removes any setting configured by the enabled until keyword. You can set the time
for the enabled until keyword up to a year in the future.

You cannot disable the standard greeting; it is always enabled.

Greeting commands in the mailbox mode are not stored in startup configuration and will therefore not
be displayed in the output of the show run command.

If you configure a mailbox to play the user-recording but no user recording exists, the system-default
recording will be played. This allows you to enable the user-recording greeting and record it later.

Because the default greeting type is user-recording, the no or default version of the greeting type
recording-type command sets the recording type to user-recording.

Setting the recording-type to none does not delete the recording. To delete the greeting, use the voice
mailbox delete owner owner greeting type user-recording command.

The following example shows how to enable a vacation greeting until May 24 at 10 am:

se-10-0-0-0# config t
se-10-0-0-0(config)# voice mailbox owner user-8
se-10-0-0-0(config-mailbox)# greeting vacation enable until month May day 24 time 10:00

The following example shows how to use a user recording as the extended absence greeting:

se-10-0-0-0# config t
se-10-0-0-0(config)# voice mailbox owner user-8
se-10-0-0-0(config-mailbox)# greeting extended-absence recording-type user-recording

The following example shows how to download a greeting for when your business is closed:

se-10-0-0-0# config t

se-10-0-0-0(config)# voice mailbox owner user-8

se-10-0-0-0(config-mailbox)# greeting closed url http://download.com username userd
password pass4

Related Commands

Command Description

show voicemail Shows the properties of the voice-mail system

voice mailbox owner  Enters mailbox configuration submode.
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groupname

To configure a Cisco Unity Express group, use the groupname command in either Cisco Unity Express

EXEC mode or configuration mode.

EXEC Mode

groupname name [create | delete | description “description” | fullname display “full-name’]

Configuration Mode

groupname name [create | member username | owner ownername | phonenumber phone-number
| phonenumberE164 full-number | privilege privilege-name]

Syntax Description

Command Modes

name The name of the group.
create (Optional) Creates a group with no other information.
delete (Optional) Deletes the group.

description “description”

(Optional) Specifies a description of the group. The description
must be enclosed in double quotes (“”).

fullname display “full-name”

(Optional) Specifies a long name of the group as it should appear
on other telephone displays. The name must be entered in double
quotes (“7).

member username

(Optional) Associates an existing subscriber as a member of this
group. If the username value does not exist, this command will
create it with no other information.

owner ownername

(Optional) Specifies the subscriber who owns this group.

phonenumber phone-number

(Optional) Associates an extension or number with this group.

phonenumberE164 full-number

(Optional) Associates a full telephone number and area code with
this group.

privilege privilege-name

(Optional) Assigns a privilege to the group.

Cisco Unity Express EXEC
Cisco Unity Express configuration

Command History

Cisco Unity Express Version

Modification

1.0

This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

[l Cisco Unity Express Command Reference for 3.0 and Later Versions

0L-14012-06 |



Usage Guidelines

Examples

groupname .

Cisco Unity Express Version Modification

2.1 Additional privileges were made available: broadcast,
ViewPrivateList, and ManagePublicList.

2.3 The vm-imap and local-broadcast privileges were implemented
on the NM-CUE and NM-CUE-EC modules.

3.0 The vm-imap privilege was implemented on the AIM-CUE.

The EXEC version of the command stores the permitted information in Cisco Unity Express flash
memory. If a problem with the disk occurs, this information is available so that the group members may
access the group’s voice mailbox.

The configuration version of the command is stored in the Cisco Unity Express system configuration
file. If a power outage or a system shutdown occurs, the group information can be retrieved.

Several privileges are available:

e Superuser—An administrator, also called a superuser, has the capability, or privilege, of accessing
all the configuration and maintenance functions, including the Administration via Telephone (AvT).

¢ ManagePrompts—The prompt management subscriber has access to the AvT but not to any other
administrative functions.

¢ Broadcast—The broadcast privilege permits the subscriber to send broadcast messages across the
network.

e ManagePublicList—The ManagePublicList privilege permits the subscriber to create and modify
public distribution lists.

e ViewPrivateList—The ViewPrivateList privilege allows the subscriber to view another subscriber’s
private distribution lists. The ViewPrivateList subscriber can not modify or delete the private lists.

These privilege levels are assigned to a group, and any member of the group is granted the privilege
rights. The software initialization process created an Administrator group from the imported subscribers
designated as administrators. Other groups can be created with these privileges. Assign subscribers to
an existing group using the CLI commands or the GUI option Configuration > Users.

Assign the vm-imap privilege to one or more groups so that the group members can access the integrated
messaging feature. Subscribers who are not members of a group with the vm-imap privilege will not be
able to access the integrated messaging feature.

To display the current list of privileges, use the show privileges command in Cisco Unity Express EXEC
mode. Use the show groups privileges command to display the privileges assigned to each group.

The following example creates the group Sales with two members, one owner, and two privileges:

se-10-0-0-0> enable

se-10-0-0-0# groupname sales fullname display “Sales New York”
se-10-0-0-0# groupname sales description “Sales group in New York branch”
se-10-0-0-0# config t

se-10-0-0-0(config)# groupname sales phonenumber 50120
se-10-0-0-0(config)# groupname sales phonenumberEl64 12225550120
se-10-0-0-0(config)# groupname sales member user4
se-10-0-0-0(config)# groupname sales member user5
se-10-0-0-0(config)# groupname sales owner useré6
se-10-0-0-0(config)# groupname sales privilege broadcast
se-10-0-0-0(config)# groupname sales privilege ManagePublicList
se-10-0-0-0(config) # exit
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The following example assigns the integrated messaging feature to the sales group:

se-10-0-0-0# config t

se-10-0-0-0(config)# groupname sales privilege vm-imap

se-10-0-0-0(config)# exit

The following example assigns the local broadcast privilege to the engineers group:

se-10-0-0-0# config t

se-10-0-0-0(config)# groupname engineers privilege local-broadcast

se-10-0-0-0(config)# exit

Related Commands

Command

Description

groupname

Configures voice-mail group parameters.

maxsessions (IMAP)

Sets the maximum number of concurrent IMAP sessions.

service imap

Enters IMAP configuration mode.

session idletimeout (IMAP)

Specifies the IMAP session idletimeout value.

session security

Sets the IMAP client connection type.

show group detail groupname

Displays the configuration details for a specific group.

show groups

Displays a list of configured group names.

show groups privileges

Displays the privileges for all configured groups.

show imap configuration

Displays all IMAP configuration parameters.

show imap sessions

Displays all active IMAP sessions.

show privileges

Displays a list of available privileges.

show users

Displays a list of configured usernames.

username (configuration)

Configures a Cisco Unity Express subscriber.
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groupname notification cascade-to after

To define a rule for cascading a notification, use the groupname notification cascade-to after
command in Cisco Unity Express EXEC mode. Use the no form of this command to remove the rule and
disable cascading to the specified group.

groupname group-id notification cascade-to uid after minutes

no groupname group-id notification cascade-to uid after minutes

Syntax Description

Command Default

Command Modes

group-id ID of the group for whom notification cascading is being configured.
uid ID of the group to whom cascaded notification is being sent.
minutes Amount of time after which the notification cascade occurs.

There are no notification cascading rules defined for the subscriber.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

Use the groupname notification cascade-to after command in Cisco Unity Express configuration mode
to define:

e The group for whom notification cascading is being configured.
e The group to whom cascaded notification is being sent.
e The amount of time after which the notification cascade occurs.
An error message appears when:
e The specified group, or profile does not exist on the local system.
e The group exists but a rule is already defined to cascade to that group.
e The group does not have a mailbox.
e The group cannot define a rule to cascade notification to himself.
¢ The maximum number of groups have already been configured for cascading.
e The time is outside the allowed range.

e The time is within the allowed range, but a rule is already defined to cascade notification at that time.

The following example define a rule to cascade notification from group22 to group 42 after 10 minutes:

se-10-0-0-0# groupname group22 notification cascade-to group42 after 10
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Related Commands = Command Description
show voicemail notification  Displays the message notification configuration.

show voicemail notification  Displays the details of the message notification configuration for a
owner cascade specific group.

show voicemail notification Displays information about the restriction table associated with the
restriction-table non-subscriber message delivery feature.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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groupname privilege

To assign viewing privileges for the Cisco Unity Express IVR reporting historical or real-time statistics,
use the groupname command in global configuration mode. Use the no form of this command to delete
the historical report viewing privileges from the specified group.

groupname group-name privilege { ViewHistoricalReports | ViewRealTime}

no groupname group-name privilege { ViewHistoricalReports | ViewRealTime }

Syntax Description

Command Default

Command Modes

group-name Name of the group.

ViewHistoricalReports Assigns the specified group name the privilege of viewing the
historical statistics reports.

ViewRealTime Assigns the specified group name the privilege of viewing the
real-time statistics.

None

Global configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced.

The Cisco Unity Express IVR real-time statistics collection tool provides real-time statistics for key
workflow components, such as contacts, application tasks, and engine tasks. This feature provides
summary or detailed real-time statistics for each contract or application. With real-time statistics, the
summary values provide only the information accumulated since the last time the statistics were cleared.
Clear the accumulated summary statistical data manually, by using the GUI interface, or automatically
at midnight, by setting up a daily schedule.

If the specified group does not exist on the system, an error message appears.

The following example assigns Cisco Unity Express IVR historical statistics report viewing privileges
to the groupname myGroup:

se-10-0-0-0# config t

se-10-0-0-0(config)# groupname myGroup privilege ViewHIstoricalReports

se-10-0-0-0(config)# exit
se-10-0-0-0#

Related Commands

Command Description

show groups privileges Displays privileges of the specified group name.
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groupname profile (phone-device)

To configure a group’s cell phone for message notification, use the groupname profile (phone device)
command in Cisco Unity Express EXEC mode. To remove or deactivate a parameter from the cell phone,
use the no or default form of this command.

groupname group-id profile vin-notif-profile {cell-phone | home-phone | work-phone}

{enable
extra-digits digits

phonenumber phonenumber

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm}

no groupname group-id profile vim-notif-profile {cell-phone | home-phone | work-phone}

{enable
extra-digits digits

phonenumber phonenumber

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm}

default groupname group-id profile vim-notif-profile {cell-phone | home-phone | work-phone}

preference {all | urgent}

Syntax Description

Defaults

Command Modes

group-id

ID for the voice-mail group that owns the cell phone.

cell-phone | home-phone |
work-phone

Phone device that should receive message notifications.

enable

Enables the device in the group’s profile.

extra-digits digits

Extra digits to be sent as DTMF digits. Valid values include
numbers 0 to 9, pound or hash mark (#), star (*), and plus (+) for a
1-second pause.

phonenumber phonenumber

Phone number of the group’s phone. Valid values include digits O to
9.

preference {all | urgent}

Enables the message notification type for the device. all sends all
voice messages to the device. urgent sends only urgent messages to
the device.

schedule day day-of-week
active from hh:mm to hh:mm

Sets a time slot when the device can receive notifications. Valid
values for day-of-week are 1 to 7, where 1 is Sunday, 2 is Monday,
and so forth. Use the hour and half-hour on the 24-hour clock for the
time. Valid values for ik are 00 to 24 and for mm either 00 or 30.

Cell phone notifications are disabled.

Default preference is urgent.

Cisco Unity Express EXEC
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Command History Cisco Unity Express Version Modification

2.3

This command was introduced.

Usage Guidelines The system creates one default notification profile with the filename vm-notif-profile per group. This
filename cannot be changed.

Repeat the command with the schedule parameter to configure more than one time slot. This parameter
changes only the specified time slots; the configuration for the other time slots is not changed.

An error message appears for the following conditions:

The group does not exist in the system.

The group does not have a mailbox.

phonenumber is a restricted number.

More than 64 digits are entered for digits.

A valid phone number is not assigned to the device.

The administrator has disabled message notification on a system-wide basis.

The system-wide notification preference is set to urgent and an attempt is made to set this group’s
preference to all.

The schedule start time is later than the schedule end time.

Using the no or default form of this command results in the following conditions:

no groupname group-id profile vim-notif-profile {cell-phone | home-phone | work-phone}
enable disables the sending of notifications to the device.

no groupname group-id profile vim-notif-profile {cell-phone | home-phone | work-phone}
extra-digits removes the extra digits assigned to the device.

no groupname group-id profile vm-notif-profile {cell-phone | home-phone | work-phone}
phonenumber removes the phone number from the device and automatically disables the device.

no (or default) groupname group-id profile vim-notif-profile {cell-phone | home-phone |
work-phone} preference sets the notification preference to urgent.

no groupname group-id profile vim-notif-profile {cell-phone | home-phone | work-phone}
schedule day day-of-week active from hh:mm to hh:mm deactivates the sending of notifications for
the specified time slot.

Examples The following example configures the cell phone for group sales:

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone phonenumber 12225550150
se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone enable

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone extra-digits 9
se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone all

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone schedule day 2 active
from 08:00 to 17:00

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone schedule day 3 active
from 08:00 to 12:00

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone schedule day 4 active
from 13:00 to 16:00

se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone schedule day 5 active
from 08:00 to 14:00
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se-10-0-0-0# groupname sales profile vm-notif-profile cell-phone schedule day 6 active
from 08:00 to 17:00

Related Commands  Command Description
groupname profile email Configures notification parameters for a group’s e-mail.
groupname profile num-pager Configures notification parameters for a group’s numeric
pager.
groupname profile text-pager Configures notification parameters for a group’s text pager.

show voicemail notification owner Displays the voicemail notification configuration for a
specified subscriber or group.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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To configure a group’s e-mail for message notification, use the groupname profile email command in
Cisco Unity Express EXEC mode. To remove or deactivate a parameter from the e-mail device, use the
no or default form of this command.

groupname profile email

groupname group-id profile vim-notif-profile email

{address email-address
attach
enable

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm

text email-text}

no groupname group-id profile vm-notif-profile email

{address email-address
attach
enable

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm

text email-text}

default groupname group-id profile vim-notif-profile email attach

default groupname group-id profile vim-notif-profile email preference {all | urgent}

Syntax Description

Defaults

groupname

ID for the voice-mail group who owns the e-mail.

address email-address

E-mail address to which an outgoing text notification will be sent.

attach Enables a voice message to be attached to the outgoing e-mail
notification. The default is disabled.
enable Enables the device in the group’s profile.

preference {all | urgent}

Enables the message notification type for the device. all sends all
voice messages to the device. urgent sends only urgent messages to
the device.

schedule day day-of-week
active from hh:mm to hh:mm

Sets a time slot when the device can receive notifications. Valid
values for day-of-week are 1 to 7, where 1 is Sunday, 2 is Monday,
and so forth. Use the hour and half-hour on the 24-hour clock for the
time. Valid values for ik are 00 to 24 and for mm either 00 or 30.

text email-text

Text of the message that will be appended to the outgoing e-mail
notification. The message can contain all alphanumeric characters
except question mark (?). The maximum message length is 128
characters.

E-mail notifications are disabled.
E-mail attachments are disabled.
Default preference is urgent.
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Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

2.3

This command was introduced.

Usage Guidelines The system creates one default notification profile with the filename vm-notif-profile per group. This
filename cannot be changed.

Repeat the command with the schedule parameter to configure more than one time slot. This parameter
changes only the specified time slots; the configuration for the other time slots is not changed.

An error message appears for the following conditions:

The group does not exist in the system.

The group does not have a mailbox.

The administrator has disabled message notification on a system-wide basis.
The administrator has disabled e-mail attachments on a system-wide basis.
E-mail is enabled before the e-mail address is defined.

E-mail is enabled and an SMTP server is not configured.

The system-wide notification preference is set to urgent and an attempt is made to set this group’s
preference to all.

The schedule start time is later than the schedule end time.
E-mail text contains a question mark (?).

E-mail text is longer than 128 characters.

Using the no or default form of this command results in the following conditions:

no groupname group-id profile vim-notif-profile email enable disables the sending of notifications
to the device.

no groupname group-id profile vm-notif-profile email address email-address removes the e-mail
address assigned to the device and automatically disables the device.

no (or default) groupname group-id profile vim-notif-profile email attach disables attaching
voice messages to outgoing e-mail notifications for this device.

no (or default) groupname group-id profile vim-notif-profile email preference sets the
notification preference to urgent.

no groupname group-id profile vm-notif-profile email schedule day day-of-week active from
hh:mm to hh:mm deactivates the sending of notifications for the specified time slot.

no groupname group-id profile vm-notif-profile email text removes the text associated with this
device.

Examples The following example configures the cell phone for group sales:

se-10-0-0-0# groupname sales profile vm-notif-profile email address groupl@company.com
se-10-0-0-0# groupname sales profile vm-notif-profile email enable

se-10-0-0-0# groupname sales profile vm-notif-profile email attach

se-10-0-0-0# groupname sales profile vm-notif-profile email all

Cisco Unity Express Command Reference for 3.0 and Later Versions
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se-10-0-0-0# groupname sales profile vm-notif-profile email schedule day 3 active from

08:00 to 10:00

se-10-0-0-0# groupname sales profile vm-notif-profile email text “Sales meeting scheduled
in main office conference room C 1:00-3:00 p.m. 4/19/06”

Related Commands

Command

Description

groupname profile (phone-device)

Configures notification parameters for a group’s cell phone.

groupname profile num-pager

Configures notification parameters for a group’s numeric
pager.

groupname profile text-pager

Configures notification parameters for a group’s text pager.

show voicemail notification owner

Displays the voicemail notification configuration for a
specified subscriber or group.
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groupname profile num-pager

To configure a group’s numeric pager for message notification, use the groupname profile num-pager
command in Cisco Unity Express EXEC mode. To remove or deactivate a parameter from the home
phone, use the no or default form of this command.

groupname group-id profile vim-notif-profile num-pager

{enable
extra-digits digits

phonenumber phonenumber

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm}

no groupname group-id profile vm-notif-profile num-pager

{enable
extra-digits digits

phonenumber phonenumber

preference {all | urgent}

schedule day day-of-week active from hh:mm to hh:mm}

default groupname group-id profile vm-notif-profile num-pager preference {all | urgent}

Syntax Description

Defaults

Command Modes

group-id

ID for the voice-mail group who owns the numeric pager.

enable

Enables the device in the group’s profile.

extra-digits digits

Extra digits to be sent as DTMF digits. Valid values include
numbers 0 to 9, pound or hash mark (#), star (*), and plus (+) for a
1-second pause.

phonenumber phonenumber

Phone number of the group’s numeric pager. Valid values include
digits 0 to 9.

preference {all | urgent}

Enables the message notification type for the device. all sends all
voice messages to the device. urgent sends only urgent messages to
the device.

schedule day day-of-week
active from hh:mm to hh:mm

Sets a time slot when the device can receive notifications. Valid
values for day-of-week are 1 to 7, where 1 is Sunday, 2 is Monday,
and so forth. Use the hour and half-hour on the 24-hour clock for the
time. Valid values for hh are 00 to 24 and for mm either 00 or 30.

Numeric pager notifications are disabled.

Default preference is urgent.

Cisco Unity Express EXEC

Command History

Cisco Unity Express Version

Modification

2.3

This command was introduced.
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Usage Guidelines

Examples

groupname profile num-pager W

The system creates one default notification profile with the filename vm-notif-profile per group. This
filename cannot be changed.

Repeat the command with the schedule parameter to configure more than one time slot. This parameter
changes only the specified time slots; the configuration for the other time slots is not changed.

An error message appears for the following conditions:

The group does not exist in the system.

The group does not have a mailbox.

phonenumber is a restricted number.

More than 64 digits are entered for digits.

A valid phone number is not assigned to the device.

The administrator has disabled message notification on a system-wide basis.

The system-wide notification preference is set to urgent and an attempt is made to set this group’s
preference to all.

The schedule start time is later than the schedule end time.

Using the no or default form of this command results in the following conditions:

no groupname group-id profile vm-notif-profile num-pager enable disables the sending of
notifications to the device.

no groupname group-id profile vm-notif-profile num-pager extra-digits removes the extra digits
assigned to the device.

no groupname group-id profile vm-notif-profile num-pager phonenumber removes the phone
number from the device and automatically disables the device.

no (or default) groupname group-id profile vim-notif-profile num-pager preference sets the
notification preference to urgent.

no groupname group-id profile vm-notif-profile num-pager schedule day day-of-week active
from hh:mm to hh:mm deactivates the sending of notifications for the specified time slot.

The following example configures the cell phone for group sales:

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager phonenumber 12225550150
se-10-0-0-0# groupname sales profile vm-notif-profile num-pager enable

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager extra-digits 9
se-10-0-0-0# groupname sales profile vm-notif-profile num-pager all

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager schedule day 2 active from
08:00 to 17:00

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager schedule day 3 active from
08:00 to 12:00

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager schedule day 4 active from
13:00 to 16:00

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager schedule day 5 active from
08:00 to 14:00

se-10-0-0-0# groupname sales profile vm-notif-profile num-pager schedule day 6 active from
08:00 to 17:00
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Related Commands = Command Description
groupname profile (phone-device) Configures notification parameters for a group’s cell phone.
groupname profile email Configures notification parameters for a group’s e-mail.
groupname profile text-pager Configures notification parameters for a group’s text pager.
show voicemail notification owner Displays the voicemail notification configuration for a

specified subscriber or group.
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groupname profile text-pager

To configure a group’s text pager for message notification, use the groupname profile text-pager
command in Cisco Unity Express EXEC mode. To remove or deactivate a parameter from the text pager
device, use the no or default form of this command.

groupname group-id profile vim-notif-profile text-pager
{address email-address
enable
preference {all | urgent}
schedule day day-of-week active from hh:mm to hh:mm
text email-text}

no groupname group-id profile vm-notif-profile text-pager
{address email-address
enable
preference {all | urgent}
schedule day day-of-week active from hh:mm to hh:mm
text message-text}

default groupname group-id profile vim-notif-profile text-pager preference {all | urgent}

Syntax Description group-id ID for the voice-mail group who owns the text pager.
address email-address E-mail address to which an outgoing text notification will be sent.
enable Enables the device in the group’s profile.
preference {all | urgent} Enables the message notification type for the device. all sends all
voice messages to the device. urgent sends only urgent messages to
the device.
schedule day day-of-week Sets a time slot when the device can receive notifications. Valid

active from hh:mm to hh:mm values for day-of-week are 1 to 7, where 1 is Sunday, 2 is Monday,
and so forth. Use the hour and half-hour on the 24-hour clock for the
time. Valid values for hh are 00 to 24 and for mm either 00 or 30.

text message-text Text of the message that will be appended to the outgoing text pager
notification. The message can contain all alphanumeric characters
except question mark (?). The maximum message length is 128

characters.
Defaults Text pager notifications are disabled.
Default preference is urgent.
Command Modes Cisco Unity Express EXEC
Command History Cisco Unity Express Version Modification
2.3 This command was introduced.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Usage Guidelines

Examples

The system creates one default notification profile with the filename vm-notif-profile per group. This
filename cannot be changed.

Repeat the command with the schedule parameter to configure more than one time slot. This parameter
changes only the specified time slots; the configuration for the other time slots is not changed.

An error message appears for the following conditions:
e The group does not exist in the system.
e The group does not have a mailbox.
e The administrator has disabled message notification on a system-wide basis.
e Text paging is enabled before the e-mail address is defined.
e Text paging is enabled and an SMTP server is not configured.

e The system-wide notification preference is set to urgent and an attempt is made to set this group’s
preference to all.

® The schedule start time is later than the schedule end time.
e Message text contains a question mark (?).
e Message text is longer than 128 characters.
Using the no or default form of this command results in the following conditions:

e no groupname group-id profile vm-notif-profile text-pager enable disables the sending of
notifications to the device.

e no groupname group-id profile vm-notif-profile text-pager address email-address removes the
e-mail address assigned to the device and automatically disables the device.

¢ no (or default) groupname group-id profile vm-notif-profile text-pager preference sets the
notification preference to urgent.

e no groupname group-id profile vim-notif-profile text-pager schedule day day-of-week active
from hh:mm to hh:mm deactivates the sending of notifications for the specified time slot.

e no groupname group-id profile vm-notif-profile text-pager text removes the text associated with
this device.

The following example configures the cell phone for group sales:

se-10-0-0-0# groupname sales profile vm-notif-profile text-pager address sales@company.com
se-10-0-0-0# groupname sales profile vm-notif-profile text-pager enable

se-10-0-0-0# groupname sales profile vm-notif-profile text-pager all

se-10-0-0-0# groupname sales profile vm-notif-profile text-pager schedule day 3 active
from 08:00 to 10:00

se-10-0-0-0# groupname sales profile vm-notif-profile text-pager text “Sales meeting
scheduled in main office conference room C 1:00-3:00 p.m. 4/19/06”

Related Commands

Command Description
groupname profile (phone-device) Configures notification parameters for a group’s cell phone.
groupname profile email Configures notification parameters for a group’s e-mail.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Command Description

groupname profile num-pager Configures notification parameters for a group’s numeric
pager.

show voicemail notification owner Displays the voicemail notification configuration for a

specified subscriber or group.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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hostname

To configure the hostname for the Cisco Unity Express applications, use the hostname command in
Cisco Unity Express configuration mode. To change the hostname to the default hostname, use the no
form of this command.

hostname hostname

no hostname hostname

Syntax Description  hostname Name of the host system. Do not include the domain name.
Defaults IP address of the Cisco Unity Express module
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines The hostname value identifies the Cisco Unity Express module. The default value is the IP address of
the module.

Cisco Unity Express uses the hostname value in the module prompt.

Examples The following example changes the hostname of the module with IP address 10.0.0.0 to mybranch and
then restores the default hostname:
se-10-0-0-0# config t
se-10-0-0-0(config)# hostname mybranch

mybranch (config) # no hostname mybranch
se-10-0-0-0(config)#

Related Commands  Command Description
ip domain-name Specifies the DNS domain name.
ip name-server Specifies the DNS server name.
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Command Description
ntp server Specifies the NTP clocking server.
show hosts Displays all configured hosts.
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idletimeout (ccn trigger http)-IVR Only
idletimeout (ccn trigger jtapi)
idletimeout (ccn trigger sip)

imap (aaa accounting event)

ip domain-name

ip name-server
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idletimeout (ccn trigger http)-IVR Only

To specify the number of milliseconds to wait before dropping the HTTP request for a

Cisco Unity Express IVR HTTP trigger event, use the idletimeout command in

Cisco Unity Express IVR HTTP trigger configuration mode. Use the no form of this command to delete
the timeout value.

idletimeout milliseconds

no idletimeout milliseconds

Syntax Description  milliseconds Number of milliseconds to wait before dropping the HTTP request for an
Cisco Unity Express IVR HTTP trigger event.

Command Default The default time to wait before dropping an HTTP request is 10,000 milliseconds.

Command Modes Cisco Unity Express IVR HTTP trigger configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After successfully completing the cen trigger http command, use the idletimeout command to

configure the idle timeout value (in milliseconds) for the trigger. The idle timeout value is the time that
the subsystem waits before dropping the HTTP request. Use the default form of this command to set the
idle timeout value to 10000.

Examples The following example sets the Cisco Unity Express IVR HTTP trigger idle timeout to
15,000 milliseconds (or 15 seconds):

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger)# idletimeout 15000
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands Command Description

show ccen trigger http—-IVR Only  Displays the trigger and application settings. Use the show ccn
trigger http command option to display the Cisco Unity Express
IVR HTTP-based trigger settings.
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idletimeout (ccn trigger jtapi)

To specify the number of milliseconds to wait for a caller’s response before the call is disconnected, use
the idletimeout command in Cisco Unity Express CCN configuration trigger mode. Use the no form of

this command to delete the timeout value.
idletimeout milliseconds

no idletimeout milliseconds

Syntax Description

Defaults

Command Modes

milliseconds The number of milliseconds to wait for a caller’s response before the call is
disconnected. The default is 10,000 milliseconds.

10,000 milliseconds

CCN configuration trigger

Command History

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The following example sets the idle timeout to 15,000 milliseconds (15 seconds).

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi phonenumber 1234
se-10-0-0-0(config-trigger)# idletimeout 15000
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)#

Related Commands

Command Description
cen trigger jtapi phonenumber Enters trigger configuration mode.
show ccn trigger all Displays the CCN trigger details.
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idletimeout (ccn trigger sip)

To specify the number of milliseconds to wait for a caller’s response before the call is disconnected, use
the idletimeout command in Cisco Unity Express CCN configuration trigger mode. Use the no form of
this command to delete the timeout value.

idletimeout milliseconds

no idletimeout milliseconds

Syntax Description  milliseconds The number of milliseconds to wait for a caller’s response before the call is
disconnected. The default value is 10,000 milliseconds.

Defaults 10,000 milliseconds
Command Modes CCN configuration trigger
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example sets the idle timeout to 15,000 milliseconds (15 seconds).

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 1234
se-10-0-0-0(config-trigger)# idletimeout 15000
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)#

Related Commands  Command Description
cen trigger sip phonenumber Enters trigger configuration mode.
show ccn trigger all Displays the CCN trigger details.
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imap (aaa accounting event)

To enable or disable the logging of events for the IMAP system, use the imap command in

Cisco Unity Express AAA accounting event configuration mode. Use the no form of this command to
disable the logging for IMAP. Use the default form of this command to restore the default setting (the
logging for IMAP is disabled).

imap
no imap

default imap

Syntax Description  This command has no arguments or keywords.

Defaults The logging IMAP events is disabled.
Command Modes Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines This command enables the logging of all IMAP events, including:
e Logins

¢ Failed logins
e Logouts
e EXEC mode commands

e Configuration mode commands

Examples The following example disables the logging of IMAP events:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event)# no imap

Related Commands = Command Description

aaa accounting enable Enables the recording of AAA accounting events.
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Command Description

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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Ip domain-name

To configure the domain name server (DNS) domain name, use the ip domain-name command in Cisco
Unity Express configuration mode. To delete the domain name, use the no form of this command.

ip domain-name dns-server-domain-name

no ip domain-name

Syntax Description  dns-server-domain-name Domain name for the DNS server.
Defaults No domain name is configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use this command with the ip name-server command to configure the DNS server.

Examples The following example changes the domain name to mycompany.com:

se-10-0-0-0# config t
se-10-0-0-0(config)# ip domain-name mycompany.com
se-10-0-0-0(config)# ip name-server 10.0.61.1

Related Commands  Command Description
hostname Specifies the server that stores the Cisco Unity Express applications.
ip name-server Specifies the DNS server name.
ntp server Specifies the NTP clocking server.
show hosts Displays all configured hosts.
show ip route Displays IP route destinations, gates, and masks.
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Ip name-server

To configure the IP address of the domain name server (DNS), use the ip name-server command in
Cisco Unity Express configuration mode. To delete the name server, use the no form of this command.

ip name-server ip-address [ip-address] [ip-address] [ip-address]

no ip name-server ip-address

Syntax Description ip-address IP address of the DNS server.
Defaults No name server is configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Up to four DNS servers may be configured. Use this command with the ip domain-name command to
configure the DNS server.

Examples The following example changes the IP name server to 10.3.61.16:

se-10-0-0-0# config t
se-10-0-0-0(config)# ip name-server 10.3.61.16
se-10-0-0-0(config)# ip domain-name mycompany.com

Related Commands = Command Description
hostname Specifies the server that stores the Cisco Unity Express applications.
ip domain-name Specifies the DNS domain name.
ntp server Specifies the NTP clocking server.
show hosts Displays all configured hosts.
show ip route Displays IP route destinations, gates, and masks.
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kron schedule

To create a new kron schedule and enter kron schedule configuration mode, use the kron schedule
command in Cisco Unity Express configuration mode. To delete the kron schedule, use the no form of
this command.

kron schedule [name]

no kron schedule [name]

Syntax Description  name (Optional) Defines the name of the kron schedule.

Defaults None.

Command Modes Cisco Unity Express EXEC mode

Command History Cisco Unity Express Release Modification
8.0 This command was introduced.
Usage Guidelines If a defined name is not entered, then the format of the schedule name is assigned as kronNNNN with

the N representing a numerical value.

Examples The following example defines a kron schedule named “kron1234”:

se-10-0-0-0# kron schedule kronl234
se-10-0-0-0 (kron-schedule) #

Related Commands = Command Description
commands (kron schedule) Enters the interactive mode to create the command block for a
kron job.
description (kron schedule) Configures a description for the kron job.
show kron schedules Displays a list of kron jobs.
show kron schedule detail job Displays details of a specific kron job.
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license activate ivr sessions
license activate ports

license activate timecardview users
license activate voicemail mailboxes
license agent default authenticate
license agent listener http

license agent max-sessions

license agent notify

license clear

license comment

license clear

license install

license modify priority

license revoke

license save

line console

list name

list number

list number delete

list number description

list number member

list number owner

locale (cen trigger http)-IVR Only
locale (ccn trigger jtapi)

locale (ccn trigger sip)

log console

log console monitor
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log trace boot

log trace buffer save

login (aaa accounting event)
login (config-line)

login-fail (aaa accounting event)
login pinless

logout (aaa accounting event)
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license activate ivr sessions

To activate the license for IVR sessions, use the license activate ivr sessions command in
Cisco Unity Express EXEC mode. Using the no form of this command sets the usage to zero and disables
the feature.

license activate ivr sessions numeric string

no license activate ivr sessions numeric string

Syntax Description

Command Default

Command Modes

numeric string Specifies the number of IVR sessions to be activated.The value must be a
value that is less than or equal to the number of IVR sessions supported by
this platform, and it must be a multiple of two.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to activate the license for IVR sessions.

The following example shows how to activate the license for IVR sessions:

se-10-0-0-0# license activate ivr sessions 4

Related Commands

Command Description

license activate ports  Activates the license for ports.

license activate Activates the license for TimeCardView users.
timecardview users

license activate Activates the license for mailboxes.
voicemail mailboxes

show license all Displays a summary of all licenses installed.
show license detail Displays the details of the installed license.
show license status Displays the status of the licenses installed.
application
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license activate ports

To activate the license for ports, use the license activate ports command in Cisco Unity Express EXEC._
mode. Using the no form of this command sets the usage to zero and disables the feature.

license activate ports numeric string

no license activate ports numeric string

Syntax Description

Command Default

Command Modes

numeric string Specifies the number of ports to be activated.The value must be a value that
is less than or equal to the number of ports supported by this platform, and
it must be a multiple of two.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to activate the license for ports.

The following example shows how to activate the license for ports:

se-10-0-0-0# license activate ports 4

Related Commands

Command Description

license activate Activates the license for mailboxes.
voicemail mailboxes

license activate ivr Activates the license for ivr sessions.

sessions

license activate Activates the license for TimeCardView users.
timecardview users

show license all Displays the summary of all licenses installed.
show license detail Displays the details of the installed licenses.
show license status Displays the status of the licenses installed.
application
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license activate timecardview users

To activate the license for TimeCardView users, use the license activate timecardview command in
Cisco Unity Express EXEC mode. Using the no form of this command sets the usage to zero and disables
the feature.

license activate timecardview users numeric string

no license activate timecardview users numeric string

Syntax Description

Command Default

Command Modes

numeric string Specifies the number of TimeCardView users to be activated. The value
must be a value that is less than or equal to the number of TimeCardView
users supported by this platform.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to activate the license for TimeCardView users.

The following example shows how to activate the license for TimeCardView users:

se-10-0-0-0# license activate timecardview users 4

Related Commands

Command Description

license activate ports  Activates the license for ports.

license activate Activates the license for mailboxes.
voicemail mailboxes

show license all Displays a summary of all of the licenses installed.
show license detail Displays the details of the installed license.

show license status Displays the status of the licenses installed.
application
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license activate voicemail mailboxes

To activate the license for voicemail mailboxes, use the license activate voicemail mailboxes command
in Cisco Unity Express EXEC_mode. Using the no form of this command sets the voicemail mailboxes

value to zero and disables the voicemail mailboxes.
license activate voicemail mailboxes numeric string

no license activate voicemail mailboxes numeric string

Syntax Description

Command Default

Command Modes

numeric string Specifies the number of mailboxes to be activated. The value must be a
value that is less than or equal to the number of mailboxes supported by this

platform, and it must be a multiple of five.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to activate the license for voicemail mailboxes.

The following example shows how to activate the license for voicemail mailboxes:

se-10-0-0-0# license activate voicemail mailboxes 275
Evaluation licenses are being activated in the device for the following
Feature Name: VMIVR-VM-MBX

PLEASE READ THE FOLLOWING TERMS CAREFULLY. INSTALLING THE LICENSE OR
LICENSE KEY PROVIDED FOR ANY CISCO PRODUCT FEATURE OR USING SUCH
PRODUCT FEATURE CONSTITUTES YOUR FULL ACCEPTANCE OF THE FOLLOWING
TERMS. YOU MUST NOT PROCEED FURTHER IF YOU ARE NOT WILLING TO BE BOUND
BOUND BY ALL THE TERMS SET FORTH HEREIN.

You hereby acknowledge and agree that the product feature license
is terminable and that the product feature enabled by such license
may be shut down or terminated by Cisco after expiration of the
applicable term of the license (e.g., 30-day trial period). Cisco
reserves the right to terminate or shut down any such product feature
electronically or by any other means available. While alerts or such
messages may be provided, it is vyour sole responsibility to monitor
your terminable usage of any product feature enabled by the license
and to ensure that your systems and networks are prepared for the shut
down of the product feature. You acknowledge and agree that Cisco will

feature(s):

[l Cisco Unity Express Command Reference for 3.0 and Later Versions
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not have any liability whatsoever for any damages, including, but not

limited to, direct,

indirect, special, or consequential damages related

to any product feature being shutdown or terminated. By clicking the
"accept" button or typing "yes" you are indicating you have read and
agree to be bound by all the terms provided herein.

ACCEPT? [y/n]? yes

License activation count saved for use at next reload

Related Commands

Command

Description

license activate ports

Activates the license for ports.

license activate
timecardview users

Activates the license for TimeCardView users.

license activate
voicemail mailboxes

Activates the license for ivr sessions.

show license all

Displays the summary of all the licenses installed.

show license detail

Displays the details of the installed licenses.

show license status
application

Displays the status of the licenses installed.
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license agent default authenticate

To configure the default license agent, use the license agent default authenticate command in
Cisco Unity Express configuration mode. Use the no form of this command to remove the configuration.

license agent default authenticate [none]

no license agent default authenticate [none]

Syntax Description  none (Optional) Specifies the authentication.
Command Default None.
Command Modes Cisco Unity Express Configuration
Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines This command starts the default license agent. The authenticate option specifies if the authentication is

required. The default license agent starts automatically when the device boots up.

Examples The following example shows how to configure the license agent:

se-10-0-0-0(config)# license agent default authenticate

Related Commands = Command Description
license agent listener ~ Configures the license agent listener.
http
license agent Limits the total number of license agent sessions.

max-sessions

license agent notify Defines a transport notification.
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license agent listener http

Syntakescription

Command Default

Command Modes

To configure the license agent in listener mode, use the license agent listener http command in
Cisco Unity Express configuration mode. Use the no form of this command to remove the configuration.

Cisco Unity Express 8.0.1 and earlier:
license agent listener http [crypto | plaintext] url-path authenticate [none] [max-message size]

no license agent listener http [crypto | plaintext] url-path authenticate [none] [max-message
size]

Cisco Unity Express 8.0.2 and later:

license agent listener http [encrypted | plaintext] url-path authenticate [none] [max-message
size]

no license agent listener http [encrypted | plaintext] url-path authenticate [none]
[max-message size]

crypto (Optional) Uses an encrypted http transport.

or The crypto keyword is supported from Cisco Unity Express versions 7.1.1
encrypted ?;;igg Iig, ;):)Iizszngc.l('))jgted keyword is supported beginning with
plaintext (Optional) Uses a plaintext http transport.

url-path Specifies the listener’s URL.

authenticate Defines the authentication.

none Defines the default authentication.

max-message size Defines the maximum message size that the license agent accepts.

None.

Cisco Unity Express Configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification
7.1 This command was introduced.
8.0.2 The crypto keyword was replaced by the keyword encrypted.

This command starts the license agent in listener mode. The options specifies if you need to use the https
or http service, listener’s URL, and authentication.
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Examples The following example shows how to authenticate the license agent using the http crypto authentication
mechanism:

se-10-0-0-0(config)# license agent listener http crypto path authenticate

Related Commands =~ Command Description
license agent default Authenticates the license agent by using the default HTTP mechanism.
authenticate
license agent Limits the total number of license agent sessions.

max-sessions

license agent notify Defines a transport notification.
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license agent max-sessions

Syntakescription

Command Default

Command Modes

To configure the maximum number of HTTP sessions to license agent, use the license agent
max-sessions command in Cisco Unity Express configuration mode. Use the no form of this command
to remove the configuration.

license agent max-sessions number

no license agent max-sessions number

number Specifies the maximum number of license agent sessions. The range is from
4 to 25.

None.

Cisco Unity Express Configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This commands enables you to configure the maximum number of HTTP sessions. The range is from 4
to 25.

The following example shows how to configure the maximum number of HTTP sessions:

se-10-0-0-0(config)# 1license agent max-sessions 5

Related Commands

Command Description

license agent default Authenticates the license agent by using the default HTTP mechanism.
authenticate

license agent Limits the total number of license agent sessions.
max-sessions

license agent notify Defines a transport notification.
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license agent notify

To use a notification transport, use the license agent notify command in Cisco Unity Express

Syntakescription

configuration mode. Use the no form of this command to remove the configuration.

license agent notify URL

no license agent notify URL

Command Default

Command Modes

URL

Specifies the URL path with the quote.

None.

Cisco Unity Express Configuration

Command History

Usage Guidelines

Cisco Unity Express Version

Modification

7.1

This command was introduced.

This commands enables you to use a notification transport. When you access or modify a license, an
event will be triggered. Information concerning this event is sent as a notification. Some examples of the
notifications are:

License installed

License cleared

License revoked

License will expire in some time period
License has expired for some time period
License entry is corrupted

License comment is modified

License Agent is turned off or started up

Counted license notifications
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The following example shows how to configure the notification transport:

se-10-0-0-0(config)# license agent notify http://10.86.26.95/abc ?
credentials Credentials String
username Login name
se-10-0-0-0(config)# license agent notify http://10.86.26.95/abc username anonymous
password guest
se-10-0-0-0(config)# end

The following example shows the output show run | include license command

se-10-0-0-0# show run | include license
license agent max-sessions 9
license agent notify http://10.86.26.95/abc credentials hidden

6u/dKTN/hsHQZ6vnngB74bKLbOxLrFmfSd872ZNgd+Y9J3x1k2B35j0nfGWTYHfmPSAd8ZZNgd+Y9J3x1k2B35]j0nfGW
TYHEfmPSA8ZZNgd+Y9J3x1k2B35j0nfGWTYHEmMP

Command Description

license agent default Authenticates the license agent by using the default HTTP mechanism.
authenticate

license agent Limits the total number of license agent sessions.
max-sessions
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license clear

To remove one or more licenses information from your device, use the license clear feature command

in Cisco Unity Express EXEC_mode.

license clear feature name

Syntax Description

Command Default

Command Modes

feature name Specifies the feature name.

None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Note

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to remove the license entry from your device.

The following example shows how to clear the license for a feature:

se-10-0-0-0# license clear TCV-USER
Feature: TCV-USER
1 License Type: Evaluation
License State: Active, Not in Use, EULA accepted
Evaluation total period: 4 weeks 2 days
Evaluation period left: 4 weeks 2 days
License Addition: Additive
License Count: 2
Comment :
Store Index: 4
Store Name: Primary License Storage

Are you sure you want to clear? (yes/[nol): yes

The application will evaluate the changes in the next reboot.

Related Commands

Command Description

license comment Adds or deletes a comment for a specific license.

license modify priority Modifies the license priority information.
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license comment

To add or delete a comment for a specific license, use the license comment command in
Cisco Unity Express EXEC_mode.

license comment {add | delete} feature name comment string

Syntax Description add Adds the comment to the feature.

delete Deletes the comment from the feature.

feature name Specifies the feature name.

comment string Specifies a text description of the comment string.
Command Default None.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines This command enables you to add or delete comments for a specific license line. This can be done only

for the installed licenses.

Examples The following example adds a comment to the license:

se-10-0-0-0# license comment add TCV-USER test
Feature: TCV-USER
1 License Type: Evaluation
License State: Active, Not in Use, EULA accept
Evaluation total period: 4 weeks 2 days
Evaluation period left: 4 weeks 2 days
License Addition: Additive
License Count: 2
Comment :
Store Index: 4
Store Name: Primary License Storage

% Success: Adding comment "test" succeeded

Related Commands = Command Description

license clear Clears the license information from your system.

license modify priority Modifies the license priority information.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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license install

To install the licenses, use the license install command in Cisco Unity Express EXEC_mode.

license install URL

Syntax Description URL Specifies the URL of the license file. FTP /TFTP are the supported
protocols.

Command Default None.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

7.1 This command was introduced.
Usage Guidelines This commands enables you to install the license stored in a license file.
Examples The following example shows how to install the license for a feature:

se-10-0-0-0# license install ftp://192.1.1.53/lic/nme-159/nme-159.1lic

Installing...Feature:VMIVR-IVR-SESS...Successful:Supported
License Note:

Application will evaluate this change upon next reload
Installing...Feature:VMIVR-VM-MBX. . .Successful:Supported
License Note:

Application will evaluate this change upon next reload
Installing...Feature:TCV-USER. . .Successful: Supported
License Note:

Application will evaluate this change upon next reload
Installing...Feature:VMIVR-PORT. . .Successful:Supported
License Note:

Application will evaluate this change upon next reload
4/4 licenses were successfully installed

0/4 licenses were existing licenses

0/4 licenses were failed to install

The installation process does not install duplicate licenses. The following message is displayed when
duplicate licenses are detected:

Installing...Feature:xxx-XxXx-xxX...Skipped:Duplicate

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Related Commands

Command

Description

license clear

Clears the license information from your system.

license modify priority

Modifies the license priority information.

show license all

Displays a summary of all of the licenses installed.

show license detail

Displays the details of the installed license.
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license modify priority

To modify the license priority information, use the license modify priority command in
Cisco Unity Express EXEC_mode.

license modify priority feature name {high | low}

Syntax Description high Sets the license priority level to high.
low Sets the license priority level to low.
Command Default None.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines This commands enables you to modify the license priority level. This command lists all the expiring

licenses that are available for the specified feature and you can change the priority level to be the highest
for the selected license.

Examples The following example shows how to change the license priority level:

se-10-0-0-0# license modify priority TCV-USER high
Feature: TCV-USER

Index: 1 License type : Evaluation
Lock type : Locked
License Count : 2

License Priority: Low

Are you sure you want to modify priority? (yes/[nol): yes

Note  The application will evaluate the changes in the next reboot.

Related Commands = Command Description
license revoke Revokes the license.
license save Saves the license and device credential information.
show license all Displays the summary of all of the licenses installed.
show license detail Displays the details of the installed license.
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license revoke

To revoke the license, use the license revoke command in Cisco Unity Express EXEC_mode.

license revoke URL URL

Syntax Description

Command Default

Command Modes

URL Specifies the URL path for the permission ticket file.
URL Specifies the URL path for the destination to rehost ticket file
None.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enables you to revoke the license. Rehost operation has multiple steps, which helps in
moving a license from Source device (X) to a Target device (Y).

To revoke the license, perform the following steps:

1. To enable the revoke, obtain a permission ticket from the SWIFT portal and save it on the FTP
(TFTP) server which is accessible to the module.

2. Enter the license revoke command, a grace period licenses is issued and accept the EULA for this
grace license.

3. After the EULA is accepted, a Revocation ticket is generated as a result of the revoke operation.

4. To complete the Rehost operation, submit the Revocation ticket to the SWIFT portal to obtain a new
license file that can be installed on a target device Y.

For example, permanent licenses of 225 count exist for MBX feature. Now permission ticket of 100
count is obtained from SWIFT to revoke 100 count out of 225 counts.

After installing the 225 count Grace (Extension) license, the remaining count of 125 count permanent
license is installed as part of revoke operation.
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Examples

The following example shows how to revoke the licenses:

se-10-0-0-0# show lic de VMIVR-VM-MBX
Feature: VMIVR-VM-MBX Period left: Life time
Index: 1 Feature: VMIVR-VM-MBX Version: 1.0
License Type: Permanent
License State: Active, In Use
License Count: 225 /100
License Priority: Medium
Store Index: 3
Store Name: Primary License Storage
Index: 2 Feature: VMIVR-VM-MBX Version: 1.0
License Type: Evaluation
License State: Inactive
Evaluation total period: 8 weeks 4 days
Evaluation period left: 8 weeks 4 days
License Count: 600 / O
License Priority: None
Store Index: 0
Store Name: Evaluation License Storage

se-10-0-0-0# license revoke ?
URL URL of the permission ticket

se-10-0-0-0# license revoke ftp://10.xx.xx.195/LIC-FILES/VEGA/FHH12460003_100-MBX.lic-PT ?

URL URL destination for rehost ticket

se-10-0-0-0# license revoke ftp://10.xx.xx.195/LIC-FILES/VEGA/FHH12460003_100-MBX.lic-PT

ftp://10.1.1.1/permissionticketfile-100MBX
Following Permanent license(s) will be installed on this device
Feature Name: VMIVR-VM-MBX :Count = 125

Following Extension license(s) will be installed on this device
Feature Name: VMIVR-VM-MBX :Count = 225

Following Permanent license(s) will be revoked from this device
Feature Name: VMIVR-VM-MBX :Count = 225

PLEASE READ THE FOLLOWING TERMS CAREFULLY. INSTALLING THE LICENSE OR
LICENSE KEY PROVIDED FOR ANY CISCO PRODUCT FEATURE OR USING SUCH
PRODUCT FEATURE CONSTITUTES YOUR FULL ACCEPTANCE OF THE FOLLOWING
TERMS. YOU MUST NOT PROCEED FURTHER IF YOU ARE NOT WILLING TO BE BOUND
BOUND BY ALL THE TERMS SET FORTH HEREIN.

You hereby acknowledge and agree that the product feature license
is terminable and that the product feature enabled by such license
may be shut down or terminated by Cisco after expiration of the
applicable term of the license (e.g., 30-day trial period). Cisco
reserves the right to terminate or shut down any such product feature
electronically or by any other means available. While alerts or such
messages may be provided, it is your sole responsibility to monitor
your terminable usage of any product feature enabled by the license
and to ensure that your systems and networks are prepared for the shut
down of the product feature. You acknowledge and agree that Cisco will
not have any liability whatsoever for any damages, including, but not
limited to, direct, indirect, special, or consequential damages related
to any product feature being shutdown or terminated. By clicking the
"accept" button or typing "yes" you are indicating you have read and
agree to be bound by all the terms provided herein.

ACCEPT? [yes/no]: yes
License Note:
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Application will evaluate this change upon next reload
Application will evaluate this change upon next reload

Rehost ticket saved ..... to ftp://10.1.1.1/permissionticketfile-100MBX

se-10-0-0-0# reload

vega# show license detail VMIVR-VM-MBX
Feature: VMIVR-VM-MBX Period left: Life time
Index: 1 Feature: VMIVR-VM-MBX

License Type: Permanent

License State: Active, In Use

License Count: 125 /125

License Priority: Medium

Store Index: 0

Version: 1.0

Store Name: Primary License Storage
Index: 2 Feature: VMIVR-VM-MBX

License Type: Evaluation

License State: Inactive

Version: 1.0

Evaluation total period: 8 weeks 4 days
Evaluation period left: 8 weeks 4 days

License Count: 225 / 0

License Priority: Low

Store Index: 4

Store Name: Primary License Storage

Index: 3 Feature: VMIVR-VM-MBX Version: 1.0

License Type: Evaluation

License State: Inactive
Evaluation total period: 8 weeks 4 days
Evaluation period left: 8 weeks 4 days

License Count: 600 / O
License Priority: Low
Store Index: 0

Store Name: Evaluation License Storage

license revoke

Related Commands

Command

Description

license save

Saves the license and device credential information.

license install

Installs the license on your system.

show license all

Displays the summary of all the licenses installed.

show license detail

Displays the details of the installed license.
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license save

To save a copy of the all the licenses installed, use the license save command in Cisco Unity Express
EXEC_mode.

license save {credential | URL} URL

Syntax Description credential Saves the device credential information.
URL Defines the URL destination path for the license file.
URL Defines the URL destination path for saving the device credential
information.
Command Default None.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.
Usage Guidelines The command enables you to saves a copy of the all the licenses installed in the license storage to a

specified file. These licenses include all node locked licenses which are installed on a device and it does
not include the evaluation licenses

Examples The following example shows how to save the license installed on your device:

se-10-0-0-0# license save credential ftp://anonymous:guest@10.86.26.195/NME-Credential
Device credential saved ..... to ftp://anonymous:guest@10.86.26.195/NME-Credential

se-10-0-0-0# license save ftp://anonymous:guest@10.86.26.195/License-Copy

license lines saved ..... to ftp://anonymous:guest@10.86.26.195/License-Copy
Related Commands  Command Description

license revoke Revokes the license.

license clear Clears the license information from your system.

show license all Displays a summary of all of the licenses installed.

show license detail Displays the details of the installed license.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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line console

Syntax Description

Defaults

Command Modes

To enter config-line submode and specify whether the console connection is subject to authentication,
use the line console command in Cisco Unity Express configuration mode.

line console

This command has no arguments or keywords.

None.

Cisco Unity Express configuration (config)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

After you enter config-line submode, the only property that you can configure is whether the console
connection is subject to authentication. To do this, enter the login command.

If authentication is not enabled for the console connection, any user logging into the system through the
console is given the superuser privilege and is not required to provide a username or password.

The following example enables authentication for the console:

se-10-0-0-0# config t
se-10-0-0-0(config)# line console
se-10-0-0-0(config-line) # login

Related Commands

Command Description

login (config-line) Configures whether the console connection is subject to authentication.
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list name

To create a public distribution list, use the list name command in Cisco Unity Express configuration
mode. This command does not have a no form.

list name list-name number list-number create

Syntax Description

Defaults

Command Modes

list-name Name of the list. Valid names have up to 64 characters letters and include
letters A to Z, a to z, digits 0 to 9, underscore (_), dot (.), and dash (-).
Names must start with a letter. Do not use spaces in the name.

number list-number Number of the list. Valid public list numbers can have up to 15 digits.

create Activates the list.

The system creates the everyone list with number 999 to contain everyone on the system.

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

2.1 This command was introduced.

Each list must have a unique name or number.
The system supports a maximum of 15 public lists.

A list number can match the subscriber’s or general delivery mailbox (GDM) telephone number but must
not match another local public list number.

The system automatically assigns 9999 to the default everyone public list. An administrator can change
this number using the GUI menu option Voice Mail > Distribution Lists > Public Lists. The 9999
number cannot be changed using TUI options or CLI commands.

A local subscriber cannot modify a remote distribution list and cannot use a remote distribution list as
the recipient of a voice message.

~

Note Use the graphical user interface (GUI) or telephone user interface (TUI) to create and manage
private distribution lists.

The following example creates public distribution list number 12 for designers:

se-10-0-0-0# config t
se-10-0-0-0(config)# list name designers number 12 create
se-10-0-0-0(config)# exit

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Related Commands

Command

Description

list number delete

Deletes a public distribution list from the local system.

list number description

Assigns a description to a public distribution list.

list number member

Assigns members to a public distribution list.

list number owner

Assigns an owner to a public distribution list.

show lists public

Displays all public lists on the system.
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list number

To add a nonsubscriber as a member of a distribution list, use the list member command in
Cisco Unity Express configuration mode. Use the no form of the command to remove the member.

list number list-number member member-number type non-subscriber

no list number list-number membermember-number type non-subscriber

Syntax Description list-number ID number of the distribution list.
member-number ID number of the non-subscriber to associate the distribution list.

Defaults None.

Command Modes Cisco Unity Express configuration

Command History Cisco Unity Express Version Modification
3.2 This command was introduced.

Usage Guidelines After this command is executed, the system verifies that the number satisfies the rules of the restriction
table.If the restriction table does not match, it returns an error saying that “the number entered is
restricted.”

If this command is entered and the restriction table is later updated to not allow the new entry, the number
added to the distribution list will not be removed. However, when a new message is addressed using the
list with the now restricted non-subscriber number, the system will prevent the message from being sent
to the restricted number in the distribution list. All other addresses contained in the distribution list that
are not restricted will have the message delivered to them.

Examples The following example adds a member with number 12 to distribution list number 7215551413:

se-10-0-0-0# config t

se-10-0-0-0 (config)# list number 12 member 7215551413 type nonsubscriber
type non-subscriber

se-10-0-0-0 (config)# exit

Related Commands = Command Description
show lists detail Displays the details of the private distribution lists for a specified owner.
private
show lists owner Displays all the public and private distribution lists for a specified owner.
show lists public Displays all public distribution lists on the local system.
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list number delete

To delete a public distribution list from the local system, use the list number delete command in
Cisco Unity Express configuration mode. This command does not have a no form.

list number list-number delete

Syntax Description list-number Number of the list. Valid public list numbers can have up to 15 digits.
Defaults No list number is deleted.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines An error message appears if the list does not exist.

A local subscriber or administrator cannot delete a public distribution list at a remote site.

A
Note  Use the graphical user interface (GUI) or telephone user interface (TUI) to create and manage
private distribution lists.

Examples The following example deletes list number 35:

se-10-0-0-0# config t
se-10-0-0-0(config)# list number 35 delete
se-10-0-0-0(config)# exit

Related Commands = Command Description
list name Creates a public distribution list.
list number description Assigns a description to a public distribution list.
list number member Assigns members to a public distribution list.
list number owner Assigns an owner to a public distribution list.
show lists public Displays all public lists on the system.

Cisco Unity Express Command Reference for 3.0 and Later Versions
| oL-14012-06 .m



M list number description

list number description

To add a description to a public distribution list, use the list number description command in
Cisco Unity Express configuration command. To delete the description, use the no form of this
command.

list number list-number description description

no list number list-number description description

Syntax Description list-number Number of the list. Valid public list numbers can have up to 15 digits.

description Text description of the list. Enclose the text in double quotes (“ ) if the text
is more than one word.

Defaults No description is defined.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines An error message appears if the list does not exist.

S

Note  Use the graphical user interface (GUI) or telephone user interface (TUI) to create and manage
private distribution lists.

Examples The following example assigns a description to list number 35:

se-10-0-0-0# config t
se-10-0-0-0(config)# list number 35 description “SJC Engineers”
se-10-0-0-0(config)# exit

Related Commands = Command Description
list name Creates a public distribution list.
list number delete Deletes a public distribution list from the local system.
list number member Assigns members to a public distribution list.
list number owner Assigns an owner to a public distribution list.
show lists public Displays all public lists on the system.
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list number member

To add members to a public distribution list, use the list number member command in Cisco Unity
Express configuration mode. To delete the member from the list, use the no form of this command.

list number list-number member {member-name | extension }
type {group | user | gdm | list | remote | blind }

no list number list-number member {member-name | extension}
type {group | user | gdm | list | remote | blind }

Syntax Description list-number Number of the list. Valid public list numbers can have up to 15 digits.

member-name Name of the member to be added. Valid members include:
e Local or remote subscribers
¢ Group IDs
e General delivery mailbox (GDM) name
e Voice mailbox extension (blind address)
e Other public distribution list numbers

e Other public distribution list names

extension Extension of the member to be added.

type Category of the member. Valid values are:
e group—The member is a group.
e user—The member is a local subscriber.
e gdm—The member is a general delivery mailbox.
e list—The member is a public distribution list.
e remote—The member is a remote subscriber.

¢ blind—The member is a voice mailbox extension (blind address).

Defaults No list members are configured.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines An error message appears if the member name or extension does not exist. Additionally, the system

verifies that the public list has members. If the list is empty, the system plays a prompt indicating that
the list contains no members and does not allow the list to be used as a recipient of the message.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Examples

The maximum number of public list members is 1000 for the system. An error message appears if a new
member would exceed the maximum.

A remote subscriber that is statically configured on the local system can be a member of a distribution
list. However, that remote subscriber cannot own a distribution list on the local system.

A private list cannot be a member of a public list.

Recursive distribution lists are permitted; for example, list A can be a member of list B and list B can be
a member of list A.

To use a blind address, specify the location ID and extension of the blind address. The system verifies
the location ID and extension length.

~

Note  Use the graphical user interface (GUI) or telephone user interface (TUI) to create and manage
private distribution lists.

The following example assigns members to list number 35:

se-10-0-0-0# config t

se-10-0-0-0(config)# list number 35 member user2 type user
se-10-0-0-0(config)# list number 35 member user7 type user
se-10-0-0-0(config)# list number 35 member supervisors type group
se-10-0-0-0(config)# list number 35 member sales type gdm
se-10-0-0-0(config)# list number 35 member project3 type list
se-10-0-0-0(config)# list number 35 member user4 type remote
se-10-0-0-0(config)# list number 35 member nyc72222 type blind
se-10-0-0-0(config)# exit

The following examples delete members from list number 35:

se-10-0-0-0# config t

se-10-0-0-0(config)# no list number 35 member user2 type user
se-10-0-0-0(config)# no list number 35 member sales type gdm
se-10-0-0-0(config)# exit

Related Commands

Command Description

list name Creates a public distribution list.

list number delete Deletes a public distribution list from the local system.
list number description Assigns a description to a public distribution list.

list number owner Assigns an owner to a public distribution list.

show lists public Displays all public lists on the system.
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list number owner

To assign an owner to a public distribution list, use the list number owner command in Cisco Unity
Express configuration mode. To delete the list owner, use the no form of this command.

list number list-number owner owner-1D

no list number [ist-number owner owner-ID

Syntax Description

Defaults

Command Modes

list-number Number of the list. Valid public list numbers can have up to 15 digits.

owner-1D Name of the list owner.

No list number or list owner is configured.

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.1 This command was introduced.

The list owner can be a local subscriber or a local group. If the owner is a group, all the members of the
group are owners of the list. The default list everyone cannot have an owner.

The list owner can edit and delete members of the list and can assign other owners to the list.
An error message appears if the list number or list owner does not exist.

The maximum number of owners on the system is 50. An error message appears if a new owner ID would
exceed the maximum number of list owners.

Members of the Administrators group are implicit owners of all public distribution lists and can edit any
public list at any time. If all the owners of a list are deleted, the Administrator group continues to have
ownership of the list.

The owner of a public or private distribution list can record a spoken name for the list using the TUI.
The default everyone public list has a spoken name by default. An administrator can change this name
using the TUIL.

A
Note  Use the graphical user interface (GUI) or telephone user interface (TUI) to create and manage
private distribution lists.

Examples The following example assigns user2 as the owner of list number 35:
se-10-0-0-0# config t
se-10-0-0-0(config)# list number 35 owner user2
se-10-0-0-0(config)# exit
Cisco Unity Express Command Reference for 3.0 and Later Versions
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The following example deletes the owner of list 35:

se-10-0-0-0# config t
se-10-0-0-0(config)# no list number 35 owner user2
se-10-0-0-0(config)# exit

Related Commands  Command Description
list name Creates a public distribution list.
list number delete Deletes a public distribution list from the local system.
list number description Assigns a description to a public distribution list.
list number member Assigns members to a public distribution list.
show lists public Displays all public lists on the system.
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locale (ccn trigger http)-IVR Only

To specify the language to use for the prompts that the caller hears when a Cisco Unity Express IVR
HTTP-based trigger is activated, use the locale command in Cisco Unity Express IVR HTTP trigger
configuration mode. Use the no form of this command to set the language to the systemDefault.

locale xx_YY

no locale
Syntax Description  xx_YY Specifies the language used for the prompts heard by the caller.
Cisco Unity Express supports several languages but only one language can
be used for all triggers on the system. See Release Notes for Cisco Unity
Express for the current list of supported languages.
Command Default The default locale is systemDefault.

Command Modes Cisco Unity Express IVR HTTP trigger configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Examples The following example sets the trigger language to US English:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger)# locale en_ US
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

The following example sets the trigger language to the default (systemDefault):

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger)# no locale
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands Command Description

show cen trigger http—-IVR  Displays the trigger and application settings. Use the show ccn trigger
Only http command option to display the Cisco Unity Express IVR
HTTP-based trigger settings.
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locale (ccn trigger jtapi)

To specify the language used for the prompts that are heard by the caller when a JTAPI trigger is
activated, use the locale command in Cisco Unity Express CCN configuration trigger mode. To set the
language to the system default, use the no form of this command.

locale xx_YY

no locale
Syntax Description  xx_YY Specifies the language used for the prompts heard by the caller.
Cisco Unity Express supports several languages but only one language can
be used for all triggers on the system. See Release Notes for Cisco Unity
Express for the current list of supported languages.
Defaults U.S. English
Command Modes CCN configuration trigger
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example sets the trigger language to French.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi phonenumber 1234
se-10-0-0-0(config-trigger)# locale fr_ FR
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands  Command Description
cen trigger jtapi phonenumber Enters trigger configuration mode.
show ccn trigger all Displays the CCN trigger details.
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To specify the language used for the SIP system prompts that are heard by the caller when a SIP trigger
is activated, use the locale command in Cisco Unity Express CCN configuration trigger mode. To set the
language to the system defaults, use the no form of this command.

locale xx_YY

locale (ccn trigger sip)

no locale
Syntax Description  xx_YY Specifies the language used for the prompts heard by the caller.
Cisco Unity Express supports several languages but only one language can
be used for all triggers on the system. See Release Notes for Cisco Unity
Express for the current list of supported languages.
Defaults U.S. English

Command Modes

CCN configuration trigger

Command History

Examples

Cisco Unity Express Version

Modification

1.0

This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1

This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

The following example sets the trigger language to French.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 1234
se-10-0-0-0(config-trigger)# locale fr_ FR

(
se-10-0-0-0(config-trigger)# end
se-10-0-0-0(config)# exit

Related Commands

Command

Description

cen trigger sip phonenumber

Enters trigger configuration mode.

show ccn trigger all

Displays the CCN trigger details.
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log console

To configure the types of messages to be displayed on the console, use the log console command in Cisco
Unity Express configuration mode. To stop messages from displaying, use the no form of this command.

log console {errors | info | warning}

no log console {errors | info | warning}

A

Caution  This command generates many screen messages that scroll down the screen until you turn off the display.
Seeing the prompt to turn off the display may be difficult. Pressing CTRL-c does not work for this

command.
Syntax Description errors Error messages.
info Information messages.
warning Warning messages.
Defaults Only fatal error messages are displayed.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Usage Guidelines The messages on the console display are also saved in the messages.log file. These messages can be used

for debugging purposes.

Examples The following example configures error messages to be displayed on the console:

se-10-0-0-0# config t
se-10-0-0-0(config)# log console errors
se-10-0-0-0(config)# exit
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Related Commands = Command Description

show logging Displays the types of messages that are displayed on the console.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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log console monitor

A

To display system messages on the console, use the log console monitor command in Cisco Unity
Express configuration mode. To stop messages from displaying, use the no form of this command.

log console monitor {module | entity | activity}

no log console monitor {module | entity | activity}

Caution

This command generates many screen messages that scroll down the screen until you turn off the display.
Seeing the prompt to turn off the display may be difficult. Pressing CTRL-c does not work for this
command.

Syntax Description

Defaults

Command Modes

module Cisco Unity Express modules.
entity Cisco Unity Express module entities.
activity Cisco Unity Express entity actions.

Only fatal error messages are displayed.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Related Commands

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The messages on the console monitor are also saved in the messages.log file. These messages can be
used for debugging purposes.

The following example displays messages for results of the database entity in the networking module:

se-10-0-0-0# log console monitor networking database results
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Command Description

show logging Displays the types of messages that are displayed on the console.

Cisco Unity Express Command Reference for 3.0 and Later Versions
| oL-14012-06 .m



W logserver

log server

To configure an external server for saving log messages, use the log server command in Cisco Unity
Express configuration mode. To delete the log server, use the no form of this command.

log server address {ip-address | hostname}

no log server address {ip-address | hostname }

Syntax Description  address ip-address IP address of the external log server.
address hostname Hostname of the external log server.
Defaults No external log server is configured. The local hard disk is used for saving log messages.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines An external log server contains a copy of the messages.log file that is stored on the hard disk of the router
that contains the Cisco Unity Express module. Copying the file to a server permits flexibility in viewing,
printing, and troubleshooting system messages.

Examples The following example assigns 10.1.61.16 as the external log server:

se-10-0-0-0# config t
se-10-0-0-0(config)# log server address 10.1.61.16
se-10-0-0-0(config)# exit

Related Commands  Command Description
hostname Specifies the server that stores the Cisco Unity Express applications.
ntp server Specifies the NTP clocking server.
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Command Description

show hosts Displays all configured hosts.

show running-config  Displays the log server as part of the configuration.
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log trace boot

To save the trace configuration upon rebooting, use the log trace boot command in Cisco Unity Express
EXEC mode.

log trace boot

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.1 This command was introduced on the Cisco Unity Express network
module (NM), advanced integration module (AIM), and in Cisco
Unified Communications Manager Express 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

Usage Guidelines The current trace configuration is lost upon reboot because tracing is CPU intensive. To ensure that the
current trace configuration is saved when the CUE module is rebooted, use the log trace boot command.

Examples The following example illustrates the log trace boot command:

se-10-0-0-0# log trace boot

Related Commands = Command Description

show trace store Displays the modules and entities being traced.
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log trace buffer save

To save the current trace information, use the log trace buffer save command in Cisco Unity Express
EXEC mode. To turnoff the log trace, use the no form of this command.

log trace buffer save

no log trace buffer

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.1 This command was introduced on the Cisco Unity Express network
module (NM), advanced integration module (AIM), and in Cisco
Unified Communications Manager Express 3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.

Usage Guidelines Current trace information stored in the memory buffer can be saved to a file. The file created with the
log trace buffer save command is atrace_save.log.

Examples The following example illustrates the log trace buffer save command:

se-10-0-0-0# log trace buffer save

Related Commands = Command Description
show logs Displays a list of the trace logs.
show trace buffer Displays the modules and entities being traced.
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login (aaa accounting event)

To enable or disable the logging of login events, use the login command in Cisco Unity Express

AAA accounting event configuration mode. Use the no form of this command to disable the logging of
login events. Use the default form of this command to restore the default setting (the logging of login
events is enabled).

login
no login

default login

Syntax Description  This command has no arguments or keywords.

Command Default The logging of login events is enabled.
Command Modes Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines This command enables the logging of all forms of system access except IMAP, including access to the

CLI, GUI, TUI, and VVE, when a login is required. This command does not enable the logging of failed
login attempts.

Examples The following example disables the logging of login events:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event)# no login

Related Commands =~ Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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login (config-line)

Syntax Description

Defaults

Command Modes

To specify whether the console connection is subject to authentication, use the login command in Cisco
Unity Express line configuration mode. Use the no or default form of this command to disable console
authentication.

login

no login

default login

This command has no arguments or keywords.

There is no console authentication

Cisco Unity Express line configuration (config-line)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

To configure whether the console connection is subject to authentication, you must first enter the line
console command and then the login command.

If authentication is not enabled for console connection, any user logging into the system through the
console is given the superuser privilege and is not required to provide a username or password.

The following example enables authentication for the console:

se-10-0-0-0# config t
se-10-0-0-0(config)# line console
se-10-0-0-0(config-line)# login

Related Commands

Command Description

license activate Enters config-line submode.
voicemail mailboxes

| oL-14012-06

Cisco Unity Express Command Reference for 3.0 and Later Versions g



[ | login-fail (aaa accounting event)

login-fail (aaa accounting event)

To enable or disable the logging of failed login attempts, use the login-fail command in

Cisco Unity Express AAA accounting event configuration mode. Use the no form of this command to
disable the logging of failed login attempts. Use the default form of this command to restore the default
setting (the logging of failed login attempts is enabled).

login-fail
no login-fail

default login-fail

Syntax Description  This command has no arguments or keywords.

Command Default The logging of failed login attempts is enabled.

Command Modes Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines This command enables the logging of failed login attempts for all forms of system access except IMAP,

including access to the CLI, GUI, TUI, and VVE, when a login is required.

Examples The following example disables the logging of failed login attempts:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event)# no login-fail

Related Commands = Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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login pinless

To configure pin login behavior for the mailbox, use the login pinless command in Cisco Unity Express
config-mailbox mode. Use the no or default version to return to the default setting, requiring callers to
enter a PIN to access their mailbox.

login pinless {subscriber-phones | any-phone}

no login pinless

Syntax Description

Defaults

Command Modes

subscriber-phone- Allows callers to access their voice mailbox from any phone configured for
number the mailbox owner without entering a PIN.
any-phone-number Allows callers to access to their voice mailbox from any phone without

entering a PIN.

Callers must enter a PIN to access their mailbox.

Cisco Unity Express config-mailbox

Command History

Usage Guidelines

Cisco Unity Express Version Modification

3.2 This command was introduced.

By default, a PIN is required to access voice mailboxes. You must configure this command to allow
PINless access.

When you allow a caller to PINless access the voice mailbox from any phone configured for the mailbox
owner, this includes access from the subscriber’s configured extension, E.164 number, or fax numbers.
Any callers not originating from one of these sources ware required to enter a PIN to gain access to the
voice mailbox with this configuration.

This command is valid only for personal mailboxes. You cannot use this command to configure a GDM
to use PINless login.

The following example allows callers to access their voice mailbox from any phone configured for the
mailbox owner without entering a PIN:

se-10-0-0-0# config t

se-10-0-0-0(config)# voice mailbox owner user4
se-10-0-0-0(config-mailbox)# login pinless subscriber-phones
se-10-0-0-0(config-mailbox) # exit

Related Commands

Command Description

show voicemail Displays properties configured for the voice-mail system.

| oL-14012-06

Cisco Unity Express Command Reference for 3.0 and Later Versions g



[ | logout (aaa accounting event)

logout (aaa accounting event)

To enable or disable the logging of logout events, use the logout command in Cisco Unity Express
AAA accounting event configuration mode. Use the no form of this command to disable the logging of
logout events. Use the default form of this command to restore the default setting (the logging of logout
events is enabled).

logout
no logout

default logout

Syntax Description  This command has no arguments or keywords.

Command Default The logging of logout events is enabled.
Command Modes Cisco Unity Express AAA accounting event configuration (aaa-accounting-event)
Command History Cisco Unity Express Version Modification
7.0 This command was introduced.
Usage Guidelines This command enables the logging of all forms of system access except IMAP, including access to the

CLI, GUI, TUI, and VVE, when a login is required before logout.

Examples The following example disables the logging of logout events:

se-10-0-0-0# config t
se-10-0-0-0(config)# aaa accounting event
se-10-0-0-0(aaa-accounting-event)# no logout

Related Commands = Command Description

aaa accounting enable Enables the recording of AAA accounting events.

aaa accounting event  Enters AAA accounting submode and configures event filtering for
accounting packets.

show aaa accounting  Shows the AAA accounting events that are designated to be logged.
event
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maxactive (ccn subsystem edbs dbprofile)-IVR Only

To specify the maximum number of concurrent active connections to the Cisco Unity Express IVR
enterprise database subsystem (EDBS), use the maxactive command in Cisco Unity Express IVR EDBS
profile configuration mode. Use the no form of this command to set the maximum number of active
connections to 0.

maxactive number

no maxactive number

Syntax Description  number Maximum number of concurrent active connections to the external
database.
Command Default The default maximum number of concurrent active connections is twice the number of licensed

Cisco Unity Express IVR sessions.

Command Modes Cisco Unity Express IVR EDBS profile configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After the ccn subsystem edbs profile command is successfully performed, use the maxactive command

to specify the maximum number of concurrent active connections to the Cisco Unity Express IVR
EDBS. Connection requests that are made after the maximum limit is reached cause connection failures.
The maximum value that you can specify, which is also the default value, is twice the number of licensed
Cisco Unity Express IVR sessions.

Examples The following example sets the maximum number of concurrent active connections to the
Cisco Unity Express IVR EDBS to 8:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof) # maxactive 8
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config) # exit

Related Commands Command Description

show ccn subsystem Displays the Cisco Unity Express IVR EDBS profile settings.
edbs dbprofile-IVR
Only
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maxsessions (ccn application)

To specify the maximum number of subscribers who can access an application simultaneously, use the
maxsessions command in Cisco Unity Express configuration application mode. To set the number to 0O,

use the no form of this command.

maxsessions number

no maxsessions

Syntax Description

Command Modes

number Number of subscribers who can access this application simultaneously. The
maximum value is determined by the number of ports purchased for the
application. The default value is the number of ports granted by the license.

Configuration application

Command History

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The following example sets the maximum number of subscribers who can access the autoattendant
application simultaneously to 12.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application autoattendant
se-10-0-0-0(config-application)# maxsessions 12
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)# exit

Related Commands

Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
show call-agent Displays the CCN application details.
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maxsessions (ccn trigger http)-IVR Only

To configure the maximum number of simultaneous incoming Cisco Unity Express IVR HTTP-based
sessions, use the maxsessions command in Cisco Unity Express IVR HTTP trigger configuration mode.
Use the no form of this command to set the maximum number of simultaneous HTTP requests value to 0.

maxsessions maximum-sessions

no maxsessions maximum-sessions

Syntax Description  maximum-sessions Maximum number of simultaneous sessions of HTTP-based requests for the
Cisco Unity Express IVR licensed port.

Defaults The default is the number of licensed Cisco Unity Express IVR sessions.

Command Modes Cisco Unity Express IVR HTTP trigger configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After the cen trigger http command is successfully performed, use the maxsessions command to

configure the maximum number of simultaneous incoming HTTP sessions for this trigger. The maximum
value you can specify is limited by the number of licensed Cisco Unity Express IVR sessions. Use the
default form of this command to set the maximum number of simultaneous HTTP requests to the number
of licensed Cisco Unity Express IVR sessions.

Examples The following example sets the maximum number of simultaneous sessions of incoming HTTP-based
requests to 8:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger http urlname myhttpapp
Adding new trigger

se-10-0-0-0(config-trigger) # maxsessions 8
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands Command Description

show cen trigger http—-IVR  Displays the trigger and application settings. Use the show ccn
Only trigger http command to display the Cisco Unity Express IVR
HTTP-based trigger settings.
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maxsessions (ccn trigger jtapi)

To specify the maximum number of subscribers who can access a JTAPI trigger simultaneously, use the
maxsessions command in Cisco Unity Express configuration trigger mode. To set the number to 0, use

the no form of this command.

maxsessions number

no maxsessions

Syntax Description

Command Modes

number Number of subscribers who can access this trigger simultaneously. The
maximum value is determined by the number of ports purchased for the

application. The default value is the number of ports granted by the license.

Configuration trigger

Command History

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

The following example sets the maximum number of subscribers who can access the JTAPI
phonenumber trigger simultaneously to 12.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger jtapi phonenumber 1234
se-10-0-0-0(config-trigger) # maxsessions 12
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands

Command Description

cen trigger jtapi phonenumber  Enters CCN configuration trigger mode.

show ccn trigger all Displays the CCN trigger details.
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maxsessions (ccn trigger sip)

To specify the maximum number of subscribers who can access a SIP trigger simultaneously, use the
maxsessions command in Cisco Unity Express configuration trigger mode. To set the number to 0, use
the no form of this command.

maxsessions number

no maxsessions

Syntax Description  number Number of subscribers who can access this trigger simultaneously. The
maximum value is determined by the number of ports purchased for the
application. The default value is the number of ports granted by the license.

Command Modes Configuration trigger
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example sets the maximum number of subscribers who can access the SIP phonenumber

trigger simultaneously to 12.

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn trigger sip phonenumber 1234
se-10-0-0-0(config-trigger) # maxsessions 12
se-10-0-0-0(config-trigger)# end

se-10-0-0-0(config)# exit

Related Commands =~ Command Description
cen trigger sip phonenumber Enters CCN configuration trigger mode.
show ccn trigger all Displays the CCN trigger details.
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maxsessions (IMAP)

To specify the maximum number of simultaneous IMAP sessions, use the maxsessions command in
IMAP configuration mode. To set the number to the default value 50, use the no or default form of this
command.

maxsessions number
no maxsessions

default maxsessions

Syntax Description

Defaults

Command Modes

number Number of simultaneous IMAP sessions. Valid values are 1 to 50. The
default value is 50.

The default number of sessions is 50.

IMAP configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

2.3 This command was introduced.

Beginning with Cisco Unity Express 3.0, this command was supported on the AIM-CUE.
An error message appears if a value for number is greater than 50.

If a subscriber attempts to use the IMAP feature and the IMAP server is at its maximum number of
sessions, the subscriber will see an error message.

A

Note  The IMAP server must be restarted for this value to become active.

The following example sets the maximum number of simultaneous IMAP sessions to 12.

se-10-0-0-0# config t

se-10-0-0-0(config)# service imap
se-10-0-0-0(config-application)# maxsessions 12
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)# exit

Related Commands

Command Description
enable (IMAP) Enables the IMAP feature.
groupname Configures voice-mail group parameters.
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Command

Description

service imap

Enters IMAP configuration mode.

session idletimeout (IMAP)

Specifies the IMAP session idletimeout value.

session security

Sets the IMAP client connection type.

show imap configuration

Displays all IMAP configuration parameters.

show imap sessions

Displays all active IMAP sessions.
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maxsteps (ccn engine)

To specify the maximum number of steps that can be executed in an application, use the maxsteps
command in Cisco Unity Express configuration engine mode. This command does not have a no form.

maxsteps number

Syntax Description number Maximum number of steps that can be executed in an application. The
default value is 1000. Maximum number of steps is 10,000.

Defaults 1000 steps
Command Modes Configuration engine
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example sets the maximum number of steps in an application to 500.

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn engine
se-10-0-0-0(config-engine) # maxsteps 500
se-10-0-0-0(config-engine)# end
se-10-0-0-0(config)# exit

Related Commands Command Description
ccn application Configures the CCN applications, such as voice mail and auto attendant.
ccn engine Configures the features shared by all the Cisco Unity Express subsystems.
show ccn engine Displays the CCN engine details.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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messaging-gateway

To specify location information for the primary or secondary messaging gateway that is used for
registration, use the messaging-gateway command in Cisco Unity Express gateway configuration mode.
Use the no form of the command to negate the configuration for the messaging gateway registration.

messaging-gateway {primary | secondary} location-id umg-ip-addr [port ump-port]

no messaging-gateway {primary | secondary} location-id umg-ip-addr [port ump-port]

Syntax Description  primary Indicates that the information is for the primary messaging gateway to which
Cisco Unity Express is requesting to be registered.

secondary Indicates that the information is for the secondary messaging gateway to
which Cisco Unity Express is requesting to be registered.

location-id ID number of the messaging gateway to which Cisco Unity Express is
requesting to be registered.

ip-addr IP address of the messaging gateway to which Cisco Unity Express is
requesting to be registered.

port umg-port Port number of the messaging gateway to which Cisco Unity Express is
requesting to be registered.

Command Modes Cisco Unity Express gateway configuration
Command History Cisco Unity Express Version Modification
3.1 This command was introduced.
Usage Guidelines This command enters gateway configuration mode and specifies the location ID and IP address ( or

domain name) of the primary or secondary messaging gateway to which Cisco Unity Express is
attempting to register.

Examples The following example causes Cisco Unity Express to send a registration message the messaging
gateway with an ID of 59000 and an IP address of 192.0.2.24:

se-10-0-0-0# config t
se-10-0-0-0(config)# messaging-gateway primary 59000 192.0.2.24

Cisco Unity Express Command Reference for 3.0 and Later Versions
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Related Commands

Command

Description

messaging-gateway
registration

Causes the endpoint (Cisco Unity Express) to send a registration message
to its messaging gateway.

show
messaging-gateway

Displays the details associated with the registration of the messaging

gateway
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messaging-gateway directory lookup

Syntax Description

Command Modes

To enable the remote directory lookup feature, use the messaging-gateway directory lookup command
in Cisco Unity Express gateway configuration mode. Use the no form of the command to disable the
remote directory lookup feature.

messaging-gateway directory lookup

no messaging-gateway directory lookup

This command has no arguments or keywords.

Cisco Unity Express gateway configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.1 This command was introduced.

The remote directory lookup feature is enabled by default when the messaging-gateway register is
issued.

The following example enables the remote directory lookup feature:

se-10-0-0-0# config t
se-10-0-0-0(config)# messaging-gateway directory lookup

Related Commands

Command Description

messaging-gateway Enables confirmation of the remote directory lookup in TUI mode.
directory lookup

tui-prompt

show Displays the details associated with the registration of the messaging
messaging-gateway gateway

Cisco Unity Express Command Reference for 3.0 and Later Versions
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messaging-gateway directory lookup tui-prompt

Syntax Description

Command Modes

To enable confirmation of the remote directory lookup in TUI mode, use the messaging-gateway
directory lookup tui-prompt command in Cisco Unity Express gateway configuration mode. Use the
no form of the command to disable the confirmation of remote directory lookup.

messaging-gateway directory lookup tui-prompt
no messaging-gateway directory lookup tui-prompt

This command has no arguments or keywords.

Cisco Unity Express gateway configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.1 This command was introduced.

This feature is disabled automatically when you disable the directory lookup feature using the no
messaging-gateway directory lookup command. However, this feature is not automatically enabled
when you enable the directory lookup feature by issuing the messaging-gateway directory lookup.

In addition, when you enable this feature, it also enables the remote directory lookup feature.

The following example enables the remote directory lookup feature:

se-10-0-0-0# config t
se-10-0-0-0(config) # messaging-gateway directory lookup tui-prompt

Related Commands

Command Description

messaging-gateway Enables the remote directory lookup feature.

directory lookup

tui-prompt

show Displays the details associated with the registration of the messaging
messaging-gateway gateway
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messaging-gateway registration

To cause the endpoint (Cisco Unity Express) to automatically send a registration message to its
messaging gateway, use the messaging-gateway registration command in Cisco Unity Express
configuration mode. Use the no form of the command to disable autoregistration with the massaging
gateway.

messaging-gateway registration

no messaging-gateway registration

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
3.1 This command was introduced.
Usage Guidelines This command enters gateway configuration mode and first causes the endpoint (Cisco Unity Express)

to send a registration message to its primary messaging gateway. If the registration fails, the message is
send to the secondary messaging gateway, unless registration with the primary fails due to a
configuration error.

Examples The following example causes Cisco Unity Express to send a registration message the messaging
gateway with an ID of 59000 and an IP address of 192.0.2.24:

se-10-0-0-0# config t
se-10-0-0-0 (config)# messaging-gateway directory lookup 59000 192.0.2.24

Related Commands Command Description
messaging-gateway Specifies the location ID and IP address for the primary or secondary
messaging gateway.
show Displays the details associated with the registration of the messaging
messaging-gateway gateway
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mwi envelope-info

Syntax Description

Command Default

Command Modes

To enable the inclusion of envelope information in SIP MWI notifications, use the mwi envelope-info
command in Cisco Unity Express SIP configuration mode. Use the no or default form of the command
to disable the inclusion of envelope information.

mwi envelope-info
no mwi envelope-info

default mwi envelope-info

This command has no arguments or keywords.

Envelope information is not included in SIP MWI notifications.

Cisco Unity Express SIP configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.2 This command was introduced.

This command is relevant only when the mwi sip sub-notify command is used.

This command does not effect whether Cisco Unity Express accepts MWI subscriptions that request
envelope information. It only determines whether envelope information is not included in SIP MWI
notifications and it effects only the content of MWI messages generated by Cisco Unity Express.
Disabling the inclusion of envelope information does not terminate existing MWI subscriptions. after it
is enabled, subsequent MWI notifications include envelope information for any existing MWI
subscription that requested with envelope information

The no or default version of this command disables the inclusion of envelope information in MWI
notifications. By default envelope information is disabled.

The following example enables the inclusion of envelope information:

se-10-0-0-0# config t

se-10-0-0-0 (config)# ccn subsystem sip
se-10-0-0-0 (config-sip)# mwi envelope-info
se-10-0-0-0 (config-sip)# exit

Related Commands

Command Description

ccn subsystem sip Enters SIP configuration mode.
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mwi refresh

To refresh the message-waiting indicator (MWI) lights on one or more telephones, use the mwi refresh
command in Cisco Unity Express EXEC mode.

mwi refresh {all | telephonenumber rel-number}

Syntax Description all Refreshes all telephones configured on the system.

telephonenumber tel-number Refreshes the specified telephone number or extension.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use this command to update the MWI lights when they are not in synchronization with the stored voice
messages.

Refreshing an extension that does not require it does not affect that extension.

Exanuﬂes The following example refreshes the MWIs for all telephones:
se-10-0-0-0> enable
se-10-0-0-0# mwi refresh all

The following example refreshes the MWI for extension 2015:

se-10-0-0-0> enable
se-10-0-0-0# mwi refresh telephonenumber 2015

Related Commands ~ Command Description
show groups Displays a list of all configured groups.
show users Displays a list of all configured subscribers.
show voicemail Displays the properties of the configured voice-mail system.
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mwisip H

To set the message waiting indicator (MWI) notification mechanism, use the mwi sip command in Cisco
Unity Express SIP configuration mode. To use the outcall mechanism, use the no or default form of this
command.

mwi sip {outcall | sub-notify | unsolicited }
no mwi sip

default mwi sip

Syntax Description

Defaults

Command Modes

outcall Sends MWI notifications using the SIP outcall mechanism.
sub-notify Sends MWI notifications using the Subscribe Notify mechanism.
unsolicited Sends MWI notifications using the Unsolicited Notify mechanism.

The default mechanism is outcall.

Cisco Unity Express SIP configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.3 This command was introduced.

Only Cisco Unified CME can use the SIP outcall mechanism for generating MWI notifications. Outcall
will not work between Cisco Unity Express and a Cisco Unified Communications Manager system.

>

Note  If the MWI notification option is outcall, configure the MWI on and off extensions. See
“Configuring the MWI On and Off Extensions (Cisco Unified CME Only)” in the Cisco Unity
Express Voice-Mail and Auto-Attendant CLI Administrator Guide.

The outcall option is available for backward compatibility. It is recommended that you use either
sub-notify or unsolicited for the MWi notification option.

To use the outcall option, Cisco Unified CME must configure each ephone-dn that is registered to
receive MWI notifications as follows:

ephone-dn 30
number 8000....
mwi on

ephone-dn 31
number 8001....
mwi off
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mwi sip

Both Cisco Unified CME and Cisco Unified Communications Manager in SRST mode can use the
sub-notify and unsolicited mechanisms for generating MWI notifications. With these mechanisms, the
MWI notifications will reflect the accurate status of messages in a subscriber’s voice mailbox.

After an ephone-dn is configured with the sub-notify option, Cisco Unified CME sends a Subscribe
message to Cisco Unity Express to register the phone for MWI notifications. When a new voice message
arrives in the voice mailbox for the ephone-dn, Cisco Unity Express updates the MWI status. If Cisco
Unity Express does not receive the Subscribe message for the ephone-dn, Cisco Unity Express will not
update the MWI status when a new message arrives.

To use the sub-notify option, Cisco Unified CME must configure each ephone-dn that is registered to
receive MWI notifications as follows:

For Cisco 10S Releases Prior to 12.3(11)T07

telephony-service

mwi sip-server 10.100.9.6 transport udp port 5060
number 2010

ephone-dn 35
mwi sip

For Cisco 10S Releases 12.3(11)T07 and Later

sip-ua

mwi-server ipv4:10.100.9.6 transport udp port 5060
number 2010

ephone-dn 35
mwi sip

For Cisco SRST Mode

sip-ua

mwi-server ipv4:10.100.9.6 transport udp port 5060
number 2010

call-manager-fallback.
mwi relay

The unsolicited option does not require Cisco Unified CME to send a subscription request for each
ephone-dn to Cisco Unity Express for MWI notifications. Cisco Unity Express sends Notify messages
to Cisco Unified CME whenever the voice mailbox for any ephone-dn receives a new message. In this
way, the MWI status reflects the current voice mailbox message status.

To use the unsolicited option, Cisco Unified CME must configure each ephone-dn that is registered to
receive MWI notifications as follows:

For Cisco 10S Releases Prior to 12.3(11)T07

telephony-service

mwi sip-server 10.100.9.6 transport udp port 5060 unsolicited
number 2010

Cisco Unity Express Command Reference for 3.0 and Later Versions
m. 0L-14012-06 |



Examples

mwisip H

ephone-dn 35
mwi sip

For Cisco 10S Release 12.3(11)T07 and Later

sip-ua

mwi-server ipv4:10.100.9.6 transport udp port 5060 unsolicited
number 2010

ephone-dn 35
mwi sip

For Cisco SRST Mode
sip-ua

mwi-server ipv4:10.100.9.6 transport udp port 5060 unsolicited
number 2010

call-manager-fallback.
mwi relay

The SIP server IP address used in these commands must be the IP address of Cisco Unity Express. In the
examples shown above, this is 10.100.9.6.

The following example configures the MWI notification mechanism as SIP Notify:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem sip
se-10-0-0-0(config-sip)# mwi sip sub-notify
se-10-0-0-0(config-sip)# end
se-10-0-0-0(config)# end

se-10-0-0-0#

Related Commands

Command Description

ccn subsystem sip Enters SIP configuration mode.

dtmf-relay Sets the SIP DTMF relay mechanism.

show ccn sip subscription mwi Displays the active MWI subscriptions.

show ccn subsystem sip Displays the DTMF relay mechanism.

transfer-mode Sets the transfer mode used by Cisco Unity Express for SIP calls.
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mwiport

To configure a Cisco Unified Communications Manager CTI port to use for MWI, use the mwiport dn
command in Cisco Unity Express JTAPI configuration mode. To remove the configuration, use the no
form of this command.

mwiport dn-number

no mwiport dn-number

Syntax Description

Command Modes

dn-number The DN number of the CTI port to use for MWI.

Cisco Unity Express JTAPI configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.2 This command was introduced.

The DN that you assign to a CTI port to use for MWI must be different from those used by any of the
CTI ports (as configured using the ctiport command).

The Cisco Unified Communications Manager must have a CTI port that is assigned the DN you specify
when you configure the CTI port, and the DN must be under the control of Cisco Unity Express JTAPI
application user.

If an MWI port is configured on Cisco Unity Express but the DN is not in service, or
Cisco Unity Express cannot register the port, no notifications are generated. If no MWI port is
configured, Cisco Unity Express uses one of the regular CTI ports.

The following example configures the CTI port with DN 44 to be used for MWI.

se-10-0-0-0# config t
se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# mwiport 44
se-10-0-0-0(config-jtapi)# end
se-10-0-0-0(config)#

Related Commands

Command Description

ccn subsystem jtapi Enters JTAPI configuration mode.

show ccn subsystem jtapi Displays statistics for the JTAPI subsystems.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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name (network location id)
network copy spokenname

network location

network location cache expiry
network location cache refresh
notification security login password
notification security login user
notification security pin password
notification security pin reset
notification security pin uid

ntp server
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name (network location id)

To specify the name of a network location, use the name command in location configuration mode. To
set the name to an empty string, use the no form of this command.

name name

no name name

Syntax Description  name Descriptive name used to identify the location. Enclose the name
in double quotes if spaces are used.

Defaults No network location is specified.
Command Modes Location configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Examples The following example creates the remote location ID 9 with the name mylocation:

se-10-0-0-0# config t
se-10-0-0-0(config)# network location id 9
se-10-0-0-0(config-location)# name mylocation

Related Commands = Command Description
network location Specifies the ID of a remote location.
show network detail local Displays network information for a specified location.

show network detail location id Displays network information for a specified location ID.

show network locations Displays information about network locations.
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network copy spokenname

To upload or download a spoken name for a network location, use the network copy spokenname
command in Cisco Unity Express EXEC mode.

Uploading the Spoken Name

network copy spokenname location id location-id url url loginname server-login password
server-password

Downloading the Spoken Name

network copy spokenname url ur/ location id location-id loginname server-login password
server—password

Syntax Description

Command Modes

location id location-id Network location ID.

url url URL to the spoken name file on the server.
loginname server-login Server login.

password server-password Server password.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

2.1 This command was introduced.

Use the Administration via Telephone (AvT) options to record the spoken names. Those name files are
stored in the Lightweight Directory Access Protocol (LDAP) on the Cisco Unity Express module. If you
download the files to a server other than the Cisco Unity Express module, you can upload those files to
another Cisco Unity Express module in the network.

The following example uploads the spoken name file rename.wav for location 500:
se-10-0-0-0# network copy spokenname location id 500 url £ftp:/10.4.51.66/rename.wav
loginname admin password test

The following example downloads the spoken name file rename.wav for location 500:

se-10-0-0-0# network copy spokenname url ftp:/10.4.51.66/rename.wav location id 500
loginname admin password test

Related Commands

Command Description
network location Specifies the ID of a remote location.
show network locations Displays information about network locations.
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network location

To specify the location ID of a remote voice-mail system and to enter location configuration mode, use
the network location command in Cisco Unity Express configuration mode. To delete the network
location configuration, use the no form of this command.

network location id number

no network location id number

Syntax Description

Defaults

Command Modes

id number Specifies the ID number of the remote voice-mail system. The
maximum length of the number is 7 digits. Cisco Unity Express
supports a maximum of 500 locations.

No location IDs are configured.

Location configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Use this command to create a remote location ID and enter location configuration mode. In location
configuration mode, you can complete the remote location configuration.

The following example creates the remote location ID 9 and enters location configuration mode:

se-10-0-0-0# config t
se-10-0-0-0(config)# network location id 9
se-10-0-0-0(config-location) #

Related Commands

Command Description
name (network location id) Specifies a name for the remote location.
show network detail local Displays network information for a specified location.
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Command Description

show network detail location id Displays network information for a specified location ID.

show network locations Displays information about network locations.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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network location cache expiry

To set the expiration time for cached locations on Cisco Unity Express, use the network location cache
expiry command in Cisco Unity Express configuration mode. Use the no form of this command to return
the expiration time to the default value.

network location cache expiry numeric

no network location cache expiry numeric

Syntax Description

Command Modes

numeric The expiration time, in days, of cached locations on Cisco Unity Express.

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.1 This command was introduced.

This command sets the expiration time, in days, of cached locations on Cisco Unity Express.

The following example sets the expiration time of cached locations to 14 days.

se-10-0-0-0# config t
se-10-0-0-0 (config)# network location cache expiry 14

Related Commands

Command Description

network location
cache refresh

Manually refresh a remote location entry cached on Cisco Unity Express.

show network
locations cached

Displays information about all remote location entries cached on Cisco
Unity Express.

[l Cisco Unity Express Command Reference for 3.0 and Later Versions
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network location cache refresh

To manually refresh a remote location entry cached on Cisco Unity Express, use the network location
cache refresh command in Cisco Unity Express EXEC mode.

network location cache refresh /D

Syntax Description ID Location ID of the cached remote location entry to refresh.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
3.1 This command was introduced.
Usage Guidelines This command does not generate a response if the refresh is successful. If the refresh is unsuccessful, an

error message is displayed.

Examples The following example manually refreshes a remote location entry with the ID of 41:

se-10-0-0-0# config t
se-10-0-0-0 (config)# network location cache refresh

Related Commands Command Description
network location Sets the expiration time for cached locations on Cisco Unity Express.
cache expiry
show network Displays information about all remote location entries cached on Cisco
locations cached Unity Express.
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notification security login password

To set the number of password failures before a notification is sent to the SNMP host, use the
notification security login password command in Cisco Unity Express configuration mode. Use the no
form of this command to set the threshold to the default.

notification security login password threshold

no notification security login password

Syntax Description

Defaults

Command Modes

threshold Number of login password failures in a 5 minute interval. Default is 30.
Valid values are 0 to 999.

30 failures

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

2.2 This command was introduced on the Cisco Unity Express
NM-CUE, AIM-CUE, and NM-CUE-EC.

Use the notification security login password command to set the number of failures for login
passwords in a 5-minute interval to threshold. If the number of failures exceeds this value, the system
sends a notification to the SNMP host.

The following example sets the number of password errors to 3:

se-10-0-0-0# config t

se-10-0-0-0(config)# notification security login password 3
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 30 (errors within a 5 minute interval)
Login password threshold: 12 (errors within a 5 minute interval)
PIN uid threshold: 30 (errors within a 5 minute interval)
PIN password threshold: 3 (errors within a 5 minute interval)
PIN reset threshold: 5 (resets within a 5 minute interval)

The following example resets the login threshold:

se-10-0-0-0# config t

se-10-0-0-0(config)# no notification security login password
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration
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Login user threshold: 30 (errors within a 5 minute interval)

Login password threshold: 30 (errors within a 5 minute interval)

PIN uid threshold: 30 (errors within a 5 minute interval)

PIN password threshold: 30 (errors within a 5 minute interval)

PIN reset threshold: 5 (resets within a 5 minute interval)
Related Commands =~ Command Description

notification security login user

Sets the threshold for SNMP login user failures.

notification security pin password

Sets the threshold for SNMP PIN password failures.

notification security pin reset

Sets the threshold for SNMP PIN password resets.

notification security pin uid

Sets the threshold for SNMP PIN user ID failures.

show notification configuration

Displays configured notification thresholds.
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notification security login user

To set the number of login failures before a notification is sent to the SNMP host, use the notification
security login user command in Cisco Unity Express configuration mode. Use the no form of this
command to set the threshold to the default.

notification security login user threshold

no notification security login user

Syntax Description

Defaults

Command Modes

threshold Number of login failures in a 5 minute interval. Default is 30. Valid values
are 0 to 999.

30 failures

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

2.2 This command was introduced on the Cisco Unity Express
NM-CUE, AIM-CUE, and NM-CUE-EC.

Use the notification security login user command to set the number of failures for login names in a
5-minute interval to threshold. If the number of failures exceeds this value, the system sends a
notification to the SNMP host.

The following example sets the number of login user ID failures to 5:

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# notification security login user 5
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 5 (errors within a 5 minute interval)
Login password threshold: 30 (errors within a 5 minute interval)
PIN uid threshold: 30 (errors within a 5 minute interval)
PIN password threshold: 30 (errors within a 5 minute interval)
PIN reset threshold: 5 (resets within a 5 minute interval)

The following example resets the login user ID threshold:

se-10-0-0-0# config t

se-10-0-0-0(config)# no notification security login user
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration
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Login user threshold: 30 (errors within a 5 minute interval)
Login password threshold: 30 (errors within a 5 minute interval)
PIN uid threshold: 30 (errors within a 5 minute interval)
PIN password threshold: 30 (errors within a 5 minute interval)
PIN reset threshold: 5 (resets within a 5 minute interval)

Related Commands =~ Command Description
notification security login password Sets the threshold for SNMP login password failures.
notification security pin password Sets the threshold for SNMP PIN password failures.
notification security pin reset Sets the threshold for SNMP PIN password resets.
notification security pin uid Sets the threshold for SNMP PIN user ID failures.
show neotification configuration Displays configured notification thresholds.
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notification security pin password

To set the number of PIN password failures before a notification is sent to the SNMP host, use the
notification security pin password command in Cisco Unity Express configuration mode. Use the no
form of this command to set the threshold to the default.

notification security pin password threshold

no notification security pin password

Syntax Description

Defaults

Command Modes

threshold Number of PIN password failures in a 5 minute interval. Default is 30. Valid
values are 0 to 999.

30 failures

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

2.2 This command was introduced on the Cisco Unity Express
NM-CUE, AIM-CUE, and NM-CUE-EC.

Use the notification security pin password command to set the number of PIN password failures in a
5-minute interval to threshold. If the number of failures exceeds this value, the system sends a
notification to the SNMP host.

The following example sets the number of PIN password failures to 5:

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# notification security pin password 5
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 30 (errors within a 5 minute interval)
Login password threshold: 5 (errors within a 5 minute interval)
PIN uid threshold: 30 (errors within a 5 minute interval)
PIN password threshold: 30 (errors within a 5 minute interval)
PIN reset threshold: 5 (resets within a 5 minute interval)

The following example resets the PIN password threshold:

se-10-0-0-0# config t

se-10-0-0-0(config)# no notification security pin password
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration
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Login user threshold: 30 (errors within a 5 minute interval)

Login password threshold: 30 (errors within a 5 minute interval)

PIN uid threshold: 30 (errors within a 5 minute interval)

PIN password threshold: 30 (errors within a 5 minute interval)

PIN reset threshold: 5 (resets within a 5 minute interval)
Related Commands  Command Description

notification security login password

Sets the threshold for SNMP login password failures.

notification security login user

Sets the threshold for SNMP login user failures.

notification security pin reset

Sets the threshold for SNMP PIN password resets.

notification security pin uid

Sets the threshold for SNMP PIN user ID failures.

show notification configuration

Displays configured notification thresholds.
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notification security pin reset

To set the number of PIN resets before a notification is sent to the SNMP host, use the notification
security pin reset command in Cisco Unity Express configuration mode. Use the no form of this
command to set the threshold to the default.

notification security pin reset threshold

no notification security pin reset

Syntax Description

Defaults

Command Modes

threshold Number of PIN resets in a 5 minute interval. Default is 5. Valid values are
0 to 999.

5 attempts

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

2.2 This command was introduced on the Cisco Unity Express
NM-CUE, AIM-CUE, and NM-CUE-EC.

Use the notification security pin reset command to set the number of PIN password resets in a 5-minute
interval to the threshold value. If the number of resets exceeds this value, the system sends a notification
to the SNMP host.

The following example sets the number of PIN resets to 15:

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# notification security pin reset 15
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 30 (errors within a 5 minute interval)
Login password threshold: 30 (errors within a 5 minute interval)
PIN uid threshold: 30 (errors within a 5 minute interval)
PIN password threshold: 30 (errors within a 5 minute interval)
PIN reset threshold: 15 (resets within a 5 minute interval)

The following example resets the PIN reset threshold:

se-10-0-0-0# config t

se-10-0-0-0(config)# no notification security pin reset
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration
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Login user threshold: 30 (errors within a 5 minute interval)

Login password threshold: 30 (errors within a 5 minute interval)

PIN uid threshold: 30 (errors within a 5 minute interval)

PIN password threshold: 30 (errors within a 5 minute interval)

PIN reset threshold: 5 (resets within a 5 minute interval)
Related Commands  Command Description

notification security login password

Sets the threshold for SNMP login password failures.

notification security login user

Sets the threshold for SNMP login user failures.

notification security pin password

Sets the threshold for SNMP PIN password failures.

notification security pin uid

Sets the threshold for SNMP PIN user ID failures.

show notification configuration

Displays configured notification thresholds.
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notification security pin uid

To set the number of PIN user ID failures before a notification is sent to the SNMP host, use the
notification security pin uid command in Cisco Unity Express configuration mode. Use the no form of
this command to set the threshold to the default.

notification security login user threshold

no notification security login user

Syntax Description

Defaults

Command Modes

threshold Number of PIN user ID failures in a 5 minute interval. Default is 30. Valid
values are 0 to 999.

30 failures

Cisco Unity Express configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Release Modification

2.2 This command was introduced on the Cisco Unity Express
NM-CUE, AIM-CUE, and NM-CUE-EC.

Use the notification security pin uid command to set the number of failures for PIN user IDs to
threshold. If the number of failures exceeds this value, the system sends a notification to the SNMP host.

The following example sets the number of PIN user ID failures to8:

se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# notification security pin uid 8
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 30 (errors within a 5 minute interval)
Login password threshold: 30 (errors within a 5 minute interval)
PIN uid threshold: 8 (errors within a 5 minute interval)
PIN password threshold: 30 (errors within a 5 minute interval)
PIN reset threshold: 5 (resets within a 5 minute interval)

The following example resets the PIN user ID threshold:

se-10-0-0-0# config t

se-10-0-0-0(config)# no notification security pin uid
se-10-0-0-0(config)# end

se-10-0-0-0 #

se-10-0-0-0 #show notification configuration

Login user threshold: 30 (errors within a 5 minute interval)
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Login password threshold: 30 (errors within a 5 minute interval)

PIN uid threshold: 30 (errors within a 5 minute interval)

PIN password threshold: 30 (errors within a 5 minute interval)

PIN reset threshold: 5 (resets within a 5 minute interval)
Related Commands =~ Command Description

notification security login password

Sets the threshold for SNMP login password failures.

notification security login user

Sets the threshold for SNMP login user failures.

notification security pin password

Sets the threshold for SNMP PIN password failures.

notification security pin reset

Sets the threshold for SNMP PIN password resets.

show notification configuration

Displays configured notification thresholds.

| oL-14012-06

Cisco Unity Express Command Reference for 3.0 and Later Versions g



W ntpserver

ntp server

To configure the Network Time Protocol (NTP) server to keep the system time in synchronization with
the NTP server, use the ntp server command in Cisco Unity Express configuration mode. To delete the
NTP server name, use the no form of this command.

ntp server {hostname | ip-address} [prefer]

no ntp server {hostname | ip-address}

Syntax Description  hostname Hostname of the NTP server.
ip-address IP address of the NTP server.
prefer (Optional) Marks the server as preferred.
Defaults The default is the IP address of the Cisco Unified Communications Manager server.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use this command in conjunction with the clock timezone command to set the timing functions for
Cisco Unity Express systems and applications.

The prefer option indicates that the specified server will be chosen for synchronization from among a
set of correctly operating hosts.

A

Caution  The no ntp server command deletes the NTP server name and the Cisco Unified Communications
Manager router IP address. Use this command with caution as it can disrupt communication between
Cisco Unity Express and Cisco Unified Communications Manager.

Examples The following example assigns the server with address 192.168.10.0 as the NTP server:

se-10-0-0-0> enable
se-10-0-0-0# config t
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se-10-0-0-0(config)# ntp server 192.168.10.0 prefer

The following example assigns the server main_ntp as the NTP server:
se-10-0-0-0> enable

se-10-0-0-0# config t

se-10-0-0-0(config)# ntp server main_ntp

Related Commands  Command Description
clock timezone Configures the local time zone.
show clock detail Displays current clock statistics.
show ntp source Displays current NTP server statistics.
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offline

open day
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offline

To enter the environment for the backup and restore procedures, use the offline command in
Cisco Unity Express EXEC mode.

offline

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Backup and restore procedures require that call activity be halted before the procedures begin. The
offline command terminates all active calls and prevents new calls from being accepted. Consider
scheduling this procedure when call activity is at a minimum.

The offline command does not start the backup or restore procedure. Use the backup and restore
commands to initiate those procedures.

Examples The following example illustrates the use of the offline command:

se-10-0-0-0> enable
se-10-0-0-0# offline
I ITWARNING!!!: Putting the system offline will terminate all active calls.

Do you wish to continuel[nl? : y
se-10-0-0-0(offline)#

Related Commands = Command Description
backup Selects data to back up and initiates the backup process.
continue Exists offline mode and returns to Cisco Unity Express EXEC mode.
restore Selects data to restore and initiates the restore process.
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open day

To specify the hours when a business is open, use the open day command in Cisco Unity Express
business configuration mode. To change an open time to a closed time, use the no form of this command.

open day day-of-week from hh:mm to hh:mm

no open day day-of-week from hh:mm to hh:mm

Syntax Description  day-of-week Day of the week. Valid values are 1 to 7, where 1 represents Sunday.
from hh:mm Starting time. Use the 24-hour clock for the hours hh. Valid values for
minutes mm are 0 to 30.
to hh:mm Ending time. Use the 24-hour clock for the hours ih. Valid values for

minutes mm are 0 to 30.

Defaults Open 24 hours each day, 7 days per week
Command Modes Cisco Unity Express business configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.

Usage Guidelines Each day is divided into half-hour time slots. By default, all the time slots are open. The open day
command changes a closed time slot to an open time slot.

The open day command gives the same results as the no closed day command.

Examples The following example creates a business-hours schedule called normal:

se-10-0-0-0# config t
se-10-0-0-0(config)# calendar biz-schedule normal
Adding new schedule
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day

(

(

(

(

(

(

from 00:00 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 17:30 to 24:00
from 00:00 to 08:30
from 20:00 to 24:00
from 00:00 to 08:30
from 18:00 to 24:00
from 00:00 to 09:00
from 13:00 to 24:00

se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# closed day
se-10-0-0-0(config-business)# end
se-10-0-0-0(config)# exit

Cisco Unity Express Command Reference for 3.0 and Later Versions
| oL-14012-06 .m

NNoaoauukh b WwWWDDNDR




W openday

The following example modifies the existing normal business schedule:

se-10-0-0-0(config)# calendar biz-schedule normal

Modifying existing schedule

se-10-0-0-0(config-business)# open day 1 from 09:00 to 12:00
se-10-0-0-0(config-business)# end

se-10-0-0-0(config)# exit

Using the no closed day 1 from 09:00 to 12:00 command gives the same result as the open day
command above.

Related Commands  Command Description

calendar biz-schedule Creates a business-hours schedule.

closed day Specifies the times when a business is closed.

show calendar biz-schedule Displays the business-hours schedules configured on the local system.
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parameter (ccn application)

parameter (ccn subsystem edbs dbprofile)-IVR Only
privilege

purge notification (ccn reporting historical)

purge now (ccn reporting historical)

purge purge-capacity (ccn reporting historical)
purge schedule (ccn reporting historical)

purge warning-capacity (ccn reporting historical)
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parameter (ccn application)

To set the value for a CCN application parameter, use the parameter command in Cisco Unity Express
configuration application mode. This command does not have a no form.

parameter parameter-name “value”

Syntax Description parameter-name Specifies the parameter whose value is being set. These parameters are
specified in the application script.

“value” Specifies the value for the parameter. The value must be entered within
double quotes.

Command Modes Configuration application
Command History Cisco Unity Express Version Modification
1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications
Manager Express 3.0.
1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).
1.1.2 This command was implemented on the Cisco 2800 series and
Cisco 3800 series routers.
Usage Guidelines Following are the parameters that may be configured for the aa.aef script:

¢ welcomePrompt—default: AAWelcome.wav
e operExtn—default: none
¢ holidayPrompt—default: AAHolidayPrompt.wav
¢ businessOpenPrompt—default: AABusinessOpen.wav
e businessClosedPrompt—default: AABusinessClosed.wav
¢ businessSchedule—default: systemschedule
e disconnectAfterMenu—default: false
¢ allowExternalTransfers—default: false
Following are the parameters that may be configured for the aa_simple.aef script:
¢ welcomePrompt—default: AAWelcome.wav
e operExtn—default: 0
e MaxRetry—default: 3
e holidayPrompt—default: AAHolidayPrompt.wav

¢ businessOpenPrompt—default: AABusinessOpen.wav
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parameter (ccn application)

businessClosedPrompt—default: AABusinessClosed.wav
playExtensionsPrompt—default: AASPlayExtensions.wav
extensionLength—default: 1

businessSchedule—default: systemschedule
disconnectAfterMenu—default: false

allowExternalTransfers—default: false

Use the default parameter command to configure custom-defined parameters.

The following examples sets the value of the MaxRetry parameter to 6:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn application autoattendant
se-10-0-0-0(config-application)# parameter MaxRetry “6”
se-10-0-0-0(config-application)# end
se-10-0-0-0(config)# exit

Related Commands

Command Description

ccn application Configures the CCN applications, such as voice mail and auto
attendant.

default (ccn application) Configures application parameters.

show call-agent Displays the CCN application details.
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parameter (ccn subsystem edbs dbprofile)-IVR Only

To specify the Java Database Connectivity (JDBC) driver—specific parameter for the

Cisco Unity Express IVR enterprise database subsystem (EDBS), use the parameter command in
Cisco Unity Express IVR EDBS profile configuration mode. To delete the JDBC parameter, use the no
form of this command.

parameter name value

no parameter name value

Syntax Description  name value (Optional) Name value pair that matches the JDBC driver requirements.

Command Default None

Command Modes Cisco Unity Express IVR EDBS profile configuration

Command History Cisco Unity Express Version Modification
3.0 This command was introduced.
Usage Guidelines After the ccn subsystem edbs dbprofile command is successfully performed, use the optional

parameter command to specify the JDBC driver—specific parameter. The name value pair must match
the JDBC driver requirements. Each JDBC driver can have its own unique set of customized settings.
You can use this command multiple times to set multiple driver properties.

Examples The following example configures the JDBC driver parameters:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem edbs dbprofile mydbprofile
Adding new Database profile

se-10-0-0-0(config-dbprof)# parameter *headerchar *continuation
se-10-0-0-0(config-dbprof)# end

se-10-0-0-0(config) # exit

Related Commands Command Description

show ccn subsystem Displays the Cisco Unity Express IVR EDBS configuration settings.
edbs dbprofile-IVR
Only
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privilege W

To add and configure a new privilege or define the properties of an existing privilege, use the privilege
command in Cisco Unity Express configuration mode. Use the no version to remove the privilege.

privilege privilege-name [description string | operation operation-name | include
privilege-name?2]

no privilege privilege-name

Syntax Description

Defaults

Command Modes

privilege-name Label used to identify and configure a new privilege.

description string (Optional) Add a description for the privilege. The description appears in
the output of the show privilege detail and show privileges commands.

operation (Optional) Associate an operation to the privilege.
operation-name

include (Optional) Include, or nest, another privilege into this privilege.
privilege-name 2

If no new privileges are defined, only predefined privileges are available. Unless otherwise specified, the
default for new privileges is that they have no operation associated with them, no text description, and
no second privilege is nested within them.

Cisco Unity Express configuration (config)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.0 This command was introduced.

If no new privileges are added, predefined privileges are used.

The following example enables authentication for the console:

se-10-0-0-0# config t
se-10-0-0-0(config)# privilege sales_vp operation security.configuration

Related Commands

Command Description
show operations Shows all operations.
show privileges Shows all system privileges.
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purge notification (ccn reporting historical)

To configure e-mail addresses to notify users of automatic database purges of the

Cisco Unity Express IVR reporting historical database, use the purge notification command in

Cisco Unity Express IVR reporting historical configuration mode. Use the no form of this command to
delete this configuration.

purge notification email address email-address

no purge notification email address email-address

Syntax Description  email address E-mail address, or series of e-mail addresses (of up to 255 characters in
email-address length) separated by commas, sent to notify users that the reporting
historical database has been purged.

Command Default No default e-mail address is configured.
Command Modes Cisco Unity Express IVR reporting historical configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced,
Usage Guidelines There is no default e-mail address for sending a notification. If an e-mail address is not configured,

notifications are not sent.

If you must configure more than one e-mail address, enter the series of e-mail addresses separated by
commas, without spaces.

Examples The following example configures an e-mail address to notify administrators that the
Cisco Unity Express IVR reporting historical database has been automatically purged:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical

se-10-0-0-0(config-hrdm) # purge notification email address name@domain.com
se-10-0-0-0(config-hrdm) # end

se-10-0-0-0(config) # exit

Related Commands = Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.
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purge now (ccn reporting historical)

To manually purge the Cisco Unity Express IVR reporting historical database and remove historical data
older than the configured days-to-keep number of days, use the purge now command in
Cisco Unity Express IVR reporting historical configuration mode.

purge now days-to-keep days

Syntax Description days-to-keep days Number of days after which data older than the number of days specified
are deleted from the reporting historical database. The valid range is from
1 to 1000.

Command Default None

Command Modes Cisco Unity Express IVR reporting historical configuration

Command History Cisco Unity Express Version Modification

3.0 This command was introduced,
Usage Guidelines When the database is purged, historical statistics older than the configured days-to-keep value are

removed from the database. The days-to-keep value is required for manually purging the database.

Examples The following example manually purges the reporting historical database and any data older than 7 days:

se-10-0-0-0# config t

se-10-0-0-0# ccn reporting historical
se-10-0-0-0(config-hrdm) # purge now days-to-keep 7
se-10-0-0-0(config-hrdm) # end

se-10-0-0-0(config)# exit

Related Commands  Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration setting.
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purge purge-capacity (ccn reporting historical)

To set the purge threshold (as a percentage of the total database capacity) and the age of data to be purged
in the Cisco Unity Express IVR reporting historical database, use the purge purge-capacity command
in Cisco Unity Express IVR reporting historical configuration mode. Use the no form of this command
to set the purge capacity percentage and the number-of-days to purge to the default value.

purge purge-capacity percentage percent days-to-purge days

no purge purge-capacity percentage percent days-to-purge days

Syntax Description  percentage percent Purge threshold as a percentage of the total database capacity. The valid
purge threshold percentage is in the range from 0 to 90.

days-to-purge days Number of days after which data older than the number of days specified
are deleted from the reporting historical database. The valid number of
days-to-purge is in the range from 0 to 999.

Command Default The default purge capacity percent value is 90.
The default number of days to purge is 7.

Command Modes Cisco Unity Express IVR reporting historical configuration
Command History Cisco Unity Express Version Modification
3.0 This command was introduced,
Usage Guidelines The maximum purge capacity percentage value allowed is 90.
Examples The following example configures the Cisco Unity Express IVR reporting historical database purge

capacity threshold to 90 and the number of days-to-purge data to 7:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical

se-10-0-0-0(config-hrdm) # purge purge-capacity percentage 90 days-to-purge 7
se-10-0-0-0(config-hrdm) # end

se-10-0-0-0(config)# exit

Related Commands Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration setting.
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purge schedule (ccn reporting historical)

To schedule the time of day for daily purging the Cisco Unity Express IVR reporting historical database,
use the purge schedule command in Cisco Unity Express IVR reporting historical configuration mode.
Use the no form of this command to set the scheduled purge time and number of days to the default value.

purge schedule time hh:mm days-to-keep days

no purge schedule time 74:mm days-to-keep days

Syntax Description

Command Default

Command Modes

time hh:mm The daily time in hours and minutes (hh:mm) in 24-hour format, at which
the data is purged from the reporting historical database.

days-to-keep days Sets the number of days after which data older than the number of days
specified are deleted from the reporting historical database. The value for
days-to-keep is in the range from 0 to 1000.

The default purge schedule is set at 04:00. The default number of days-to-keep is 90 for the
AIM-CUE/AIM2-CUE module and 365 for the NM-CUE, NM-CUE-EC, NME-CUE and
ISM-SRE-300-K9 modules.

Cisco Unity Express IVR reporting historical configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced,

Database purging is performed daily at the time of day (in hours:minutes 24-hour format) specified.
Stored historical data older than that specified in the days-to-keep value (in days) is purged from the
database. Table 5 summarizes the maximum values that can be specified for days-to-keep.

Table 5 Maximum Days-to-Keep Value

Database Storage Limits
AIM-CUE/AIM2-CUE 90 days or database 90% full
NM/NM-EC/NME-CUE 365 days or database 90% full
ISM-SRE-300-K9

SM-SRE-700-K9

The following example configures the reporting historical database to purge data older than 30 days at
4:00 a.m. daily:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # purge schedule time 04:00 days-to-keep 30
se-10-0-0-0(config-hrdm) # end
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se-10-0-0-0(config)# exit

Related Commands = Command Description

show ccn reporting Displays the Cisco Unity Express IVR reporting historical database

historical configuration settings.
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purge warning-capacity (ccn reporting historical)

To send an e-mail notification when a certain percentage database capacity is reached, use the purge
warning-capacity command in Cisco Unity Express IVR reporting historical configuration mode.

When the percentage of capacity is reached, an e-mail is sent to notify users that the Cisco Unity Express
IVR reporting historical database capacity is approaching its limit. Use the no form of this command to
set the warning capacity percentage to the default value.

purge warning-capacity percentage percent

no purge warning-capacity percentage percent

Syntax Description

Command Default

Command Modes

percentage percent Percentage of the total Cisco Unity Express IVR reporting historical
database capacity. The valid percentage is in the range from 0 to 95.

The default is 85 percent of database capacity.

Cisco Unity Express IVR reporting historical configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

3.0 This command was introduced,

An e-mail warning is sent when the maximum percentage value (90 percent) is reached.

The following example configures the warning percentage for the Cisco Unity Express IVR reporting
historical database at 80 percent:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn reporting historical
se-10-0-0-0(config-hrdm) # purge warning-capacity percentage 80
se-10-0-0-0(config-hrdm) # end

se-10-0-0-0(config) # exit

Related Commands

Command Description
show ccn reporting Displays the Cisco Unity Express IVR reporting historical database
historical configuration settings.

| oL-14012-06
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redirect-css cti-port
redirect-css route-point

reload

remote cache enable

remote copy spokenname
remote username fullname
remote username location
remote username phonenumber
repeat daily (backup-schedule)
repeat daily (kron-schedule)
repeat every (backup-schedule)
repeat every (kron-schedule)
repeat monthly (backup-schedule)
repeat monthly (kron-schedule)
repeat once (backup-schedule)
repeat once (kron-schedule)
repeat weekly (backup-schedule)
repeat weekly (kron-schedule)
repeat yearly (backup-schedule)
repeat yearly (kron-schedule)
restore

restore factory default
restriction create

restriction delete

restriction dial-string
restriction max-digits

restriction min-digits
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retries (aaa-accounting)
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redirect-css cti-port

To specify the calling search space used to redirect calls from CTI ports to elsewhere, use the
redirect-css cti-port command in in Cisco Unity Express JTAPI configuration mode. To remove the
redirection and return to the default value, use the no or default form of this command.

redirect-css cti-port {ccm-default | calling-party | redirecting-party}
no redirect-css cti-port

default redirect-css cti-port

Syntax Description

Command Default

Command Modes

ccm-default Use the default calling search space of the Cisco Unity Express to redirect.
This is the redirection method available before this command was
introduced.

calling-party Use the original calling party’s calling search space to redirect.

redirecting-party Use the redirecting party’s calling search space to redirect.

redirecting-party

Cisco Unity Express JTAPI configuration

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

2.3 This command was introduced.

To maintain backwards compatibility, the default for this command is to redirect using the redirecting
party's search space.

The following example specifies that the redirecting party’s calling search space is used to redirect calls
from CTI ports to elsewhere:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# redirect-css cti-port redirecting-party
se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config)#

Related Commands

Command Description

cen subsystem jtapi Enters JTAPI configuration mode.

show ccn subsystem Displays statistics for the JTAPI subsystems.
jtapi
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redirect-css route-point

To specify the calling search space used to redirect calls from route points to CTI ports , use the
redirect-css route-point command in in Cisco Unity Express JTAPI configuration mode. To remove the
redirection and return to the default value, use the no or default form of this command.

redirect-css route-point {ccm-default | calling-party | redirecting-party}
no redirect-css route-point

default redirect-css route-point

Syntax Description ccm-default Use the default calling search space of the Cisco Unity Express to redirect.
This is the redirection method available before this command was
introduced.

calling-party Use the original calling party’s calling search space to redirect.
redirecting-party Use the redirecting party’s calling search space to redirect.

Command Default ccm-default

Command Modes Cisco Unity Express JTAPI configuration

Command History Cisco Unity Express Version Modification

2.3 This command was introduced.
Usage Guidelines To maintain backwards compatibility, the default for this command is to use the redirection method

available before this command was introduced, which is to redirect without Cisco Unity Express
specifying a calling search space.

Examples The following example specifies that the calling party’s calling search space is used to redirect calls from
CTI ports to elsewhere:

se-10-0-0-0# config t

se-10-0-0-0(config)# ccn subsystem jtapi
se-10-0-0-0(config-jtapi)# redirect-css cti-port calling-party
se-10-0-0-0(config-jtapi)# end

se-10-0-0-0(config)#

Related Commands = Command Description

cen subsystem jtapi Enters JTAPI configuration mode.

show ccn subsystem Displays statistics for the JTAPI subsystems.
jtapi
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reload

To restart the Cisco Unity Express system, use the reload command in Cisco Unity Express EXEC mode
or offline mode.

reload

Syntax Description  This command has no arguments or keywords.

Command Modes Cisco Unity Express EXEC
Cisco Unity Express offline

Command History Cisco Unity Express Version Modification

1.0 This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

Usage Guidelines Use this command in the following situations:
e After a shutdown command to restart the Cisco Unity Express system.

e After a restore command to activate the uploaded file information.

Examples The following example illustrates the use of the reload command after a restore procedure:

se-10-0-0-0# offline
se-10-0-0-0(offline)# restore id data3 category data
se-10-0-0-0(offline)# reload

Related Commands  Command Description
backup Backs up system and application data to a backup server.
continue Exits offline mode and returns to Cisco Unity Express EXEC mode.
offline Switches the Cisco Unity Express system to offline mode.
restore Restores backup files from the backup server.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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remote cache enable

Syntax Description

Command Default

Command Modes

To enable the least recent used (LRU) cache on the local system, use the remote cache enable command
in Cisco Unity Express configuration mode. To disable the LRU cache, use the no form of this command.

remote cache enable

no remote cache enable

This command has no arguments or keywords.

Enabled

Cisco Unity Express configuration

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.1 This command was introduced.

An LRU cache is a database of remote subscribers’ first names, last names, and spoken names. These
remote subscribers are not configured in the Remote User Directory. The subscribers contained in the
cache are referred to as cached subscribers.

Network messages update the contents of the LRU cache. When a local sender addresses a voice-mail
message to a remote subscriber, the system accesses this information to send a spoken name
confirmation about the remote subscriber to the local sender. Each time a network message arrives from
a cached subscriber or each time a local sender sends a voice message to a cached subscriber, the system
updates the time stamp of the cached subscriber’s entry in the LRU cache.

The maximum capacity of the LRU cache is 50 subscribers on the network module (NM) and 20
subscribers on the advanced integration module (AIM). When the LRU cache reaches its maximum
capacity, a new entry erases the existing entry with the oldest time stamp. This means that the next time
a local sender calls a remote subscriber, the sender will not receive a spoken name confirmation if the
remote subscriber is no longer in the LRU cache.

Do one or both of the following to avoid the inconsistent confirmation response:

e To ensure that a sender always receives a spoken name confirmation for a remote subscriber,
configure the remote subscriber in to the Remote User Directory.

e Disable the LRU cache.
The LRU cache contents are saved after system reloads.

The GUI Defaults > Voice Mail option also permits changing the status of the LRU cache.
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Examples

The following example illustrates enabling the LRU cache on the local system:

se-10-0-0-0# config t
se-10-0-0-0(config)# remote cache enable
se-10-0-0-0(config) # exit

The following example illustrates disabling the LRU cache on the local system:

se-10-0-0-0# config t
se-10-0-0-0(config)# no remote cache enable
se-10-0-0-0(config)# exit

remote cache enable

Related Commands

Command Description

show remote cache Displays the local system’s LRU cache.
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remote copy spokenname

To upload or download a spoken name for a remote subscriber, use the remote copy spokenname
command in Cisco Unity Express EXEC mode.

Uploading the Spoken Name

remote copy spokenname username username url url loginname server-login password
server-password

Downloading the Spoken Name

remote copy spokenname url url/ username username loginname server-login password
server-password

Syntax Description username username Remote subscriber ID.
url url URL to the spoken name file on the server.
loginname server-login Server login.
password server-password Server password.

Command Modes Cisco Unity Express EXEC

Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines Use the Administration via Telephone (AvT) options to record the spoken names. Those name files are

stored in the Lightweight Directory Access Protocol (LDAP) on the Cisco Unity Express module. If you
download the files to a server other than the Cisco Unity Express module, you can upload those files to
another Cisco Unity Express module in the network.

Examples The following example uploads the spoken name file user5S.wav for remote subscriber user5:

se-10-0-0-0# remote copy spokenname username user5 url ftp:/10.4.51.66/tsmith.wav
loginname admin password test

The following example downloads the spoken name file user5.wav for remote subscriber user5:

se-10-0-0-0# remote copy spokenname url ftp:/10.4.51.66/tsmith.wav username user5
loginname admin password test
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remote username fullname

To associate a full name with a remote subscriber, use the remote username fullname command in
Cisco Unity Express EXEC mode. To delete the remote username, use the no form of this command.

remote username username fullname {display display-name | first first-name | last last-name }

no remote username username fullname {display display-name | first first-name | last last-name}

Syntax Description

Command Modes

username

Name of the remote subscriber.

display display-name

Full name of the remote subscriber. Enclose the name in double quotes
() if the name is more than one word. The system uses this name for
telephone displays.

first first-name

First name of the remote subscriber. Enclose the name in double quotes
(“”) if the name is more than one word.

last last-name

Last name of the remote subscriber. Enclose the name in double quotes
(“”) if the name is more than one word.

Cisco Unity Express EXEC

Command History

Usage Guidelines

Cisco Unity Express Version Modification

2.1

This command was introduced.

An error message appears if the username does not exist.

Examples The following example configures several remote subscribers.
se-10-0-0-0# config t
se-10-0-0-0(config)# remote username user2 location sjc create
se-10-0-0-0(config)# remote username user2 phonenumber 84444
se-10-0-0-0(config)# remote username user5 location sjc create
se-10-0-0-0(config)# remote username user5 phonenumber 81111
se-10-0-0-0(config)# remote username user3 location nyc create
se-10-0-0-0(config)# remote username user3 phonenumber 92222
se-10-0-0-0(config)# remote username user4 location nyc create
se-10-0-0-0(config)# remote username user4 phonenumber 93333
se-10-0-0-0(config)# end
se-10-0-0-0# remote username user5 fullname display “User 5”
se-10-0-0-0# remote username user5 fullname first User
se-10-0-0-0# remote username user5 fullname last 5
se-10-0-0-0# remote username user3 fullname display “User 3”
se-10-0-0-0# remote username user3 fullname first User
se-10-0-0-0# remote username user3 fullname last 3
se-10-0-0-0# remote username user4 fullname display “User 4”
se-10-0-0-0# remote username user4 fullname first User
se-10-0-0-0# remote username user4 fullname last 4
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se-10-0-0-0# remote username userl fullname display “User 1”
se-10-0-0-0# remote username userl fullname first User
se-10-0-0-0# remote username userl fullname last 1

The following example deletes the display name for remote subscriber User5:

se-10-0-0-0# no remote username user5 fullname display “User 5”

The following example deletes the first name for remote subscriber User5:

se-10-0-0-0# no remote username user5 fullname first User

The following example deletes the last name for remote subscriber User5:

se-10-0-0-0# no remote username user5 fullname last 5

Related Commands Command

Description

remote username location

Configures a remote subscriber on the local Cisco Unity
Express system.

remote username phonenumber

Configures a remote subscriber’s telephone number on the local
Cisco Unity Express system.

show remote user detail

Displays configuration details about a specified remote
subscriber.

show remote users

Displays remote subscribers configured on the local Cisco
Unity Express system.
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remote username location

To configure a remote subscriber on the local Cisco Unity Express system, use the remote username
location command in Cisco Unity Express EXEC mode or configuration mode. To delete a remote user
from the system, use the no form of this command.

remote username username location location-id create

no remote username username

Syntax Description username Name of the remote subscriber.
location-id Location ID of the remote site.
create Creates the remote subscriber.

Command Default No remote subscribers are configured.

Command Modes Cisco Unity Express EXEC
Cisco Unity Express configuration

Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines This command creates a remote subscriber on the local system so that a local voice-mail sender can

address a remote recipient using dial-by-name. Additionally, the system provides the sender with a
spoken name confirmation of the remote recipient so that the sender can verify that the name and location
are correct.

Use the remote username location command once to associate the remote subscriber with a network
location.

In Version 2.1, regardless of the license level, the network module (NM) supports a maximum of 50
remote subscribers and the advanced integration module (AIM) supports a maximum of 20 remote
subscribers.

An error message appears if one of the following conditions occurs:
e A subscriber, group, or remote subscriber exists with this username.
e The maximum number of remote subscribers is already configured on the system.
e The location ID does not exist.

e The location ID is the local location.

Examples The following example configures several remote subscribers.

se-10-0-0-0# config t
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I remote username location

se-10-0-0-0(config)#
se-10-0-0-0(config)#
se-10-0-0-0(config) #
se-10-0-0-0(config)#
config)#
se-10-0-0-0(config) #
se-10-0-0-0(config)#
se-10-0-0-0(config)#
se-10-0-0-0(config) #

(
(
(
(
se-10-0-0-0¢(
(
(
(
(

se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#
se-10-0-0-0#

remote
remote
remote
remote
remote
remote
remote
remote
remote
remote
remote
remote

remote
remote
remote
remote
remote
remote
remote
remote
end
username
username
username
username
username
username
username
username
username
username
username
username

username user2

username user2
username user5
username user5

username user3
username user3
username user4

username user4

user5
user>5
user>5
user3
user3
user3
user4
user4
user4
user2
user2
user2

fullname
fullname
fullname
fullname
fullname
fullname
fullname
fullname
fullname
fullname
fullname
fullname

location sjc create
phonenumber 84444
location sjc create
phonenumber 81111
location nyc create
phonenumber 92222
location nyc create
phonenumber 93333

display “User 5”
first User

last 5

display “User 3”7
first User

last 3

display “User 4”
first User

last 4

display “User 2”
first User

last 2

The following example deletes the remote subscriber User2:

se-10-0-0-0#

config

t

se-10-0-0-0(config)# no remote username user2
se-10-0-0-0(config)# end

Related Commands

Command

Description

remote username fullname

Configures a remote subscriber’s full name on the local Cisco
Unity Express system.

remote username phonenumber

Configures a remote subscriber’s telephone number on the local
Cisco Unity Express system.

show remote user detail

Displays configuration details about a specified remote
subscriber.

show remote users

Displays remote subscribers configured on the local Cisco
Unity Express system.
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remote username phonenumber

To associate a telephone number with a remote subscriber, use the remote username phonenumber
command in Cisco Unity Express configuration mode. To delete the telephone number, use the no form
of this command.

remote username username phonenumber extension-number

no remote username username phonenumber extension-number

Syntax Description username Name of the remote subscriber.
extension-number Extension number of the remote site.
Command Default No phone numbers are configured for the remote subscribers.
Command Modes Cisco Unity Express configuration
Command History Cisco Unity Express Version Modification
2.1 This command was introduced.
Usage Guidelines The local system does not verify the remote extension number.

An error message appears if one of the following conditions occurs:
e The username does not exist.

e The length of the extension number does not fall within the maximum and minimum extension
lengths for the subscriber’s location.

Examples The following example configures several remote subscribers.

se-10-0-0-0# config t

se-10-0-0-0(config)# remote username user2 location sjc create
se-10-0-0-0(config)# remote username user2 phonenumber 84444
se-10-0-0-0(config)# remote username user5 location sjc create
se-10-0-0-0(config)# remote username user5 phonenumber 81111
se-10-0-0-0(config)# remote username user3 location nyc create
se-10-0-0-0(config)# remote username user3 phonenumber 92222
se-10-0-0-0(config)# remote username user4 location nyc create
se-10-0-0-0(config)# remote username user4 phonenumber 93333
se-10-0-0-0(config)# end

se-10-0-0-0# remote username user2 fullname display “User 2”
se-10-0-0-0# remote username user2 fullname first User
se-10-0-0-0# remote username user2 fullname last 2
se-10-0-0-0# remote username user5 fullname display “User 5”
se-10-0-0-0# remote username user5 fullname first User
se-10-0-0-0# remote username user5 fullname last 5
se-10-0-0-0# remote username user3 fullname display “User 3”
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se-10-0-0-0# remote
se-10-0-0-0# remote
se-10-0-0-0# remote
se-10-0-0-0# remote
se-10-0-0-0# remote
se-10-0-0-0#

username
username
username
username
username

user3
user3
user4
user4
user4

fullname first User
fullname last 3

fullname display “User 4”
fullname first User
fullname last 4

The following example deletes extension 84444 from remote subscriber User 4:

se-10-0-0-0# config

t

se-10-0-0-0(config)# no remote username user4 phonenumber 84444
se-10-0-0-0(config)# end

Related Commands Command

Description

remote username fullname

Configures a remote subscriber’s full name on the local Cisco
Unity Express system.

remote username location

Configures a remote subscriber on the local Cisco Unity
Express system.

show remote user detail

Displays configuration details about a specified remote
subscriber.

show remote users

Displays remote subscribers configured on the local Cisco
Unity Express system.
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repeat daily (backup-schedule)

To configure a recurring scheduled backup to occur once every day, use the repeat daily command in
Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this command
to remove the configuration of the backup job.

repeat daily at rime

no repeat daily at time

Syntax Description

Command Default

Command Modes

time Specifies the time of day that the recurring scheduled backup job begins.
Use 24-hour format.

None.

Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

When you enter a new repeat daily command, the previous scheduled daily backup is overwritten.
You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

e end date for recurring backup jobs

The following example configures a scheduled backup to occur once every day at 11:00pm:

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat daily at 23:00

Related Commands

Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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repeat daily (kron-schedule)

To configure a recurring kron job to occur once every day, use the repeat daily command in
Cisco Unity Express kron-schedule configuration mode. There is no no form of this command.

repeat daily at rime

Syntax Description time Specifies the time of day that the recurring kron job begins. Use 24-hour
format.
Command Default None.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Version Modification
8.0 This command was introduced.
Usage Guidelines When you enter a new repeat daily command, the previous scheduled kron job is overwritten.

You can also configure the following parameters for kron jobs:
e start date for recurring kron jobs

¢ end date for recurring kron jobs

Examples The following example configures a scheduled kron job to occur once every day at 11:00pm:

se-10-0-0-0# kron job krjl
se-10-0-0-0 (kron-schedule) # repeat daily at 23:00

Related Commands = Command Description
kron schedule Enters kron-schedule configuration mode.
show kron schedule Shows details for the specified recurring scheduled kron job.
detail job
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repeat every (backup-schedule)

To specify how often a recurring scheduled backup occurs, use the repeat every command in
Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this command

to remove the configuration of the backup job.

repeat every {number days lnumber weeks on day | number months on day date | number years
on month month} at time

no repeat every {number days |lnumber weeks on day | number months on day date | number years
on month month} at time

Syntax Description  number days Specifies the number of days between recurring scheduled backup jobs that
the backup job is done.

number weeks on day  Specifies the number of weeks between recurring scheduled backup jobs
and the day of the week that the backup is done.

number months on day Specifies the number of months between recurring scheduled backup jobs

date and the day of the month that the backup is done.

number years on Specifies the number of years between recurring scheduled backup jobs and
month month the month that the backup is done.

at time Specifies the time of day that the recurring scheduled backup job begins.

Use 24-hour format.

Command Default None.

Command Modes Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History Cisco Unity Express Version Modification
7.1 This command was introduced.

Usage Guidelines This command enters backup-schedule mode and enables you to configure a recurring backup job that
repeats:

e Every N days at a specific time
e Every N weeks on specific day and time
e Every N months on a specific day of the month and time

e Every N years on a specific month

Note  To configure a one-time backup job, use the repeat once command.
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Examples

You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

e end date for recurring backup jobs

The following example configures a scheduled backup to occur every 7 days at 11:00pm:

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat every 7 days at 23:00

Related Commands

Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.

detail job
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repeat every (kron-schedule)

To specify how often a recurring scheduled kron job occurs, use the repeat every command in
Cisco Unity Express kron-schedule configuration mode. There is no no form of this command.

repeat every {number days | number weeks on day | number months on day date | number years
on month month} at time

Syntax Description

Command Default

Command Modes

number days Specifies the number of days between recurring scheduled kron jobs that the
backup job is done.

number weeks on day  Specifies the number of weeks between recurring scheduled kron jobs and
the day of the week that the backup is done.

number months on day Specifies the number of months between recurring scheduled kron jobs and

date the day of the month that the backup is done.

number years on Specifies the number of years between recurring scheduled kron jobs and
month month the month that the backup is done.

at time Specifies the time of day that the recurring scheduled kron job begins. Use

24-hour format.

None.

Cisco Unity Express kron-schedule configuration

Command History

Usage Guidelines

Note

Cisco Unity Express Version Modification

8.0 This command was introduced.

This command enables you to configure a recurring scheduled kron job that repeats:
e Every N days at a specific time
e Every N weeks on specific day and time
e Every N months on a specific day of the month and time

e Every N years on a specific month

To configure a one-time kron job, use the repeat once command.
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Examples

You can also configure the following parameters for kron jobs:
e start date for recurring kron jobs

e end date for recurring kron jobs

The following example configures a scheduled kron job to occur every 7 days at 11:00 pm:

se-10-0-0-0# kron schedule krjl
se-10-0-0-0 (kron-schedule) # repeat every 7 days at 23:00

Related Commands

Command Description

kron schedule Enters kron-schedule configuration mode.

show kron schedule Shows details for the specified recurring scheduled kron job.
detail job

[l Cisco Unity Express Command Reference for 3.0 and Later Versions
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repeat monthly (backup-schedule)

To configure a recurring scheduled backup to occur once every month, use the repeat monthly command
in Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this
command to remove the configuration of the backup job.

repeat monthly on day date at time

no repeat monthly on day date at time

Syntax Description

Command Default

Command Modes

date Specifies the day of the month that the backup is done.

time Specifies the time of day that the recurring scheduled backup job begins.
Use 24-hour format.

None.

Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

When you enter a new repeat monthly command, the previous scheduled monthly backup is
overwritten.

You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

¢ end date for recurring backup jobs

The following example configures a scheduled backup to occur once every month on the 23rd day at
11:00 pm:

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat monthly on day 23 at 23:00

Related Commands

Command Description

backup categories Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job

| oL-14012-06

Cisco Unity Express Command Reference for 3.0 and Later Versions g



[ | repeat monthly (kron-schedule)

repeat monthly (kron-schedule)

To configure a recurring scheduled kron job to occur once every month, use the repeat monthly
command in Cisco Unity Express kron-schedule configuration mode. There is no no form of this
command.

repeat monthly on day date at time

Syntax Description date Specifies the day of the month that the kron job is done.

time Specifies the time of day that the recurring scheduled kron job begins. Use
24-hour format.

Command Default None.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Version Modification
8.0 This command was introduced.
Usage Guidelines When you enter a new repeat monthly command, the previous scheduled kron job is overwritten.

You can also configure the following parameters for kron jobs:
e start date for recurring kron jobs

e end date for recurring kron jobs

Examples The following example configures a scheduled backup to occur once every month on the 23rd day at
11:00 pm:

se-10-0-0-0# kron schedule krjl
se-10-0-0-0 (kron-schedule) # repeat monthly on day 23 at 23:00

Related Commands  Command Description
kron schedule Enters kron-schedule configuration mode.
show kron schedule Shows details for the specified recurring scheduled kron job.
detail job

Cisco Unity Express Command Reference for 3.0 and Later Versions
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repeat once (backup-schedule)

To specify that a scheduled backup is repeated once, use the repeat once command in
Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this command
to remove the configuration of the backup job.

repeat once on date at time
no repeat once on date at time

default repeat once on dare at time

Syntax Description

Command Default

Command Modes

date Specifies the date that the recurring scheduled backup job is done.

time Specifies the time of day that the recurring scheduled backup job begins.
Use 24-hour format.

None.

Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

This command enters backup-schedule mode and enables you to configure a one-time backup job.

The following example configures a one-time scheduled backup:

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat once on October 10, 2009 at 22:20

Related Commands

Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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repeat once (kron-schedule)

To specify that a scheduled kron job is repeated once, use the repeat once command in
Cisco Unity Express kron-schedule configuration mode. There is no no form of this command.

repeat once on date at time

default repeat once on date at time

Syntax Description  date Specifies the date that the recurring scheduled kron job is done.

time Specifies the time of day that the recurring scheduled kron job begins. Use
24-hour format.

Command Default None.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Version Modification

8.0 This command was introduced.
Usage Guidelines This command enables you to configure a one-time scheduled kron job.
Examples The following example configures a one-time scheduled kron job:

se-10-0-0-0# kron-schedule krjl
se-10-0-0-0 (kron-schedule) # repeat once on October 10, 2009 at 22:20

Related Commands Command Description
kron schedule Enters kron-schedule configuration mode.
show kron schedule Shows details for the specified recurring scheduled kron job.
detail job

Cisco Unity Express Command Reference for 3.0 and Later Versions
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repeat weekly (backup-schedule)

To configure a recurring scheduled backup to occur once every week, use the repeat weekly command
in Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this
command to remove the configuration of the backup job.

repeat weekly on day at time

no repeat weekly on day at time

Syntax Description

Command Default

Command Modes

day Specifies the day of the week that the backup is done.

time Specifies the time of day that the recurring scheduled backup job begins.
Use 24-hour format.

None.

Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

When you enter a new repeat weekly command, the previous scheduled weekly backup is overwritten.
You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

¢ end date for recurring backup jobs

The following example configures a scheduled backup to occur once every week on Tuesday at 11:00
pm:

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat weekly on tuesday at 23:00

Related Commands

Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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repeat weekly (kron-schedule)

To configure a recurring scheduled kron job to occur once every week, use the repeat weekly command
in Cisco Unity Express kron-schedule configuration mode. There is no no form of this command.

repeat weekly on day at time

Syntax Description day Specifies the day of the week that the backup is done.

time Specifies the time of day that the recurring scheduled backup job begins.
Use 24-hour format.

Command Default None.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Version Modification
8.0 This command was introduced.
Usage Guidelines When you enter a new repeat weekly command, the previous scheduled weekly kron job is overwritten.

You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

e end date for recurring backup jobs

Examples The following example configures a scheduled backup to occur once every week on Tuesday at 11:00
pm:

se-10-0-0-0# kron schedule krjl
se-10-0-0-0 (backup-schedule) # repeat weekly on tuesday at 23:00

Related Commands  Command Description
kron schedule Enters kron-schedule configuration mode.
show kron schedule Shows details for the specified recurring scheduled kron job.
detail job

Cisco Unity Express Command Reference for 3.0 and Later Versions
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repeat yearly (backup-schedule)

To configure a recurring scheduled backup to occur once every year, use the repeat yearly command in
Cisco Unity Express scheduled backup configuration mode. Use the no or default form of this command
to remove the configuration of the backup job.

repeat yearly on month month on day day at time

no repeat yearly on month month on day day at time

Syntax Description

Command Default

Command Modes

month Specifies the month that the backup is done.
day Specifies the day of the month the scheduled backup is done.
time Specifies the time of day that the recurring scheduled backup job begins.

Use 24-hour format.

None.

Cisco Unity Express scheduled backup configuration (backup-schedule)

Command History

Usage Guidelines

Examples

Cisco Unity Express Version Modification

7.1 This command was introduced.

When you enter a new repeat yearly command, the previous scheduled yearly backup is overwritten.
You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

¢ end date for recurring backup jobs

The following example configures a scheduled backup to occur once a year on February 28 at 11:00 pm

se-10-0-0-0# schedule job 22
se-10-0-0-0 (backup-schedule) # repeat yearly on month february on day 28 at 23:00

Related Commands

Command Description

backup schedule Enters backup-schedule submode.

show backup schedule Shows details for the specified recurring scheduled backup job.
detail job
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repeat yearly (kron-schedule)

To configure a recurring scheduled kron job to occur once every year, use the repeat yearly command
in Cisco Unity Express kron-schedule configuration mode. There is no no form of this command.

repeat yearly on month month on day day at time

Syntax Description month Specifies the month that the kron job is done.
day Specifies the day of the month the kron job is done.
time Specifies the time of day that the recurring scheduled kron job begins. Use

24-hour format.

Command Default None.
Command Modes Cisco Unity Express kron-schedule configuration
Command History Cisco Unity Express Version Modification
8.0 This command was introduced.
Usage Guidelines When you enter a new repeat yearly command, the previous scheduled yearly kron job is overwritten.

You can also configure the following parameters for backup jobs:
e start date for recurring backup jobs

¢ end date for recurring backup jobs

Examples The following example configures a scheduled kron job to occur once a year on February 28 at 11:00 pm:

se-10-0-0-0# kron schedule krjl
se-10-0-0-0 (kron-schedule) # repeat yearly on month february on day 28 at 23:00

Related Commands = Command Description
kron schedule Enters kron-schedule configuration mode.
show kron schedule Shows details for the specified recurring scheduled kron job.
detail job

Cisco Unity Express Command Reference for 3.0 and Later Versions
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restore
To restore a backup file, use the restore command in Cisco Unity Express offline mode.
restore id backup-id category {all | configuration | data}
Syntax Description id backup-id Specifies the ID number of the file to be restored.
category Precedes the name of the file type to be restored.
all Specifies that the file to be restored contains system and application
settings, application data, and voice messages.
configuration Specifies that the file to be restored contains only system and application
settings.
data Specifies that the file to be restored contains only application data and voice
messages.

Command Modes

Cisco Unity Express offline

Command History

Usage Guidelines

Examples

Cisco Unity Express Version

Modification

1.0

This command was introduced on the Cisco Unity Express
network module and in Cisco Unified Communications Manager
Express 3.0.

1.1 This command was implemented on the advanced integration
module (AIM) and in Cisco Unified Communications Manager
3.3(3).

1.1.2 This command was implemented on the Cisco 2800 series and

Cisco 3800 series routers.

When the restore procedure begins, all active calls are terminated. Cisco Unity Express does not support
scheduled restores. Consider restoring a file when the telephones are least active.

After the restore procedure is complete, use the reload command to activate the file data.

Use the show backup history command to locate the backup-id value of the file to be restored.

The following example restores the file with the ID data5, which is a data-only file.

se-10-0-0-0> enable
se-10-0-0-0# offline

se-10-0-0-0(offline)# restore id data5 category data

se-10-0-0-0(offline)# reload
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Related Commands = Command Description
continue Exits offline mode and returns to Cisco Unity Express EXEC mode.
offline Enters offline mode.
reload Activates the uploaded file data.

show backup history  Displays the status of backup procedures.
show backup server Displays the network FTP server designated as the backup server.

Cisco Unity Express Command Reference for 3.0 and Later Versions
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restore factory default

A

To restore the system to the factory defaults, use the restore factory default command in Cisco Unity
Express offline mode.

restore factory default

Caution

Syntax Description

Command Mod