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The following documents are available for Cisco Jabber for Windows.
Installation and Configuration Guide
The Installation and Configuration Guide provides administrators with information on software, hardware, system, and network requirements; deployment planning; installation; and client configuration.
Server Setup Guide
The Server Setup Guide provides administrators with task-based information to help configure client services such as directory integration, instant messaging and presence, audio and video calling, voicemail, and conferencing.
DNS SRV Configuration Guide
Licensing Information
This Licensing Information document provides information on the open source libraries used by the application.
Quick Start Guide
Instructions to help navigate end users around Cisco Jabber for Windows for the first time and use a few key features.
Advanced Features Guide
The Advanced Features Guide provides an overview of task-based information about end user operation of the client.
This release provides fixes for a number of known issues. See the Fixed in this Release section for a list of resolved caveats
A new parameter, EnableTelProtocolPopupWindow allows you to enable or disable the pop-up window that asks users if they want to make a call after they attempt to call a number that is enabled for the ciscotel:uri protocol.
The parameter is on by default, meaning that the pop-up window is enabled to ask users if they want to make the call. If you disable the paramater, it may cause accidental or unwanted calls.
The behavior for tel, sip and ciscotelconf protocols is not affected by the new parameter. The parameter applies to ciscotel protocol, whether you use the phone number or URI to dial. The tel, sip and ciscotelconf protocols are unaffected by the protocol, meaning the pop-up window cannot be disabled.
A new parameter, Callhistory_Expire_Days, allows you to delete call history after a specified number of days. When you define the parameter, you define how long the client waits before the call history is deleted.
If the parameter is not defined, or the parameter is zero, then the call history is deleted after the call history count exceeds the maximum number of stored calls.
Users' presence is unknown when the contact is manually added to contacts in Microsoft Outlook 2010 and 2013, when the contact is added to local (custom) contacts with an email address type of SMTP. To resolve this issue, delete the contact and add it again manually, ensuring the email address type is Exchange (EX). This item is documented in CSCuo57172.
If you are using Cisco Unified Presence 8.6.5 SU2 or earlier, or Cisco Unified Communications Manager IM and Presence 9.1.1 SU1 or earlier, the client might display users' presence as offline when the user is actually online and has a network connection. This presence issue is fixed in Cisco Unified Presence 8.6.5 SU3 and Cisco Unified Communications Manager IM and Presence 9.1.1 SU2 and 10.0.1. This item is documented in CSCui29999.
Review the content in this topic to understand client performance and behavior in certain cases.
Due to a limitation with UDS, users can only use Click-to-X capabilities, such as Click-To-Call and Click-To-IM, to contact Microsoft Outlook users if they are already in the cache file. A cache file is created for someone if they are in the users' Cisco Jabber contacts list, or have a Cisco Jabber history created by the user previously searching, IMing, or calling them, or by leaving a voicemail. This item is documented in CSCuo88534.
You can disable file transfers and screen captures on Cisco Unified Communications IM and Presence with the Enable file transfer parameter.
This issue applies to Cisco Jabber for Windows in cloud-based deployments only.
Blocking users does not deny availability status if the blocked users exist in a contact list as part of an enterprise group.
For example, User A blocks User B. However, User A is in User B's contact list as part of an enterprise group. As a result, User B can view User A's availability status.
Because Cisco Unified Presence removes the federated contacts from the contact lists, users must add the federated contacts to their contact lists again to send instant messages or display availability status to those federated contacts. However, the federated contacts can send instant messages to the users, even if they are not in the contact list.
If Cisco Jabber for Windows users have multiple desk phone devices of the same model, you should enter descriptions for each device. Cisco Jabber for Windows displays these descriptions to users so that they can tell the difference between multiple desk phone devices. If you do not enter descriptions, Cisco Jabber for Windows displays the model name of the device. As a result, users cannot tell the difference between their devices if they have multiple devices of the same model.
Setting your status to 'Do Not Disturb' in the client does not divert, or block, incoming calls.
Cisco Jabber for Windows does not currently support extension mobility cross cluster (EMCC).
The following rules apply to space characters and credentials:
Cisco Jabber for Windows does not currently support CTI connections over transport layer security (TLS). As a result, Cisco Jabber for Windows users cannot switch from using a CSF device to using a desk phone device if they belong to the Standard CTI Secure Connection user group.
Software phones are not supported in virtual environments. Use Cisco Virtualization Experience Media Engine (VXME) for Cisco Jabber for Windows call capabilities in a virtual environment.
The client can store up to 250 entries in your call history. This item is documented in CSCun44797.
Cisco Jabber for Windows does not currently support Check Point VPN.
Installing Cisco Jabber for Windows and third-party unified communications applications on the same machine may result in unexpected behavior in the client and is not recommended.
In late 2011, the WebEx server made changes to how photos are stored and formatted on the server. Due to this change, any photo uploaded before January 1, 2012 is not displayed in the client. To resolve the issue, users must re-upload the photo. For more information on this item, see CSCui05676.
This topic describes issues with interoperability with other clients, devices, and third party software, along with server-side issues or defects that impact client functionality. In addition, this topic includes some best practice information to prevent issues with the client.
In some cases audio calls hang and users cannot end active calls if you run the Cisco Security Agent (CSA) while using Cisco Jabber.
Click-to-x functionality must be disabled to deploy Cisco Jabber for Windows in phone mode on the same computer as the Microsoft Lync client. Refer to the section on Command Line Arguments in the Installation and Configuration Guide for an explanation of the CLICK2X installer switch usage.
If you use the Cisco WebEx Connect client, you can upgrade to Cisco Jabber for Windows 9.7 from Cisco WebEx Connect version 7.2.2 only.
You can upgrade from Cisco WebEx Connect version 7.x to any Cisco Jabber for Windows version up to 9.2(0). You can then upgrade the Cisco Jabber for Windows client to version 9.2(1) or higher.
You should not install and run Cisco Jabber for Windows on the same computer as the Cisco WebEx Connect client. If you do run both the Cisco WebEx Connect client and Cisco Jabber for Windows on the same computer, unexpected behavior is likely to occur.
In the event that you do install Cisco Jabber for Windows on the same computer as the Cisco WebEx Connect client, the following error message displays when you launch the Cisco WebEx Connect client:
To resolve this error, you must reinstall the Cisco WebEx Connect client.
In cloud-based deployments that use single sign-on (SSO), an issue exists with Internet Explorer 9. Users with Internet Explorer 9 get security alerts when they sign in to Cisco Jabber for Windows. To resolve this issue, add webexconnect.com to the list of websites in the Compatibility View Settings window.
Packet Voice Digital Signal Processor Module (PVDM3) enabled routers do not support BFCP video desktop sharing capabilities.
In cloud-based deployments, it can take several minutes for the Cisco WebEx Messenger service to detect when clients lose network connections or become abruptly disconnected. For example, the Cisco WebEx Messenger service might take up to 5 minutes to detect when a client loses a network connection by pulling the network cable or walking out of range of a wireless network. This behavior is due to normal operation of the network stack to provide a robust connection.
As a result of the delay in the server detecting the loss of connection with the client, the server does not immediately publish the presence state of users who have lost their network connection. For this reason, there is a period of time during which users can see an online presence state even when remote contacts are offline.
You cannot place an active call on hold if failover occurs from the primary instance of Cisco Unified Communications Manager to the secondary instance.
Cisco Jabber for Windows attempts to retrieve local Microsoft Outlook contacts from the Outlook PST file. If Outlook does not cache local contacts in the PST file, Cisco Jabber for Windows sends contact resolution requests to the MAPI server. As a result, the MAPI server can experience an impact to performance. Cisco recommends that you configure Outlook to cache local contacts in the PST file. Otherwise, you must ensure that your MAPI server is capable of managing the requests from Cisco Jabber for Windows.
Microsoft Group Policy does not detect existing installations of Cisco Jabber for Windows. As a result, if you upgrade Cisco Jabber for Windows with Microsoft Group Policy, Group Policy does not uninstall the existing version before installing the upgrade version.
A known bug exists with Microsoft Windows 7 and Microsoft Windows Server 2008 R2 that causes the network profile to change unexpectedly. This change in the network profile closes network ports that Cisco Jabber for Windows requires for calls. As a result, if you are on a call when the network profile changes, that call automatically terminates.
To resolve this issue, apply the fix available from the Microsoft support site at: Click Here
The start of the audio that prompts users to leave voicemail messages can be truncated in some instances. The result of the truncation is that users do not hear the first second or two of the voicemail prompt.
To resolve this issue, set a value for the Delay After Answer field in the Cisco Unity Connection advanced telephony integration settings. See the Cisco Unity Connection documentation at: Click Here
Cisco TelePresence System (CTS) devices do not allow users to send video only.
For this reason, when users place calls from their software phones (CSF devices) to CTS devices, loss of incoming video and video desktop sharing occurs if users de-escalate from a video call to an audio only call.
The functionality to remove participants from conference calls while using software phone devices is available on Cisco Unified Communications Manager version 8.6.2 and higher.
You should exit clients that do not implement graceful registration before you start Cisco Jabber for Windows if both clients use the same CSF device.
Call history is lost when the application is running in a Roaming Profile environment. Roaming Profile environments include those running Virtual Desktop Infrastructure such as VMware View or Citrix Xen or hot desks. For more information, go to the section on Deployment in a Virtual Environment in the Installation and Configuration Guide.
Cisco Unified Communications Manager User Data Services (UDS) is not supported for directory integration in this release.
Service Discovery information is retrieved by the client in new installations using the following steps:
When a Cisco Jabber client calls another Cisco Jabber client, Cisco MediaSense call recording is currently not supported. The G.722.1 codec is used by default. This media protocol is not supported by Cisco MediaSense, which impacts Built-in Bridge (BiB) and silent record.
Known defects, or bugs, have a severity level that indicates the priority of the defect. Development managers usually define bug severity. Severity helps the product team focus on bug fixes for future releases and prioritize fixes.
Severity level | Description | |
---|---|---|
1 | Catastrophic | Reasonably common circumstances cause the entire system to fail, or a major subsystem to stop working, or other devices on the network to be disrupted. No workarounds exist. |
2 | Severe | Important functions are unusable and workarounds do not exist. Other functions and the rest of the network is operating normally. |
3 | Moderate | Failures occur in unusual circumstances, or minor features do not work at all, or other failures occur but low-impact workarounds exist. This is the highest level for documentation bugs. |
4 | Minor | Failures occur under very unusual circumstances, but operation essentially recovers without intervention. Users do not need to install any workarounds and performance impact is tolerable. |
5 | Cosmetic | Defects do not cause any detrimental effect on system functionality. |
6 | Enhancement | Requests for new functionality or feature improvements. |
Identifier | Severity | Headline |
---|---|---|
CSCum80191 | 2 | GUI unresponsive on adding large enterprise group (10k users). |
CSCup78097 | 2 | Jabber search on a user is returning multiple Outlook contacts for users. |
CSCum57529 | 3 | Client hangs after returning from Lock status. |
CSCun68421 | 3 | Cannot reconnect after hibernate/resume in HA mode. |
CSCuo90291 | 3 | Jabber screen sharing quality varies due to cached low bandwidth level. |
CSCup14715 | 3 | Restricted number is not stored in call history of Jabber for Windows. |
CSCup29889 | 3 | Phone, company and photo intermittently are missing on Windows 8 |
CSCup30350 | 3 | MS voice recognition causes Jabber to crash. |
CSCup30905 | 3 | Jabber for Windows 9.7 UDS service discovery fails with Hardphone. |
CSCup52168 | 3 | Message could not be delivered to contact who seems to be online. |
CSCup82773 | 3 | Call drops after a temporary network loss. |
CSCup70296 | 3 | Jabber incorrectly modifying Nickname field. |
CSCup38516 | 3 | Jabber login issue with '_cisco-uds' if the password is in 'Umlaut' format. |
CSCup84971 | 3 | AllowUserCustomTabs=false doesn't work if you have a custom tab created |
CSCup50047 | 3 | Jabber 9.7 configured "Display (Caller ID)" not shown for Dif locale. |
CSCul53699 | 3 | Double Ring Back tone on client. |
Identifier | Severity | Headline |
---|---|---|
CSCup23913 | 2 | Multiple Vulnerabilities in OpenSSL |
CSCun55968 | 2 | Intermittent SSO Login Failure - XML displayed in login window |
CSCuo95351 | 3 | Presence shows offline while chatting with Buddy |
CSCuo32278 | 3 | In call history, missed calls show VM pilot number as a caller |
CSCup32329 | 3 | Jabber Webex SSO should not clear Session Info on 401 |
CSCup28751 | 3 | Czech characters in name not displayed correctly when used through UDS |
CSCuo73272 | 3 | Intermittent crash uploaded from Alpha |
CSCuo73369 | 3 | Call history in Jabber Windows does not record calls with * dialing |
CSCul02324 | 3 | Takes 1 minute to go offline after sign out/exit |
CSCuo82526 | 3 | MRA Jabber does not send cookie x-auth token with login request |
CSCuo83479 | 3 | Can't view contact's profile although permission is on |
CSCup44348 | 3 | No presence bubble visible when Outlook launched first time |
CSCuo76001 | 3 | C2X doesn't work after logout/login in Cloud SSO |
CSCup39611 | 3 | Jabber 9.7.2 requires Voicemail server config on IMP |
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The following documents are available for Cisco Jabber for Windows.
Release Notes
Provide administrators with a summary of information about the release, which include feature enhancements, requirements, limitations and restrictions of the software, and caveats overview.
Deployment and Installation Guide
Provides administrators with information for all Jabber clients in one guide. It contains end-to-end client deployment procedures, comprising requirements, deployment scenarios and workflows, infrastructure configuration of services, and client configuration and installation.Licensing Information
This Licensing Information document provides information on the open source libraries used by the application.
Quick Start Guide
Instructions to help navigate end users around Cisco Jabber for Windows for the first time and use a few key features.
Advanced Features Guide
Provides an overview of task-based information about end user operation of the client.
Accessibility Guide
Provides information on navigating the client, including shortcut keys, keyboard navigation, and other accessibility features.
![]() Note | Microsoft Exchange integrates directly with Cisco Unified Communications Manager. For more information, see the Configuration Guides for the appropriate version of Cisco Unified Communications Manager. |