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     [bookmark: pgfId-1091592]where “lt” means “less than” and the command is entered in a single line. For more information on the upgrade rule, including a syntax description, see the Upgrade Rule section in the Cisco Small Business IP Telephony Devices Provisioning Guide, Chapter 2, beginning on page 44.
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 [bookmark: pgfId-1091608]NOTE The phone does not support the font size, 12 for Hebrew language.
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    [bookmark: pgfId-1092046]Anything that degrades network performance can affect voice and video quality, and in some cases, can cause a call to drop. Sources of network degradation can include, but are not limited to, the following activities:
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