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     [bookmark: pgfId-998217][bookmark: 19731]Preface
      
      
 
     
 
 
     [bookmark: pgfId-1010479]This preface includes the following sections:
 
     
     	 [bookmark: pgfId-1014443]Audience
 
     	 [bookmark: pgfId-1010586]Conventions
 
     	 [bookmark: pgfId-1015328]Cisco UCS Communities
 
     	 [bookmark: pgfId-1010818]Related Cisco UCS Documentation
 
     	 [bookmark: pgfId-1010686]Documentation Feedback
 
     	 [bookmark: pgfId-1010606]Obtaining Documentation and Submitting a Service Request
 
    
 
     
      [bookmark: pgfId-1010482][bookmark: 39544]Audience
 
      [bookmark: pgfId-1010508]This guide is intended primarily for data center administrators with responsibilities and expertise in one or more of the following:
 
      
      	 [bookmark: pgfId-1010510]Server administration
 
      	 [bookmark: pgfId-1010511]Storage administration
 
      	 [bookmark: pgfId-1010512]Network administration
 
      	 [bookmark: pgfId-1012212]Network security
 
     
 
    
 
     
      [bookmark: pgfId-1010357][bookmark: 71481]Conventions
 
      [bookmark: pgfId-1010403]This document uses the following conventions: 
 
      
       
       
         
         	
           
           [bookmark: pgfId-1010360]Convention
          
  
         	
           
           [bookmark: pgfId-1010362]Indication
          
  
        
 
         
         	 font
  
         	 font.
  
        
 
         
         	 font
  
         	 font.
  
        
 
         
         	 [bookmark: pgfId-1010372][ ]
  
         	 [bookmark: pgfId-1010374]Elements in square brackets are optional.
  
        
 
         
         	 [bookmark: pgfId-1010376]{x | y | z }
  
         	 [bookmark: pgfId-1010378]Required alternative keywords are grouped in braces and separated by vertical bars.
  
        
 
         
         	 [bookmark: pgfId-1010380][ x | y | z ]
  
         	 [bookmark: pgfId-1010382]Optional alternative keywords are grouped in brackets and separated by vertical bars.
  
        
 
         
         	 [bookmark: pgfId-1010384]string
  
         	 [bookmark: pgfId-1010386]A nonquoted set of characters. Do not use quotation marks around the string or the string will include the quotation marks.
  
        
 
         
         	 font
  
         	 font.
  
        
 
         
         	 [bookmark: pgfId-1010392]< >
  
         	 [bookmark: pgfId-1010394]Nonprinting characters such as passwords are in angle brackets.
  
        
 
         
         	 [bookmark: pgfId-1010396][ ]
  
         	 [bookmark: pgfId-1010398]Default responses to system prompts are in square brackets.
  
        
 
         
         	 [bookmark: pgfId-1010400]!, #
  
         	 [bookmark: pgfId-1010402]An exclamation point (!) or a pound sign (#) at the beginning of a line of code indicates a comment line.
  
        
 
       
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1010404]Note Means reader take note. Notes contain helpful suggestions or references to material not covered in the manual.

      
     

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1010405]Tip Means the following information will help you solve a problem. The tips information might not be troubleshooting or even an action, but could be useful information, similar to a Timesaver.

      
     

     
 
      
       
     
 
     
 
     
      [bookmark: pgfId-1010406]
      Caution Means 
      reader be careful. In this situation, you might perform an action that could result in equipment damage or loss of data.
       
       
 
      

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1010407]Timesaver Means the described action saves time. You can save time by performing the action described in the paragraph. 

      
     

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1010408]Warning IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar with standard practices for preventing accidents. Use the statement number provided at the end of each warning to locate its translation in the translated safety warnings that accompanied this device.

SAVE THESE INSTRUCTIONS

      
     

     
 
    
 
     
      [bookmark: pgfId-1015257][bookmark: 58414]Cisco UCS Communities
 
      .
 
    
 
     
      [bookmark: pgfId-1015045][bookmark: 87109]Related Cisco UCS Documentation
 
      [bookmark: pgfId-1010756]Documentation Roadmaps
 
      
 
      .
 
      
 
      [bookmark: pgfId-1010761]Other Documentation Resources
 
      .
 
      [bookmark: pgfId-1010765]The ISO file is updated after every major documentation release.
 
      to receive document update notifications.
 
    
 
     
      [bookmark: pgfId-1010738][bookmark: 64925]Documentation Feedback
 
      [bookmark: pgfId-1010454]To provide technical feedback on this document, or to report an error or omission, please send your comments to ucs-docfeedback@cisco.com. We appreciate your feedback.
 
    
 
     
      [bookmark: pgfId-1014256][bookmark: 24672]Obtaining Documentation and Submitting a Service Request
 
      .
 
      , which lists all new and revised Cisco technical documentation, as an RSS feed and deliver content directly to your desktop using a reader application. The RSS feeds are a free service.
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1073881]Overview
      
      
 
     
 
 
     [bookmark: pgfId-1073893]This chapter includes the following sections:
 
     
     	 [bookmark: pgfId-1073898]About the Cisco IMC Integration Pack
 
     	 [bookmark: pgfId-1062449]Software Requirements
 
     	 [bookmark: pgfId-1069638]Supported Operating Systems and Versions
 
     	 [bookmark: pgfId-1069642]Supported Hardware Platforms
 
     	 [bookmark: pgfId-1073710]Supported Cisco IMC Version
 
    
 
   
 
    
     [bookmark: pgfId-1076037][bookmark: 25898]About the Cisco IMC Integration Pack
 
     installed, you can do the following:
 
     
     	 [bookmark: pgfId-1077888]Power Policy Configuration—Configures multiple power profiles for power capping feature
 
     	 [bookmark: pgfId-1080519]Import Cisco IMC servers based on Cisco IMC IPs into Configuration Manager. 
 
     	 [bookmark: pgfId-1077889]Download drivers and create driver packages for the Cisco IMC servers that are required for OS deployment from the  Configuration Manager Console .
 
     	 [bookmark: pgfId-1076518]See an overview of hardware inventory, including CPUs, memory, power supplies, and storage.
 
     	 [bookmark: pgfId-1076519]Configure RAID using the Array Builder wizard.
 
     	 [bookmark: pgfId-1076520]BIOS configuration—Configures BIOS attributes and boot order settings of the server in both legacy and precision boot order mode.
 
     	 [bookmark: pgfId-1077443]Cisco IMC Configuration—Ability to configure Cisco IMC Admin settings like Network, SNMP, local users, LDAP, and communication settings.
 
     	 [bookmark: pgfId-1077472]page Configuration—Ability to configure page settings like vNICs, vHBAs, VMFEX.
 
    
 
     
      
    
 
    
 
    [bookmark: pgfId-1078370]Note page Configuration is supported only on C-series servers.

     
    

    
 
     
     	 [bookmark: pgfId-1077506]Configuration Pools—Ability to create, edit, and delete configuration pools for MAC, IP, WWPN, and WWNN addresses.
 
     	 [bookmark: pgfId-1076521]Download and perform firmware updates using the Host Upgrade Utility (HUU).
 
     	 [bookmark: pgfId-1079028]Automatic boot to Preboot Execution Environment (PXE) or network boot using ISO mapping.
 
     	 [bookmark: pgfId-1079029]Launch KVM Console—The KVM Console of the server.
 
     	 [bookmark: pgfId-1079030]Launch the Cisco IMC web user interface (UI).
 
    
 
     
      [bookmark: pgfId-1073502]Components of the Cisco IMC Integration Pack
 
      includes the following utilities:
 
      
      	 [bookmark: pgfId-1076540]Launch the KVM console
 
      	 [bookmark: pgfId-1077693]Launch the Cisco Integrated Management Controller web UI 
 
      	 [bookmark: pgfId-1077694]Import IMC Servers Wizard—Imports Cisco IMC Servers into Configuration Manager.
 
      	 [bookmark: pgfId-1076543]Create Cisco UCS C-Series Server Driver Package Wizard—Imports the necessary driver packages that are required during the operating system deployment.
 
      	 [bookmark: pgfId-1077747]Cisco IMC Configuration Profile Manager—Creates server configuration profiles such as RAID configuration, BIOS configuration, Cisco IMC admin configuration, page configuration, and firmware update profiles. 
 
      	 [bookmark: pgfId-1078781]Cisco IMC Server Configuration Manager—Performs server configuration and management tasks, such as Firmware Update, RAID Configuration, BIOS Configuration, page Configuration, Cisco IMC Admin Configuration, Operating System Deployment, and Viewing Hardware Inventory on a single server or a group of servers.
 
      	 [bookmark: pgfId-1078797]Cisco IMC Task Manager—Allows you to view the status of the tasks and perform actions on it.
 
     
 
    
 
     
      [bookmark: pgfId-1078783]End to End Scenario
 
      [bookmark: pgfId-1080070]Atypical deployment scenario includes importing a server, driver packages, updating firmware, configuring hardware, and deploying an operating system on the server. This sample scenario includes the following tasks:
 
      .
 
      
 
      .
 
      .
 
      [bookmark: pgfId-1081104] 5.[image: ] Update Firmware, Configure Hardware and Install an Operating System on th server through Task Sequence. For more information, see Cisco IMC Configuration Profile Manager and Cisco IMC Configuration Manager.
 
    
 
   
 
    
     [bookmark: pgfId-1073320][bookmark: 62136]Software Requirements
 
     
     	 [bookmark: pgfId-1081165].NET Framework 4.5 or higher
 
     	 [bookmark: pgfId-1081166]Java Version 1.6 Update 45 or higher
 
     	 [bookmark: pgfId-1081167]Following version of System Center 2012 Configuration Manager Primary Site or Admin Console Installations:
 
    
 
     [bookmark: pgfId-1081168]–[image: ] System Center 2012 Configuration Manager 
 
     [bookmark: pgfId-1081169]–[image: ] System Center 2012 Configuration Manager SP1
 
     [bookmark: pgfId-1081170]–[image: ] System Center 2012 R2 Configuration Manager 
 
     [bookmark: pgfId-1081171]–[image: ] System Center 2012 R2 SP1 Configuration Manager 
 
     [bookmark: pgfId-1081221]–[image: ] System Center 2012 Configuration Manager SP2
 
   
 
    
     [bookmark: pgfId-1081224][bookmark: 2H_Head2]Supported Operating Systems and Versions
 
     supports the following operating systems:
 
     
     	 [bookmark: pgfId-1078876]Microsoft Windows Server 2012 R2 (64-bit)
 
     	 [bookmark: pgfId-1078901]Microsoft Windows Server 2012 (64-bit)
 
     	 [bookmark: pgfId-1079765]Microsoft Windows Server 2008 R2 (64-bit)
 
    
 
     
      
    
 
    
 
    [bookmark: pgfId-1079766]Note Install the latest patch of the operating systems.

     
    

    
 
   
 
    
     [bookmark: pgfId-1079768][bookmark: 34918]Supported Hardware Platforms
 
     is supported on the following hardware platforms:
 
     
      [bookmark: pgfId-1079909]Supported C-Series Servers
 
      
      	 [bookmark: pgfId-1079910]Cisco UCS C220 M4 Server
 
      	 [bookmark: pgfId-1079911]Cisco UCS C240 M4 Server
 
      	 [bookmark: pgfId-1079912]Cisco UCS C460 M4 Server
 
      	 [bookmark: pgfId-1079913]Cisco UCS C22 M3 Server
 
      	 [bookmark: pgfId-1079914]Cisco UCS C24 M3 Server
 
      	 [bookmark: pgfId-1079915]Cisco UCS C220 M3 Series Server
 
      	 [bookmark: pgfId-1079916]Cisco UCS C240 M3 Series Server
 
      	 [bookmark: pgfId-1079917]Cisco UCS C260 M2 Server
 
      	 [bookmark: pgfId-1079918]Cisco UCS C420 M3 Server
 
      	 [bookmark: pgfId-1079919]Cisco UCS C460 M2 Server
 
     
 
    
 
     
      [bookmark: pgfId-1079920]Supported E-Series Servers
 
      
      	 [bookmark: pgfId-1079921]Cisco UCS E160D-M1/K9
 
      	 [bookmark: pgfId-1079922]Cisco UCS E160DP-M1/K9
 
      	 [bookmark: pgfId-1079923]Cisco UCS E140D-M1/K9
 
      	 [bookmark: pgfId-1079267]Cisco UCS E140S-M1/K9
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1075976][bookmark: 42841]Supported Cisco IMC Version
 
     [bookmark: pgfId-1081246]The Cisco IMC Integration Pack is compatible with Cisco Integrated Management Controller (IMC) 1.5(2) or higher for C-Series servers and 2.3(x) and higher for E-Series servers.
 
     [bookmark: pgfId-1081247]Cisco IMC 1.5(1) supports the following features:
 
     
     	 [bookmark: pgfId-1081248]Import Cisco Servers
 
     	 [bookmark: pgfId-1081249]Import Driver Packages
 
     	 [bookmark: pgfId-1081250]RAID Configuration
 
     	 [bookmark: pgfId-1081251]OS Deployment
 
    
 
     
      
    
 
    
 
    [bookmark: pgfId-1081252]Note Configuring BIOS on Cisco UCS C-series servers requires Cisco IMC version of 1.5(4) or higher.

     
    

    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1066517]Working with Configuration Manager Console
      
      
 
     
 
 
     [bookmark: pgfId-1066525]This chapter includes the following sections:
 
     
     	 [bookmark: pgfId-1117106]Importing IMC Servers
 
     	 [bookmark: pgfId-1165553]Creating and Editing Task Sequences
 
     	 [bookmark: pgfId-1165557]Cisco IMC Configuration Profile Manager
 
     	 [bookmark: pgfId-1165561]Cisco IMC Configuration Manager
 
     	 [bookmark: pgfId-1107509]Launching the Cisco IMC Web Interface
 
     	 [bookmark: pgfId-1100820]Launching the KVM Console
 
    
 
   
 
    
     [bookmark: pgfId-1072107][bookmark: 32300]Importing IMC Servers
 
     
      
    
 
    
 
    [bookmark: pgfId-1156645]Note The icon links on the ribbon bar of Microsoft Configuration Manager Console are product sensitive. It displays when a particular pack is installed. For example, you can see the Cisco IMC Configuration icon link when the Cisco IMC Integration Pack is successfully installed.

     
    

    
 
    
 
     to launch Configuration Manager Console.
 
     screen displays.
 
     . 
 
     [bookmark: pgfId-1080778]The installed servers are displayed in the content pane.
 
     .
 
     . 
 
     , you can import the servers by selecting one of the following options:
 
     — S–[image: ]cify multiple hyphen separated IP addresses for range, and multiple single IP Address. Use comma to separate all the IP addresses. For example, 10.105.219.15-10.105.219.129,10.104.200.35,10.104.100.133,10.106.233.136-10.106.233.200.
 
     fields.
 
     , and navigate to the network path where the CSV file is located. The CSV file must contain IP addresses separated by a comma. For example, 10.106.233.167,10.106.233.165, 10.104.255.248, 10.104.255.242,10.104.255.228.
 
     — Specify the network address and subnet mask.
 
     , enter a valid username and password for Cisco IMC.
 
     .
 
     , the username and password is verified for the IP addresses provided.
 
     column.
 
     .
 
     .
 
     check box to import all the servers.
 
     .
 
     [bookmark: pgfId-1099776]Step 10[image: ] Once teh server import is successful, a confirmation message appears.
 
     using one of the following ways:
 
     .
 
     [bookmark: pgfId-1086986]The Device catalog is refreshed and the imported servers are shown in the content pane. 
 
     
 
     . The groups created are:
 
     [bookmark: pgfId-1086975]–[image: ] All Cisco IMC Servers.
 
     is the type of Cisco IMC servers. For example, C240, C260 and so on.
 
     .
 
     
      
    
 
    
 
    [bookmark: pgfId-1103858]Note When you select Update Membership on All Cisco IMC Servers, and then on the Model Specific groups refresh process is fastened.

     
    

    
 
     [bookmark: pgfId-1089974]The device collection group refreshes and displays the devices which are part of the device collection group.
 
     [bookmark: pgfId-1083249]Step 12[image: ] To view the properties of each device, follow these steps:
 
     
 
     page displays.
 
     tab to view the properties of the selected device.
 
     
 
   
 
    
     [bookmark: pgfId-1170223][bookmark: 15514]Creating and Editing Task Sequences
 
     [bookmark: pgfId-1109840]You create task sequences to support the deployment of operating systems. Add or edit the following task sequence steps to a task sequence while creating a custom task sequence or while editing an existing task sequence to help ease the deployment of operating systems:
 
     
     	 [bookmark: pgfId-1109841]Format and Partition Disk
 
     	 [bookmark: pgfId-1109842]Apply Operating System Image
 
     	 [bookmark: pgfId-1109843]Apply Network Settings
 
     	 [bookmark: pgfId-1109844]Apply Windows Settings
 
     	 [bookmark: pgfId-1109845]Apply Driver package
 
     	 [bookmark: pgfId-1109846]Setup Windows and ConfigMgr
 
    
 
     
      [bookmark: pgfId-1109848][bookmark: 80339]Creating a Custom Task Sequence
 
     
 
      catalog.
 
      .
 
      displays.
 
      .
 
      , complete the following fields:
 
      
       
       	 [bookmark: pgfId-1161917] Task sequence name— Enter a name for the task sequence
 
       	 [bookmark: pgfId-1161918] Description —Enter a brief description about the task sequence
 
       	 [bookmark: pgfId-1109856] Boot image—Click  Browse , to select the boot image from the  Select a Boot Image screen and click  OK .
 
      
 
     
 
      .
 
      
 
      .
 
      [bookmark: pgfId-1109860]Step 7[image: ] Once the task sequence is created, click Close to exit the Create Task Sequence wizard.
 
      
 
      
 
    
 
     
      [bookmark: pgfId-1109866]Editing a Task Sequence
 
     
 
      catalog.
 
      [bookmark: pgfId-1109871]The task sequences are listed in the content pane.
 
      [bookmark: pgfId-1162414]Step 2[image: ] Right-click the task sequence, and select Edit.
 
      page displays.
 
      Add > Disks > Format and Partition Disk.
 
      [bookmark: pgfId-1162567]The Format and Partition Disk item is flagged with the a red X check mark.
 
      complete the following fields:
 
      
       
       	 [bookmark: pgfId-1109887] Name —Enter a name for the task to be performed
 
       	 [bookmark: pgfId-1109888] Description —Enter brief description for the task to be performed
 
       	 [bookmark: pgfId-1109889] Volume —Create a new partition. 
 
      
 
     
 
      [bookmark: pgfId-1162840]To create a new partition, follow these steps:
 
      icon.
 
      [bookmark: pgfId-1109894]The Partition Properties page displays.
 
      [bookmark: pgfId-1109895] b.[image: ] Enter a name for the partition and check the Make this the boot partition check box.
 
      [bookmark: pgfId-1109896] c.[image: ] Check the Quick format check box.
 
      
      	 [bookmark: pgfId-1109897]Variable—Enter a name for the environment variable for the logical drive. For example, OSDRIVE.
 
     
 
      [bookmark: pgfId-1109898]Step 5[image: ] Click OK.
 
      task sequence is now flagged with a green check mark.
 
      
 
      item is flagged with the a red X check mark.
 
      which is flagged with a red X check mark.
 
      , complete the following fields:
 
      
       
       	 [bookmark: pgfId-1109913] Name —Enter a name for the task to be performed
 
       	 [bookmark: pgfId-1109914] Description —Enter a description for the task to be performed
 
       	 [bookmark: pgfId-1109915] Apply operating system from a captured image —Click  Browse to open the  Select an Operating System Image  dialog box. Select the existing image package you want to install.
 
      
 
     
 
      , use the drop-down list to specify the associated image to be used for this deployment.
 
      
       
       	 [bookmark: pgfId-1109916]From the Destination drop-down list, select Logical drive letter stores in a variable and enter the variable name created in the Format and Partition Disk step. For example, OSDRIVE.
 
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1109917]Note See, Technet documentation for importing Operating System Images into Configuration Manager.

      
     

     
 
      .
 
      task sequence is now flagged with a green check mark.
 
      
 
      item is flagged with the a red X check mark.
 
      which is flagged with a red X check mark.
 
      , complete the following fields:
 
      
       
       	 [bookmark: pgfId-1163640] Name —Enter a name for the task to be performed
 
       	 [bookmark: pgfId-1163641] Description —Enter a description for the task to be performed
 
       	 [bookmark: pgfId-1163642] Join a workgroup —Select this option to join the destination computer with the specified workgroup. Enter the name in the Workgroup field. This value can be overridden by the value that in the Capture Network Settings task sequence step.
 
       	 [bookmark: pgfId-1109936] Join a domain — Select this option to have the destination computer join the specified domain. 
 
       	 [bookmark: pgfId-1109937] Account — Click  Set to specify an account with the necessary permissions to join the computer to the domain.
 
       	 [bookmark: pgfId-1109938] Adapter settings — Specify network configurations for each network adapter in the computer. Click  New to open the  Network Settings dialog box, and then specify the network settings.
 
      
 
     
 
      .
 
      task sequence is now flagged with a green check mark.
 
      .
 
      item is flagged with the a red X check mark. 
 
      which is flagged with a red X check mark.
 
      enter information for the following: 
 
      
       
       	 [bookmark: pgfId-1109948] Name — Enter short user defined name that describes the action taken in this step.
 
       	 [bookmark: pgfId-1109949] Description — Enter a more detailed information about the action taken in this step.
 
       	 [bookmark: pgfId-1109950] User name — Specify the registered user name that is associated with the destination computer.
 
       	 [bookmark: pgfId-1109951] Organization name — Specify the registered organization name that is associated with the destination computer.
 
       	 [bookmark: pgfId-1109952] Product key — Specify the product key that is used for the Windows installation on the destination computer.
 
       	 [bookmark: pgfId-1109953]Select the radio button for Enable the account and specify the local administrator password. This lets you to have an alternate account for logging in with the local administrator password. 
 
       	 [bookmark: pgfId-1109954] Time Zone — Specify the time zone to configure on the destination computer.
 
      
 
     
 
      .
 
      task sequence is now flagged with a green check mark.
 
      
 
      item is flagged with the a red X check mark.
 
      which is flagged with a red X check mark.
 
      . 
 
      .
 
      task sequence is now flagged with a green check mark.
 
      
       
     
 
     
 
     [bookmark: pgfId-1109972]Note The package contains all the drivers to be made available during operating system deployment.

      
     

     
 
      
 
      item is flagged with the a red X check mark.
 
      which is flagged with a red X check mark.
 
      box.
 
      page displays.
 
      , select the required deployment package. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1109988]Note Refer to Microsoft Technet documentation on details for Creating a Deployment Package.

      
     

     
 
      .
 
      task sequence is now flagged with a green check mark.
 
      .
 
      
 
    
 
   
 
    
     [bookmark: pgfId-1117611][bookmark: 35885]Cisco IMC Configuration Profile Manager
 
     [bookmark: pgfId-1164855]Cisco IMC Configuration Profile Manager helps user in creating various configuration profiles such as BIOS, RAID, Firmware Update, Cisco IMC Admin, VIC Adapter. You can launch the Profile Manager by selecting a valid Cisco IMC server discovered in the Configuration Manager. You can either create a profile newly from scratch or get the settings from the system and use it. Creation of profile from a reference system is supported only for BIOS, IMC Admin and VIC Adapter configuration profiles.
 
     
      [bookmark: pgfId-1164848][bookmark: 86076][bookmark: 70046]Creating a RAID Profile Using Array Builder
 
     
 
      window displays.
 
      . 
 
      dialog box displays.
 
      .
 
      .
 
      [bookmark: pgfId-1122150]A default embedded controller is created.
 
      name field.
 
      from the drop-down menu. You can choose from:
 
      
      	 [bookmark: pgfId-1122153] Fail the task if any controller does not match a configuration rule — Reports a failure if any of the detected controllers are not able to be configured by a rule.
 
      	 [bookmark: pgfId-1122154] Fail the task only if the first controller does not match a configuration rule — Reports a failure if the first controller detected (usually the embedded controller) cannot be configured by a rule.
 
      	 [bookmark: pgfId-1122155] Fail the task only if none of the array controllers match a configuration rule — Reports a failure only if all of the controllers in the system fail to match a rule; in other words, none of the controllers are configured. This rule also fails if a controller does not have sufficient disks to configure a RAID.
 
     
 
      [bookmark: pgfId-1121853]Step 7[image: ] You can:
 
      [bookmark: pgfId-1121854] a.[image: ] Add new controllers and define rules for them, or edit the default controller and define the rules. For more information, see Controllers.
 
      [bookmark: pgfId-1121858] b.[image: ] Add or edit variable conditions for the default controller or the controller that you add. For more information, see Variable Conditions.
 
      [bookmark: pgfId-1121864] c.[image: ] Create new arrays from a variable condition, if required. For more information, see Arrays.
 
      to save the RAID profile.
 
      
 
    
 
     
      [bookmark: pgfId-1119339][bookmark: 63083]Using the Array Builder
 
      [bookmark: pgfId-1119340]The Array Builder allows you to define arrays and disk sets with all available RAID settings, logical drives or virtual disks of varying sizes or use all available space, and assign hot spares to individual arrays or assign global hot spares to the controller.
 
      [bookmark: pgfId-1119327]When you run the task sequence on a target server, the array configuration utility detects the existing controllers in the system as well as the disks attached to each controller. The custom action then tries to match the physical configurations it detected to the logical configurations you defined in the configuration rules. These array configuration rules are defined using a graphical, logical layout that helps you visualize how your array controllers are configured. Rules are processed in the order displayed in the tree, so you know exactly which rules have priority.
 
    
 
     
      [bookmark: pgfId-1119242]Defining Rules With Array Builder
 
      [bookmark: pgfId-1119243]You can define rules to match configurations based on the following:
 
      
       
       	 [bookmark: pgfId-1119244]Detected slot number that the controller is in or just the embedded controller, if any.
 
       	 [bookmark: pgfId-1119245]Number of disks that are attached to the controller.
 
       	 [bookmark: pgfId-1119246]Apply a blanket configuration to any controller that Array Builder finds.
 
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1119247]Note You can define different configuration to different servers even if the detected hardware is identical by applying configuration rules based on the RAID profiles detected on the server.

      
     

     
 
    
 
     
      [bookmark: pgfId-1119519]Array Builder elements and associated rules
 
    
 
     
      [bookmark: pgfId-1119521][bookmark: 46356]Controllers 
 
      [bookmark: pgfId-1119522]When a controller is created, a default variable condition, array and disk(s) are created to ensure a valid configuration. You can choose to leave the controller un-configured with disks set to non-RAID, or you can add arrays or perform other actions.
 
      [bookmark: pgfId-1119523]Controller elements contain variable condition elements. Controllers can be one of several configuration types:
 
      
      	 [bookmark: pgfId-1119524]The embedded controller 
 
      	 [bookmark: pgfId-1119525]A controller in slot “X” 
 
      	 [bookmark: pgfId-1119526]Any controller with “X” disks 
 
      	 [bookmark: pgfId-1119527]Any controller with “X” disks or more 
 
      	 [bookmark: pgfId-1119583]All remaining controllers
 
     
 
    
 
     
      [bookmark: pgfId-1119761]Adding A Controller 
 
     
 
      drop-down menu is enabled. 
 
      window displays. 
 
      , select from the following options: 
 
      
       
       	 [bookmark: pgfId-1119765]Select the controller located in slot — Enter the slot number of the controller. 
 
       	 [bookmark: pgfId-1119766]Select any controller with <exactly, atleast> <number of> disks attached — Set a rule to select any controller which matches exactly, or at least the number of disks you have selected. 
 
       	 [bookmark: pgfId-1119767]Select all remaining controllers in the system regardless of configuration 
 
      
 
     
 
      only when the variable to enable the rule matches certain criteria that you select. 
 
      . 
 
      
 
    
 
     
      [bookmark: pgfId-1122407]Editing A Controller 
 
      window displays where you can make changes to the controller. 
 
    
 
     
      [bookmark: pgfId-1122409]Deleting A Controller 
 
     
 
      . A warning informing that all the attached arrays and disks will be deleted displays. 
 
      to cancel. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1122412]Note At least one controller is required on the server. If there is only one controller and you delete it, a message that the default controller was inserted because the last controller was deleted displays. 

      
     

     
 
    
 
     
      [bookmark: pgfId-1121397][bookmark: 40901]Variable Conditions 
 
      [bookmark: pgfId-1121398]To provide the ability to use the same RAID configuration in multiple logical configurations, variable evaluation is provided so that a different configuration for arrays and logical drives can be applied to different situations. To provide the ability to use the same hardware configuration in multiple logical configurations, variable evaluation is provided so that a different configuration for arrays and logical drives can be applied to different situations. Variable condition elements contain arrays and global hot spares, and are of two types: 
 
      
      	 [bookmark: pgfId-1121399]No variables defined: This is the default configuration inserted with every controller, and cannot be removed or moved from last in the order. 
 
      	 [bookmark: pgfId-1121441]Variables defined: This is where any variable is compared to a value using one of the pre-defined operators.
 
     
 
    
 
     
      [bookmark: pgfId-1121682]Adding A New Variable Condition 
 
     
 
      . 
 
      window displays. 
 
      , you can set a rule to apply this variable only if it matches certain criteria that you select. 
 
      . 
 
      
       
     
 
     
 
     [bookmark: pgfId-1121687]Note If you define a variable condition, then the same condition has to be defined on the particular server to enable and apply the variable condition. This can be done by right-clicking the server and defining the variable from the variables tab.

      
     

     
 
      
 
    
 
     
      [bookmark: pgfId-1119940]Editing A Variable Condition 
 
     
 
      window displays, where you can make changes to your variable condition. 
 
      . 
 
      
 
    
 
     
      [bookmark: pgfId-1119944]Deleting a Variable Condition 
 
     
 
      . A message that all the attached arrays and disks will be deleted displays.
 
      to cancel. 
 
      
 
    
 
     
      [bookmark: pgfId-1120161][bookmark: 17936]Arrays 
 
      [bookmark: pgfId-1120162]Array nodes include both RAID arrays and non-RAID disk groups that are indicated by the different icons. By default, a non-RAID disk group is created when a controller is created. If the controller configuration specifies the number of disks required, the same number of disks is added to the non-RAID group. 
 
      [bookmark: pgfId-1120163]Arrays can be added, modified, or deleted depending on the controller configuration and number of disks available. Array elements contain logical drives and physical disks. 
 
    
 
     
      [bookmark: pgfId-1120429]Adding A New Array 
 
     
 
      window displays.
 
      drop-down list. 
 
      [bookmark: pgfId-1120432]Step 3[image: ] To set the Boot Drive check the given check-box.
 
      . 
 
    
 
     
      [bookmark: pgfId-1120434]Editing An Array 
 
     
 
      window displays. You can edit the array by selecting a different RAID level for the array. 
 
      . 
 
      
 
    
 
     
      [bookmark: pgfId-1120438]Deleting An Array 
 
     
 
      . A message that all the attached disks will be deleted displays. 
 
      to cancel.
 
      
 
    
 
     
      [bookmark: pgfId-1120586]Firmware Update Profile
 
      [bookmark: pgfId-1121145]You can perform firmware update on single systems or group of systems by creating a firmware update profile. Host Upgrade Utility (HUU) is used to perform firmware update on the system. You have an option to download the HUU image from either cisco.com from the utility or if you have already downloaded the HUU you can provide the same details as part of firmware update profile.
 
    
 
     
      [bookmark: pgfId-1123509][bookmark: 26335]Creating a Firmware Update Profile Using Configuration Profile Manager
 
     
 
      . The Cisco IMC Configuration Profile Manager window displays.
 
      icon to create a new firmware update profile. 
 
      dialog box displays.
 
      Update.
 
      .
 
      screen displays.
 
      , create a firmware update profile by selecting one of the following radio buttons:
 
      — Select Download HUU from Cisco.com radio button if you want to download the ISO from Cisco.com
 
      
       
     
 
     
 
     [bookmark: pgfId-1155532]Note For M4 servers, download the HUU manually from Cisco.com and then go to option b.

      
     

     
 
      
       
       	 [bookmark: pgfId-1155533]Click  Download Details .
 
      
 
     
 
      screen displays. 
 
      
       
       	 [bookmark: pgfId-1123523]Enter the following download details:
 
      
 
     
 
      , select the server.
 
      , enter your Cisco.com username and password in the respective fields.
 
      
       
     
 
     
 
     [bookmark: pgfId-1123496]Note Provide the proxy server details only if you have a proxy connection setup to access the server.

      
     

     
 
      .
 
      [bookmark: pgfId-1123232]–[image: ] Enter the proxy configuration details and the proxy authentication details in the respective sections.
 
      .
 
      [bookmark: pgfId-1123234]If the credentials are valid the UI will display all the available HUU versions for download. Select a HUU version from the drop down list.
 
      and navigate to the path where HUU must be downloaded to a network location and not local path.
 
      filed, enter the username of the share in the username@domainname format.
 
      filed, enter the password of the share.
 
      
      	 [bookmark: pgfId-1123238]Click  Next  to save the firmware update profile. 
 
     
 
      [bookmark: pgfId-1123239]If Download option is selected it will start the download process and displays the progress. After the download is complete click Customize option to update the firmware from the given list. Cisco recommends that you update all the firmware that are supported by the server. To update all the firmware, click Select All. Enter a name for the profile and click Save Profile option to save the profile.
 
      
       
     
 
     
 
     [bookmark: pgfId-1122825]Note You cannot update BIOS and Cisco IMC independently, and they must be on the same version.

      
     

     
 
      [bookmark: 27937] — Se[image: ]lect this radio button, if you have already downloaded the HUU and it is available in a share
 
      
      	 [bookmark: pgfId-1122827]Click  Browse and navigate to the path where the HUU is present.
 
      	 [bookmark: pgfId-1122828]Select the HUU and click  OK .
 
      	 [bookmark: pgfId-1122829]In the  Path filed, click  Browse and navigate to the path where HUU is present.
 
      	 [bookmark: pgfId-1122830]In the  Username filed, enter the username of the share. Username is provided in the format username@domainname, for example Administrator@SCCM.cisco.com
 
      	 [bookmark: pgfId-1122831]In the  Password filed, enter the password of the share.
 
      	 [bookmark: pgfId-1122832]Click  Next. 
 
      	 [bookmark: pgfId-1122833]Enter name for the profile.
 
      	 [bookmark: pgfId-1122834]Click Customize to select the firmware to be updated.
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1122835]Note It is recommended that you select All components for update.

      
     

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1122836]Note Cisco IMC and BIOS cannot be update independently. They should always be on the same version.

      
     

     
 
      
      	 [bookmark: pgfId-1124171]Click Save Profile to save the firmware update profile.
 
     
 
      
 
    
 
     
      [bookmark: pgfId-1124215]Configuring BIOS Profile
 
      [bookmark: pgfId-1124205]You can use BIOS configuration profile to apply the BIOS settings to a single system or to a group of systems. You have the option to configure BIOS settings connected to Processor, Memory, Serial configuration, PCI and LOM settings, Server Management, Onboard Storage, USB configurations and Boot order related settings from the BIOS profile. As part of the Hardware Provisioning and OS Deployment Workflow, you can select the BIOS Profiles and the same settings are applied. Also you can apply BIOS configuration separately.
 
    
 
     
      [bookmark: pgfId-1124174][bookmark: 20356]Creating a BIOS Profile Using Profile Manager
 
     
 
      window displays.
 
      [bookmark: pgfId-1135097]Step 2[image: ] Click the icon to create a new BIOS Profile. 
 
      .
 
      [bookmark: pgfId-1135111]Step 4[image: ] You can create a new BIOS profile by choosing Create new profile or Create profile from the current configuration of the server option.
 
      
       
     
 
     
 
     [bookmark: pgfId-1138313]Note If you choose the Create profile from the current configuration of server option, the application retrieves the current settings from the server. This might take a while.

      
     

     
 
      .
 
      [bookmark: pgfId-1134991]Step 6[image: ] In the Profile Name field, enter a name for the profile.
 
      [bookmark: pgfId-1124042]Step 7[image: ] In the IMC Server Configuration Profile Manager window, update the following areas:
 
      
      	 [bookmark: pgfId-1124043]Main
 
      	 [bookmark: pgfId-1124044]Processor Configuration
 
      	 [bookmark: pgfId-1124045]Memory and Serial Configuration
 
      	 [bookmark: pgfId-1124046]LOM and PCC Configuration
 
      	 [bookmark: pgfId-1124047]Server Management
 
      	 [bookmark: pgfId-1124048]Boot Order
 
     
 
      [bookmark: pgfId-1124049]To configure the boot order, follow these steps:
 
      
 
      . 
 
      
       
     
 
     
 
     [bookmark: pgfId-1149560]Note You can choose precision boot order only for C-Series servers with version 2.0(1) and above. You can also apply legacy boot order to the servers on versions 2.0(1) and above, however you cannot apply precision boot order to servers on any version prior to 2.0(1).

      
     

     
 
      from the Device Order area, select the device that you want to configure.
 
      from the Add Boot Device area, click on a boot device from the list and populate the field in the add device pop-up window. 
 
      button. The device gets listed in the Configure Boot Order area.
 
      [bookmark: pgfId-1123747] e.[image: ] Follow Step 1 and Step 2 to add other devices. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1152378]Note To remove the device from the list, select Remove button. Also, you can change the order of the devices by selecting Move Up or Move Down button. You also can modify the device details by clicking the Modify button.

      
     

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1152380]Note To update these areas, see BIOS Parameters by Server Model for the C-Series servers, and E-Series documentation for the E-Series servers.

      
     

     
 
      
 
      [bookmark: pgfId-1127359]Step 8[image: ] Click Save Profile to save the profile in the database. 
 
      [bookmark: pgfId-1123752]If you select Reset to Defaults, by default platform-default is set for all the parameters. 
 
      
 
    
 
     
      [bookmark: pgfId-1146962]Configuring Cisco IMC Admin Profile
 
      [bookmark: pgfId-1146963]You can use Cisco IMC Admin profile to apply the Cisco IMC settings to a single system or to a group of systems. You have the option to configure Cisco IMC Admin settings like network, SNMP, local users, LDAP and communication settings. As part of the hardware provisioning and OS deployment workflow, you can select the Cisco IMC Admin profile and the same settings are applied. Also you can apply Cisco IMC Admin profile separately. 
 
      [bookmark: pgfId-1146964]You can launch the Profile Manager by selecting a valid Cisco IMC discovered in the Configuration Manager.It is used to configure Cisco IMC Settings like Network Settings, Communication Services, SNMP Settings, adding Local Cisco IMC Users, LDAP Settings and Logging controls. 
 
    
 
     
      [bookmark: pgfId-1127369][bookmark: 23847]Creating Cisco IMC Profile Admin Profile
 
     
 
      window displays.
 
      [bookmark: pgfId-1127575]Step 2[image: ] Click the icon to create a new Cisco IMC Profile. 
 
      Admin Configuration.
 
      [bookmark: pgfId-1128658]Step 4[image: ] You can create a new profile by using either Create a new profile or Create profile from current configuration of the server option. Choose the option through which you want to create a new Cisco IMC profile.
 
      .
 
      [bookmark: pgfId-1127578]Step 6[image: ] In the Profile Name field, enter a name for the profile.
 
      [bookmark: pgfId-1129431]Step 7[image: ] In the Cisco IMC Server Configuration Profile Manager window, update the following areas:
 
      
       
     
 
     
 
     [bookmark: pgfId-1129432]Note To modify the properties of the following configuration settings, you must enable the parameter that you want to edit.

      
     

     
 
      
      	 [bookmark: pgfId-1129880]Network Settings
 
     
 
      [bookmark: pgfId-1139045]For more information, see:
 
      
 
      [bookmark: pgfId-1139188]–[image: ] Configuring NTP Settings
 
      [bookmark: pgfId-1139329]–[image: ] Configuring Network Security
 
      
      	 [bookmark: pgfId-1142554]Configure IP Address
 
      	 [bookmark: pgfId-1127581]Communication Service
 
     
 
      [bookmark: pgfId-1139650]For more information, see:
 
      
 
      
 
      
 
      
      	 [bookmark: pgfId-1130424]SNMP Setting
 
     
 
      
 
      
      	 [bookmark: pgfId-1130425]Local Users
 
     
 
      
 
      
       
     
 
     
 
     [bookmark: pgfId-1140355]Note When you create a profile by using Current configuration of the server option, passwords are not retrieved. If you want to successfully apply this profile settings on different server, you need to enter the password manually. This is applicable for Local Users, SNMP user with passwords.

      
     

     
 
      
      	 [bookmark: pgfId-1127584]LDAP
 
      	 [bookmark: pgfId-1127585]LDAP Group Authorization
 
     
 
      
 
      
      	 [bookmark: pgfId-1127972]Logging Controls
 
     
 
      
 
      [bookmark: pgfId-1134663]Step 8[image: ] Click Save Profile to save the profile in the database. 
 
      [bookmark: pgfId-1134620]If you select Reset to Defaults, the parameters are set to the initial values.
 
      
 
    
 
     
      [bookmark: pgfId-1164841]Configuring VIC Adapter Profile
 
      [bookmark: pgfId-1164842]You can use VIC Adapter profile to apply the Cisco VIC adapter settings to a single system or to a group of systems. You have the option to configure the VIC adapter settings such as creating vNICs, vHBAs, and VMFEX interfaces from the VIC configuration profile. You can define settings for the VIC adapter based on the PCI slot it is present or Any Slot. When you apply the profile the VIC Adapter Configuration task will inventory the system and based on that it performs a match based on the PCI slot. All the settings defined for that PCI slot is applied to the VIC adapter.
 
      [bookmark: pgfId-1164810]As part of the Hardware Provisioning and OS Deployment Workflow, you can select the VIC Adapter Configuration profile and the same settings are applied. Also you can apply VIC Adapter Configuration profile separately.
 
    
 
     
      [bookmark: pgfId-1164798]Creating VIC Adapter Profile Using Profile Manager
 
     
 
      window displays.
 
      [bookmark: pgfId-1164793]Step 2[image: ] Click the icon to create a new VIC Adapter Profile. 
 
      Configuration.
 
      [bookmark: pgfId-1131583]Step 4[image: ] You can create a new profile by using either Create a new profile or choose Create profile from current configuration of the server.
 
      .
 
      [bookmark: pgfId-1131403]Step 6[image: ] In the Profile Name field, enter a name for the profile.
 
      [bookmark: pgfId-1132465]Step 7[image: ] In the Cisco IMC Server Configuration Profile Manager window, click an adapter in the table to display its properties.
 
      [bookmark: pgfId-1132466]Step 8[image: ] In Adapter Cards area, update the following properties:
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1132469]Name
          
  
         	 
           
           [bookmark: pgfId-1132471]Description
          
  
        
 
         
         	 [bookmark: pgfId-1132473]Add button
  
         	 [bookmark: pgfId-1132475]Add the adapter card in the PCI slot.
  [bookmark: pgfId-1132476]The range is between 1 and 509.
  
        
 
         
         	 [bookmark: pgfId-1132478]Remove button
  
         	 [bookmark: pgfId-1132480]Removes the selected adapter card from the PCI slot.
  
        
 
         
         	 [bookmark: pgfId-1132482]Modify button
  
         	 [bookmark: pgfId-1132484]Modifies the PCI Slot of the adapter card.
  
        
 
         
         	 [bookmark: pgfId-1132486]PCI Slot column
  
         	 [bookmark: pgfId-1132488]The PCI slot in which the adapter is installed.
  
        
 
         
         	 [bookmark: pgfId-1132490]Product Name column
  
         	 [bookmark: pgfId-1132492]The product name for the adapter.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1132584]Step 9[image: ] In the tabbed menu below the Adapter Card area, click the General tab.
 
      [bookmark: pgfId-1132585]Step 10[image: ] In the Modify Adapter Properties area, review the following information for the adapter: 
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1132599]Name
          
  
         	 
           
           [bookmark: pgfId-1132601]Description
          
  
        
 
         
         	 [bookmark: pgfId-1132603]Description field
  
         	 [bookmark: pgfId-1132605]The user-defined description for the adapter, if any.
  
        
 
         
         	 [bookmark: pgfId-1132607]Enable FIP Mode check box
  
         	 [bookmark: pgfId-1132787]Whether FCoE Initialization Protocol (FIP) mode is enabled. FIP mode ensures that the adapter is compatible with current FCoE standards.
  
        
 
         
         	 [bookmark: pgfId-1132611]Enable VNTAG Mode check box
  
         	 [bookmark: pgfId-1132804]Whether virtual network tag (VNTAG) is enabled.
  [bookmark: pgfId-1132805]If VNTAG mode is enabled:
 
           
           	 [bookmark: pgfId-1132834]vNICs and vHBAs can be assigned to a specific channel
 
           	 [bookmark: pgfId-1132872]vNICs and vHBAs can be associated with a port profile
 
           	 [bookmark: pgfId-1132901]vNICs can fail over to another vNIC if there are communication problems
 
          
  
        
 
         
         	 [bookmark: pgfId-1132615]Number of VM FEX interf field.
  
         	 [bookmark: pgfId-1132617]The number of VM FEX.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1133328]Step 11[image: ] In the Pool Properties area, you can define pools for MAC, WWPN, and WWNN address for vNICs and vHBAs.
 
      [bookmark: pgfId-1133329]Step 12[image: ] In the tabbed menu below the Adapter Card area, click the vNICs tab.
 
      [bookmark: pgfId-1133837]Step 13[image: ] In the Host Ethernet Interfaces area, select a vNIC from the table.
 
      for detailed information on managing vNICs.
 
      .
 
      .
 
      [bookmark: pgfId-1134764]Step 17[image: ] Click Save Profile to save the profile in the database. 
 
      [bookmark: pgfId-1134765]If you select Reset to Defaults, by default platform-default is set for all the parameters.
 
      
 
    
 
     
      [bookmark: pgfId-1163755]Configuring Power Policies
 
      
       
     
 
     
 
     [bookmark: pgfId-1165626]Note The power cap configuration, and power restore policies features are available on all Cisco UCS M4 servers which supports Cisco IMC 2.0(2c) or higher. These features are not supported on Cisco UCS E-Series servers.

      
     

     
 
    
 
     
      [bookmark: pgfId-1163824]Creating Power Policy Configuration
 
     
 
      . 
 
      window displays.
 
      [bookmark: pgfId-1163897]Step 2[image: ] Click the create new profile icon. 
 
      dialog box displays. 
 
      drop-down list, select Power Policy Configuration.
 
      [bookmark: pgfId-1164577]You can create a new profile by using either create a new profile or by selecting create profile from the current configuration of the server.
 
      .
 
      [bookmark: pgfId-1164122]Step 5[image: ] In the Profile Name field, enter a name for the profile.
 
      to configure the power policies.
 
      
       
     
 
     
 
     [bookmark: pgfId-1164137]Note Run Power Characterization, Reset Profiles To Default, Recommended Power Cap, and Fan Policy Configuration options are not available.

      
     

     
 
      
 
    
 
     
      [bookmark: pgfId-1164865]Configuration Pools
 
    
 
     
      [bookmark: pgfId-1164866]Creating a Configuration Pool
 
     
 
      Step 1[image: ] From the left pane of the Configuration Manager Console, select Assets and Compliance > Overview> Devices.
 
      [bookmark: pgfId-1135486]A list of all devices that are currently installed are displayed in the Name column of the Content Pane on the right side of the Configuration Manager Console.
 
      [bookmark: pgfId-1135517]Step 2[image: ] Right-click Devices, select Cisco IMC Server Configuration > Manage Cisco IMC Configuration Pools.
 
      [bookmark: pgfId-1135603]The Manage Cisco IMC Configuration Pools Wizard displays which allows you to add, edit and delete pools using this utility.
 
      [bookmark: pgfId-1135714]Step 3[image: ] Click the icon to create a new configuration pool. 
 
      [bookmark: pgfId-1135761]Step 4[image: ] The Create New Configuration Pool dialog box displays. From the Pool Type drop-down list, select the configuration pool type that you want to create. This can be any of the following:
 
      [bookmark: pgfId-1135905]–[image: ] IP Pool
 
      [bookmark: pgfId-1135921]–[image: ] MAC Pool
 
      [bookmark: pgfId-1135931]–[image: ] World Wide Node Name (WWNN) Pool
 
      [bookmark: pgfId-1135984]–[image: ] World Wide Port Name (WWPN) Pool
 
      [bookmark: pgfId-1145326]Following sections shows how to configure each pool type:
 
    
 
     
      [bookmark: pgfId-1142933]IP Pools Configuration
 
      [bookmark: pgfId-1143000] a.[image: ] From the Pool Type drop-down list, select IP Pool.
 
      [bookmark: pgfId-1143638] b.[image: ] In the Add IP Blocks area, enter a name and a description for the pool.
 
      [bookmark: pgfId-1143640] c.[image: ] Click Add button.
 
      [bookmark: pgfId-1143225] d.[image: ] In the Create Block of IP Address area, review and update the following parameters:
 
      [bookmark: pgfId-1143304]–[image: ] From—The IP address of the server from which the servers are assigned to the server pool.
 
      [bookmark: pgfId-1143305]–[image: ] Subnet Masks—The subnet mask for the server pool.
 
      [bookmark: pgfId-1143306]–[image: ] Primary DNS—The primary DNS server address.
 
      [bookmark: pgfId-1143307]–[image: ] Size—The size of the server pool that you want to create.
 
      [bookmark: pgfId-1143308]–[image: ] Default Gateway—The default gateway.
 
      [bookmark: pgfId-1143495]–[image: ] Secondary DNS—The secondary DNS server address.
 
      [bookmark: pgfId-1144937] e.[image: ] Click Add.
 
      [bookmark: pgfId-1144938] f.[image: ] In the Add IP Blocks dialog box, click Save.
 
    
 
     
      [bookmark: pgfId-1144939]Mac Pool Configuration
 
      [bookmark: pgfId-1143753] a.[image: ] From the Pool Type drop-down list, select MAC Pool.
 
      [bookmark: pgfId-1143800] b.[image: ] In the Add MAC Address Blocks area, enter name and description for the pool.
 
      [bookmark: pgfId-1143792] c.[image: ] Click Add button.
 
      [bookmark: pgfId-1143817] d.[image: ] In the Create MAC Address Block area of the Create Pool Block dialog box, review and update the following parameters:
 
      [bookmark: pgfId-1143936]–[image: ] From—The MAC address of the server from which the servers are assigned to the server pool. By default, the MAC address is set to 00:25:B5:00:00:00.
 
      [bookmark: pgfId-1143966]–[image: ] Size—The size of the server pool that you want to create.
 
      [bookmark: pgfId-1144049] e.[image: ] Click Add.
 
      [bookmark: pgfId-1144192] f.[image: ] In the Add MAC Address Blocks dialog box, click Save.
 
    
 
     
      [bookmark: pgfId-1144217]World Wide Node Name (WWNN) Configuration
 
      [bookmark: pgfId-1144275] a.[image: ] From the Pool Type drop-down list, select World Wide Node Name (WWNN).
 
      [bookmark: pgfId-1144276] b.[image: ] In the Create WWN Pool Block area enter the name and description for the pool.
 
      [bookmark: pgfId-1144456] c.[image: ] Click Add button.
 
      [bookmark: pgfId-1144323] d.[image: ] In the Create WWN Block area of the Create Pool Block, review and update the following parameters:
 
      [bookmark: pgfId-1144451]–[image: ] From—The WWNN address of the server from which the servers are assigned to the server pool. By default, the WWNN address is set to 20:00:00:25:B5:00:00:00.
 
      [bookmark: pgfId-1144465]–[image: ] Size—The size of the server pool that you want to create.
 
      [bookmark: pgfId-1144540] e.[image: ] Click Add.
 
      [bookmark: pgfId-1144558] f.[image: ] In the Create WWN Pool Block dialog box, click Save.
 
    
 
     
      [bookmark: pgfId-1144582]World Wide Port Name (WWPN) Configuration
 
      [bookmark: pgfId-1144628] a.[image: ] From the Pool Type drop-down list, select World Wide Node Name (WWNN).
 
      [bookmark: pgfId-1144629] b.[image: ] In the Create WWP Pool Block area enter the name and description for the pool.
 
      [bookmark: pgfId-1144630] c.[image: ] In the Description field, add a description for the pool.
 
      [bookmark: pgfId-1144631] d.[image: ] Click Add button.
 
      [bookmark: pgfId-1144632] e.[image: ] In the Create WWP Block area, review and update the following parameters:
 
      [bookmark: pgfId-1144633]–[image: ] From—The WWPN address of the server from which the servers are assigned to the server pool. By default, the WWNN address is set to 20:00:00:25:B5:00:00:00.
 
      [bookmark: pgfId-1144634]–[image: ] Size—The size of the server pool that you want to create.
 
      [bookmark: pgfId-1150960] f.[image: ] Click Add.
 
      [bookmark: pgfId-1150961]In the Create WWP Pool Block dialog box, click Save.
 
      
 
    
 
     
      [bookmark: pgfId-1150987][bookmark: 87580]Cisco IMC Task Manager
 
      [bookmark: pgfId-1151021]Using the Cisco IMC Task Manager, you can view the status of the tasks and perform actions on it. 
 
    
 
     
      [bookmark: pgfId-1151143]Launching the Cisco IMC Task Manager
 
     
 
      . 
 
      screen displays.
 
      . 
 
      . 
 
      .
 
      window appears displaying the all the tasks that are initiated.
 
      window:
 
      
      	 [bookmark: pgfId-1151659]Click  In Progress to view all the tasks that are in progress.
 
      	 [bookmark: pgfId-1151586]Click  Completed to view all the tasks that are completed.
 
      	 [bookmark: pgfId-1151587]Click  Failed to view all the tasks that have failed.
 
     
 
      window:
 
      
      	 [bookmark: pgfId-1151589]Select a task and click  Launch KVM Console to launch the KVM console for the task.
 
      	 [bookmark: pgfId-1151590]Select a task and click  Launch Cisco IMC Web UI  to launch the Cisco IMC Web UI for the task.
 
      	 [bookmark: pgfId-1151204]Select a task and click  Delete to delete it.
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1150979][bookmark: 35556]Cisco IMC Configuration Manager 
 
     [bookmark: pgfId-1164781]Cisco IMC Configuration Manager is used to configure Hardware configuration settings like BIOS, RAID, VIC Adapter and Cisco IMC Admin Configuration. You can also view the hardware inventory of a single or a group of servers based on how the IMC Configuration Manager is launched. You can also initiate a single workflow involving Firmware Update, RAID, BIOS, IMC Admin, VIC Adapter configuration and start the OS deployment process.
 
     
      [bookmark: pgfId-1118891]Hardware Provisioning and OS Deployment
 
      :
 
     
 
      catalog.
 
      [bookmark: pgfId-1118916]Step 2[image: ] Right-click Device Collection and select any Cisco IMC Server collection. On selecting the collection all the Cisco Servers on the content pane are displayed. You can either right click on a server or launch the Server configuration Manager from the top ribbon.
 
      displays.
 
      
 
      check-box. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1118549]Note Only if you want to update the firmware as part of the OS Deployment check the Update Firmware check-box and follow the steps for updating.

      
     

     
 
      drop-down list is enabled.
 
      .
 
      
       
     
 
     
 
     [bookmark: pgfId-1145990]Note The Profile Details section is updated based on the selection from Select Firmware Update Profile drop-down list.

      
     

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1145991]Note If you want to configure RAID profile, select the Apply RAID Configuration check box and follow the steps for updating.

      
     

     
 
      
 
      [bookmark: pgfId-1164770]Step 7[image: ] Click Next to configure BIOS, VIC Adapter profile, Cisco IMC Admin, and Power Policies Configuration.
 
      [bookmark: pgfId-1164771]Step 8[image: ] To configure BIOS profile select Apply BIOS Configuration check box. 
 
      [bookmark: pgfId-1146295]Step 9[image: ] From the BIOS Configuration Profile drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager. 
 
      [bookmark: pgfId-1146206]Step 10[image: ] To configure Cisco IMC admin profile check the Apply Cisco IMC Admin Configuration check box. 
 
      [bookmark: pgfId-1164764]Step 11[image: ] From the Cisco IMC Admin Configuration drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager. 
 
      [bookmark: pgfId-1164765]Step 12[image: ] To configure Cisco VIC adapter profile check the Apply Cisco VIC Adapter Configuration check box.
 
      [bookmark: pgfId-1164766]Step 13[image: ] From the Cisco VIC Adapter Configuration Profile drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager.
 
      [bookmark: pgfId-1164987]Step 14[image: ] To configure Power Policies, check the Apply Power Policies Configuration check box.
 
      .
 
      , select either:
 
      
       
       	 [bookmark: pgfId-1118378] PXE Boot radio button. If you select  PXE Boot radio button, it initiates operating system deployments from computers whose network interface card is configured to allow PXE boot requests.
 
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1118379]Note Configure PXE options from Administration workspace before deploying OS. For more details, refer to Microsoft Technet Configuration Manager documentation.

      
     

     
 
      
       
       	 [bookmark: pgfId-1118380] Network ISO Boot (Select Task Sequence Media) radio button. If you select the  Network ISO Boot (Select Task Sequence Media) radio button, enter information for the following: 
 
      
 
     
 
      — Specify the location of the shared ISO boot image. This has to be on network location and the format for specifying the location is through IP address only and not hostname, for example \10.a.b.c.d\test.iso.
 
      . 
 
      — Specify a valid password.
 
      .
 
      [bookmark: pgfId-1150581]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want perform this task only for specific servers then select them.
 
      . 
 
      [bookmark: pgfId-1150584]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
     
      [bookmark: pgfId-1124720][bookmark: 74595]Viewing Hardware Inventory
 
      .
 
      [bookmark: pgfId-1124713]Hardware inventory data gives you system information (such as available memory, which is Memory information, CPU, Power Supply, PCI Adapter, Network Adapter and Storage Adapter, processor type memory, number of CPUs and operating system) about each device.
 
    
 
     
      [bookmark: pgfId-1125223]Viewing Hardware Inventory
 
     
 
      . 
 
      screen displays.
 
      catalog. 
 
      . 
 
      . 
 
      displays.
 
      . 
 
      .
 
      , the following information displays: 
 
      
       
       	 [bookmark: pgfId-1124954] Select Server drop-down list — populates the serial numbers of all the devices that are imported.
 
       	 [bookmark: pgfId-1124955] CPU tab — displays information about the number of CPUs present. A more detailed description displays in the  CPU tab table.
 
       	 [bookmark: pgfId-1124956] Memory tab — displays information about memory components, such as total memory, available speed, and available memory. A more detailed description displays in the  Memory tab table.
 
       	 [bookmark: pgfId-1124957] Power Supply tab — displays information about the power supply components. A more detailed description displays in the  Power Supply tab table.
 
       	 [bookmark: pgfId-1124958] PCI Adapter tab — displays information about the available PCI adapters. A more detailed description displays in the  PCI Adapter tab table.
 
       	 [bookmark: pgfId-1124959] Network Adapter tab — displays information about the available network adapters. A more detailed description displays in the  Network Adapter tab table.
 
       	 [bookmark: pgfId-1124960] Storage Adapter tab — displays information about the available storage adapters. A more detailed description displays in the  Storage Adapter tab table.
 
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1124961]Note The information displayed in each tab is based on the value selected in the Select Server drop-down list.

      
     

     
 
      . 
 
      .
 
      
 
    
 
     
      [bookmark: pgfId-1125712]Updating Firmware
 
      
       
     
 
     
 
     [bookmark: pgfId-1125713]Note To update the firmware you must create a profile using the Launch Cisco IMC Configuration Profile Manager. For more information, see Creating a Firmware Update Profile Using Configuration Profile Manager.

      
     

     
 
     
 
      . 
 
      screen displays.
 
      catalog. 
 
      . 
 
      . 
 
      displays.
 
      [bookmark: pgfId-1125732]Step 4[image: ] Go to Firmware Update tab in the Cisco IMC Server Configuration Manager.
 
      drop-down list is enabled.
 
      drop-down list select the required profile.
 
      
       
     
 
     
 
     [bookmark: pgfId-1125482]Note The Profile Details section is updated based on the selection from Select Firmware Update Profile drop-down list.

      
     

     
 
      .
 
      [bookmark: pgfId-1151916]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want perform this task only for specific servers then select them.
 
      . 
 
      [bookmark: pgfId-1151919]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
     
      [bookmark: pgfId-1126064]Applying a BIOS Profile Using Server Configuration Manager
 
      [bookmark: pgfId-1126065]Before You Begin
 
      [bookmark: pgfId-1126066]For the C-Series servers, you must have Cisco IMC version 1.5(4) to apply the BIOS settings successfully.
 
     
 
      Step 1[image: ] From the left pane of Configuration Manager Console, select Assets and Compliance > Overview >Device Collections catalog.
 
      [bookmark: pgfId-1126068]Step 2[image: ] From the Name column of the Content Pane on the right side of the Configuration Manager Console, right-click a device in the Name column. 
 
      [bookmark: pgfId-1126569]Step 3[image: ] Choose Cisco IMC Configuration > Launch Cisco IMC Server Configuration Server Manager.
 
      [bookmark: pgfId-1126069]Step 4[image: ] In the left Pane, select BIOS Configuration.
 
      [bookmark: pgfId-1126070]Step 5[image: ] In the Select BIOS Configuration window, select Apply BIOS Configuration. 
 
      [bookmark: pgfId-1126071]Step 6[image: ] From the BIOS Configuration Profile drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager. See, Creating a BIOS Profile Using Profile Manager.
 
      [bookmark: pgfId-1126075]Step 7[image: ] Select Reboot Host Immediately option if you want to reboot the server immediately. Else, ignore this option.
 
      .
 
      [bookmark: pgfId-1151968]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want perform this task only for specific servers then select them.
 
      . 
 
      [bookmark: pgfId-1151971]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
     
      [bookmark: pgfId-1141944]Cisco IMC Admin Configuration
 
    
 
     
      [bookmark: pgfId-1141815]Applying Cisco IMC Using Server Configuration Manager
 
     
 
      Step 1[image: ] From the left pane of Configuration Manager Console, select Assets and Compliance > Overview >Device Collections catalog.
 
      [bookmark: pgfId-1141817]Step 2[image: ] From the Name column of the Content Pane on the right side of the Configuration Manager Console, right-click a device in the Name column. 
 
      [bookmark: pgfId-1141818]Step 3[image: ] Choose Cisco IMC Configuration > Launch Cisco IMC Configuration Manager.
 
      [bookmark: pgfId-1141819]Step 4[image: ] In the left Pane, select Cisco IMC Admin Configuration.
 
      [bookmark: pgfId-1141683]Step 5[image: ] In the Select Cisco IMC Configuration window, select Apply Cisco IMC Configuration. 
 
      [bookmark: pgfId-1141684]Step 6[image: ] From the Cisco IMC Admin Configuration Profile drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager. See, Creating Cisco IMC Profile Admin Profile.
 
      .
 
      [bookmark: pgfId-1152014]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want perform this task only for specific servers then select them.
 
      . 
 
      [bookmark: pgfId-1152017]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
     
      [bookmark: pgfId-1164751]VIC Adapter Configuration
 
    
 
     
      [bookmark: pgfId-1164752]Applying VIC Adapter Using Server Configuration Manager
 
     
 
      Step 1[image: ] From the left pane of Configuration Manager Console, select Assets and Compliance > Overview >Device Collections catalog.
 
      [bookmark: pgfId-1141625]Step 2[image: ] From the Name column of the Content Pane on the right side of the Configuration Manager Console, right-click a device in the Name column. 
 
      [bookmark: pgfId-1164740]Step 3[image: ] Choose Cisco IMC Configuration > Launch Cisco IMC Server Configuration Server Manager.
 
      [bookmark: pgfId-1164741]Step 4[image: ] In the left Pane, select VIC Adapter Configuration.
 
      [bookmark: pgfId-1164742]Step 5[image: ] In the Select VIC Adapter Configuration window, select Apply VIC Adapter Configuration. 
 
      [bookmark: pgfId-1164737]Step 6[image: ] From the VIC Adapter Configuration drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager. See, Creating a VIC Adapter Using Profile Manager.
 
      .
 
      [bookmark: pgfId-1152127]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want perform this task only for specific servers then select them.
 
      . 
 
      [bookmark: pgfId-1152130]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
     
      [bookmark: pgfId-1165126]Power Policy Configuration
 
    
 
     
      [bookmark: pgfId-1165178]Applying Power Policy Configuration
 
     
 
      Step 1[image: ] From the left pane of Configuration Manager Console, select Assets and Compliance > Overview >Device Collections catalog.
 
      [bookmark: pgfId-1165251]Step 2[image: ] From the Name column of the Content Pane on the right side of the Configuration Manager Console, right-click a device in the Name column. 
 
      [bookmark: pgfId-1165252]Step 3[image: ] Choose Cisco IMC Configuration > Launch Cisco IMC Server Configuration Server Manager.
 
      [bookmark: pgfId-1165253]Step 4[image: ] In the left Pane, select Power Policy Configuration.
 
      [bookmark: pgfId-1165255]Step 5[image: ] From the Power Policies Configuration Profile drop-down list, select the Profile created using the Launch Cisco IMC Configuration Profile Manager.
 
      .
 
      [bookmark: pgfId-1165257]If you are launching from a device collection a list of servers appear or if it launched from a device the server details appears.
 
      to choose all the servers on the list, or if you want to perform this task for specific servers, then select them.
 
      . 
 
      [bookmark: pgfId-1165260]Cisco IMC Configuration confirmation pop-up window appears. Indicating that the task has been submitted to the service and if you want to launch the task manager to view the progress of the task.
 
      . 
 
      window appears. For details on Cisco IMC Task Manager, see Cisco IMC Task Manager.
 
      
 
    
 
   
 
    
     [bookmark: pgfId-1152111][bookmark: 18300][bookmark: 14433]Launching the Cisco IMC Web Interface
 
    
 
     . 
 
     screen displays.
 
     catalog. 
 
     [bookmark: pgfId-1100782]Select any Cisco IMC Collection. On selecting the collection you will see all the Cisco Servers on the Content Pane then you can either right-click on a server or launch it from the top ribbon.
 
     [bookmark: pgfId-1105878]Step 3[image: ] In the Name column of the Content Pane on the right side of the Configuration Manager Console, right-click All Cisco IMC Servers, or any other device and choose Cisco IMC Configuration > Launch Cisco Integrated Management Controller Web UI. The Cisco Integrated 
 
     displays.
 
     
 
   
 
    
     [bookmark: pgfId-1100645][bookmark: 63380]Launching the KVM Console
 
     
      
    
 
    
 
    [bookmark: pgfId-1100646]Note The KVM console requires Java Version 1.6 Update (14) or higher and Cisco IMC version 1.5(2) or higher. 

     
    

    
 
     
      
    
 
    
 
    [bookmark: pgfId-1100711]Note To launch the KVM console, you must have valid Cisco IMC user credentials with admin or user role privileges.

     
    

    
 
    
 
     . 
 
     screen displays.
 
     catalog. 
 
     [bookmark: pgfId-1103637]Select any Cisco IMC Collection. On selecting the collection you will see all the Cisco Servers on the Content Pane then you can either right-click on a server or launch it from the top ribbon.
 
     [bookmark: pgfId-1103650]Step 3[image: ] You can launch the server from the top ribbon or double-click Device Collection.
 
     . 
 
     displays.
 
     
      
    
 
    
 
    
     [bookmark: pgfId-1100654]
     Caution The KVM console cannot be launched on a IMC server, if the connection to the IMC server is established using a proxy server.
      
      
 
     

    
 
     
      
    
 
    
 
    [bookmark: pgfId-1100628]Note If you are unable to launch KVM Console when Window like Configuration Manager or Profile Manager is open then launch KVM Console first and then open other windows.

     
    

    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1077286]Troubleshooting
      
      
 
     
 
 
     [bookmark: pgfId-1078260]This chapter includes the following sections:
 
     
     	 [bookmark: pgfId-1078561]Unable to login to Cisco IMC
 
     	 [bookmark: pgfId-1085994]OS Deployment
 
     	 [bookmark: pgfId-1085996]Firmware Update Profile
 
    
 
     
      
    
 
    
 
    [bookmark: pgfId-1079072]Tip For troubleshooting issues with Configuration Manager, see the knowledge base articles available from Support for Microsoft System Center 2012. 

     
    

    
 
   
 
    
     [bookmark: pgfId-1079074][bookmark: 39514]Unable to login to Cisco IMC 
 
     [bookmark: pgfId-1081685]Problem When you import servers using the Import IMC Servers Wizard utility, an error occurs during the authentication process of the user credentials provided to login to Cisco IMC.
 
     [bookmark: pgfId-1081686]Solution The table below gives the reasons as to why this error occurs and also the possible action to be taken to correct the error.
 
     
      
      
        
        	 
          
          [bookmark: pgfId-1081648]Reason
         
  
        	 
          
          [bookmark: pgfId-1081650]Action
         
  
       
 
        
        	 [bookmark: pgfId-1081652]There is no free XMLAPI sessions available in Cisco IMC.
  
        	 [bookmark: pgfId-1081654]Terminate unused session from Cisco IMC Web GUI
  
       
 
        
        	 [bookmark: pgfId-1081656]Either the username or password entered is not valid
  
        	 [bookmark: pgfId-1081658]Enter valid credentials.
  
       
 
        
        	 [bookmark: pgfId-1081660]Redirect HTTP to HTTPS Enabled check box is checked in the communication settings of Cisco IMC
  
        	 [bookmark: pgfId-1081662]Uncheck the Redirect HTTP to HTTPS Enabled check box
  
       
 
        
        	 [bookmark: pgfId-1081664]Unsupported server model is selected when importing servers
  
        	 [bookmark: pgfId-1083834]See the list of supported servers in the Overview chapter and select 
  
       
 
        
        	 [bookmark: pgfId-1083842]Proxy is enabled when it is not required to access the servers.
  
        	 [bookmark: pgfId-1083841]Disable the proxy server
  
       
 
        
        	 [bookmark: pgfId-1083851]Under Communication Services, XML API Properties, XML API Enabled check box is disabled.
  
        	 [bookmark: pgfId-1083853]Enable the check-box for XML API under Communication Properties in the Cisco IMC Web GUI.
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-1081594][bookmark: 40640]OS Deployment
 
     [bookmark: pgfId-1084046]Problem Windows Server 2008 R2, Windows 2012, and Windows 2012 R2 virtual machines reboot repeatedly. This issue occurs when an invalid License Key is entered in the Task Sequence.
 
     [bookmark: pgfId-1084534]Solution Provide the correct License Key in the Task Sequence.
 
     [bookmark: pgfId-1084535]Problem Reply has no message header marker and cannot recognize client identity. The problem is caused by the incorrect date and time or both being set in the BIOS. 
 
     [bookmark: pgfId-1084387]Solution Correct the date and time in the Cisco IMC Server.
 
     [bookmark: pgfId-1084425]Problem Fails to stage WinPE. 
 
     [bookmark: pgfId-1084444]Solution Correct the date and time of the Configuration Manager Server.
 
   
 
    
     [bookmark: pgfId-1085760][bookmark: 19499]Firmware Update Profile 
 
     [bookmark: pgfId-1086072]Problem When Cisco UCS M4 server is imported using Cisco IMC integration pack 1.0.1, firmware update profiles are not listed for this server in 1.0.2 version.
 
     [bookmark: pgfId-1086073]Solution To resolve this issue, follow these steps:
 
    
 
     Step 1[image: ] Save the resource ID of the server for which the issue occurs.
 
     [bookmark: pgfId-1085247]Step 2[image: ] Delete the server from the Configuration Manager Admin console.
 
     [bookmark: pgfId-1085253]Step 3[image: ] Open WBEMTEST.exe on the configuration manager site server. 
 
     [bookmark: pgfId-1085317]Step 4[image: ] Connect to the configuration manager WMI namespace, root\sms\site_<SITECODE>. Where SITECODE is the configuration manager site code.
 
     [bookmark: pgfId-1085369]Step 5[image: ] Once the connection is successful, open the query and enter the following:
 
     [bookmark: pgfId-1085472]Select * from SMS_R_CIMC Where ServerID=<ResourceID>. The resource ID is same as saved in Step 1.
 
     [bookmark: pgfId-1085672]Step 6[image: ] Delete the object shown in the query result window.
 
     [bookmark: pgfId-1085616]Step 7[image: ] Re-import the server using the Import Cisco IMC wizard.
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-998589]Cisco Integrated Management Controller (IMC) Integration Pack User Guide, Release 1.1
 
     
      [bookmark: pgfId-998239]For Microsoft System Center 2012, Configuration Manager
 March 2016
 
    
 
     
      [bookmark: pgfId-998146]THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.
 
    
 
     
      [bookmark: pgfId-997491]THE SOFTWARE LICENSE AND LIMITED WARRANTY FOR THE ACCOMPANYING PRODUCT ARE SET FORTH IN THE INFORMATION PACKET THAT SHIPPED WITH THE PRODUCT AND ARE INCORPORATED HEREIN BY THIS REFERENCE. IF YOU ARE UNABLE TO LOCATE THE SOFTWARE LICENSE OR LIMITED WARRANTY, CONTACT YOUR CISCO REPRESENTATIVE FOR A COPY.
 
    
 
     
      [bookmark: pgfId-997501]The Cisco implementation of TCP header compression is an adaptation of a program developed by the University of California, Berkeley (UCB) as part of UCB’s public domain version of the UNIX operating system. All rights reserved. Copyright  1981, Regents of the University of California. 
 
    
 
     
      [bookmark: pgfId-997502]NOTWITHSTANDING ANY OTHER WARRANTY HEREIN, ALL DOCUMENT FILES AND SOFTWARE OF THESE SUPPLIERS ARE PROVIDED “AS IS” WITH ALL FAULTS. CISCO AND THE ABOVE-NAMED SUPPLIERS DISCLAIM ALL WARRANTIES, EXPRESSED OR IMPLIED, INCLUDING, WITHOUT LIMITATION, THOSE OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE.
 
    
 
     
      [bookmark: pgfId-997503]IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
 
    
 
     
      [bookmark: pgfId-998470]Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of Cisco trademarks, go to this URL:  www.cisco.com/go/trademarks . Third-party trademarks mentioned are the property of their respective owners. The use of the word partner does not imply a partnership relationship between Cisco and any other company. (1110R)
 
    
 
     
      [bookmark: pgfId-997508]Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone numbers. Any examples, command display output, network topology diagrams, and other figures included in the document are shown for illustrative purposes only. Any use of actual IP addresses or phone numbers in illustrative content is unintentional and coincidental.
 
    
 
     
      [bookmark: pgfId-997827] Cisco Integrated Management Controller (IMC) Integration Pack User Guide, Release 1.1
   2016 Cisco Systems, Inc. All rights reserved.
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