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     [bookmark: pgfId-1010303][bookmark: marker-1017071]Preface
      
      
 
     
 
 
     [bookmark: pgfId-1010306]This preface describes the audience, organization, and conventions of the Cisco Nexus 7000 Series NX-OS IP SLAs Command Reference and how to obtain related documentation.
 
     [bookmark: pgfId-1010308]This chapter includes the following sections:
 
     
     	 [bookmark: pgfId-1010312]Audience
 
     	 [bookmark: pgfId-1010316]Organization
 
     	 [bookmark: pgfId-1010320]Document Conventions
 
     	 [bookmark: pgfId-1014332]Related Documentation
 
     	 [bookmark: pgfId-1010324]Documentation Feedback
 
     	 [bookmark: pgfId-1016050]Obtaining Documentation and Submitting a Service Request
 
    
 
     
      [bookmark: pgfId-1010330][bookmark: 70085]Audience
 
      [bookmark: pgfId-1010331]This publication is for experienced users who configure and maintain Cisco NX-OS devices.
 
    
 
     
      [bookmark: pgfId-1010333][bookmark: 73682]Organization
 
      [bookmark: pgfId-1010334]This reference is organized as follows:
 
      [bookmark: pgfId-1012442]
 
      
       
       
         
         	
           
           [bookmark: pgfId-1010337]Chapter and Title
          
  
         	
           
           [bookmark: pgfId-1010339]Description
          
  
        
 
         
         	 [bookmark: pgfId-1010344]New and Changed Information
  
         	 [bookmark: pgfId-1010346]Describes the Cisco NX-OS IP Service Level Agreements (SLAs) commands.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1010461][bookmark: 51512]Document Conventions
 
      [bookmark: pgfId-1010487]Command descriptions use these conventions: 
 
      
       
       
         
         	
           
           [bookmark: pgfId-1010464]Convention
          
  
         	
           
           [bookmark: pgfId-1010466]Description
          
  
        
 
         
         	 [bookmark: pgfId-1010468]boldface font
  
         	 [bookmark: pgfId-1010470]Commands and keywords are in boldface.
  
        
 
         
         	 [bookmark: pgfId-1010472]italic font
  
         	 [bookmark: pgfId-1010474]Arguments for which you supply values are in italics.
  
        
 
         
         	 [bookmark: pgfId-1010476][ ]
  
         	 [bookmark: pgfId-1010478]Elements in square brackets are optional.
  
        
 
         
         	 [bookmark: pgfId-1010480][ x | y | z ]
  
         	 [bookmark: pgfId-1010482]Optional alternative keywords are grouped in brackets and separated by vertical bars.
  
        
 
         
         	 [bookmark: pgfId-1010484]string
  
         	 [bookmark: pgfId-1010486]A nonquoted set of characters. Do not use quotation marks around the string or the string will include the quotation marks.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1010513]Screen examples use these conventions: 
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1010492]Terminal sessions and information that the switch displays are in screen font.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1010496]Information you must enter is in boldface screen font.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1010500]Arguments for which you supply values are in italic screen font.
  
        
 
         
         	 [bookmark: pgfId-1010502]< >
  
         	 [bookmark: pgfId-1010504]Nonprinting characters, such as passwords, are in angle brackets.
  
        
 
         
         	 [bookmark: pgfId-1010506][ ]
  
         	 [bookmark: pgfId-1010508]Default responses to system prompts are in square brackets.
  
        
 
         
         	 [bookmark: pgfId-1010510]!, #
  
         	 [bookmark: pgfId-1010512]An exclamation point (!) or a pound sign (#) at the beginning of a line of code indicates a comment line.
  
        
 
       
      
 
     
 
      [bookmark: pgfId-1010514]This document uses the following conventions:
 
      
       
     
 
     
 
     [bookmark: pgfId-1010515]Note Means reader take note. Notes contain helpful suggestions or references to material not covered in the manual.

      
     

     
 
      
       
     
 
     
 
     
      [bookmark: pgfId-1010516]
      Caution Means 
      reader be careful. In this situation, you might do something that could result in equipment damage or loss of data.
       
       
 
      

     
 
      
       
     
 
     
 
     [bookmark: pgfId-1015810]Tip Means the following information will help you solve a problem.[bookmark: marker-1015809]

      
     

     
 
    
 
     
      [bookmark: pgfId-1015825][bookmark: 22890][bookmark: marker-1015812][bookmark: marker-1015823]Related Documentation[bookmark: marker-1015824]
 
      includes the following documents:
 
      
       [bookmark: pgfId-1015828]Release Notes
 
       
 
     
 
      
       [bookmark: pgfId-1015833]Cisco NX-OS Configuration Guides
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
     
 
      
       [bookmark: pgfId-1015919]NX-OS Command References
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
       
 
     
 
      
       [bookmark: pgfId-1015988]Other Software Documents
 
       
 
       
 
       
 
       
 
       
 
       
 
     
 
    
 
     
      [bookmark: pgfId-1016028][bookmark: 26109]Documentation Feedback
 
      [bookmark: pgfId-1016029]To provide technical feedback on this document, or to report an error or omission, please send your comments to nexus7k-docfeedback@cisco.com. We appreciate your feedback.
 
    
 
     
      [bookmark: pgfId-1017229][bookmark: 74565]Obtaining Documentation and Submitting a Service Request
 
      .
 
      . The RSS feeds are a free service.
 
    
 
     
    
 
     
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1031194][bookmark: 93425]New and Changed Information
      
      
 
     
 
 
     
 
     
 
     .
 
     
      
       
        [bookmark: pgfId-1048551]Table 1 [bookmark: 65774]New and Changed Information 
 
       
      
        
        	 
          
          [bookmark: pgfId-1048555]Feature
         
  
        	 
          
          [bookmark: pgfId-1048557]Description
         
  
        	 
          
          [bookmark: pgfId-1048968]Changed in Release
         
  
       
 
        
        	 [bookmark: pgfId-1051297]IPSLA
  
        	 command
  
        	 [bookmark: pgfId-1051301]7.2(0)D1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050874]6.2(2)
  
       
 
        
        	 
        	 
  
        	 [bookmark: pgfId-1050868]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050862]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050902]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050906]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050910]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050981]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050989]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050997]6.2(2)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049449]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049900]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049908]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049912]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049916]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049928]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049934]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049940]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049946]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049952]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049958]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049964]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049970]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049976]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049982]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049988]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1049994]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050000]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050006]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050012]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050018]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050024]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050030]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050036]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050042]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050048]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050054]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050060]6.1(1)
  
       
 
        
        	 
        	 command.
  
        	 [bookmark: pgfId-1050066]6.1(1)
  
       
 
      
     
 
    
 
   
 
  
 
  
   
   
   
    
     [bookmark: pgfId-1341136][bookmark: 93758]Cisco Nexus 7000 Series IP SLAs Commands
      
      
 
     
 
 
     [bookmark: pgfId-1341099]This chapter describes the Cisco NX-OS IP SLAs commands for the Cisco Nexus 7000 series devices.
 
   
 
    
     [bookmark: pgfId-1356377][bookmark: marker-1373208]clock-tolerance
 
     [bookmark: pgfId-1356378]To set the acceptable Network Time Protocol (NTP) clock synchronization tolerance for a one-way Cisco NX-OS IP Service Level Agreements (SLAs) operation measurement, use the clock-tolerance command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1356390]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1356385]Sets the NTP synchronization tolerance value to an absolute number, in microseconds. The range is from 0 to 100000.
  
        
 
         
         	 [bookmark: pgfId-1356387]percent value
  
         	 [bookmark: pgfId-1356389]Sets the NTP synchronization tolerance value as a percentage of the one-way IP SLAs operation delay measurement. The range is from 0 to 100. The NTP clock synchronization tolerance is set to 0 percent by default.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1356391]
      
         
      
 Command Default
 
      [bookmark: pgfId-1356392]The NTP clock synchronization tolerance is set to 0 percent.
 
    
 
   
 
    
     [bookmark: pgfId-1356393]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1356394]UDP jitter configuration mode (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1356404]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1356397]Release
          
  
         	 
           
           [bookmark: pgfId-1356399]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1356401]6.1(1)
  
         	 [bookmark: pgfId-1356403]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1356405]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1356406]You must configure the precession microseconds command before you use the clock-tolerance command.
 
      [bookmark: pgfId-1356407]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1356408]
       
      
 Examples
 
      [bookmark: pgfId-1356409]This example shows how to enable microsecond precision, configure the NTP synchronization offset tolerance to 10 percent, and set the packet priority to high for IP SLAs UDP jitter operation 1:
 
     
      [bookmark: pgfId-1356410]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1356411]switch(config-ip-sla)# udp-jitter 205.199.199.2 1 
     

     
      [bookmark: pgfId-1356412]switch(config-ip-sla-jitter)# clock-tolerance ntp oneway percent 10
     

     
      [bookmark: pgfId-1356413]%This configuration allowed only on microsecond precision probe
     

     
      [bookmark: pgfId-1356414]switch(config-ip-sla-jitter)# 
     

    
 
     
      [bookmark: pgfId-1356424]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1356417]Command
          
  
         	 
           
           [bookmark: pgfId-1356419]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1356423]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1357424][bookmark: marker-1373213]data-pattern
 
     [bookmark: pgfId-1357425]To specify the data pattern in a Cisco NX-OS IP Service Level Agreements (SLAs) operation to test for data corruption, use the data pattern command. To remove the data pattern specification, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1357433]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1357432]Hexadecimal string to use for monitoring the specified operation. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1357434]
      
         
      
 Defaults
 
      
 
    
 
   
 
    
     [bookmark: pgfId-1357436]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1357437]UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1357447]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1357440]Release
          
  
         	 
           
           [bookmark: pgfId-1357442]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1357444]6.1(1)
  
         	 [bookmark: pgfId-1357446]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1357448]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1357449]The data-pattern command allows you to specify an alphanumeric character string to verify that the operation payload does not get corrupted in either direction (source-to-destination or destination-to-source.).
 
      [bookmark: pgfId-1357450]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1357451]
       
      
 Examples
 
      [bookmark: pgfId-1357452]This example show how to specify 1234ABCD5678 as the data pattern in an IPv4 network:
 
     
      [bookmark: pgfId-1357453]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1357454]switch(config-ip-sla)# udp-echo 172.29.139.134 1
     

     
      [bookmark: pgfId-1357455]switch(config-ip-sla-udp)# data-pattern 1234ABCD5678
     

     
      [bookmark: pgfId-1357456]switch(config-ip-sla-udp)# ip sla schedule 1 life forever start-time now
     

     
      [bookmark: pgfId-1357457]switch(config)# 
     

    
 
     
      [bookmark: pgfId-1357479]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1357460]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1357462]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1357466]Defines the type of information kept in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1357470]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1357474]Sets the number of lives maintained in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1357478]Sets the number of entries kept in the history table per bucket for the IP SLAs operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1378600][bookmark: marker-1373220]fabric-path echo
 
     [bookmark: pgfId-1378601]To configure a Cisco NX-OS IP Service Level Agreement (SLA) FabricPath echo probe operation, use the fabric-patch echo command in the IP SLA sub-configuration mode. 
 
     
 
     
      [bookmark: pgfId-1378621]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1378612]Identity of the destination device.
  
        
 
         
         	 
  
         	 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1379569](Optional) Specifies the interface used. If no interface is selected, the default interface on the device is used.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1378622]
      
         
      
 Command Default
 
      [bookmark: pgfId-1378623]None.
 
    
 
   
 
    
     [bookmark: pgfId-1378624]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1378625]IP SLA sub-configuration (config-ip-sla)
 
     
      [bookmark: pgfId-1378637]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1378630]Release
          
  
         	 
           
           [bookmark: pgfId-1378632]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1378634]7.2(0)D1(1)
  
         	 [bookmark: pgfId-1378636]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1380884]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1380969]Before starting the operation, install and enable the fabricpath feature set on the device.
 
    
 
     
      [bookmark: pgfId-1378643]
       
      
 Examples
 
      [bookmark: pgfId-1378644]This example shows how to configure operation 6 as a Cisco NX-OS IP SLA FabricPath operation:
 
     
      [bookmark: pgfId-1381157]switch# configure terminal
     

     
      [bookmark: pgfId-1381158]switch(config)# feature sla sender
     

     
      [bookmark: pgfId-1381515]switch(config)# ip sla 6
     

     
      [bookmark: pgfId-1381208]switch(config-ip-sla)# fabric-path echo 1 profile 10 interface ethernet 1/0
     

     
      [bookmark: pgfId-1381291]switch(config-ip-sla-fabric)# exit
     

    
 
     
      [bookmark: pgfId-1381168]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1381161]Command
          
  
         	 
           
           [bookmark: pgfId-1381163]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1381167]Displays the current operational status and statistics.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1359640]frequency
 
     [bookmark: pgfId-1359641]To set the rate at which a specified IP Service Level Agreements (SLAs) operation repeats, use the frequency command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1359649]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1359648]Number of seconds between the IP SLAs operations. The range is from 1 to 604800 seconds.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359650]
      
         
      
 Command Default
 
      [bookmark: pgfId-1359651]60 seconds
 
    
 
   
 
    
     [bookmark: pgfId-1359652]
     
        
     
 Command Modes
 
     UDP jitter configuration mode (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1359663]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359656]Release
          
  
         	 
           
           [bookmark: pgfId-1359658]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1359660]6.1(1)
  
         	 [bookmark: pgfId-1359662]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359664]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1359665]A single IP SLAs operation repeats at a given frequency for the lifetime of the operation. For example, a User Datagram Protocol (UDP) jitter operation with a frequency of 60 sends a collection of data packets (simulated network traffic) once every 60 seconds for the lifetime of the operation. The default simulated traffic for a UDP jitter operation consists of ten packets sent 20 milliseconds apart. This payload is sent when the operation is started and is sent again 60 seconds later.
 
      [bookmark: pgfId-1359666]If an individual IP SLAs operation takes longer to execute than the specified frequency value, a statistics counter called “busy” is incremented rather than immediately repeating the operation.
 
      [bookmark: pgfId-1359667]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1359668]
       
      
 Examples
 
      [bookmark: pgfId-1359669]This example shows how to configure an IP SLAs UDP echo operation (operation 10) to repeat every 90 seconds:
 
     
      [bookmark: pgfId-1359670]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1359671]switch(config-ip-sla)# udp-echo 205.199.199.2 1 
     

     
      [bookmark: pgfId-1359672]switch(config-ip-sla-udp)# frequency 90
     

     
      [bookmark: pgfId-1359673]switch(config-ip-sla-udp)# ip sla schedule 10 life 300 start-time after 00:05:00
     

      [bookmark: pgfId-1359674]switch(config)#
 
    
 
     
      [bookmark: pgfId-1359684]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359677]Command
          
  
         	 
           
           [bookmark: pgfId-1359679]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1359683]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1359830][bookmark: marker-1373227]history buckets-kept
 
     [bookmark: pgfId-1359831]To set the number of history buckets that are kept during the lifetime of a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history buckets-kept command. To return to the default value, use the no form of this command.
 
     
 
     [bookmark: pgfId-1359833]no history bucket-kept
 
     
      [bookmark: pgfId-1359839]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1359838]Number of history buckets kept during the lifetime of the operation. The range is from 1 to 60.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359840]
      
         
      
 Command Default
 
      [bookmark: pgfId-1359841]The default number of buckets kept is 15 buckets.
 
    
 
   
 
    
     [bookmark: pgfId-1359842]
     
        
     
 Command Modes
 
     UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1359853]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359846]Release
          
  
         	 
           
           [bookmark: pgfId-1359848]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1359850]6.1(1)
  
         	 [bookmark: pgfId-1359852]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359854]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1359855]Each time that IP SLAs start an operation, a new bucket is created until the number of history buckets that matches the specified size or the lifetime of the operation expires. History buckets does not wrap (which means that the older information is not replaced by the newer information).
 
      [bookmark: pgfId-1359856]To define the lifetime of an IP SLAs operation, use the ip sla schedule command.
 
      [bookmark: pgfId-1359857]By default, the history for an IP SLAs operation is not collected. If history is collected, each bucket contains one or more history entries from the operation. 
 
      [bookmark: pgfId-1359858]The type of entry stored in the history table is controlled by the history filter command. 
 
      [bookmark: pgfId-1359859]The total number of entries stored in the history table is controlled by the combination of the samples-of-history-kept, history buckets-kept, and history lives-kept commands.
 
      [bookmark: pgfId-1359860]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1359861]
       
      
 Examples
 
      [bookmark: pgfId-1359862]This example shows how to configure an UDP echo operation to keep 25 history buckets during the operation lifetime:
 
     
      [bookmark: pgfId-1359863]switch(config)# ip sla 2
     

     
      [bookmark: pgfId-1359864]switch(config-ip-sla-udp)# history buckets-kept 25
     

     
      [bookmark: pgfId-1359865]switch(config-ip-sla-udp)# 
     

    
 
   
 
    
     [bookmark: pgfId-1359867][bookmark: marker-1373234]history distribution-of-statistics-kept
 
     [bookmark: pgfId-1359868]To set the number of statistics distributions kept per hop during a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history distributions-of-statistics-kept command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1359876]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1359875]Number of statistics distribution kept per hop. The size is from 1 to 20 characters.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359877]
      
         
      
 Command Default
 
      [bookmark: pgfId-1359878]The default is 1 distribution.
 
    
 
   
 
    
     [bookmark: pgfId-1359879]
     
        
     
 Command Modes
 
     UDP jitter configuration mode (config-ip-sla-jitter).
 
     
      [bookmark: pgfId-1359890]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359883]Release
          
  
         	 
           
           [bookmark: pgfId-1359885]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1359887]6.1(1)
  
         	 [bookmark: pgfId-1359889]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359891]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1359892]In most situations, you does not need to change the number of statistics distributions kept or the time interval for each distribution. Change these parameters only when distributions are needed, for example, when performing statistical modeling of your network.
 
      [bookmark: pgfId-1359893]To set the statistics distributions interval, use the history statistics-distribution-interval command.
 
      [bookmark: pgfId-1359894]When the number of distributions reaches the size specified, no further distribution-based information is stored.
 
      [bookmark: pgfId-1359895]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1359896]
       
      
 Examples
 
      [bookmark: pgfId-1359897]This example shows how to set the statistics distribution to five and the distribution interval to 10 ms for an UDP echo operation. The first distribution contains statistics from 0 to 9 ms, the second distribution contains statistics from 10 to 19 ms, the third distribution contains statistics from 20 to 29 ms, the fourth distribution contain statistics from 30 to 39 ms, and the fifth distribution contains statistics from 40 ms to infinity.
 
     
      [bookmark: pgfId-1359898]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1359899]switch(config-ip-sla)# udp-echo 172.16.161.21 
     

     
      [bookmark: pgfId-1359900]switch(config-ip-sla-udp)# history distributions-of-statistics-kept 5
     

     
      [bookmark: pgfId-1359901]switch(config-ip-sla-udp)# 
     

     
      [bookmark: pgfId-1359902]
     

     
      [bookmark: pgfId-1359903]
     

     
      [bookmark: pgfId-1359904]
     

    
 
     
      [bookmark: pgfId-1359914]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359907]Command
          
  
         	 
           
           [bookmark: pgfId-1359909]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1359913]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1359916][bookmark: marker-1373241]history enhanced 
 
     [bookmark: pgfId-1359917]To enable enhanced history gathering for a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history enhanced command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1359937]
      
         
      
 Syntax Description
 
      
       
       
         
         	 [bookmark: pgfId-1359922]interval
  
         	 [bookmark: pgfId-1359924](Optional) Specifies the aggregation interval.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1359928]Number of seconds (sec) that the enhanced history should be gathered in each bucket. When this time expires, enhanced history statistics are gathered in a new bucket. The range is from 1 to 3600 seconds. 
  
        
 
         
         	 [bookmark: pgfId-1359930]buckets 
  
         	 [bookmark: pgfId-1359932]Specifies the number of buckets to collect data. 
  
        
 
         
         	 [bookmark: pgfId-1359934]number-of-buckets
  
         	 [bookmark: pgfId-1359936]Number of buckets that should be retained in the system memory. When this number is reached, statistic gathering for the operation ends. The default is 100. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359938]
      
         
      
 Command Default
 
      [bookmark: pgfId-1359939]Enhanced history gathering is disabled.
 
    
 
   
 
    
     [bookmark: pgfId-1359940]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1359941]TCP connect configuration mode (config-ip-sla-tcp)
 
     [bookmark: pgfId-1359942]UDP echo configuration mode (config-ip-sla-udp)
 
     [bookmark: pgfId-1359943]UDP jitter configuration mode (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1359953]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359946]Release
          
  
         	 
           
           [bookmark: pgfId-1359948]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1359950]6.1(1)
  
         	 [bookmark: pgfId-1359952]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1359954]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1359955]This command enables enhanced history for the IP SLAs operation. 
 
      [bookmark: pgfId-1359956]Performance statistics are stored in buckets that separate the accumulated data. Each bucket consists of data accumulated over the specified time interval. When the interval expires, history statistics are gathered in a new bucket. When the specified number of buckets is reached, statistic gathering for the operation ends. 
 
      [bookmark: pgfId-1359957]By default, IP SLAs maintain two hours of aggregated statistics for each operation. The value from each operation cycle is aggregated with the previously available data within a given hour. The enhanced history feature in IP SLAs allows for the aggregation interval to be shorter than one hour.
 
      [bookmark: pgfId-1359958]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1359959]
       
      
 Examples
 
      [bookmark: pgfId-1359960]This example shows how to enable enhanced history gathering for a Cisco NX-OS IP Service Level Agreements (SLAs) operation:
 
     
      [bookmark: pgfId-1359961]switch(config-ip-sla-udp)# history enhanced interval 900 buckets 100
     

     
      [bookmark: pgfId-1359962]switch(config-ip-sla-udp)#
     

    
 
     
      [bookmark: pgfId-1359972]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1359965]Command
          
  
         	 
           
           [bookmark: pgfId-1359967]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1359971]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1359978][bookmark: marker-1373248]history filter 
 
     [bookmark: pgfId-1359979]To define the type of information kept in the history table for a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history filter command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1360003]
      
         
      
 Syntax Description
 
      
       
       
         
         	 [bookmark: pgfId-1359984]all
  
         	 [bookmark: pgfId-1359986]Specifies that operations attempted are kept in the history table.
  
        
 
         
         	 [bookmark: pgfId-1359988]failures
  
         	 [bookmark: pgfId-1359990]Specifies that packets that fail for any reason are kept in the history table.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1359994]Specifies that no history is kept. This is the default.
  
        
 
         
         	 [bookmark: pgfId-1359996]all
  
         	 [bookmark: pgfId-1359998]Specifies that operations attempted are kept in the history table.
  
        
 
         
         	 [bookmark: pgfId-1360000]overThreshold
  
         	 [bookmark: pgfId-1360002]Specifies that only packets that are over the threshold are kept in the history table.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360004]
      
         
      
 Command Default
 
      [bookmark: pgfId-1360005]No IP SLAs history is kept for an operation.
 
    
 
   
 
    
     [bookmark: pgfId-1360006]
     
        
     
 Command Modes
 
     UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1360017]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360010]Release
          
  
         	 
           
           [bookmark: pgfId-1360012]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1360014]6.1(1)
  
         	 [bookmark: pgfId-1360016]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360018]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1360019]Use the history filter command to control what gets stored in the history table for an IP SLAs operation. To control how much history gets saved in the history table, use the history lives-kept, history buckets-kept, and the samples-of-history-kept commands.
 
      [bookmark: pgfId-1360020]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1360021]
       
      
 Examples
 
      [bookmark: pgfId-1360022]This example shows how to collect only the operation packets that have failed and are kept in the history table:
 
     
      [bookmark: pgfId-1360023]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1360024]switch(config-ip-sla)# udp-echo 192.199.199.2 1
     

     
      [bookmark: pgfId-1360025]switch(config-ip-sla-udp)# history filter failures
     

     
      [bookmark: pgfId-1360026]switch(config-ip-sla-udp)#
     

    
 
     
      [bookmark: pgfId-1360036]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360029]Command
          
  
         	 
           
           [bookmark: pgfId-1360031]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1360035]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1360038][bookmark: marker-1373255]history hours-of-statistics-kept 
 
     [bookmark: pgfId-1360039]To set the number of hours for which statistics are maintained for a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history hours-of-statistics-kept command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1360047]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1360046]Hour group size value. The range is from 0 to 25 hours.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360048]
      
         
      
 Command Default
 
      [bookmark: pgfId-1360049]2 hours
 
    
 
   
 
    
     [bookmark: pgfId-1360050]
     
        
     
 Command Modes
 
     UDP jitter configuration mode (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1360061]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360054]Release
          
  
         	 
           
           [bookmark: pgfId-1360056]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1360058]6.1(1)
  
         	 [bookmark: pgfId-1360060]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360062]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1360063]When the number of hours exceeds the specified value, the statistics table wraps (that is, the oldest information is replaced by newer information).
 
      [bookmark: pgfId-1360064]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1360065]
       
      
 Examples
 
      [bookmark: pgfId-1360066]This example shows how to maintain 3 hours of statistics for an UDP echo operation:
 
     
      [bookmark: pgfId-1360067]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1360068]switch(config-ip-sla)# udp-echo 192.199.199.2 1
     

     
      [bookmark: pgfId-1360069]switch(config-ip-sla-udp)# history hours-of-statistics-kept 3
     

     
      [bookmark: pgfId-1360070]switch(config-ip-sla-udp)# 
     

    
 
     
      [bookmark: pgfId-1360080]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360073]Command
          
  
         	 
           
           [bookmark: pgfId-1360075]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1360079]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1360085][bookmark: marker-1373262]history lives-kept 
 
     [bookmark: pgfId-1360086]To set the number of lives maintained in the history table for a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history lives-kept command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1360094]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1360093]Number of lives maintained in the history table for the operation. If you specify 0 lives, history is not collected for the operation. The range is from 0 to 2 lives.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360095]
      
         
      
 Command Default
 
      [bookmark: pgfId-1360096]0 lives
 
    
 
   
 
    
     [bookmark: pgfId-1360097]
     
        
     
 Command Modes
 
     UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1360108]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360101]Release
          
  
         	 
           
           [bookmark: pgfId-1360103]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1360105]6.1(1)
  
         	 [bookmark: pgfId-1360107]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360109]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1360110]The following rules apply to the history lives-kept command: 
 
      [bookmark: pgfId-1360111]• The number of lives you can specify is dependent on the type of operation that you are configuring. 
 
      [bookmark: pgfId-1360112]• The default value of 0 lives means that history is not collected for the operation. 
 
      [bookmark: pgfId-1360113]• When the number of lives exceeds the specified value, the history table wraps (that is, the oldest information is replaced by newer information). 
 
      [bookmark: pgfId-1360114]• When an operation makes a transition from a pending to an active state, a life starts. When the life of an operation ends, the operation makes a transition from an active to pending state.
 
      [bookmark: pgfId-1360115]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1360116]
       
      
 Examples
 
      [bookmark: pgfId-1360117]This example shows how to maintain the history for five lives of an UDP echo operation:
 
     
      [bookmark: pgfId-1360118]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1360119]switch(config-ip-sla)# udp-echo 192.199.199.2 1
     

     
      [bookmark: pgfId-1360120]switch(config-ip-sla-udp)# history lives-kept 1
     

     
      [bookmark: pgfId-1360121]switch(config-ip-sla-udp)#
     

    
 
     
      [bookmark: pgfId-1360131]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360124]Command
          
  
         	 
           
           [bookmark: pgfId-1360126]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1360130]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1360133][bookmark: marker-1373269]history statistics-distribution-interval 
 
     [bookmark: pgfId-1360134]To set the time interval for each statistics distribution kept for a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the history statistics-distribution-interval command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1360142]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1360141]Distribution interval value in milliseconds (ms). The range is from 1 to 100 milliseconds.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360143]
      
         
      
 Command Default
 
      [bookmark: pgfId-1360144]The default interval used for each statistics kept is 20 milliseconds.
 
    
 
   
 
    
     [bookmark: pgfId-1360145]
     
        
     
 Command Modes
 
     UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1360156]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360149]Release
          
  
         	 
           
           [bookmark: pgfId-1360151]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1360153]6.1(1)
  
         	 [bookmark: pgfId-1360155]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1360157]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1360158]In most situations, you does not need to change the time interval for each statistics distribution or number of distributions kept. Change these parameters only when distributions are needed, for example, when you are performing statistical modeling of your network. 
 
      [bookmark: pgfId-1360159]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1360160]
       
      
 Examples
 
      [bookmark: pgfId-1360161]This example shows how to set the time interval for each statistics distribution kept for a Cisco NX-OS IP Service Level Agreements (SLAs) operation:
 
     
      [bookmark: pgfId-1360162]switch(config)# ip sla 1
     

     
      [bookmark: pgfId-1360163]switch(config-ip-sla)# udp-echo 192.199.199.2 1
     

     
      [bookmark: pgfId-1360164]switch(config-ip-sla-udp)# history statistics-distribution-interval 10
     

     
      [bookmark: pgfId-1360165]switch(config-ip-sla-udp)#
     

    
 
     
      [bookmark: pgfId-1360175]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1360168]Command
          
  
         	 
           
           [bookmark: pgfId-1360170]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1360174]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1341150][bookmark: marker-1373282]icmp-echo
 
     [bookmark: pgfId-1354411]To configure a Cisco nx-OS IP Service Level Agreements (SLA) Internet Control Message Protocol (ICMP) echo probe operation, use the icmp-echo command. To remove the settings, use the no form of this command.
 
     
 
     
      [bookmark: pgfId-1341158]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1341157]Destination IPv4 address of the operation.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1341159]
      
         
      
 Command Default
 
      [bookmark: pgfId-1341160]None
 
    
 
   
 
    
     [bookmark: pgfId-1341161]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1341162]IP SLA configuration mode (config-ip-sla)
 
     
      [bookmark: pgfId-1341172]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1341165]Release
          
  
         	 
           
           [bookmark: pgfId-1341167]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1341169]6.2(2)
  
         	 [bookmark: pgfId-1341171]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1341173]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1341174]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1341175]
       
      
 Examples
 
      [bookmark: pgfId-1341176]This example shows how to configure an IP SLA Internet Control Message Protocol (ICMP) echo probe operation:
 
     
      [bookmark: pgfId-1341177]switch# configure terminal
     

     
      [bookmark: pgfId-1341178]switch(config-ip-sla)# icmp-echo 10.3.3.2
     

     
      [bookmark: pgfId-1341179]switch(config-ip-sla)# 
     

    
 
     
      [bookmark: pgfId-1341193]
      
         
      
 Related Commands 
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1341182]Command
          
  
         	 
           
           [bookmark: pgfId-1341184]Description
          
  
        
 
         
         	 [bookmark: pgfId-1349388]ip sla 
  
         	 [bookmark: pgfId-1349390]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341188]Permanently enables the IP SLAs responder functionality on a specified IP address and port.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1369480][bookmark: marker-1373287]interface 
 
     command.
 
     
 
     
      [bookmark: pgfId-1369488]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1369487]Slot number. The range is from 1 to 253.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1369489]
      
         
      
 Command Default
 
      [bookmark: pgfId-1369490]None
 
    
 
   
 
    
     [bookmark: pgfId-1369491]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1369492]Interface configuration mode (config-if)
 
     
      [bookmark: pgfId-1369502]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1369495]Release
          
  
         	 
           
           [bookmark: pgfId-1369497]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1369499]6.2(2)
  
         	 [bookmark: pgfId-1369501]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1369503]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1369504]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1369505]
       
      
 Examples
 
      [bookmark: pgfId-1369506]This example shows how to specify an interface type and number:
 
     
      [bookmark: pgfId-1369507]switch(config)# interface ethernet 0/0
     

     
      [bookmark: pgfId-1369508]switch(config-if)#
     

    
 
     
      [bookmark: pgfId-1369522]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1369511]Command
          
  
         	 
           
           [bookmark: pgfId-1369513]Description
          
  
        
 
         
         	 [bookmark: pgfId-1369515]ip sla 
  
         	 [bookmark: pgfId-1369517]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1369521]Permanently enables the IP SLAs Responder functionality on a specified IP address and port.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1370599][bookmark: marker-1373292]ip access-list 
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1370608]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1370607]Access list name. The maximum size is 64 characters.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1370609]
      
         
      
 Command Default
 
      [bookmark: pgfId-1370610]None
 
    
 
   
 
    
     [bookmark: pgfId-1370611]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1370612]Global configuration mode (config)
 
     
      [bookmark: pgfId-1370622]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1370615]Release
          
  
         	 
           
           [bookmark: pgfId-1370617]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1370619]6.2(2)
  
         	 [bookmark: pgfId-1370621]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1370623]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1370624]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1370625]
       
      
 Examples
 
      [bookmark: pgfId-1370626]This example shows how to define an IP ACL in order to enable filtering for packets. 
 
     
      [bookmark: pgfId-1370627]switch(config)# ip access-list acl
     

     
      [bookmark: pgfId-1370628]switch(config-acl)# 
     

    
 
     
      [bookmark: pgfId-1370654]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1370631]Command
          
  
         	 
           
           [bookmark: pgfId-1370633]Description
          
  
        
 
         
         	 [bookmark: pgfId-1370635]ip sla schedule
  
         	 [bookmark: pgfId-1370637]Configures the scheduling parameters for a single IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1370641]Configures the group scheduling parameters for multiple IP SLAs operations.
  
        
 
         
         	 [bookmark: pgfId-1370643]show ip sla configuration
  
         	 [bookmark: pgfId-1370645]Displays configuration values including all defaults for all IP SLAs operations or the specified operation.
  
        
 
         
         	 [bookmark: pgfId-1370647]show ip sla statistics
  
         	 [bookmark: pgfId-1370649]Displays the current operational status and statistics of all IP SLAs operations or a specified operation.
  
        
 
         
         	 [bookmark: pgfId-1370651]show ip sla statistics aggregated
  
         	 [bookmark: pgfId-1370653]Displays the aggregated statistical errors and distribution information for all IP SLAs operations or a specified operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1369523][bookmark: marker-1373297]ip address
 
     command. To remove the default settings, use the no form of this command.
 
     [bookmark: pgfId-1369525]ip address ip-address-mask
 
     [bookmark: pgfId-1369526]no ip address ip-address-mask
 
     
      [bookmark: pgfId-1369532]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1369531]IP address. The IP address format is i.i.i.i.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1369533]
      
         
      
 Command Default
 
      [bookmark: pgfId-1369534]None
 
    
 
   
 
    
     [bookmark: pgfId-1369535]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1369536]Global configuration mode (config)
 
     
      [bookmark: pgfId-1369546]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1369539]Release
          
  
         	 
           
           [bookmark: pgfId-1369541]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1369543]6.2(2)
  
         	 [bookmark: pgfId-1369545]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1369547]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1369548]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1369549]
       
      
 Examples
 
      [bookmark: pgfId-1369550]This example shows how to specify a primary IP address for an interface: 
 
     
      [bookmark: pgfId-1369551]switch(config)# interface ethernet 2/1 
     

     
      [bookmark: pgfId-1369552]switch(config-if)# ip address 10.2.2.1 255.255.255.0
     

     
      [bookmark: pgfId-1369553]switch(config-if)# 
     

    
 
     
      [bookmark: pgfId-1369579]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1369556]Command
          
  
         	 
           
           [bookmark: pgfId-1369558]Description
          
  
        
 
         
         	 [bookmark: pgfId-1369560]ip sla schedule
  
         	 [bookmark: pgfId-1369562]Configures the scheduling parameters for a single IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1369566]Configures the group scheduling parameters for multiple IP SLAs operations.
  
        
 
         
         	 [bookmark: pgfId-1369568]show ip sla configuration
  
         	 [bookmark: pgfId-1369570]Displays configuration values including all defaults for all IP SLAs operations or the specified operation.
  
        
 
         
         	 [bookmark: pgfId-1369572]show ip sla statistics
  
         	 [bookmark: pgfId-1369574]Displays the current operational status and statistics of all IP SLAs operations or a specified operation.
  
        
 
         
         	 [bookmark: pgfId-1369576]show ip sla statistics aggregated
  
         	 [bookmark: pgfId-1369578]Displays the aggregated statistical errors and distribution information for all IP SLAs operations or a specified operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1361217][bookmark: marker-1373302]ip sla
 
     [bookmark: pgfId-1361218]To begin configuring a Cisco NX-OS IP Service Level Agreements (SLAs) operation and enter IP SLA configuration mode, use the ip sla command. To remove all configuration information for an operation, including the schedule of the operation, reaction configuration, and reaction triggers, use the no form of this command.
 
     [bookmark: pgfId-1361219]ip sla operation-number
 
     [bookmark: pgfId-1361220]no ip sla operation-number
 
     
      [bookmark: pgfId-1361226]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1361225]Operation number used for the identification of the IP SLAs operation that you want to configure. The range is from 1 to 2147483647.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1361227]
      
         
      
 Command Default
 
      [bookmark: pgfId-1361228]No IP SLAs operation is configured.
 
    
 
   
 
    
     [bookmark: pgfId-1361229]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1361230]Global configuration mode (config)
 
     
      [bookmark: pgfId-1361240]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1361233]Release
          
  
         	 
           
           [bookmark: pgfId-1361235]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1361237]6.1(1)
  
         	 [bookmark: pgfId-1361239]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1361241]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1361242]Use the ip sla command to specify an identification number for the operation you are about to configure. After you enter this command, the router enters IP SLA configuration mode. 
 
      [bookmark: pgfId-1361243]The ip sla command is supported in IPv4 networks. 
 
      [bookmark: pgfId-1361244]IP SLAs allow a maximum of 2000 operations.
 
      [bookmark: pgfId-1361245]Debugging is supported only on the first 32 operation numbers.
 
      [bookmark: pgfId-1361246]After you configure an operation, you must schedule the operation. For information on scheduling an operation, see the ip sla schedule and ip sla group schedule global configuration commands.
 
      [bookmark: pgfId-1361247]After you schedule an operation, you cannot modify the configuration of the operation. To change the operation type of an existing IP SLAs operation, you must first delete the IP SLAs operation (using the no ip sla command) and then reconfigure the operation with the new operation type.
 
      [bookmark: pgfId-1361248]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1361249]
       
      
 Examples
 
      [bookmark: pgfId-1361250]This example shows how to configure operation 99 as a UDP jitter operation in an IPv4 network and schedule it to start running in 5 hours. The example shows the ip sla command being used in an IPv4 network. 
 
     
      [bookmark: pgfId-1361251]switch(config)# ip sla 99 
     

     
      [bookmark: pgfId-1361252]switch(config-ip-sla)# udp-jitter 172.29.139.134 1 source-port 5000 num-packets 20
     

     
      [bookmark: pgfId-1361253]switch(config-ip-sla-jitter)# ip sla schedule 99 life 300 start-time after 00:05:00
     

     
      [bookmark: pgfId-1361254]switch(config)#
     

    
 
     
      [bookmark: pgfId-1361280]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1361257]Command
          
  
         	 
           
           [bookmark: pgfId-1361259]Description
          
  
        
 
         
         	 [bookmark: pgfId-1361261]ip sla schedule
  
         	 [bookmark: pgfId-1361263]Configures the scheduling parameters for a single IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1361267]Configures the group scheduling parameters for multiple IP SLAs operations.
  
        
 
         
         	 [bookmark: pgfId-1361269]show ip sla configuration
  
         	 [bookmark: pgfId-1361271]Displays configuration values including all defaults for all IP SLAs operations or the specified operation.
  
        
 
         
         	 [bookmark: pgfId-1361273]show ip sla statistics
  
         	 [bookmark: pgfId-1361275]Displays the current operational status and statistics of all IP SLAs operations or a specified operation.
  
        
 
         
         	 [bookmark: pgfId-1361277]show ip sla statistics aggregated
  
         	 [bookmark: pgfId-1361279]Displays the aggregated statistical errors and distribution information for all IP SLAs operations or a specified operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1361680][bookmark: marker-1373309]ip sla group schedule
 
     [bookmark: pgfId-1361681]To perform group scheduling for Cisco NX-OS IP Service Level Agreements (SLAs) operations, use the show ip sla group schedule command. To cause all the IP SLAs operations that belong to a multioperation schedule to become inactive, use the no form of this command.
 
     
 
     [bookmark: pgfId-1361683]no ip sla group schedule group-id
 
     
      [bookmark: pgfId-1361763]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1361688]Identification number for the group of IP SLAs operation to be scheduled. The range is from 0 to 65535.
  
        
 
         
         	 [bookmark: pgfId-1361690]operation-ids
  
         	 [bookmark: pgfId-1361692]List of one or more identification (ID) numbers of the IP SLAs operations to be included in a new multioperation schedule. The maximum is up to 125 characters. 
  [bookmark: pgfId-1361693]Indicate ranges of operation ID numbers with a hyphen. Individual ID numbers and ranges of ID numbers are delimited by a comma. For example, enter a list of operation ID numbers in any of the following ways: 
 
           
           	 [bookmark: pgfId-1361694]2, 3, 4, 9, 20. 
 
           	 [bookmark: pgfId-1361695]10-20, 30-35, 60-70. 
 
           	 [bookmark: pgfId-1361696]2, 3, 4, 90-100, 105-115.
 
          
  
        
 
         
         	 [bookmark: pgfId-1361698]add operation-ids
  
         	 [bookmark: pgfId-1361700]Specifies the ID numbers of one or more IP SLAs operations to be added to an existing multioperation schedule.
  
        
 
         
         	 [bookmark: pgfId-1361702]delete operation-ids
  
         	 [bookmark: pgfId-1361704]Specifies the ID numbers of one or more IP SLAs operations to be removed from an existing multioperation schedule.
  
        
 
         
         	 [bookmark: pgfId-1361706]reschedule
  
         	 [bookmark: pgfId-1361708]Recalculates the start time for each IP SLAs operation within the multioperation schedule based on the number of operations and the schedule period. Use this keyword after an operation has been added to or removed from an existing multioperation schedule.
  
        
 
         
         	 [bookmark: pgfId-1361710]schedule-period seconds
  
         	 [bookmark: pgfId-1361712]Specifies the amount of time (in seconds) for which the group of IP SLAs operations is scheduled. The range is from 1 to 604800.
  
        
 
         
         	 [bookmark: pgfId-1361714]ageout seconds
  
         	 [bookmark: pgfId-1361716](Optional) Specifies the number of seconds to keep the IP SLAs operations in memory when they are not actively collecting information. The default is 0 (never ages out).
  
        
 
         
         	 [bookmark: pgfId-1361718]frequency seconds
  
         	 [bookmark: pgfId-1361720](Optional) Specifies the number of seconds after which each IP SLAs operation is restarted. The frequency of all operations that belong to the multioperation schedule is overridden and set to the specified frequency. The range is from 1 to 604800.
  [bookmark: pgfId-1361721]The default frequency is the value specified for the schedule period.
  
        
 
         
         	 [bookmark: pgfId-1361723]range randow-frequency-range
  
         	 [bookmark: pgfId-1361725](Optional) Enables the random scheduler option. See the “Usage Guidelines” section for more information. The random scheduler option is disabled by default.
  [bookmark: pgfId-1361726]The frequencies at which the IP SLAs operations within the multioperation schedule restart are chosen randomly within the specified frequency range (in seconds). Separate the lower and upper values of the frequency range with a hyphen (for example, 80-100).
  
        
 
         
         	 [bookmark: pgfId-1361728]life forever
  
         	 [bookmark: pgfId-1361730](Optional) Schedules the IP SLAs operations to run indefinitely.
  
        
 
         
         	 [bookmark: pgfId-1361732]seconds
  
         	 [bookmark: pgfId-1361734](Optional) Number of seconds that the IP SLAs operations actively collect information. The default is 3600 (one hour).
  
        
 
         
         	 [bookmark: pgfId-1361736]start-time
  
         	 [bookmark: pgfId-1361738](Optional) Indicates the time at which the group of IP SLAs operations start collecting information. If the start time is not specified, no information is collected until the start time is configured or a trigger occurs that performs a start time now. 
  
        
 
         
         	 [bookmark: pgfId-1361740]hh:mm[:ss]
  
         	 [bookmark: pgfId-1361742](Optional) Absolute start time for the multioperation schedule using hours, minutes, and (optionally) seconds. Use the 24-hour clock notation. For example, start-time 01:02 means “start at 1:02 a.m.,” and start-time 13:01:30 means “start at 1:01 p.m. and 30 seconds.” The current day is implied unless you specify a month and day.
  
        
 
         
         	 [bookmark: pgfId-1361744]month
  
         	 [bookmark: pgfId-1361746](Optional) Name of the month in which to start the multioperation schedule. If the month is not specified, the current month is used. Use of this argument requires that a day be specified. You can specify the month by using either the full English name or the first three letters of the month.
  
        
 
         
         	 [bookmark: pgfId-1361748]day
  
         	 [bookmark: pgfId-1361750](Optional) Number of the day (in the range 1 to 31) on which to start the multioperation schedule. If a day is not specified, the current day is used. Use of this argument requires that a month be specified.
  
        
 
         
         	 [bookmark: pgfId-1361752]pending
  
         	 [bookmark: pgfId-1361754](Optional) Indicates that no information is being collected. This is the default value.
  
        
 
         
         	 [bookmark: pgfId-1361756]now 
  
         	 [bookmark: pgfId-1361758](Optional) Indicates that the multioperation schedule should start immediately.
  
        
 
         
         	 [bookmark: pgfId-1361760]after hh:mm:ss
  
         	 [bookmark: pgfId-1361762](Optional) Indicates that the multioperation schedule should start hh hours, mm minutes, and ss seconds after this command was entered.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1361764]
      
         
      
 Command Default
 
      [bookmark: pgfId-1361765]The multioperation schedule is placed in a pending state (that is, the group of IP SLAs operations are enabled but are not actively collecting information).
 
    
 
   
 
    
     [bookmark: pgfId-1361766]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1361767]Global configuration mode (config)
 
     
      [bookmark: pgfId-1361777]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1361770]Release
          
  
         	 
           
           [bookmark: pgfId-1361772]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1361774]6.1(1)
  
         	 [bookmark: pgfId-1361776]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1361778]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1361779]Although the IP SLAs multioperation scheduling functionality helps in scheduling thousands of operations, you should be cautious when specifying the number of operations, the schedule period, and the frequency to avoid any significant CPU impact.
 
      [bookmark: pgfId-1361780]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1361781]
       
      
 Examples
 
      [bookmark: pgfId-1361782]This example shows how to schedule IP SLAs operations 3, 4, and 6 to 10 (identified as group 1) using multioperation scheduling. In this example, the operations are scheduled to begin at equal intervals over a scheduled period of 20 seconds. The first operation (or set of operations) is scheduled to start immediately. Because the frequency is not specified, it is set to the value of the schedule period (20 seconds) by default.
 
     
      [bookmark: pgfId-1361783]switch# ip sla group schedule 1 3, 4, 6-10 schedule-period 20 start-time now
     

     
      [bookmark: pgfId-1361784]switch#
     

     
      [bookmark: pgfId-1361785]
     

      [bookmark: pgfId-1361786]This example shows how to schedule IP SLAs operations 1 to 3 (identified as group 2) using the random scheduler option. In this example, the operations are scheduled to begin at random intervals over a schedule period of 50 seconds. The first operation is scheduled to start immediately. The frequency at which each operation restarts is chosen randomly within 80 to 100 seconds.
 
     
      [bookmark: pgfId-1361787]switch# ip sla group schedule 2 1-3 schedule-period 50 frequency range 80-100 start-time now
     

     
      [bookmark: pgfId-1361788]switch#
     

    
 
     
      [bookmark: pgfId-1361806]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1361791]Command
          
  
         	 
           
           [bookmark: pgfId-1361793]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1361797]Configures the scheduling parameters for a single IP SLAs operation.
  
        
 
         
         	 [bookmark: pgfId-1361799]show ip sla configuration
  
         	 [bookmark: pgfId-1361801]Displays the configuration details of the IP SLAs operation.
  
        
 
         
         	 [bookmark: pgfId-1361803]show ip sla group schedule
  
         	 [bookmark: pgfId-1361805]Displays the group scheduling details of the IP SLAs operations.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1362536][bookmark: marker-1373314]ip sla schedule
 
     [bookmark: pgfId-1362537]To configure the scheduling parameters for a single Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the ip sla schedule command. To stop the operation and place it in the default state (pending), use the no form of this command.
 
     
 
     [bookmark: pgfId-1362539]no ip sla schedule operation-number
 
     
      [bookmark: pgfId-1371670]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1371625]Group configuration or group schedule number of the IP SLAs operation to schedule.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371629](Optional) Schedules the operation to run indefinitely. 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371633](Optional) Number of seconds that the operation actively collects information. The default is 3600 seconds (one hour).
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371637]Time when the operation starts. 
  
        
 
         
         	 ]
  
         	 .
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371645](Optional) Specifies the name of the month to start the operation in. If the month is not specified, the current month is used. Use of this argument requires that a day be specified as well. You can specify the month by using either the full English name or the first three letters of the month.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371649](Optional) Specifies the number of the day (in the range 1 to 31) to start the operation on. If a day is not specified, the current day is used. Use of this argument requires that a month be specified as well.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371653](Optional) Specifies that no information is collected. This is the default value. 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371657](Optional) Specifies that the operation should start immediately.
  
        
 
         
         	 
  
         	 seconds after this command was entered.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371665](Optional) Specifies the number of seconds to keep the operation in memory when it is not actively collecting information. The default is 0 seconds (never ages out).
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371669](Optional) Specifies that the operation starts automatically at the specified time and for the specified duration everyday.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371680]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371673]Release
          
  
         	 
           
           [bookmark: pgfId-1371675]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1371677]6.1(1)
  
         	 [bookmark: pgfId-1371679]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1362602]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1362603]After you schedule the operation with the ip sla schedule command, you cannot change the configuration of the operation. To change the configuration of the operation, use the no form of the ip sla global configuration and reenter the configuration information.
 
      [bookmark: pgfId-1362604]The following time line shows the aged-out process of the operation:
 
      [bookmark: pgfId-1362605]W----------------------X----------------------Y----------------------Z
 
      [bookmark: pgfId-1362606]where 
 
      [bookmark: pgfId-1362607]•W is the time that the operation was configured with the ip sla command. 
 
      [bookmark: pgfId-1362608]•X is the start time or start of life of the operation (that is, when the operation became active). 
 
      [bookmark: pgfId-1362609]•Y is the end of life as configured with the ip sla schedule command (life seconds have counted down to zero). 
 
      [bookmark: pgfId-1362610]•Z is the aged-out time of the operation. 
 
      [bookmark: pgfId-1362611]When the operation is in an active state, it immediately begins collecting information. 
 
      [bookmark: pgfId-1362612]The aged-out time starts counting down at W and Y, is suspended between X and Y, and is reset to its configured size at Y.
 
      [bookmark: pgfId-1362613]The operation can ageout before it executes (that is, Z can occur before X). To ensure that this situation does not happen, configure the difference between the operation’s configuration time and start time (X and W) to be less than the aged-out seconds.
 
      [bookmark: pgfId-1362614]The recurring keyword is supported only for scheduling single IP SLAs operations. You cannot schedule multiple IP SLAs operations using the ip sla schedule command. The life value for a recurring IP SLAs operation should be less than one day. The aged-out value for a recurring operation must be “never” (which is specified with the value 0), or the sum of the life and aged-out values must be more than one day. If the recurring option is not specified, the operations are started in the existing normal scheduling mode.
 
      [bookmark: pgfId-1362615]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1362616]
       
      
 Examples
 
      [bookmark: pgfId-1362617]This example shows how to configure scheduling operation 3 to begin collecting data immediately and to run indefinitely:
 
     
      [bookmark: pgfId-1362618]switch(config)# ip sla schedule 3 start-time now life forever
     

      [bookmark: pgfId-1362619]switch(config)#
 
      [bookmark: pgfId-1362620]This example shows how to configure scheduling operation 15 to begin automatically collecting data every day at 1:30 a.m.:
 
     
      [bookmark: pgfId-1362621]switch(config)# ip sla schedule 15 start-time 01:30:00 recurring
     

     
      [bookmark: pgfId-1362622]switch(config)#
     

    
 
     
      [bookmark: pgfId-1362632]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1362625]Command
          
  
         	 
           
           [bookmark: pgfId-1362627]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1362631]Performs group scheduling for IP SLAs operations.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1371139][bookmark: marker-1373319]match ip address
 
     [bookmark: pgfId-1371140]To define the criteria for whether appropriate packets meet the particular policy, use the match ip address command. To return to default setting, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1371148]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1371147]Specifies the IP access list name. The maximum size is 63 characters.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371149]
      
         
      
 Defaults
 
      
 
    
 
   
 
    
     [bookmark: pgfId-1371151]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1371152]Rote-map configuration mode (config-route-map)
 
     
      [bookmark: pgfId-1371162]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371155]Release
          
  
         	 
           
           [bookmark: pgfId-1371157]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1371159]6.2(2)
  
         	 [bookmark: pgfId-1371161]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371163]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1371164]The match clauses define the criteria for whether appropriate packets meet the particular policy (that is, the condition to be met). The set clauses than explain how the packets should be routed once they have met the match criteria. To match packets based on IP address use the match ip address command. The IP standard or extended ACLs can be used to establish the match criteria. The standard IP access lists can be used to specify the match criteria based on application, protocol type, type of service (ToS), and precedence. 
 
      [bookmark: pgfId-1371165]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1371166]
       
      
 Examples
 
      [bookmark: pgfId-1371167]This example shows how to define the criteria for whether appropriate packets meet the particular policy:
 
     
      [bookmark: pgfId-1371168]switch(config)# route-map PBR
     

     
      [bookmark: pgfId-1371169]switch(config-route-map)# match ip address ACL
     

     
      [bookmark: pgfId-1371170]switch(config-ip-sla)# 
     

     
      [bookmark: pgfId-1371171]
     

    
 
     
      [bookmark: pgfId-1371193]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371174]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1371176]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371180]Defines the type of information kept in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371184]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371188]Sets the number of lives maintained in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371192]Sets the number of entries kept in the history table per bucket for the IP SLAs operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1371194][bookmark: marker-1373324]next-hop-address
 
     [bookmark: pgfId-1371195]To specify match address of route or match packet, use the match ip address command. To return to the default setting, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1371203]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1371202]IP access list name. The maximum size is 63 characters.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371204]
      
         
      
 Defaults
 
      
 
    
 
   
 
    
     [bookmark: pgfId-1371206]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1371207]Route-map configuration mode (config-route-map)
 
     
      [bookmark: pgfId-1371217]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371210]Release
          
  
         	 
           
           [bookmark: pgfId-1371212]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1371214]6.2(2)
  
         	 [bookmark: pgfId-1371216]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371218]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1371219]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1371220]
       
      
 Examples
 
      [bookmark: pgfId-1371221]This example show how to specify match address of route or match packet:
 
     
      [bookmark: pgfId-1371222]switch(config)# route-map PBR
     

     
      [bookmark: pgfId-1371223]switch(config-route-map)# match ip address ACL
     

     
      [bookmark: pgfId-1371224]switch(config-ip-sla)# 
     

     
      [bookmark: pgfId-1371225]
     

    
 
     
      [bookmark: pgfId-1371247]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371228]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1371230]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371234]Defines the type of information kept in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371238]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371242]Sets the number of lives maintained in the history table for the IP SLAs operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371246]Sets the number of entries kept in the history table per bucket for the IP SLAs operation.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1363073][bookmark: marker-1373331]operation-packet-priority
 
     [bookmark: pgfId-1363074]To specify the packet priority in a Cisco NX-OS IP Service Level Agreements (SLAs) operation template, use the operation-packet priority command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1363086]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1363081]Specifies that the packet priority is normal. 
  
        
 
         
         	 [bookmark: pgfId-1363083]high
  
         	 [bookmark: pgfId-1363085]Specifies that the packet priority is high.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1363087]
      
         
      
 Command Default
 
      [bookmark: pgfId-1363088]Packet priority is normal.
 
    
 
   
 
    
     [bookmark: pgfId-1363089]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1363090]UDP jitter configuration (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1363100]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1363093]Release
          
  
         	 
           
           [bookmark: pgfId-1363095]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1363097]6.1(1)
  
         	 [bookmark: pgfId-1363099]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1363101]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1363102]Increasing the packet priority of an IP SLAs operation can reduce the delay time for the packets in the queue. This command is supported by the IP SLAs User Datagram Protocol (UDP) jitter operation only.
 
      [bookmark: pgfId-1363103]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1363104]
       
      
 Examples
 
      [bookmark: pgfId-1363105]The following example shows how to enable microsecond precision, configure the Network Time Protocol (NTP) synchronization offset tolerance to 10 percent, and set the packet priority to high for an IP SLAs UDP jitter operation:
 
     
      [bookmark: pgfId-1363106]switch# ip sla configuration
     

     
      [bookmark: pgfId-1363107]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1363108]switch(config-ip-sla)# udp-jitter 205.199.199.2 dest-port 9006
     

     
      [bookmark: pgfId-1363109]switch(config-ip-sla-jitter)# clock-tolerance ntp oneway percent 10 
     

     
      [bookmark: pgfId-1363110]switch(config-ip-sla-jitter)# operation-packet-priority high
     

     
      [bookmark: pgfId-1363111]%This configuration allowed only on microsecond precision probe
     

     
      [bookmark: pgfId-1363112]switch(config-ip-sla-jitter)# ip sla schedule 1 life forever start-time after 00:00:06
     

      [bookmark: pgfId-1363113]switch(config)#
 
    
 
     
      [bookmark: pgfId-1363123]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1363116]Command
          
  
         	 
           
           [bookmark: pgfId-1363118]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1363122]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1363623][bookmark: marker-1373338]owner
 
     [bookmark: pgfId-1363624]To configure the Simple Network Management Protocol (SNMP) owner of a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the owner command in the appropriate submode of IP SLA configuration. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1363632]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1363631]Name of the SNMP owner. The maximum size is 127 characters. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1363633]
      
         
      
 Command Default
 
      [bookmark: pgfId-1363634]No owner is specified.
 
    
 
   
 
    
     [bookmark: pgfId-1363635]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1363636]IP SLA configuration mode (config-ip-sla)
 
     UDP jitter configuration mode (config-ip-sla-jitter)
 
     
      [bookmark: pgfId-1363647]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1363640]Release
          
  
         	 
           
           [bookmark: pgfId-1363642]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1363644]6.1(1)
  
         	 [bookmark: pgfId-1363646]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1363648]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1363649]The owner name contains one or more of the following: ASCII form of the network management station’s transport address, network management station name (that is, the domain name), and network management personnel’s name, location, or phone number. In some cases, the agent itself will be the owner of the operation. In these cases, the name can begin with “agent.”
 
      [bookmark: pgfId-1363650]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1363651]
       
      
 Examples
 
      [bookmark: pgfId-1363652]This example shows how to set the owner of IP SLAs UDP echo operation 1 to 1234:
 
     
      [bookmark: pgfId-1363653]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1363654]switch(config-ip-sla)# udp-echo 192.168.202.169 9006 
     

     
      [bookmark: pgfId-1363655]switch(config-ip-sla-udp)# owner 1234
     

     
      [bookmark: pgfId-1363656]switch(config-ip-sla-jitter)# ip sla schedule 1 life forever start-time after 00:00:06
     

     
      [bookmark: pgfId-1363657]switch(config)#
     

    
 
     
      [bookmark: pgfId-1363667]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1363660]Command
          
  
         	 
           
           [bookmark: pgfId-1363662]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1363666]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1372551][bookmark: marker-1373395]permit ip
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1372560]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1372559]Source network address and the destination network address. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372561]
      
         
      
 Command Default
 
      [bookmark: pgfId-1372562]None.
 
    
 
   
 
    
     [bookmark: pgfId-1372563]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1372564]IP ACL configuration mode
 
     
      [bookmark: pgfId-1372574]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1372567]Release
          
  
         	 
           
           [bookmark: pgfId-1372569]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1372571]6.2(2)
  
         	 [bookmark: pgfId-1372573]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372575]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1372576]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1372577]
       
      
 Examples
 
      [bookmark: pgfId-1372578]This example shows how to create an access control list (ACL) rule that permits traffic matching its conditions: 
 
     
      [bookmark: pgfId-1372579]switch(config)# ip access-list acl 
     

     
      [bookmark: pgfId-1372580]switch(config-acl)# permit ip 10.2.2.20/24 10.1.1.1/32
     

      [bookmark: pgfId-1372581]switch(config-acl)#
 
    
 
     
      [bookmark: pgfId-1372591]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1372584]Command
          
  
         	 
           
           [bookmark: pgfId-1372586]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1372590]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1364191][bookmark: marker-1373402]precision
 
     [bookmark: pgfId-1364192]To set the level of precision at which the statistics for a Cisco NX-OS IP Service Level Agreements (SLAs) operation are measured, use the precision command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1364204]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1364199]Sets the precision of IP SLAs operation measurements to 1 millisecond (ms). 
  
        
 
         
         	 [bookmark: pgfId-1364201]microseconds
  
         	 [bookmark: pgfId-1364203]Sets the precision of IP SLAs operation measurements to 1 microsecond (usec).
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364205]
      
         
      
 Command Default
 
      [bookmark: pgfId-1364206]Measurements for the IP SLAs operation are displayed in milliseconds.
 
    
 
   
 
    
     [bookmark: pgfId-1364207]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1364208]IP SLA configuration mode
 
     [bookmark: pgfId-1364209]UDP jitter configuration mode (config-ip-sla)
 
     
      [bookmark: pgfId-1364219]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364212]Release
          
  
         	 
           
           [bookmark: pgfId-1364214]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1364216]6.1(1)
  
         	 [bookmark: pgfId-1364218]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364220]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1364221]If the milliseconds keyword is configured (default), the measurements for an IP SLAs operation are displayed with the granularity of 1 ms. For example, a value of 22 equals 22 ms. If you use the microseconds keyword, the measurements for an IP SLAs operation are displayed with the granularity of 1 microsecond. For example, a value of 202 equals 202 microseconds.
 
      [bookmark: pgfId-1364222]This command is supported by the IP SLAs User Datagram Protocol (UDP) jitter operation only.
 
    
 
     
      [bookmark: pgfId-1364223]
       
      
 Examples
 
      [bookmark: pgfId-1364224]This example shows how to enable microsecond precision, configure the Network Time Protocol (NTP) synchronization offset tolerance to 10 percent, and set the packet priority to high for an IP SLAs UDP jitter operation.
 
     
      [bookmark: pgfId-1364225]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1364226]switch(config-ip-sla)# udp-jitter 192.168.202.169 9006 
     

     
      [bookmark: pgfId-1364227]switch(config-ip-sla-jitter)# precision microseconds 
     

     
      [bookmark: pgfId-1364228]switch(config-ip-sla-jitter)# clock-tolerance ntp oneway percent 10 
     

     
      [bookmark: pgfId-1364229]switch(config-ip-sla-jitter)# ip sla schedule 1 life forever start-time after 00:00:06
     

      [bookmark: pgfId-1364230]switch(config)#
 
    
 
     
      [bookmark: pgfId-1364240]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364233]Command
          
  
         	 
           
           [bookmark: pgfId-1364235]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1364239]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1364595][bookmark: marker-1373407]request-data-size 
 
     [bookmark: pgfId-1364596]To set the protocol data size in the payload of a Cisco NXOS IP Service Level Agreements (SLAs) operation’s request packet, use the request-data-size command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1364604]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1364603]Size of the protocol data in the payload of the request packet of the operation, in bytes. The range is from 4 to 1500.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364605]
      
         
      
 Command Default
 
      [bookmark: pgfId-1364606]The default data size varies depending on the type of IP SLAs operation that you are configuring.
 
    
 
   
 
    
     [bookmark: pgfId-1364607]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1364608]IP SLA configuration mode (config-ip-sla)
 
     [bookmark: pgfId-1364609]UDP echo configuration mode (config-ip-sla-udp)
 
     
      [bookmark: pgfId-1364619]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364612]Release
          
  
         	 
           
           [bookmark: pgfId-1364614]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1364616]6.1(1)
  
         	 [bookmark: pgfId-1364618]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364620]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1364621]The request-data-size command can be used to set the padding size for the data frame of an IP SLAs Ethernet operation.
 
      [bookmark: pgfId-1364622]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1364623]
       
      
 Examples
 
      [bookmark: pgfId-1364624]This example shows how to set the request packet size to 40 bytes for an IP SLAs UDP echo operation:
 
     
      [bookmark: pgfId-1364625]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1364626]switch(config-ip-sla)# udp-echo 172.16.1.175 1
     

     
      [bookmark: pgfId-1364627]switch(config-ip-sla-udp)# request-data-size 40
     

     
      [bookmark: pgfId-1364628]switch(config-ip-sla-udp)# ip sla schedule 3 life forever start-time now life forever
     

     
      [bookmark: pgfId-1364629]switch(config)# 
     

    
 
     
      [bookmark: pgfId-1364639]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364632]Command
          
  
         	 
           
           [bookmark: pgfId-1364634]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1364638]Begins the configuration for an IP SLAs LSP Health Monitor operation and enters auto IP SLA MPLS configuration mode.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1372092][bookmark: marker-1373412]route-map 
 
     [bookmark: pgfId-1372093]To specify a route map, use the route-map command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1372101]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1372100]Route map name. The maximum size is 63 characters.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372102]
      
         
      
 Command Default
 
      [bookmark: pgfId-1372103]None
 
    
 
   
 
    
     [bookmark: pgfId-1372104]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1372105]Route-map configuration mode (config-route-map)
 
     
      [bookmark: pgfId-1372115]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1372108]Release
          
  
         	 
           
           [bookmark: pgfId-1372110]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1372112]6.2(2)
  
         	 [bookmark: pgfId-1372114]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372116]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1372117]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1372118]
       
      
 Examples
 
      [bookmark: pgfId-1372119]This example shows how to specify a route map:
 
     
      [bookmark: pgfId-1372120]switch# configure terminal
     

     
      [bookmark: pgfId-1372121]switch(config)# route-map PBR
     

     
      [bookmark: pgfId-1372122]switch(config-route-map)# 
     

    
 
     
      [bookmark: pgfId-1372132]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1372125]Command
          
  
         	 
           
           [bookmark: pgfId-1372127]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1372131]Begins the configuration for an IP SLAs LSP Health Monitor operation and enters auto IP SLA MPLS configuration mode.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1377238][bookmark: marker-1373421][bookmark: marker-1376475]set ip default next-hop[bookmark: marker-1377237]
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1377256]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1377247]IPv4 address of the next hop to which packets are output.The next hop must be an adjacent router. You can configure up to 32 IP addresses.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377251](Optional) Enables load sharing.
  
        
 
         
         	 [bookmark: pgfId-1377253]verify-availability
  
         	 [bookmark: pgfId-1377255]Verifies the reachability of the tracked object.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1377257]
      
         
      
 Defaults
 
      [bookmark: pgfId-1377258]Disabled
 
    
 
   
 
    
     [bookmark: pgfId-1377259]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1377260]Route-map configuration (config-route-map)
 
     
     [bookmark: pgfId-1377261]
     
        
     
 Supported User Roles
    
 
     vdc-admin
 
     
      [bookmark: pgfId-1377272]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1377265]Release
          
  
         	 
           
           [bookmark: pgfId-1377267]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1377269]4.0(1)
  
         	 [bookmark: pgfId-1377271]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1377273]
      
         
      
 Usage Guidelines
 
      
 
      command needs to be adjacent to the router. The optional specified IP addresses are tried in turn.
 
      commands are met. 
 
      [bookmark: pgfId-1377279]The set clauses can be used with one another. They are evaluated in the following order:
 
      
 
      
 
      
       
     
 
     
 
     [bookmark: pgfId-1377282]Note The set ip next-hop and set ip default next-hop command are similar but have a different order of operations. Configuring the set ip next-hop command causes the system to use policy routing first and then use the routing table. Configuring the set ip default next-hop command causes the system to use the routing table first and then policy route the specified next hop.

      
     

     
 
      command when there is condition match. Even if there is a default route present in the VRF, that default route overrides what is set in the command. This applies to software-forwarded traffic only.
 
      [bookmark: pgfId-1377284]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1377285]
       
      
 Examples
 
      [bookmark: pgfId-1377286]This example shows how to configure a route map that sets the IPv4 default next-hop address as the default:
 
     
      [bookmark: pgfId-1377287]switch(config)# ip access-list test
     

     
      [bookmark: pgfId-1377288]switch(config-ip-acl)# permit ip 192.0.2.0/24 any 
     

     
      [bookmark: pgfId-1377289]switch(config-ip-acl)# exit
     

     
      [bookmark: pgfId-1377290]switch(config)# route-map equal-access 
     

     
      [bookmark: pgfId-1377291]switch(config-route-map)# match ip address test
     

     
      [bookmark: pgfId-1377292]switch(config-route-map)# set ip default next-hop ip 192.0.2.3
     

     
      [bookmark: pgfId-1377293]switch(config-route-map))# exit
     

     
      [bookmark: pgfId-1377294]switch(config)# interface externet 2/1
     

     
      [bookmark: pgfId-1377295]switch(config-if)# ip policy route-map equal-access
     

     
      [bookmark: pgfId-1377296]
     

     
      [bookmark: pgfId-1377297]
     

    
 
     
      [bookmark: pgfId-1377371]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1377300]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1377302]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377306]Matches a BGP autonomous system path access list.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377310]Matches a BGP community.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377314]Distributes any routes that have a destination network number address that is permitted by a standard or expanded access list, and performs policy routing on packets.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377318]Redistributes any routes that have a next hop router address passed by one of the access lists specified.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377322]Redistributes routes that have been advertised by routers and access servers at the address specified by the access lists.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377326]Redistributes routes with the metric specified.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377330]Redistributes routes in the routing table that match the specified tags.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377334]Defines the conditions for redistributing routes from one routing protocol into another, or enables policy routing.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377338]Modifies an autonomous system path for BGP routes.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377342]Sets the BGP communities attribute.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377346]Indicates where to import routes.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377350]Specifies a preference value for the autonomous system path.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377354]Sets the metric value for a routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377358]Sets the metric type for the destination routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377362]Specifies the address of the next hop.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377366]Sets a tag value of the destination routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377370]Specifies the BGP weight for the routing table.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1372900]set ip next-hop verify-availability
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1372917]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1372908]IP address of the next hop to which packets will be forwarded.
  
        
 
         
         	 [bookmark: pgfId-1372910]track
  
         	 [bookmark: pgfId-1372912](Optional) The tracking method is track.
  
        
 
         
         	 [bookmark: pgfId-1372914]object
  
         	 [bookmark: pgfId-1372916]Object number that the tracking subsystem is tracking. The acceptable range is from 1 to 500.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1376800](Optional) Enables load sharing.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372918]
      
         
      
 Command Default
 
      [bookmark: pgfId-1372919]The NTP clock synchronization tolerance is set to 0 percent.
 
    
 
   
 
    
     [bookmark: pgfId-1372920]
     
        
     
 Command Modes
 
     
      [bookmark: pgfId-1376387]UDP jitter configuration mode (config-ip-sla-jitter)
 
      
 
    
 
     
      [bookmark: pgfId-1376379]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1376372]Release
          
  
         	 
           
           [bookmark: pgfId-1376374]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1376376]6.2(2)
  
         	 [bookmark: pgfId-1376378]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1372932]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1372933]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1372934]
       
      
 Examples
 
      [bookmark: pgfId-1372935]This example shows how to configure the route map to verify the reachability of the tracked object:
 
     
      [bookmark: pgfId-1372936]switch(config-route-map)# set ip next-hop verify-availability 10.3.3.2
     

     
      [bookmark: pgfId-1372937]track 1
     

     
      [bookmark: pgfId-1372938]
     

    
 
     
      [bookmark: pgfId-1375900]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1375893]Command
          
  
         	 
           
           [bookmark: pgfId-1375895]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1375899]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1377662][bookmark: marker-1375901]set ipv6 default next-hop[bookmark: marker-1377661]
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1377679]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1377670]IPv6 address of the next hop to which packets are output.The next hop must be an adjacent router. You can configure up to 32 IPv6 addresses.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377674](Optional) Enables load sharing.
  
        
 
         
         	 [bookmark: pgfId-1377676]verify-availability
  
         	 [bookmark: pgfId-1377678]Verifies the reachability of the tracked object.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1377680]
      
         
      
 Defaults
 
      [bookmark: pgfId-1377681]This command is disabled by default.
 
    
 
   
 
    
     [bookmark: pgfId-1377682]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1377683]Route-map configuration (config-route-map)
 
     
     [bookmark: pgfId-1377684]
     
        
     
 Supported User Roles
    
 
     vdc-admin
 
     
      [bookmark: pgfId-1377695]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1377688]Release
          
  
         	 
           
           [bookmark: pgfId-1377690]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1377692]4.2(1)
  
         	 [bookmark: pgfId-1377694]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1377696]
      
         
      
 Usage Guidelines
 
      
 
      command needs to be adjacent to the router. The optional specified IP addresses are tried in turn.
 
      commands are met. 
 
      [bookmark: pgfId-1377701]The set clauses can be used with one another. They are evaluated in the following order:
 
      
 
      
 
      
       
     
 
     
 
     [bookmark: pgfId-1377704]Note The set ipv6 next-hop and set ipv6 default next-hop are similar commands but have a different order of operations. Configuring the set ipv6 next-hop command causes the system to use policy routing first and then use the routing table. Configuring the set ipv6 default next-hop command causes the system to use the routing table first and then policy route the specified next hop.

      
     

     
 
      [bookmark: pgfId-1377705]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1377706]
       
      
 Examples
 
      [bookmark: pgfId-1377707]This example shows how to configure a route map that sets the IPv6 default next-hop address:
 
     
      [bookmark: pgfId-1377708]switch(config)# ipv6 access-list test
     

     
      [bookmark: pgfId-1377709]switch(config-ipv6-acl)# permit ipv6 2001:0DB8::/48 any 
     

     
      [bookmark: pgfId-1377710]switch(config-ipv6-acl)# exit
     

     
      [bookmark: pgfId-1377711]switch(config)# route-map equal-access 
     

     
      [bookmark: pgfId-1377712]switch(config-route-map)# match ipv6 address test
     

     
      [bookmark: pgfId-1377713]switch(config-route-map)# set ipv6 default next-hop 2001:0DB8::3
     

     
      [bookmark: pgfId-1377714]switch(config-route-map))# exit
     

     
      [bookmark: pgfId-1377715]switch(config)# interface externet 2/1
     

     
      [bookmark: pgfId-1377716]switch(config-if)# ipv6 policy route-map equal-access
     

     
      [bookmark: pgfId-1377717]
     

    
 
     
      [bookmark: pgfId-1377791]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1377720]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1377722]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377726]Matches a BGP autonomous system path access list.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377730]Matches a BGP community.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377734]Distributes any routes that have a destination network number address that is permitted by a standard or expanded access list, and performs policy routing on packets.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377738]Redistributes any routes that have a next hop router address passed by one of the access lists specified.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377742]Redistributes routes that have been advertised by routers and access servers at the address specified by the access lists.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377746]Redistributes routes with the metric specified.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377750]Redistributes routes in the routing table that match the specified tags.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377754]Defines the conditions for redistributing routes from one routing protocol into another, or enables policy routing.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377758]Modifies an autonomous system path for BGP routes.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377762]Sets the BGP communities attribute.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377766]Indicates where to import routes.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377770]Specifies a preference value for the autonomous system path.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377774]Sets the metric value for a routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377778]Sets the metric type for the destination routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377782]Specifies the address of the next hop.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377786]Sets a tag value of the destination routing protocol.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1377790]Specifies the BGP weight for the routing table.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1375902]set ipv6 next-hop verify-availability
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1375919]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1375910]IPv6 address of the next hop to which packets will be forwarded.
  
        
 
         
         	 [bookmark: pgfId-1375912]track
  
         	 [bookmark: pgfId-1375914](Optional) The tracking method is track.
  
        
 
         
         	 [bookmark: pgfId-1375916]object
  
         	 [bookmark: pgfId-1375918]Object number that the tracking subsystem is tracking. The acceptable range is from 1 to 500.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1375920]
      
         
      
 Command Default
 
      [bookmark: pgfId-1375921]The NTP clock synchronization tolerance is set to 0 percent.
 
    
 
   
 
    
     [bookmark: pgfId-1375922]
     
        
     
 Command Modes
 
     
      [bookmark: pgfId-1376400]UDP jitter configuration mode (config-ip-sla-jitter)
 
      
 
    
 
     
      [bookmark: pgfId-1375933]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1375926]Release
          
  
         	 
           
           [bookmark: pgfId-1375928]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1375930]6.2(2)
  
         	 [bookmark: pgfId-1375932]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1375934]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1375935]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1375936]
       
      
 Examples
 
      [bookmark: pgfId-1376451]This example shows how to configure the route map to verify the reachability of the tracked object:
 
     
      [bookmark: pgfId-1376452]switch(config-route-map)# set ipv6 next-hop verify-availability 2001:DB8:1::1
     

     
      [bookmark: pgfId-1376453]track 1
     

     
      [bookmark: pgfId-1375940]
     

    
 
     
      [bookmark: pgfId-1375950]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1375943]Command
          
  
         	 
           
           [bookmark: pgfId-1375945]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1375949]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1375951]show ip sla application
 
     [bookmark: pgfId-1375952]To display global information about the Cisco NX-OS IP Service Level Agreements (SLAs) application, use the show ip sla application command.
 
     
 
     
      [bookmark: pgfId-1364708]
      
         
      
 Syntax Description
 
      [bookmark: pgfId-1364709]This command has no arguments or keywords.
 
    
 
     
      [bookmark: pgfId-1364710]
      
         
      
 Command Default
 
      [bookmark: pgfId-1364711]Displays output for all running IP SLAs operations.
 
    
 
   
 
    
     [bookmark: pgfId-1364712]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1364713]User EXEC
 
     [bookmark: pgfId-1364714]Privileged EXEC
 
     
      [bookmark: pgfId-1364724]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364717]Release
          
  
         	 
           
           [bookmark: pgfId-1364719]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1364721]6.1(1)
  
         	 [bookmark: pgfId-1364723]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364725]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1364726]Use the show ip sla application command to display information such as the supported operation types and supported protocols.
 
      [bookmark: pgfId-1364727]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1364728]
       
      
 Examples
 
      [bookmark: pgfId-1364729]This example shows how to display information about the IP SLA application:
 
     
      [bookmark: pgfId-1364730]switch# show ip sla application 
     

     
      [bookmark: pgfId-1364731]IP Service Level Agreements
     

     
      [bookmark: pgfId-1364732]Version: Round Trip Time MIB 2.2.0, Infrastructure Engine-III
     

     
      [bookmark: pgfId-1364733]
     

     
      [bookmark: pgfId-1364734]Supported Operation Types:
     

     
      [bookmark: pgfId-1364735] udpEcho, tcpConnect, udpJitter
     

     
      [bookmark: pgfId-1364736]
     

     
      [bookmark: pgfId-1364737]Supported Features:
     

     
      [bookmark: pgfId-1364738]
     

     
      [bookmark: pgfId-1364739]IP SLAs low memory water mark: 82503446
     

     
      [bookmark: pgfId-1364740]Estimated system max number of entries: 60427
     

     
      [bookmark: pgfId-1364741]
     

     
      [bookmark: pgfId-1364742]Estimated number of configurable operations: 60417
     

     
      [bookmark: pgfId-1364743]Number of Entries configured : 10
     

     
      [bookmark: pgfId-1364744]Number of active Entries : 4
     

     
      [bookmark: pgfId-1364745]Number of pending Entries : 0
     

     
      [bookmark: pgfId-1364746]Number of inactive Entries : 6
     

     
      [bookmark: pgfId-1364747]Time of last change in whole IP SLAs: 02:43:20 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1364748]switch#
     

     
      [bookmark: pgfId-1364749]
     

    
 
     
      [bookmark: pgfId-1364759]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364752]Command
          
  
         	 
           
           [bookmark: pgfId-1364754]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1364758]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1365130][bookmark: marker-1373439]show ip sla configuration
 
     [bookmark: pgfId-1365131]To display configuration values including all defaults for all Cisco NX-OS IP Service Level Agreements (SLAs) operations or a specified operation, use the show ip sla configuration command.
 
     
 
     
      [bookmark: pgfId-1365138]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1365137](Optional) Displays the number of the IP SLAs operation for which the details are displayed. The range is from 1 to 2147483647.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1365139]
      
         
      
 Command Default
 
      [bookmark: pgfId-1365140]User EXEC
 
      [bookmark: pgfId-1365141]Privileged EXEC
 
    
 
   
 
    
     [bookmark: pgfId-1365142]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1365143]None
 
     
      [bookmark: pgfId-1365153]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1365146]Release
          
  
         	 
           
           [bookmark: pgfId-1365148]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1365150]6.1(1)
  
         	 [bookmark: pgfId-1365152]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1365154]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1365155]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1365156]
       
      
 Examples
 
      [bookmark: pgfId-1365157]This example shows how to display the configuration values including all defaults for all Cisco NX-OS IP Service Level Agreements (SLAs) operations or a specified operation: 
 
     
      [bookmark: pgfId-1365158]switch# show ip sla configuration 3
     

     
      [bookmark: pgfId-1365159]IP SLAs Infrastructure Engine-III
     

     
      [bookmark: pgfId-1365160]Entry number: 3
     

     
      [bookmark: pgfId-1365161]Owner: 12345
     

     
      [bookmark: pgfId-1365162]Tag:
     

     
      [bookmark: pgfId-1365163]Operation timeout (milliseconds): 5000
     

     
      [bookmark: pgfId-1365164]Type of operation to perform: udp-echo
     

     
      [bookmark: pgfId-1365165]Target address/Source address: 172.16.1.176/0.0.0.0
     

     
      [bookmark: pgfId-1365166]Target port/Source port: 1/0
     

     
      [bookmark: pgfId-1365167]Type Of Service parameter: 0x80
     

     
      [bookmark: pgfId-1365168]Request size (ARR data portion): 16
     

     
      [bookmark: pgfId-1365169]Verify data: No
     

     
      [bookmark: pgfId-1365170]Data pattern:
     

     
      [bookmark: pgfId-1365171]Vrf Name: default
     

     
      [bookmark: pgfId-1365172]Control Packets: enabled
     

     
      [bookmark: pgfId-1365173]Schedule:
     

     
      [bookmark: pgfId-1365174] Operation frequency (seconds): 60 (not considered if randomly schedule
     

     
      [bookmark: pgfId-1365175] Next Scheduled Start Time: Pending trigger
     

     
      [bookmark: pgfId-1365176] Group Scheduled : FALSE
     

     
      [bookmark: pgfId-1365177] Randomly Scheduled : FALSE
     

     
      [bookmark: pgfId-1365178] Life (seconds): 3600
     

     
      [bookmark: pgfId-1365179] Entry Ageout (seconds): never
     

     
      [bookmark: pgfId-1365180] Recurring (Starting Everyday): FALSE
     

     
      [bookmark: pgfId-1365181] Status of entry (SNMP RowStatus): notInService
     

     
      [bookmark: pgfId-1365182]Threshold (milliseconds): 5000
     

     
      [bookmark: pgfId-1365183]Distribution Statistics:
     

     
      [bookmark: pgfId-1365184] Number of statistic hours kept: 2
     

     
      [bookmark: pgfId-1365185] Number of statistic distribution buckets kept: 1
     

     
      [bookmark: pgfId-1365186] Statistic distribution interval (milliseconds): 20
     

     
      [bookmark: pgfId-1365187]History Statistics:
     

     
      [bookmark: pgfId-1365188] Number of history Lives kept: 0
     

     
      [bookmark: pgfId-1365189] Number of history Buckets kept: 15
     

     
      [bookmark: pgfId-1365190] History Filter Type: None
     

     
      [bookmark: pgfId-1365191]switch#
     

      [bookmark: pgfId-1365192]
 
    
 
     
      [bookmark: pgfId-1365202]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1365195]Command
          
  
         	 
           
           [bookmark: pgfId-1365197]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1365201]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1364765][bookmark: marker-1373446]show ip sla group schedule
 
     [bookmark: pgfId-1364766]To display the group schedule details for Cisco NX-OS IP Service Level Agreements (SLAs) operations, use the show ip sla group schedule command.
 
     
 
     
      [bookmark: pgfId-1364773]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1364772](Optional) Number of the IP SLAs group operation. The range is from 1 to 2147483647.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364774]
      
         
      
 Command Default
 
      [bookmark: pgfId-1364775]None
 
    
 
   
 
    
     [bookmark: pgfId-1364776]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1364777]User EXEC mode
 
     [bookmark: pgfId-1364778]Privileged EXEC mode
 
     
      [bookmark: pgfId-1364788]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364781]Release
          
  
         	 
           
           [bookmark: pgfId-1364783]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1364785]6.1(1)
  
         	 [bookmark: pgfId-1364787]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1364789]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1364790]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1364791]
       
      
 Examples
 
      [bookmark: pgfId-1364792]This example shows how to display the information about group (multiple) scheduling. The last line in this example indicates that the IP SLAs operations are multiple times scheduled (TRUE):
 
     
      [bookmark: pgfId-1364793]switch# show ip sla group schedule
     

     
      [bookmark: pgfId-1364794]Multi-Scheduling Configuration:
     

     
      [bookmark: pgfId-1364795]Group Entry Number: 1
     

     
      [bookmark: pgfId-1364796]Probes to be scheduled: 2,3,4,9-30,89
     

     
      [bookmark: pgfId-1364797]Schedule period :60
     

     
      [bookmark: pgfId-1364798]Group operation frequency: 30
     

     
      [bookmark: pgfId-1364799]Multi-scheduled: TRUE
     

     
      [bookmark: pgfId-1364800]switch#
     

    
 
     
      [bookmark: pgfId-1364810]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1364803]Command
          
  
         	 
           
           [bookmark: pgfId-1364805]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1364809]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1365433][bookmark: marker-1373453]show ip sla statistics
 
     [bookmark: pgfId-1365434]To display the current operational status and statistics of all Cisco NX-OS IP Service Level Agreements (SLAs) operations or a specified operation over the last one hour, use the show ip sla statistics command.
 
     
 
     
      [bookmark: pgfId-1365449]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1365440](Optional) Number of the operation for which operational status and statistics are displayed. 
  
        
 
         
         	 
  
         	 
  
        
 
         
         	 [bookmark: pgfId-1365446]details
  
         	 [bookmark: pgfId-1365448](Operational) Operational status and statistics are displayed in greater detail.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1365450]
      
         
      
 Command Default
 
      [bookmark: pgfId-1365451]User EXEC
 
      [bookmark: pgfId-1365452]Privileged EXEC
 
    
 
   
 
    
     [bookmark: pgfId-1365453]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1365454]Displays output for all running IP SLAs operations.
 
     
      [bookmark: pgfId-1365464]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1365457]Release
          
  
         	 
           
           [bookmark: pgfId-1365459]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1365461]6.1(1)
  
         	 [bookmark: pgfId-1365463]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1365465]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1365466]Use the show ip sla statistics command to display the current state of IP SLAs operations, including how much life the operation has left, whether the operation is active, and the completion time. The output also includes the monitoring data returned for the last (most recently completed) operation.
 
      [bookmark: pgfId-1365467]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1365468]
       
      
 Examples
 
      [bookmark: pgfId-1365469]This example shows how to display the operational status and statistics over the last one hour:
 
     
      [bookmark: pgfId-1365470]switch# show ip sla statistics 
     

     
      [bookmark: pgfId-1365471]IPSLAs Latest Operation Statistics
     

     
      [bookmark: pgfId-1365472]IPSLA operation id: 1
     

     
      [bookmark: pgfId-1365473] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365474]Latest operation start time: 02:53:02 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365475]Latest operation return code: No connection
     

     
      [bookmark: pgfId-1365476]Number of successes: 0
     

     
      [bookmark: pgfId-1365477]Number of failures: 17
     

     
      [bookmark: pgfId-1365478]Operation time to live: forever
     

     
      [bookmark: pgfId-1365479]IPSLA operation id: 2
     

     
      [bookmark: pgfId-1365480]Number of successes: Unknown
     

     
      [bookmark: pgfId-1365481]Number of failures: Unknown
     

     
      [bookmark: pgfId-1365482]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365483]
     

     
      [bookmark: pgfId-1365484]IPSLA operation id: 3
     

     
      [bookmark: pgfId-1365485]Number of successes: Unknown
     

     
      [bookmark: pgfId-1365486]Number of failures: Unknown
     

     
      [bookmark: pgfId-1365487]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365488]
     

     
      [bookmark: pgfId-1365489]IPSLA operation id: 4
     

     
      [bookmark: pgfId-1365490]Number of successes: Unknown
     

     
      [bookmark: pgfId-1365491]Number of failures: Unknown
     

     
      [bookmark: pgfId-1365492]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365493]
     

     
      [bookmark: pgfId-1365494]IPSLA operation id: 5
     

     
      [bookmark: pgfId-1365495] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365496]Latest operation start time: 02:52:40 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365497]Latest operation return code: No connection
     

     
      [bookmark: pgfId-1365498]Number of successes: 0
     

     
      [bookmark: pgfId-1365499]Number of failures: 59
     

     
      [bookmark: pgfId-1365500]Operation time to live: forever
     

     
      [bookmark: pgfId-1365501]
     

     
      [bookmark: pgfId-1365502]IPSLA operation id: 6
     

     
      [bookmark: pgfId-1365503]Number of successes: Unknown
     

     
      [bookmark: pgfId-1365504]Number of failures: Unknown
     

     
      [bookmark: pgfId-1365505]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365506]
     

     
      [bookmark: pgfId-1365507]IPSLA operation id: 10
     

     
      [bookmark: pgfId-1365508] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365509]Latest operation start time: 02:52:50 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365510]Latest operation return code: Timeout
     

     
      [bookmark: pgfId-1365511]Number of successes: 0
     

     
      [bookmark: pgfId-1365512]Number of failures: 4
     

     
      [bookmark: pgfId-1365513]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365514]
     

     
      [bookmark: pgfId-1365515]IPSLA operation id: 11
     

     
      [bookmark: pgfId-1365516] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365517]Latest operation start time: 02:52:55 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365518]Latest operation return code: No connection
     

     
      [bookmark: pgfId-1365519]Number of successes: 0
     

     
      [bookmark: pgfId-1365520]Number of failures: 30
     

     
      [bookmark: pgfId-1365521]Operation time to live: forever
     

     
      [bookmark: pgfId-1365522]
     

     
      [bookmark: pgfId-1365523]IPSLA operation id: 12
     

     
      [bookmark: pgfId-1365524] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365525]Latest operation start time: 02:52:20 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365526]Latest operation return code: No connection
     

     
      [bookmark: pgfId-1365527]Number of successes: 0
     

     
      [bookmark: pgfId-1365528]Number of failures: 31
     

     
      [bookmark: pgfId-1365529]Operation time to live: forever
     

     
      [bookmark: pgfId-1365530]
     

     
      [bookmark: pgfId-1365531]IPSLA operation id: 99
     

     
      [bookmark: pgfId-1365532]Type of operation: udp-jitter
     

     
      [bookmark: pgfId-1365533] Latest RTT: NoConnection/Busy/Timeout
     

     
      [bookmark: pgfId-1365534]Latest operation start time: 01:36:53 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365535]Latest operation return code: No connection
     

     
      [bookmark: pgfId-1365536]RTT Values:
     

     
      [bookmark: pgfId-1365537] Number Of RTT: 0 RTT Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365538]Latency one-way time:
     

     
      [bookmark: pgfId-1365539] Number of Latency one-way Samples: 0
     

     
      [bookmark: pgfId-1365540] Source to Destination Latency one way Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365541] Destination to Source Latency one way Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365542]Jitter Time:
     

     
      [bookmark: pgfId-1365543] Number of SD Jitter Samples: 0
     

     
      [bookmark: pgfId-1365544] Number of DS Jitter Samples: 0
     

     
      [bookmark: pgfId-1365545] Source to Destination Jitter Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365546] Destination to Source Jitter Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365547]Packet Loss Values:
     

     
      [bookmark: pgfId-1365548] Loss Source to Destination: 0
     

     
      [bookmark: pgfId-1365549] Source to Destination Loss Periods Number: 0
     

     
      [bookmark: pgfId-1365550] Source to Destination Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365551] Source to Destination Inter Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365552] Loss Destination to Source: 0
     

     
      [bookmark: pgfId-1365553] Destination to Source Loss Periods Number: 0
     

     
      [bookmark: pgfId-1365554] Destination to Source Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365555] Destination to Source Inter Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365556] Out Of Sequence: 0 Tail Drop: 0
     

     
      [bookmark: pgfId-1365557] Packet Late Arrival: 0 Packet Skipped: 0
     

     
      [bookmark: pgfId-1365558]Voice Score Values:
     

     
      [bookmark: pgfId-1365559] Calculated Planning Impairment Factor (ICPIF): 0
     

     
      [bookmark: pgfId-1365560] Mean Opinion Score (MOS): 0
     

     
      [bookmark: pgfId-1365561]Number of successes: 0
     

     
      [bookmark: pgfId-1365562]Number of failures: 5
     

     
      [bookmark: pgfId-1365563]Operation time to live: 0 sec
     

     
      [bookmark: pgfId-1365564]switch#
     

      [bookmark: pgfId-1365565]
 
      [bookmark: pgfId-1365566]This example shows how to display the aggregated statistics:
 
     
      [bookmark: pgfId-1365567]switch# show ip sla statistics aggregated
     

     
      [bookmark: pgfId-1365568]IPSLAs aggregated statistics
     

     
      [bookmark: pgfId-1365569]IPSLA operation id: 1
     

     
      [bookmark: pgfId-1365570]Start Time Index: 01:37:02 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365571]Number of successes: 0
     

     
      [bookmark: pgfId-1365572]Number of failures: 60
     

     
      [bookmark: pgfId-1365573]Start Time Index: 02:37:02 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365574]Number of successes: 0
     

     
      [bookmark: pgfId-1365575]Number of failures: 23
     

     
      [bookmark: pgfId-1365576]IPSLA operation id: 2
     

     
      [bookmark: pgfId-1365577]Operation has not started
     

     
      [bookmark: pgfId-1365578]IPSLA operation id: 3
     

     
      [bookmark: pgfId-1365579]Operation has not started
     

     
      [bookmark: pgfId-1365580]IPSLA operation id: 4
     

     
      [bookmark: pgfId-1365581]Operation has not started
     

     
      [bookmark: pgfId-1365582]IPSLA operation id: 5
     

     
      [bookmark: pgfId-1365583]Start Time Index: 01:54:40 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365584]Number of successes: 0
     

     
      [bookmark: pgfId-1365585]Number of failures: 60
     

     
      [bookmark: pgfId-1365586]Start Time Index: 02:54:40 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365587]Number of successes: 0
     

     
      [bookmark: pgfId-1365588]Number of failures: 5
     

     
      [bookmark: pgfId-1365589]IPSLA operation id: 6
     

     
      [bookmark: pgfId-1365590]Operation has not started
     

     
      [bookmark: pgfId-1365591]IPSLA operation id: 10
     

     
      [bookmark: pgfId-1365592]Start Time Index: 02:48:20 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365593]Number of successes: 0
     

     
      [bookmark: pgfId-1365594]Number of failures: 4
     

     
      [bookmark: pgfId-1365595]IPSLA operation id: 11
     

     
      [bookmark: pgfId-1365596]Type of operation: tcp-connect
     

     
      [bookmark: pgfId-1365597]Start Time Index: 01:23:55 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365598]Number of successes: 0
     

     
      [bookmark: pgfId-1365599]Number of failures: 60
     

     
      [bookmark: pgfId-1365600]Start Time Index: 02:23:55 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365601]Number of successes: 0
     

     
      [bookmark: pgfId-1365602]Number of failures: 36
     

     
      [bookmark: pgfId-1365603]IPSLA operation id: 12
     

     
      [bookmark: pgfId-1365604]Start Time Index: 01:22:20 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365605]Number of successes: 0
     

     
      [bookmark: pgfId-1365606]Number of failures: 60
     

     
      [bookmark: pgfId-1365607]Start Time Index: 02:22:20 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365608]Number of successes: 0
     

     
      [bookmark: pgfId-1365609]Number of failures: 37
     

     
      [bookmark: pgfId-1365610]IPSLA operation id: 99
     

     
      [bookmark: pgfId-1365611]Start Time Index: 01:32:53 UTC Fri Apr 13 2012
     

     
      [bookmark: pgfId-1365612]Type of operation: udp-jitter
     

     
      [bookmark: pgfId-1365613]Voice Scores:
     

     
      [bookmark: pgfId-1365614] MinOfICPIF: 0 MaxOfICPIF: 0 MinOfMOS: 0 MaxOfMOS: 0
     

     
      [bookmark: pgfId-1365615]RTT Values:
     

     
      [bookmark: pgfId-1365616] Number Of RTT: 0 RTT Min/Avg/Max: 0/0/0 millisecond
     

     
      [bookmark: pgfId-1365617]Latency one-way time:
     

     
      [bookmark: pgfId-1365618] Number of Latency one-way Samples: 0
     

     
      [bookmark: pgfId-1365619] Source to Destination Latency one way Min/Avg/Max: 0/0/0 milliseco
     

     
      [bookmark: pgfId-1365620] Destination to Source Latency one way Min/Avg/Max: 0/0/0 milliseco
     

     
      [bookmark: pgfId-1365621]Jitter Time:
     

     
      [bookmark: pgfId-1365622] Number of SD Jitter Samples: 0
     

     
      [bookmark: pgfId-1365623] Number of DS Jitter Samples: 0
     

     
      [bookmark: pgfId-1365624] Source to Destination Jitter Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365625] Destination to Source Jitter Min/Avg/Max: 0/0/0 milliseconds
     

     
      [bookmark: pgfId-1365626]Packet Loss Values:
     

     
      [bookmark: pgfId-1365627] Loss Source to Destination: 0
     

     
      [bookmark: pgfId-1365628] Source to Destination Loss Periods Number: 0
     

     
      [bookmark: pgfId-1365629] Source to Destination Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365630] Source to Destination Inter Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365631] Loss Destination to Source: 0
     

     
      [bookmark: pgfId-1365632] Destination to Source Loss Periods Number: 0
     

     
      [bookmark: pgfId-1365633] Destination to Source Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365634] Destination to Source Inter Loss Period Length Min/Max: 0/0
     

     
      [bookmark: pgfId-1365635] Out Of Sequence: 0 Tail Drop: 0
     

     
      [bookmark: pgfId-1365636] Packet Late Arrival: 0 Packet Skipped: 0
     

     
      [bookmark: pgfId-1365637]Number of successes: 0
     

     
      [bookmark: pgfId-1365638]Number of failures: 5
     

     
      [bookmark: pgfId-1365639]switch#
     

    
 
     
      [bookmark: pgfId-1365649]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1365642]Command
          
  
         	 
           
           [bookmark: pgfId-1365644]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1365648]Displays the configuration including default values of IP SLAs auto-measure groups.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1365988][bookmark: marker-1373460]tag
 
     form of this command.
 
     
 
     tag
 
     
      [bookmark: pgfId-1365997]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1365996]Name of a group to which the operation belongs. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1365999]
      
         
      
 Defaults[bookmark: 30421]
 
      [bookmark: pgfId-1366000]No tag identifier is specified.
 
    
 
   
 
    
     [bookmark: pgfId-1366001]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1366002]IP SLA configuration (ip-sla-config).
 
     
      [bookmark: pgfId-1366012]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366005]Release
          
  
         	 
           
           [bookmark: pgfId-1366007]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1366009]6.1(1)
  
         	 [bookmark: pgfId-1366011]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1366013]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1366014]An operation tag is used to logically link operations in a group.
 
      [bookmark: pgfId-1366015]Tags can be used to support automation (for example, by using the same tag for two different operations on two different routers echoing the same target).
 
    
 
     
      [bookmark: pgfId-1366016]
       
      
 Examples
 
      [bookmark: pgfId-1366017]This example shows how to specify the data pattern in an IPv4 network in UDP echo configuration mode within IP SLA configuration mode: 
 
     
      [bookmark: pgfId-1366018]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1366019]switch(config-ip-sla)# udp-echo 172.16.1.176 1
     

     
      [bookmark: pgfId-1366020]switch(config-ip-sla-udp)# tag testoperation
     

     
      [bookmark: pgfId-1366021]switch(config-ip-sla-udp)# ip sla schedule 1 life forever start-time now life forever
     

      [bookmark: pgfId-1366022]switch(config)#
 
    
 
     
      [bookmark: pgfId-1366036]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366025]Command
          
  
         	 
           
           [bookmark: pgfId-1366027]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366031]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366035]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1366523][bookmark: marker-1373465]tcp-connect
 
     [bookmark: pgfId-1366524]To define a Cisco NX-OS IP Service Level Agreements (SLAs) Transmission Control Protocol (TCP) connection operation, use the tcp-connect command.
 
     
 
     
      [bookmark: pgfId-1366572]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1366530]Destination IPv4 address.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366534]Destination IPv4 hostname.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366538]Destination port number.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366542](Optional) Specifies the source IPv4 address. When a source IP address is not specified, IP SLAs choose the IP address nearest to the destination.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366546]Source IPv4 hostname.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366550]Hostname.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366554](Optional) Specifies the source port.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366558]Source port number.When a port number is not specified, IP SLAs choose an available port.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366562](Optional) Controls the IP SLAs control protocol to send a control message to the IP SLAs responder prior to sending an operation packet.
  [bookmark: pgfId-1366563]By default, IP SLAs control messages are sent to the destination device to establish a connection with the responder.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366567]Enables the IP SLAs control protocol to send a control message to the IP SLAs responder prior to sending an operation packet.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366571]Disables the IP SLAs control protocol to send a control message to the IP SLAs responder prior to sending an operation packet.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1366573]
      
         
      
 Command Default
 
      [bookmark: pgfId-1366574]No IP SLAs operation type is associated with the operation number being configured.
 
    
 
   
 
    
     [bookmark: pgfId-1366575]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1366576]IP SLA configuration (config-ip-sla)
 
     
      [bookmark: pgfId-1366586]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366579]Release
          
  
         	 
           
           [bookmark: pgfId-1366581]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1366583]6.1(1)
  
         	 [bookmark: pgfId-1366585]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1366587]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1366588]The TCP connection operation is used to discover the time required to connect to the target device. This operation can be used to test virtual circuit availability or application availability. If the target is a Cisco router, IP SLAs make a TCP connection to any port number specified by the user. If the destination is a non-Cisco IP host, you must specify a known target port number (for example, 21 for FTP, 23 for Telnet, or 80 for an HTTP server). This operation is useful in testing Telnet or HTTP connection times.
 
      [bookmark: pgfId-1366589]You must enable the IP SLAs responder on the target router before you can configure a TCP Connect operation. 
 
      [bookmark: pgfId-1366590]The control protocol is required when the target device is a Cisco router that does not natively provide the UDP or TCP Connect service. Prior to sending an operation packet to the target router, IP SLAs sends a control message to the IP SLAs responder to enable the destination port. If you disable control by using the control disable keyword combination with this command, you must define the IP address of the source for the responder by using the ip sla responder tcp-connect ipaddress command on the destination device.
 
      [bookmark: pgfId-1366591]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1366592]
       
      
 Examples
 
      [bookmark: pgfId-1366593]This example shows how to configure IP SLAs operation 11 as a TCP connection operation using the destination IP address 172.16.1.175 and the destination port 2400:
 
     
      [bookmark: pgfId-1366594]switch(config)# ip sla 11
     

     
      [bookmark: pgfId-1366595]switch(config-ip-sla)# tcp-connect 172.16.1.175 2400
     

     
      [bookmark: pgfId-1366596]!
     

     
      [bookmark: pgfId-1366597]switch(config-ip-sla-tcp)# ip sla schedule 11 start-time now life forever
     

     
      [bookmark: pgfId-1366598]switch(config)#
     

    
 
     
      [bookmark: pgfId-1366612]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366601]Command
          
  
         	 
           
           [bookmark: pgfId-1366603]Description
          
  
        
 
         
         	 [bookmark: pgfId-1366605]ip sla 
  
         	 [bookmark: pgfId-1366607]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366611]Permanently enables the IP SLAs Responder functionality on a specified IP address and port.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1366897]threshold
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1366906]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1366905]Length of time required for a rising threshold to be declared, in milliseconds (ms). The range is from 0 to 60000. The default is 5000.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1366907]
      
         
      
 Command Default
 
      [bookmark: pgfId-1366908]5000 ms
 
    
 
   
 
    
     [bookmark: pgfId-1366909]
     
        
     
 Command Modes
 
     UDP jitter configuration mode (config-ip-sla-jitter).
 
     
      [bookmark: pgfId-1366920]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366913]Release
          
  
         	 
           
           [bookmark: pgfId-1366915]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1366917]6.1(1)
  
         	 [bookmark: pgfId-1366919]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1366921]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1366922]The value specified for this command must not exceed the value specified for the timeout command.
 
      [bookmark: pgfId-1366923]The threshold value configured by this command is used only to calculate network monitoring statistics created by a Cisco NX-OS IP SLAs operation. This value is not used for generating Simple Network Management Protocol (SNMP) trap notifications. Use the ip sla reaction-configuration command to configure the thresholds for generating IP SLAs SNMP trap notifications. 
 
      [bookmark: pgfId-1366924]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1366925]
       
      
 Examples
 
      [bookmark: pgfId-1366926]This example shows how to configure the threshold of the IP SLAs UDP echo operation to 4000: 
 
     
      [bookmark: pgfId-1366927]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1366928]switch(config-ip-sla)# udp-echo 172.16.1.176 1
     

     
      [bookmark: pgfId-1366929]switch(config-ip-sla-udp)# threshold 4000
     

     
      [bookmark: pgfId-1366930]switch(config-ip-sla-udp)# ip sla schedule 1 start-time now life forever
     

     
      [bookmark: pgfId-1366931]switch(config)#
     

     
      [bookmark: pgfId-1366932]
     

    
 
     
      [bookmark: pgfId-1366946]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1366935]Command
          
  
         	 
           
           [bookmark: pgfId-1366937]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366941]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1366945]Begins the configuration for an IP SLAs auto Ethernet operation and enters IP SLA Ethernet monitor configuration mode.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1367269]timeout 
 
     form of this command.
 
     
 
     timeout
 
     
      [bookmark: pgfId-1367279]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1367277]Length of time that the operation waits to receive a response from its request packet, in milliseconds (ms). The range is from 0 to 604800000. 
  [bookmark: pgfId-1367278]The value of the milliseconds argument should be based on the sum of both the maximum round-trip time (RTT) value for the packets and the processing time of the IP SLAs operation.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1367280]
      
         
      
 Command Default
 
      [bookmark: pgfId-1367281]The default timeout value varies depending on the type of IP SLAs operation that you are configuring.
 
    
 
   
 
    
     [bookmark: pgfId-1367282]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1367283]IP SLA configuration mode (config-ip-sla)
 
     UDP jitter configuration mode (config-ip-sla-jitter)
 
     
 
     
      [bookmark: pgfId-1367295]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1367288]Release
          
  
         	 
           
           [bookmark: pgfId-1367290]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1367292]6.1(1)
  
         	 [bookmark: pgfId-1367294]This command was introduced. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1367296]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1367297]The value of the milliseconds argument should be based on the sum of both the maximum round-trip time (RTT) value for the packets and the processing time of the IP SLAs operation. 
 
      [bookmark: pgfId-1367298]Use the timeout command to set how long the operation waits to receive a response from its request packet, and use the frequency command to set the rate at which the IP SLAs operation restarts. The value specified for the timeout command cannot be greater than the value specified for the frequency command.
 
      [bookmark: pgfId-1367299]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1367300]
       
      
 Examples
 
      [bookmark: pgfId-1367301]This example shows how to set the timeout value for an IP SLAs operation 1 from 5000 ms: 
 
     
      [bookmark: pgfId-1367302]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1367303]switch(config-ip-sla)# udp-echo 172.16.1.176 1
     

     
      [bookmark: pgfId-1367304]switch(config-ip-sla-udp)# timeout 5000
     

     
      [bookmark: pgfId-1367305]switch(config-ip-sla-udp)# ip sla schedule 1 start-time now
     

     
      [bookmark: pgfId-1367306]switch(config)#
     

    
 
     
      [bookmark: pgfId-1367328]
      
         
      
 Related Commands 
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1367309]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1367311]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367315]Enters IP SLA template configuration mode for defining an auto IP SLAs operation template.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367319]Defines the IP address of the source for the Cisco NX-OS IP SLAs responder for TCP connect operations.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367323]Defines the IP address of the source for the Cisco NX-OS IP SLAs responder for UDP echo or jitter operations.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367327]Displays the configuration including default values of auto IP SLAs operation templates.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1367758]tos
 
     [bookmark: pgfId-1367759]To define a type of service (ToS) byte in the IPv4 header of a Cisco NX-OS IP Service Level Agreements (SLAs) operation, use the tos command. To return to the default value, use the no form of this command.
 
     
 
     [bookmark: pgfId-1367761]no tos 
 
     
      [bookmark: pgfId-1367767]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1367766]Service type byte in the IPv4 header. The range is from 1 to 255. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1367768]
      
         
      
 Defaults
 
      [bookmark: pgfId-1367769]None
 
    
 
   
 
    
     [bookmark: pgfId-1367770]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1367771]UDP jitter configuration mode (config-ip-sla-jitter)
 
     [bookmark: pgfId-1367772]IP SLA configuration mode (ip-sla-config)
 
     [bookmark: pgfId-1367773]UDP echo configuration mode (config-ip-sla-udp).
 
     
      [bookmark: pgfId-1367783]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1367776]Release
          
  
         	 
           
           [bookmark: pgfId-1367778]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1367780]6.1(1)
  
         	 [bookmark: pgfId-1367782]This command was introduced. 
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1367784]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1367785]The ToS value is stored in an 8-bit field in the IPv4 packet header. This value contains information such as precedence and ToS. This information is useful for policy routing and for features like Committed Access Rate (CAR), where routers examine ToS values. 
 
      [bookmark: pgfId-1367786]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1367787]
       
      
 Examples
 
      [bookmark: pgfId-1367788]This example shows how to configure IP SLAs operation 1 as an UDP echo operation with destination IP address 172.16.1.176. The ToS value is set to 0x80.
 
     
      [bookmark: pgfId-1367789]switch(config)# ip sla 1 
     

     
      [bookmark: pgfId-1367790]switch(config-ip-sla)# udp-echo 172.16.1.176 1
     

     
      [bookmark: pgfId-1367791]switch(config-ip-sla-udp)# tos 0x80
     

     
      [bookmark: pgfId-1367792]switch(config-ip-sla-udp)# ip sla schedule 1 start-time now
     

     
      [bookmark: pgfId-1367793]switch(config)# 
     

    
 
     
      [bookmark: pgfId-1367807]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1367796]
            Command 
          
  
         	 
           
           [bookmark: pgfId-1367798]
            Description 
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367802]Enters IP SLA template configuration mode for defining an auto IP SLAs operation template.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1367806]Displays the configuration including default values of auto IP SLAs operation templates.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1371821]track
 
     form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1371846]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1371829]Tracked object. The range is from 1 to 500.
  
        
 
         
         	 [bookmark: pgfId-1371831]ip 
  
         	 [bookmark: pgfId-1371833]Specifies the IPv4 protocol.
  
        
 
         
         	 [bookmark: pgfId-1371835]sla
  
         	 [bookmark: pgfId-1371837]Specifies the IP Service Level Agreement (SLA)
  
        
 
         
         	 [bookmark: pgfId-1371839]entry-number
  
         	 [bookmark: pgfId-1371841]Entry number. The range is from 1 to 2147483647.
  
        
 
         
         	 [bookmark: pgfId-1371843]reachability
  
         	 [bookmark: pgfId-1371845]Specifies the reachability.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371847]
      
         
      
 Defaults
 
      [bookmark: pgfId-1371848]None
 
    
 
   
 
    
     [bookmark: pgfId-1371849]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1371850]Tracking configuration mode (config-track)
 
     
      [bookmark: pgfId-1371860]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371853]Release
          
  
         	 
           
           [bookmark: pgfId-1371855]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1371857]6.2(2)
  
         	 [bookmark: pgfId-1371859]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1371861]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1371862]This command does not require a license
 
    
 
     
      [bookmark: pgfId-1371863]
       
      
 Examples
 
      [bookmark: pgfId-1371864]This example shows how to track the reachability of an object: 
 
     
      [bookmark: pgfId-1371865]switch(config)# track 1 ip sla 1 reachability
     

      [bookmark: pgfId-1371866]switch(config-track)# 
 
    
 
     
      [bookmark: pgfId-1371880]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1371869]Command
          
  
         	 
           
           [bookmark: pgfId-1371871]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371875]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1371879]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1368616]udp-echo
 
     form of this command.
 
     
 
     
      [bookmark: pgfId-1368665]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1368623]Destination IPv4 address of the operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368627]Destination IPv4 hostname of the operation.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368631]Destination port number. The range is from 1 to 65535.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368635](Optional) Specifies the source IPv4 address. When a source IP address is not specified, IP SLAs choose the IP address nearest to the destination.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368639]IPv4 IP address.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368643]IPv4 IP hostname.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368647](Optional) Specifies the source port. 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368651]Port number. The range is from 1 to 65535. When a port number is not specified, IP SLAs choose an available UDP port.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368655](Optional) Controls the IP SLAs control protocol to send a control message to the IP SLAs responder prior to sending an operation packet.
  [bookmark: pgfId-1368656]By default, IP SLAs control messages are sent to the destination device to establish a connection with the responder.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368660]Enables the IP SLAs control protocol to send a control message to the responder prior to sending an operation packet.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368664]Disables the IP SLAs control protocol to send a control message to the responder prior to sending an operation packet.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1368666]
      
         
      
 Command Default
 
      [bookmark: pgfId-1368667]No IP SLAs operation type is associated with the operation number being configured.
 
    
 
   
 
    
     [bookmark: pgfId-1368668]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1368669]IP SLA configuration mode (config-ip-sla)
 
     
      [bookmark: pgfId-1368679]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1368672]Release
          
  
         	 
           
           [bookmark: pgfId-1368674]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1368676]6.1(1)
  
         	 [bookmark: pgfId-1368678]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1368680]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1368681]You must configure the type of IP SLAs operation (such as User Datagram Protocol [UDP] jitter) before you can configure any of the other parameters of the operation. To change the operation type of an existing IP SLAs operation, you must first delete the IP SLAs operation (using the no ip sla global configuration command) and then reconfigure the operation with the new operation type.
 
      [bookmark: pgfId-1368682]IP SLAs UDP echo operations support IPv4 addresses. 
 
      [bookmark: pgfId-1368683]The control protocol is required when the target device is a Cisco router that does not natively provide the UDP or TCP Connect service. If you disable control by using the control disable keyword combination, you must define the IP address of the source for the IP SLAs Responder by using the ip sla responder udp-echo ipaddress command on the destination device.
 
      [bookmark: pgfId-1368684]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1368685]
       
      
 Examples
 
      [bookmark: pgfId-1368686]This example shows how to configure an IP SLAs operation as a UDP echo operation using the destination IPv4 address 172.16.1.175 and destination port 2400:
 
     
      [bookmark: pgfId-1368687]switch(config)# ip sla 12
     

     
      [bookmark: pgfId-1368688]switch(config-ip-sla)# udp-echo 172.16.1.175 2400
     

     
      [bookmark: pgfId-1368689]switch(config-ip-sla-udp)# 
     

    
 
     
      [bookmark: pgfId-1368703]
      
         
      
 Related Commands 
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1368692]Command
          
  
         	 
           
           [bookmark: pgfId-1368694]Description
          
  
        
 
         
         	 [bookmark: pgfId-1368696]ip sla 
  
         	 [bookmark: pgfId-1368698]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368702]Permanently enables the IP SLAs responder functionality on a specified IP address and port.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1341286][bookmark: udp-jitter command]udp-jitter
 
     [bookmark: pgfId-1341287]To configure a Cisco NX-OS IP Service Level Agreements (SLA) User Datagram Protocol (UDP) operation that returns Voice over IP (VoIP) scores, use the udp-jitter command with codec option.
 
     
 
     
      [bookmark: pgfId-1341379]
      
         
      
 Syntax Description
 
      
       
       
         
         	 
  
         	 [bookmark: pgfId-1341293]Destination IPv4 IP address.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341297]Destination IPv4 hostname.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341301]Destination port number.
  
        
 
         
         	 [bookmark: pgfId-1341303]codec 
  
         	 [bookmark: pgfId-1341305]Specifies the codec type to be configured. Enables the generation of estimated voice-quality scores in the form of Calculated Planning Impairment Factor (ICPIF) and mean opinion score (MOS) values. 
  
        
 
         
         	 [bookmark: pgfId-1341307]codec-type 
  
         	 [bookmark: pgfId-1341309]Codec type that should match the encoding algorithm that you are using for VoIP transmissions.
  [bookmark: pgfId-1341310]The following codec-type keywords are available: 
 
           
           	 [bookmark: pgfId-1341311]og711alaw—The G.711 a-law codec (64-kbps transmission) 
 
           	 [bookmark: pgfId-1341312]og711ulaw—The G.711 muHmm-law codec (64-kbps transmission) 
 
           	 [bookmark: pgfId-1341313]og729a—The G.729A codec (8-kbps transmission)
 
          
  [bookmark: pgfId-1341314]Configuring the codec type sets default values for the variables codec-numpackets, codec-size, and codec-interval in this command.
  
        
 
         
         	 [bookmark: pgfId-1341316]codec-numpackets 
  
         	 [bookmark: pgfId-1341318](Optional) Specifies the number of packets to be transmitted per operation. 
  
        
 
         
         	 [bookmark: pgfId-1341320]number-of-packets 
  
         	 [bookmark: pgfId-1341322]Number of packets. The range is from 1 to 60000. The default is 1000.
  
        
 
         
         	 [bookmark: pgfId-1341324]codec-size 
  
         	 [bookmark: pgfId-1341326](Optional) Specifies the number of bytes in each packet transmitted. (Also called the payload size or request size.) 
  
        
 
         
         	 [bookmark: pgfId-1341328]number-of-bytes 
  
         	 [bookmark: pgfId-1341330]Number of bytes in the payload. The range is from 16 to 16384. The default varies by the codec.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341334](Optional) Specifies the interval (delay) between packets that should be used for the operation. 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341338]Interpacket interval in milliseconds (ms). The range is from 4 to 60000. The default is 20.
  
        
 
         
         	 [bookmark: pgfId-1341340]advantage-factor 
  
         	 [bookmark: pgfId-1341342](Optional) Specifies the expectation factor to be used for ICPIF calculations. This value is subtracted from the measured impairments to yield the final ICPIF value (and corresponding MOS value). 
  
        
 
         
         	 [bookmark: pgfId-1341344]value
  
         	 [bookmark: pgfId-1341346]Advantage factor. The range is from 0 to 20.
  
        
 
         
         	 [bookmark: pgfId-1341348]source-ip
  
         	 [bookmark: pgfId-1341350](Optional) Specifies the source IPv4 or IPv6 address. When a source IP address is not specified, IP SLAs choose the IP address nearest to the destination.
  
        
 
         
         	 [bookmark: pgfId-1341352]ip-address 
  
         	 [bookmark: pgfId-1341354]Source IPv4 IP address.
  
        
 
         
         	 [bookmark: pgfId-1341356]hostname
  
         	 [bookmark: pgfId-1341358]Source IPv4 hostname. 
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341362](Optional) Specifies the source port. 
  
        
 
         
         	 [bookmark: pgfId-1341364]port-number
  
         	 [bookmark: pgfId-1341366]Port number. The range is from 1 to 65535. When a port number is not specified, IP SLAs choose an available port.
  
        
 
         
         	 [bookmark: pgfId-1341368]control
  
         	 [bookmark: pgfId-1341370](Optional) Controls the sending of IP SLAs control messages to the IP SLAs responder.
  
        
 
         
         	 [bookmark: pgfId-1341372]enable
  
         	 [bookmark: pgfId-1341374](Optional) Enables the sending of IP SLAs control messages to the IP SLAs responder.
  
        
 
         
         	 [bookmark: pgfId-1341376]disable
  
         	 [bookmark: pgfId-1341378](Optional) Disables the sending of IP SLAs control messages to the IP SLAs responder.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1341380]
      
         
      
 Command Default
 
      [bookmark: pgfId-1341381]The default number of packets sent by the udp-jitter operation without codec is 10 packets. 
 
    
 
   
 
    
     [bookmark: pgfId-1341382]
     
        
     
 Command Modes
 
     [bookmark: pgfId-1341383]IP SLA configuration mode (config-ip-sla)
 
     
      [bookmark: pgfId-1341393]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1341386]Release
          
  
         	 
           
           [bookmark: pgfId-1341388]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1341390]6.1(1)
  
         	 [bookmark: pgfId-1341392]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1341394]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1341395]The udp-jitter command configures an IP SLAs UDP Plus operation. The UDP Plus operation is a superset of the UDP echo operation. In addition to measuring the UDP round-trip time, the UDP Plus operation measures per-direction packet loss and jitter. Jitter is an interpacket delay variance. Jitter statistics are useful for analyzing traffic in a Voice over IP (VoIP) network.
 
      [bookmark: pgfId-1341396]You must configure the type of IP SLAs operation (such as User Datagram Protocol [UDP] jitter) before you can configure any of the other parameters of the operation. To change the operation type of an existing IP SLAs operation, you must first delete the IP SLAs operation (using the no ip sla global configuration command) and then reconfigure the operation with the new operation type.
 
      [bookmark: pgfId-1341397]You must enable the IP SLAs responder on the target router before you can configure a UDP jitter operation. Prior to sending an operation packet to the target router, IP SLAs send a control message to the responder to enable the destination port. The control protocol is required when the target device is a Cisco router that does not natively provide the UDP or TCP Connect service. If you disable the control by using the control disable keyword combination with this command, you must define the IP address of the source for the IP SLAs responder by using the ip sla responder udp-echo ipaddress command on the destination device.
 
      [bookmark: pgfId-1341398]The default request packet data size for an IP SLAs UDP jitter operation is 32 bytes. Use the request-data-size command to modify this value.
 
      [bookmark: pgfId-1341399]IP SLAs UDP jitter operations support IPv4 addresses. 
 
      [bookmark: pgfId-1341400]When you specify the codec in the command syntax of the udp-jitter command, the standard configuration options are replaced with codec-specific keywords and arguments. The codec-specific command syntax is documented separately from the command syntax for the standard implementation of the udp-jitter command.
 
      [bookmark: pgfId-1346127]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1341401]
       
      
 Examples
 
      [bookmark: pgfId-1341402]This example shows how to configure operation 6 as a UDP jitter operation with the destination IPv4 address 172.30.125.15, the destination port number 2000, 20 packets, and an interpacket interval of 20 ms: 
 
     
      [bookmark: pgfId-1341403]switch(config)# ip sla 6
     

      [bookmark: pgfId-1341404]switch(config-ip-sla)# udp-jitter 172.30.125.15 2000 num-packets 20 interval 20
 
      [bookmark: pgfId-1341405]!
 
      [bookmark: pgfId-1341406]switch(config-ip-sla-jitter)# 
 
    
 
     
      [bookmark: pgfId-1341424]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1341409]Command
          
  
         	 
           
           [bookmark: pgfId-1341411]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341415]Permanently enables the IP SLAs responder functionality on a specified IP address and port.
  
        
 
         
         	 [bookmark: pgfId-1341417]ip sla 
  
         	 [bookmark: pgfId-1341419]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1341423]Sets the payload size for IP SLAs operation request packets.
  
        
 
       
      
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1368958][bookmark: verify-data command]verify-data
 
     [bookmark: pgfId-1368959]To cause a Cisco NX-OS IP Service Level Agreements (SLAs) operation to check each reply packet for data corruption, use the verify-data command. To return to the default value, use the no form of this command.
 
     
 
     
 
     
      [bookmark: pgfId-1368962]
      
         
      
 Syntax Description
 
      [bookmark: pgfId-1368963]This command has no arguments or keywords.
 
    
 
     
      [bookmark: pgfId-1368964]
      
         
      
 Command Default
 
      [bookmark: pgfId-1368965]Data is not checked for corruption.
 
    
 
   
 
    
     [bookmark: pgfId-1368966]
     
        
     
 Command Modes
 
     IP SLA configuration mode (config-ip-sla)
 
     
      [bookmark: pgfId-1368977]
      
         
      
 Command History
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1368970]Release
          
  
         	 
           
           [bookmark: pgfId-1368972]Modification
          
  
        
 
         
         	 [bookmark: pgfId-1368974]6.1(1)
  
         	 [bookmark: pgfId-1368976]This command was introduced.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-1368978]
      
         
      
 Usage Guidelines
 
      [bookmark: pgfId-1368979]Use the verify-data (IP SLA) command only when data corruption may be an issue. does not enable this feature during normal operation because it can cause unnecessary network overhead.
 
      [bookmark: pgfId-1368980]The verify-data command is supported in IPv4 networks. 
 
      [bookmark: pgfId-1368981]This command does not require a license.
 
    
 
     
      [bookmark: pgfId-1368982]
       
      
 Examples
 
      [bookmark: pgfId-1368983]This example shows how to cause an IP SLAs operation to check each reply packet for data corruption:
 
     
      [bookmark: pgfId-1368984]switch(config)# ip sla 5 
     

     
      [bookmark: pgfId-1368985]switch(config-ip-sla-udp)# verify-data 
     

     
      [bookmark: pgfId-1368986]switch(config-ip-sla-udp)# ip sla schedule 5 start-time now life forever
     

     
      [bookmark: pgfId-1368987]switch(config)#
     

    
 
     
      [bookmark: pgfId-1369005]
      
         
      
 Related Commands
 
      
       
       
         
         	 
           
           [bookmark: pgfId-1368990]Command
          
  
         	 
           
           [bookmark: pgfId-1368992]Description
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1368996]Begins the configuration for an IP SLAs operation and enters IP SLA configuration mode.
  
        
 
         
         	 [bookmark: pgfId-1368998]ip sla auto template 
  
         	 [bookmark: pgfId-1369000]Begins the configuration for an IP SLAs operation template and enters IP SLA template configuration mode.
  
        
 
         
         	 
  
         	 [bookmark: pgfId-1369004]Begins the configuration for an IP SLAs operation and enters IP SLA monitor configuration mode.
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