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Cisco Cata
OL-27314-02
described 39-20

for IPv6 40-7

hop counts 39-20

split horizon 39-24

summary addresses 39-24

support for 1-14

RMON

default configuration 31-3

displaying status 31-6

enabling alarms and events 31-3

groups supported 31-2

overview 31-2

statistics

collecting group Ethernet 31-6

collecting group history 31-5

support for 1-16

root guard

described 20-10

enabling 20-18

support for 1-8

root switch

MSTP 19-19

STP 18-16

route calculation timers, OSPF 39-35

route dampening, BGP 39-66

routed packets, ACLs on 35-41

routed ports

configuring 39-5

defined 11-4

IP addresses on 11-24, 39-5

route-map command 39-104

route maps

BGP 39-57

policy-based routing 39-102

router ACLs

defined 35-2

types of 35-4

route reflectors, BGP 39-65

router ID, OSPF 39-37
IN-38
lyst Blade Switch 3120 for HP Software Configuration Guide



 

Index
route selection, BGP 39-55

route summarization, OSPF 39-35

route targets, VPN 39-81

routing

default 39-3

dynamic 39-3

redistribution of information 39-98

static 39-3

routing domain confederation, BGP 39-64

Routing Information Protocol

See RIP

routing protocol administrative distances 39-97
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S
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maximum number of 26-10
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See SSH
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enabling 33-12
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software images

location in flash A-26
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See also downloading and uploading
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source-and-destination MAC address forwarding, 
EtherChannel 38-8
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overview 1-16, 30-1

ports, restrictions 26-12

received traffic 30-5

session limits 30-12

sessions
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configuration guidelines 6-54

configuring a secure HTTP client 6-57
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SDM template selection 8-3

SNMP 33-1

SPAN and RSPAN 30-11
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configuring

member number 7-24

priority value 7-24
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displaying information of 7-26

IPv6 40-12

number 7-8

priority value 7-9

provisioning a new member 7-25
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provisioning a new member 7-25
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auto-copy 7-13
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auto-upgrade 7-13
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automatic upgrades with auto-upgrade 7-13

described 7-12

examples 7-14
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specific image 3-21
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overview 13-23
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modes supported 18-10
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overview 18-2
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described 20-2

enabling 20-13
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preventing root switch selection 20-10
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stack changes, effects of 18-12

status, displaying 18-24

superior BPDU 18-3

timers, described 18-21

UplinkFast

described 20-4

enabling 20-16

VLAN-bridge 18-12

stratum, NTP 5-2

stub areas, OSPF 39-33

stub routing, EIGRP 39-45
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SunNet Manager 1-6

supernet 39-8
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configuring 11-25
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SVIs

and IP unicast routing 39-5

and router ACLs 35-4

connecting VLANs 11-7

defined 11-5
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See SDM
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switchport mode dot1q-tunnel command 17-6

switchport protected command 26-7

switch priority

MSTP 19-24

STP 18-21
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switch virtual interface

See SVI

synchronization, BGP 39-51

syslog

See system message logging

system capabilities TLV 28-2

system clock

configuring

daylight saving time 5-7

manually 5-5

summer time 5-7

time zones 5-6

displaying the time and date 5-5

overview 5-2
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default configuration 32-4

defining error message severity levels 32-9

disabling 32-4

displaying the configuration 32-15

enabling 32-5
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limiting messages 32-10
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stack changes, effects of 32-2
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syslog facility 1-16

time stamps, enabling and disabling 32-8
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configuring the daemon 32-14

configuring the logging facility 32-14
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system MTU

and IS-IS LSPs 39-73

system MTU and IEEE 802.1Q tunneling 17-5

system name

default configuration 5-9

default setting 5-9

manual configuration 5-9
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system name TLV 28-2

system prompt, default setting 5-8, 5-9

system resources, optimizing 8-1
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IS-IS 39-68

ISO IGRP 39-68
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accounting, defined 6-12

authentication, defined 6-11

authorization, defined 6-11
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authorization 6-16

login authentication 6-14

default configuration 6-13

displaying the configuration 6-18
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overview 6-10
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Layer 2 protocol 17-8

tar files

creating A-7
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extracting A-8

image file format A-26

TCL script, registering and defining with embedded event 
manager 34-7

TDR 1-16

Telnet

accessing management interfaces 2-10
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setting a password 6-6

templates, SDM 8-2
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Terminal Access Controller Access Control System Plus
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preparing the server A-12

uploading A-13
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image files
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uploading A-30

limiting access by servers 33-17
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time

See NTP and system clock

Time Domain Reflector

See TDR

time-range command 35-17

time ranges in ACLs 35-17

time stamps in log messages 32-8

time zones 5-6

TLVs

defined 28-1

LLDP 28-2

LLDP-MED 28-2

Token Ring VLANs

support for 13-6

VTP support 14-4

ToS 1-13

traceroute, Layer 2

and ARP 49-13

and CDP 49-13

broadcast traffic 49-12

described 49-12
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MAC addresses and VLANs 49-13

multicast traffic 49-13

multiple devices on a port 49-13

unicast traffic 49-12

usage guidelines 49-13

traceroute command 49-15

See also IP traceroute

tracked lists

configuring 44-3

types 44-3
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by Boolean expression 44-4
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by threshold weight 44-5

tracking interface line-protocol state 44-2

tracking IP routing state 44-2

tracking objects 44-1
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track state, tracking IP SLAs 44-9

traffic

blocking flooded 26-8

fragmented 35-6

fragmented IPv6 36-2

unfragmented 35-6

traffic policing 1-13

traffic suppression 26-2

transmit hold-count

see STP

transparent mode, VTP 14-3

trap-door mechanism 3-2

traps

configuring MAC address notification 5-16, 5-18, 5-19

configuring managers 33-12

defined 33-3

enabling 5-16, 5-18, 5-19, 33-12

notification types 33-12

overview 33-1, 33-4

troubleshooting

connectivity problems 49-11, 49-12, 49-14

CPU utilization 49-25

detecting unidirectional links 29-1

displaying crash information 49-21

PIMv1 and PIMv2 interoperability problems 46-39

setting packet forwarding 49-19

SFP security and identification 49-10

show forward command 49-19

with CiscoWorks 33-4

with debug commands 49-17

with ping 49-11

with system message logging 32-1

with traceroute 49-14

trunk failover

See link-state tracking

trunking encapsulation 1-9

trunk ports

configuring 13-19
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configuring 13-19, 13-24, 13-25
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setting STP path costs 13-25

using STP port priorities 13-23, 13-24

native VLAN for untagged traffic 13-22

parallel 13-25

pruning-eligible list 13-21

to non-DTP device 13-16

trusted boundary for QoS 37-44

trusted port states

between QoS domains 37-46
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ensuring port security for IP phones 37-44

support for 1-13

within a QoS domain 37-42

trustpoints, CA 6-52

tunneling

defined 17-1

IEEE 802.1Q 17-1

Layer 2 protocol 17-8

tunnel ports

defined 13-4

described 11-4, 17-1

IEEE 802.1Q, configuring 17-6

incompatibilities with other features 17-6

twisted-pair Ethernet, detecting unidirectional links 29-1

type of service

See ToS
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enabling
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Layer 2 protocol tunneling 17-10
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neighbor database 29-2

overview 29-1

resetting an interface 29-6

status, displaying 29-7

support for 1-8

UDP, configuring 39-16

UDP jitter, configuring 43-9

UDP jitter operation, IP SLAs 43-8

unauthorized ports with IEEE 802.1x 9-11

unicast MAC address filtering 1-6
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and broadcast MAC addresses 5-22

and CPU packets 5-22
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and router MAC addresses 5-22

configuration guidelines 5-22

described 5-22

unicast storm 26-2

unicast storm control command 26-4

unicast traffic, blocking 26-8

UniDirectional Link Detection protocol

See UDLD
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cryptographic 1-1
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IP base 1-2

IP services 1-2

noncryptographic 1-1

UNIX syslog servers
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message logging configuration 32-14

unrecognized Type-Length-Value (TLV) support 14-4

upgrading software images

See downloading

UplinkFast

described 20-4

disabling 20-16

enabling 20-16

support for 1-8

uploading
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preparing A-12, A-14, A-18

reasons for A-9

using FTP A-16

using RCP A-19

using TFTP A-13

image files

preparing A-28, A-31, A-36

reasons for A-25

using FTP A-34

using RCP A-39

using TFTP A-30

User Datagram Protocol

See UDP

user EXEC mode 2-2

username-based authentication 6-7

Using Memory Consistency Check Routines 49-22

V

VACL logging parameters 35-37

VACLs

logging

configuration example 35-37

version-dependent transparent mode 14-5

version-mismatch (VM) mode

automatic upgrades with auto-upgrade 7-13

described 7-12
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