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Introduction to Cisco Secure Workload SaaS, Release 3.8.1.51
This document describes resolved caveats for Cisco Secure Workload Agent Software.

Release Information

Version: 3.8.1.51

Date: April 25, 2024

Enhancements in Cisco Secure Workload, Release 3.8.1.51
• AIX: Forensic events collection has been improved to include Credentials in the file and the unseen
command.

• Windows: The CPU usage by CswEngine.exe when TetSen.exe is restarted has been reduced.

Resolved and Open Issues
The resolved issues for this release are accessible through the Cisco Bug Search Tool. This web-based tool
provides you with access to the Cisco bug tracking system, which maintains information about issues and
vulnerabilities in this product and other Cisco hardware and software products. There is no open issues available
here.

You must have a Cisco.com account to log in and access the Cisco Bug Search Tool. If you do not have one,
register for an account.

Note

For more information about the Cisco Bug Search Tool, see the Bug Search Tool Help & FAQ.

Resolved Issues

The following table lists the resolved issues in this release. Click an ID to access Cisco’s Bug Search Tool to
see additional information about that bug.

HeadlineIdentifier

Agent installed on Solaris Sparc is running but not reporting machine info or flowsCSCwi10329

Windows Agent fails to upgradeCSCwj55100
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https://bst.cloudapps.cisco.com/
https://tools.cisco.com/IDREG/guestRegistration.do
https://www.cisco.com/web/applicat/cbsshelp/help.html
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi10329
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi98814


HeadlineIdentifier

Agent installed on Solaris Sparc is unable to monitor ipmpX devices with IPNET
frames

CSCwi10513

Agent installed on Solaris Sparc failing to register to Secure Workload ClusterCSCwi10313

Enforcement registration fails for Solaris AgentCSCwi49642

High CPU usage and restart of tet-sensor process on Linux workloadsCSCwj66511

Forensic events stops getting reported after some time on Windows.CSCwj60592

TetSen.exe may restart unexpectedlyCSCwj63132

Windows Agent may restart with a memory read violationCSCwj74525

Windows workload may become unresponsive due to Secure Workload agent crashCSCwj74155

Cleanup special files when offline flows feature is disabledCSCwi92311

Win2008R2 Agent cannot enforce policy matching on application name inWFPmodeCSCwj79808

Compatibility Information
For information about supported operating systems, external systems, and connectors for Secure Workload
agents, see the Compatibility Matrix.

Contact Cisco Technical Assistance Centers
If you cannot resolve an issue using the online resources listed above, contact Cisco TAC:

• Email Cisco TAC: tac@cisco.com

• Call Cisco TAC (North America): 1.408.526.7209 or 1.800.553.2447

• Call Cisco TAC (worldwide): Cisco Worldwide Support Contacts
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https://www.cisco.com/c/en/us/products/security/tetration/platform-info.html#%7Edetails
mailto:tac@cisco.com
https://www.cisco.com/c/en/us/support/web/tsd-cisco-worldwide-contacts.html
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the UNIX operating system. All rights reserved. Copyright © 1981, Regents of the University of California.
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MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT
LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS
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and coincidental.
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