
New and Changed Feature Information

This chapter lists all the features that have been added or modified in this guide. The table also contains
references to these feature documentation sections.

• New and Changed Security Features, on page 1
• New and Changed System Security Feature Information, on page 1

New and Changed Security Features
This table summarizes the new and changed feature information for the System Security Configuration Guide
for Cisco ASR 9000 Series Routers, and tells you where they are documented.

Where DocumentedChanged in ReleaseDescriptionFeature

Layer 2 Lawful InterceptRelease 5.3.2You can configure
SNMP-based lawful
intercept on a layer 2
interface.

Layer 2 Lawful Intercept

Restrictions for
Implementing Lawful
Intercept

Release 5.3.2Overlapping taps of two
inter-communicating
devices can be separately
intercepted.

Overlapping Lawful
Intercept Taps

Configure MACSecRelease 5.3.2This feature was
introduced.

Implementing MACsec
Encryption on the ASR
9000.

New and Changed System Security Feature Information
Where DocumentedChanged in ReleaseDescriptionFeature

Implementing MACsec
Encryption chapter.

Understanding MACsec
Encryption

Release 6.0.1This feature was
modified.

Implementing MACsec
Encryption on the ASR
9000
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