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Configuration Groups and Feature Profiles (Phase IIl)
Grouping of Alarms, Grouping of Events

Cisco SD-WAN Remote Access Configuration

TLOC Extension Over IPv6

IPv6 DIA and Static Route Tracker

Log Action for both Localized and Centralized Data

Policies

Co-Management Improved Granular Configuration

for Resource group features

Route Aggregation on Border Routers and Transport

Gateways

Download Output of OMP Routes

IR EE - I0S XE SD-WAN

Quarantine support for Revoked devices
GRE-in-UDP

Ability to put router generated traffic into the queue of

user choice [CLI template]

Support for MSDP to Interconnect Cisco SD-WAN
and Non-SD-WAN Domains

Port Forwarding with NAT DIA Using a Loopback

Interface

Destination NAT Support in case of NAT DIA —
SDWAN CLI

NAT ALG Support-Phase Il

SDWAN CLI c8000V SDWAN Enterprise Certificate

CirinnAnrt
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QOS

DIA

NAT

5 Tuple

DPI

AAR Custom
C- Flowd
TLOC

VPN segmentation/VRRP/Routing
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Resolved Caveats — 10S XE(1)

Add pool option is not available under
CSCwe45262 slalsel) @sttar 3 sdwan-docs | sdwan-docs-all RUE

Real time monitoring: changes made in

CSCwe50829  [columns preferences isn't reflecting in the 3 test_all_sdw vimanages Rgg
output. an dashbd-ui
i i - test_all_sdw
CSCWi00174 Failed to Display the Add Feature Profile

in Configuration Group = al vmanage-cfg2-ui | A&
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Resolved Caveats — 10S XE(2)

Unable to view the Events/Events Page

CSCwe46674 by using device action tab 3 sd-wan vmanage-dashbd-ui | Fzif
CSCWe68430 RBAC Application Monitoring permission 3 vmanage vmanage-monitor2- sk

missing/mapped wrongly dashbd-ui

Command argument order reversed for
CSCwf10876 MRF aggregate region with aggregate- 3 sdwan-docs vip-docs Rg
only
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Open Caveats — |0OS XE(1)

Tunnel status remains unchange, _ _
CSCwe69154  [shows up/up when shutting down the 3 all vip-cedge-routing k&
physical sub-Interface - IPv6

Ipsec/ikev2 -Not able to connect _ _
CSCwf08671  |AnyConnect client, authentic and 2 anyconnect ipsec-ikev2 K&
authorization failure with the SDRA

ux2.0 Config group-Ipv4 address filed vmanage-cfg2-sdra
CSCwf11016 |is accepting the numbers in any 3 vmanage K&

number format other than ipadd

|dentity Service Engine - Not able to vmanage-dashbd-ui
CSCwe63882 |drag/scroll the scroll bar - Chrome 4 vmanage FHE

browser

Cannot Change App Route test_all_sdwan | vmanage-dashbd-ui
CSCwf00050 |Visuaization Fields if generation 6 RXoe

unsuccessful
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Open Caveats — |0OS XE(2)

SCM Wizard TAC Case Scroll Bar is -
vmanage-tools-ui 5
CECHItEa S not Working as Expected. & vmanage J RS

Troubleshooting Option is not working

SESIEETER in Device Monitoring Dashboard. 2 vmanage Vip-sysmagr R
Rogue Tag Assignation based on

cScwiolrid Tagging history for devices 3 vmanage vmanage-cfg2-ui R

CSCW01763 Duplicated shared configuration 4 vmanage TR .

Groups for profiles

With incorrect crlserver vmanage
CSCwe88079 getting error request timedout instead 4 vmanage vmanage-ux20-infra R
of failed to update
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Open Caveats — I0S XE(3)

ACL Sequence name column is Saving

CSCWIO46L L ith empty character

4 vmanage vmanage-cfg2-ui RUE

While configuring Cisco security keylD _
CSCwf08360 name is created with empty space, 4 vmanage vmanage-cfg2-ui kL&
Can't Able to Set CustomTime

Eye Button is not working for show the vmanage-admin-ui
CSCwf09775 credentials in PMT credentials on 4 vmanage Fog

20.11

Wrong Client ID & Client Secret is Vmanade vmanaage-devic-
CSCwi09720 accepted when PMT is Enabled s : SV\?im Reifz

In Sig credentials When go to View _
CSCwf09126 |option,view button Is available but 4 vmanage vip-vdash kB
close button is not available
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Open Caveats — I0S XE(4)

Accepting wrong Org-id ,wrong
CSCwf08136 Api-key, wrong api-secret for Sig 3 vmanage vip-vdash Fog
Credential Settings

Eye Button is not working for
CSCwf08075 show the password in Smart 4 vmanage vip-vdash R
account credentials on 20.11

The tracker Status is showing UP,

CSCwe84126 Without the endpoint is not 4 all vip-tracker R
Reachable
1st Export file download skipped vmanage-dashbd-
CSCwe49766 vhen 2nd download started 3 test_all_sdwan Ui RS
CSCWe49713 Pagination CSV export file sk

missing headers 3 cedge vip-omp
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Open Caveats — I0S XE(D)

Misleading Operational Command ) L -
CSCwf01664 Admin-tech Download 4 vmanage |vmanage-tools-ui RUE
CSCwf01562 MRF Aggregate failing OMP process 3 all vip-cedge-routing RE
Monitoring App Route Visualization vmanage-
CSCwf01687 is redirecting to Unknown/Irrelevant 4 vmanage dashb dquil RE
page
Wrong Credentials Smart Account is
CSCwf08046 getting Enabled 20.11.1a its 3 TR Vipvtlash R
validation issue
Enterprise CA is Successfully
CSCwe82284  |Authorized in Administration setting 4 vmanage-admin- Rg
: : : vmanage :
But its not Display Authorized ui
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