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NETWORK SITE SURVEY FOR SOFTWARE INSTALLATION

CISCO BTS 10200 SOFTSWITCH

Company Name:  
Additional Data (Optional):    
PURPOSE

This Network Site Survey (NSS) is used to collect the information required by  Cisco BTS 10200 Softswitch application software to communicate with the service provider network. The information you provide in this NSS will be used by Cisco to create a customized Network Information Data Sheet (NIDS) for your system. The NIDS contains the data used during installation of the application software. Cisco will provide a copy of the NIDS to you, and recommends that you retain it in a secure location for future reference.
CAUTION

This document should be filled out by the system administrator, or with the direct assistance of the system administrator. Entering incorrect data could affect traffic. Do not continue until you have the system administrator’s direct support.

The Cisco BTS 10200 Softswitch relies on Internet Router Discovery Protocol (IRDP) for dynamic updating of routing table. Therefore the service provider network is assumed to be IRDP capable. If this is not the case, contact Cisco TAC for a review of configuration options.

If you have any questions, contact Cisco TAC for assistance.

PROCEDURE

Pages 2 through 6 are used by the service provider to specify network information. The Cisco BTS 10200 Softswitch relies on this information to identify the host platforms and to access domain names in the DNS.

SAMPLE DATA

Pages 7 through 11 show a sample of a completed NSS.

NETWORK DIAGRAM

The figures on pages 12 and 13 show a typical internal network and an example of network redundancy.

Intellectual Property Rights

This document contains valuable trade secrets and confidential information belonging to Cisco Systems, Inc. and its suppliers.  The aforementioned shall not be disclosed to any person, organization, or entity, unless such disclosure is subject to the provisions of a written non-disclosure and proprietary rights agreement, or intellectual property license agreement, approved by Cisco Systems, Inc.  The distribution of this document does not grant any license or rights, in whole or in part, to its content, the product(s), the technology(ies), or intellectual property, described herein.

A printed version of this document is an uncontrolled copy.

NETWORK SITE SURVEY FOR SOFTWARE INSTALLATION

CISCO BTS 10200 SOFTSWITCH

Company Name:  
Note:

Throughout this document, the following names are used for hosts and processes running on the Cisco BTS 10200 Softswitch:

· EMS/BDMS—The Element Management System (EMS) and Bulk Data Management System (BDMS) are separate processes with the same (shared) logical address, running on the same physical host.

· CA/FS—The Call Agent (CA), POTS/Tandem/Centrex Feature Server (FSPTC), and AIN Feature Server (FSAIN) are separate processes with separate logical addresses, running on the same physical host.


GENERAL NETWORK CONFIGURATION DATA

	Parameter
	Value
	Comments

	Site ID
	
	Assign a unique CORBA site identifier to this Cisco BTS 10200 Softswitch. The allowed identifier length is 3 to 12 ASCII characters, for example: dallas01

	NTP Timehost(s)
	
	Enter the IP address of the timehost(s) that all  EMS/BDMS and CA/FS hosts use to sync their time.

	Subnet Mask for external network 1
	
	Subnetmask is required for both external network 1 and 2.

Example: 255.255.255.0

	Subnet Mask for external network 2
	
	

	Primary DNS: 
Hostname and  IP Address
	
	Primary DNS is required.

The Primary DNS must be on a network reachable by all the hosts comprising the Cisco BTS 10200 Softswitch. 
(See drawings on pages 12 and 13.)

Note: DNS=Domain Name Server

	Secondary DNS: 
Hostname and  IP Address
	
	Secondary DNS is strongly recommended.

The secondary DNS must also be on a network reachable by all the hosts comprising the Cisco BTS 10200 Softswitch. In order to assure reachability in the face of potential network outages, it is strongly recommended that the secondary DNS be reachable via a separate network with paths diverse from the primary DNS. 
(See drawings on pages 14 and 15.)

CAUTION: If the DNS servers are both reachable via a single network path, and that path fails, then a traffic interruption will occur.

	NSCD and NAMED functionality for DNS lookup
	
	A value of yes means that both NSCD and NAMED processes are enabled in the network and are available to the Cisco BTS 10200. A value of n means that both processes are not available to the Cisco BTS 10200.
NSCD = Name Service Cache Daemon
NAMED = Domain Name Server

	Alarm Panel:
Hostname and  IP Address.  (Alarm Panel
is optional equipment)
	
	Enter the hostname and IP address of the Alarm Panel which provides console access to the Cisco BTS 10200 Softswitch This IP address must be in the network that is used for external access to hosts.


HOSTNAMES AND DOMAIN NAMES

Notes: 

· Maximum of 10 ASCII characters for each hostname.

· Maximum of 46 ASCII characters for the domain name.

· “x” is the IP octet you select for each component; use four unique values of “x” for the four components. “x” must be a number 0 to 255. In a Class C network, “x” designates the 4th octet in an IP address (i.e., 192.150.50.x).

	Component
	Component Information:

	
	Hostname
	Domain Name

Enter one domain name
	IP Octet “x”
For Component

	Side A EMS/BDMS
	
	
	

	Side B EMS/BDMS
	
	
	

	Side A CA/FS
	
	
	

	Side B CA/FS
	
	
	


CA and FS INSTANCES

Each component type—CA, POTS/Tandem/Centrex FS, and AIN FS—requires a fixed designation known as an instance. The Side A and Side B components of the same type share the same instance. For example, the instance for the Side A and Side B CA could be CA146, and the instance for the FS could be FSPTC235 and FSAIN205. These instances are used when provisioning the Cisco BTS 10200 Softswitch, so that the  components can communicate with each other. The prefix part of the instance is preset as CA, FSPTC, EM, BDMS or FSAIN. Currently, EM and BDMS instances numbers are fixed as 01 and cannot be changed. The numeric portion can be any number between 100 and 999. The instance numbers must be unique for CA, FSPTC, and FSAIN.

When expanding the Cisco BTS 10200 Softswitch by addition of CAs or FSs, it is necessary for the new CA or FS to be given an instance different from any instance already present in the Cisco BTS 10200 Softswitch. To facilitate identification of network messages, it is also necessary to use different instance numbers for every  Cisco BTS 10200 Softswitch component in the service provider network. 

Please fill in the instance for each component type if left blank the default values will be used:
	Component Type
	Default
	Instance

	CA
	146
	

	FSPTC
	235
	

	FSAIN
	205
	


CONFIGURATION DATA FOR EXTERNALLY VISIBLE NETWORKS

Two externally visible networks are required for the following services:

· External access to hosts such as secure shell (SSH), inbound SFTP, outbound FTP, and network management systems
· Communication with external network entities such as DNS and VoIP signaling links on CA

Note – In the table below, GFS = GUI Feature Server.
See the figure 1  and 2 regarding redundancy requirements for connections between the Cisco BTS 10200 Softswitch and external network elements.

1st Externally Visible Network:

	Host Description
	Description
	IP Address
	IP Address of Default Gateway
Enter one IP address
(This interface must be IRDP enabled)

	Side A EMS/BDMS
	Reserved for remote management
	
	

	Side B EMS/BDMS
	Reserved for remote management
	
	

	Side A CA/FS
	Reserved for remote management
	
	

	Side B CA/FS
	Reserved for remote management
	
	

	MGCP 
	Reserved for MGCP-based communication
	
	

	GFS 
	Reserved for SIP phone services
	
	

	SIP 
	Reserved for SIP  communication
	
	

	H.323 
	Reserved for H.323-based communication
	
	


2nd Externally Visible Network:

	Host Description
	Description
	IP Address
	IP Address of Default Gateway
Enter one IP address
(This interface must be IRDP enabled)

	Side A EMS/BDMS
	Reserved for remote management
	
	

	Side B EMS/BDMS
	Reserved for remote management
	
	

	Side A CA/FS
	Reserved for remote management
	
	

	Side B CA/FS
	Reserved for remote management
	
	

	MGCP 
	Reserved for MGCP-based communication
	
	

	GFS 
	Reserved for SIP phone services
	
	

	SIP 
	Reserved for SIP  communication
	
	


CONFIGURATION DATA  FOR INTERNAL (PRIVATE) NETWORK
Six unused private nonroutable subnets in the 10.10.x range are required for internal communications between the CA/FS and EMS/BDMS. Cisco recommends using the following subnet default values, if these are not used elsewhere in your network:

· 10.10.120.x

· 10.10.121.x

· 10.10.122.x

· 10.10.123.x

· 10.10.124.x

· 10.10.125.x

Please indicate your selection below:

       The default values are acceptable.
       The default values are NOT acceptable.
Instead, use the following six subnets; these are NOT used elsewhere in the network:

	1
	

	2
	

	3
	

	4
	

	5
	

	6
	


NETWORK SITE SURVEY FOR SOFTWARE INSTALLATION

CISCO BTS 10200 SOFTSWITCH

Company Name:  
Note:

Throughout this document, the following names are used for hosts and processes running on the Cisco BTS 10200 Softswitch:

· EMS/BDMS—The Element Management System (EMS) and Bulk Data Management System (BDMS) are separate processes with the same (shared) logical address, running on the same physical host.

· CA/FS—The Call Agent (CA), POTS/Tandem/Centrex Feature Server (FSPTC), and AIN Feature Server (FSAIN) are separate processes with separate logical addresses, running on the same physical host.

GENERAL NETWORK CONFIGURATION DATA

	Parameter
	Value
	Comments

	Site ID
	DEMO
	Assign a unique CORBA site identifier to this Cisco BTS 10200 Softswitch. The allowed identifier length is 3 to 12 ASCII characters, for example: dallas01

	NTP Timehost(s)
	10.89.225.2
	Enter the IP address of the timehost(s) that all  EMS/BDMS and CA/FS hosts use to sync their time.

	Subnet Mask for external network 1
	255.255.255.0
	  Subnetmask is required for both external network 1 and 2.

Example: 255.255.255.0

	Subnet Mask for external network 2
	255.255.255.0
	

	Primary DNS: 
Hostname and  IP Address
	ns1

10.89.225.1
	Primary DNS is required.

The Primary DNS must be on a network reachable by all the hosts comprising the Cisco BTS 10200 Softswitch. 
(See drawings on pages 12 and 13.)

Note: DNS=Domain Name Server

	Secondary DNS: 
Hostname and  IP Address
	ns2

10.89.226.1
	Secondary DNS is strongly recommended.

The secondary DNS must also be on a network reachable by all the hosts comprising the Cisco BTS 10200 Softswitch. In order to assure reachability in the face of potential network outages, it is strongly recommended that the secondary DNS be reachable via a separate network with paths diverse from the primary DNS. 
(See drawings on pages 12 and 13.)

CAUTION: If the DNS servers are both reachable via a single network path, and that path fails, then a traffic interruption will occur.

	NSCD and NAMED functionality for DNS lookup
	Yes
	A value of yes means that both NSCD and NAMED processes are enabled in the network and are available to the Cisco BTS 10200. A value of n means that both processes are not available to the Cisco BTS 10200.
NCSD = Name Service Cache Daemon
NAMED = Domain Name Server

	Alarm Panel:
Hostname and  IP Address.  (Alarm Panel
is optional equipment)
	Alrm01

10.89.225.3
	Enter the hostname and IP address of the Alarm Panel which provides console access to the Cisco BTS 10200 Softswitch This IP address must be in the network that is used for external access to hosts.


HOSTNAMES AND DOMAIN NAMES

Notes: 

· Maximum of 10 ASCII characters for each hostname.

· Maximum of 46 ASCII characters for the domain name.

· “x” is the IP octet you select for each component; use four unique values of “x” for the four components. “x” must be a number 0 to 255. In a Class C network, “x” designates the 4th octet in an IP address (i.e., 192.150.50.x).

	Component
	Component Information:

	
	Hostname
	Domain Name

Enter one domain name
	IP Octet “x”
For Component

	Side A EMS/BDMS
	bts-priems
	cisco.com

	10

	Side B EMS/BDMS
	bts-secems
	
	11

	Side A CA/FS
	bts-prica
	
	12

	Side B CA/FS
	bts-secca
	
	13


CA and FS INSTANCES

Each component type—CA, POTS/Tandem/Centrex FS, and AIN FS—requires a fixed designation known as an instance. The Side A and Side B components of the same type share the same instance. For example, the instance for the Side A and Side B CA could be CA146, and the instance for the FS could be FSPTC235 and FSAIN205. These instances are used when provisioning the Cisco BTS 10200 Softswitch, so that the  components can communicate with each other. The prefix part of the instance is preset as CA, FSPTC, EM, BDMS or FSAIN. Currently, EM and BDMS instances numbers are fixed as 01 and cannot be changed. The numeric portion can be any number between 100 and 999. The instance numbers must be unique for CA, FSPTC, and FSAIN.

When expanding the Cisco BTS 10200 Softswitch by addition of CAs or FSs, it is necessary for the new CA or FS to be given an instance different from any instance already present in the Cisco BTS 10200 Softswitch. To facilitate identification of network messages, it is also necessary to use different instance numbers for every  Cisco BTS 10200 Softswitch component in the service provider network. 

Please fill in the instance for each component type if left blank the default values will be used:

	Component Type
	Default
	Instance

	CA
	146
	100

	FSPTC
	235
	101

	FSAIN
	205
	102


CONFIGURATION DATA FOR EXTERNALLY VISIBLE NETWORKS

Two externally visible networks are required for the following services:

· External access to hosts such as secure shell (SSH), inbound SFTP, outbound FTP, and network management systems.

· Communication with external network entities such as DNS and VoIP signaling links on CA

Note – In the table below, GFS = GUI Feature Server.
See the figure 1  and 2 regarding redundancy requirements for connections between the Cisco BTS 10200 Softswitch and external network elements.

1st Externally Visible Network:

	Host Description
	Description
	IP Address
	IP Address of Default Gateway
Enter one IP address
(This interface must be IRDP enabled)

	Side A EMS/BDMS
	Reserved for remote management
	10.89.225.10
	10.89.225.254

	Side B EMS/BDMS
	Reserved for remote management
	10.89.225.11
	

	Side A CA/FS
	Reserved for remote management
	10.89.225.12
	

	Side B CA/FS
	Reserved for remote management
	10.89.225.13
	

	MGA Contact
	Reserved for MGCP-based communication
	10.89.225.14
	

	GFS Contact
	Reserved for SIP phone services
	10.89.225.15
	

	SIP Contact
	Reserved for SIP  communication
	10.89.225.16
	

	H.323 Contact
	Reserved for H.323-based communication
	10.89.225.17
	


2nd Externally Visible Network:

	Host Description
	Description
	IP Address
	IP Address of Default Gateway
Enter one IP address
(This interface must be IRDP enabled)

	Side A EMS/BDMS
	Reserved for remote management
	10.89.226.10
	10.89.226.254

	Side B EMS/BDMS
	Reserved for remote management
	10.89.226.11
	

	Side A CA/FS
	Reserved for remote management
	10.89.226.12
	

	Side B CA/FS
	Reserved for remote management
	10.89.226.13
	

	MGA Contact
	Reserved for MGCP-based communication
	10.89.226.14
	

	GFS Contact
	Reserved for SIP phone services
	10.89.226.15
	

	SIP Contact 
	Reserved for SIP  communication
	10.89.226.16
	


CONFIGURATION DATA  FOR INTERNAL (PRIVATE) NETWORK
Six unused private nonroutable subnets in the 10.10.x range are required for internal communications between the CA/FS and EMS/BDMS. Cisco recommends using the following subnet default values, if these are not used elsewhere in your network:

· 10.10.120.x

· 10.10.121.x

· 10.10.122.x

· 10.10.123.x

· 10.10.124.x

· 10.10.125.x

Please indicate your selection below:

  X    The default values are acceptable.
       The default values are NOT acceptable.
Instead, use the following six subnets; these are NOT used elsewhere in the network:

	1
	

	2
	

	3
	

	4
	

	5
	

	6
	


TYPICAL INTERNAL NETWORK AND EXTERNAL UPLINKS


Figure 1.
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EMS = Element Management System

BDMS = Bulk Data Management System

CA = Call Agent

FS = Feature Server

DNS = Domain Name Server

NE = Network Element

IRDP = Internet Control Message Protocol (ICMP) Router Discovery Protocol

Comm. = communications between the EMS/BDMS hosts and the CA/FS hosts (OMS Hub links) 

Solid line = physical link 

Dotted line = logical link

Note: The uplinks for external communications are used primarily for DNS services and for VoIP signaling based on protocols such as MGCP, SIP, H.323, and so forth.

CAUTION: 
To support full system redundancy, it is necessary to connect each of the two external uplinks to a different network with diverse routing paths. If this is not done, a single point of failure could cause a traffic interruption. See the network redundancy information on page 13.

NETWORK REDUNDANCY AND PATH DIVERSITY EXAMPLES

Note: The drawing on this page shows logical connections.

To support full system redundancy, it is necessary to connect each of the two external uplinks from the Cisco BTS 10200 Softswitch to a different network, with diverse routing paths to the related external network elements (NEs) and services (such as OSS, DNS, media gateways, and announcement servers). 

CAUTION: If this is not done, a single point of failure could cause a traffic interruption.
To ensure redundancy of the DNS lookup function in the event of a network outage, it is strongly recommended that the two DNS units be reachable via separate networks with diverse routing paths.
CAUTION: If both DNS servers become unreachable, a traffic interruption will occur.

EXAMPLE of Cisco BTS 10200 Softswitch communication with external network elements in the service provider network:

Figure 2:
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Notes:
1. The router interfaces for DNS and VoIP signaling must be IRDP enabled (Router A and Router B).

2. The uplinks for external communications are used primarily for DNS services and VoIP signaling based on protocols such as MGCP, SIP, H.323, and so forth.

Acronyms:

VoIP = Voice over IP

SSH = Secure Shell

SFTP = Secure FTP

DNS = Domain Name Server

IRDP = Internet Control Message Protocol (ICMP) Router Discovery Protocol
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