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For Your Safety

Explanation of Warning and Caution Icons

5’?&\ '

Important

Avoid personal injury and product damage! Do not proceed beyond any

& e symbol until you fully understand the indicated conditions.

The following warning and caution icons alert you to important information about
the safe operation of this product:

/!\ This symbol indicates important operating or maintenance instructions.

A You may find this symbol affixed to the product. This symbol indicates
a live terminal where a dangerous voltage may be present; the tip of the flash
points to the terminal device.

@ You may find this symbol affixed to the product. This symbol indicates
a protective ground terminal.

1 You may find this symbol affixed to the product. This symbol indicates
a chassis terminal (normally used for equipotential bonding).

%&\ You may find this symbol affixed to the product. This symbol warns of
a potentially hot surface.

'%\5 You may find this symbol affixed to the product and in this document.
This symbol indicates an infrared laser that transmits intensity-modulated
light and emits invisible laser radiation or an LED that transmits intensity-
modulated light.

Please read this entire guide. If this guide provides installation or operation
instructions, give particular attention to all safety statements included in this guide.
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Chapter 1 Introduction

Overview

The OptoStar II optical platform is an advanced transmission system, designed to
optimize network architectures and increase reliability, scalability, and cost
effectiveness.

This chapter provides an introduction to the OptoStar II network management
system (NMS).
Purpose

This document provides information about the installation and operation of the
OptoStar II network management system.

Who Should Use This Document

This document is intended for authorized service personnel who have experience
working with similar equipment. The service personnel should have appropriate
background and knowledge to complete the procedures described in this
document.

Qualified Personnel

m CAUTION:

Allow only qualified and skilled personnel to install and operate this
software. Otherwise, equipment damage may occur.

Only appropriately qualified and skilled personnel should attempt to install and
operate this software.
Scope

This document discusses the following topics.
e Program Installation

e Program Operation

Document Version

This is the third release of this document.

In This Chapter

Topic See Page

Introduction 1-2
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Introduct

ion

Description

The OptoStar II network management system (NMS) is an integrated remote
management system for the Cisco OptoStar II optical platform. It provides service
providers with a centralized management solution for monitoring and
configuring CATV related equipment.

The NMS provides functions such as topology management, alarm management,
performance management, configuration management, system logs, and security
management.

1-2
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Chapter 2 Installation

Overview

This chapter provides instructions for installing the OptoStar II network
management system (NMS).

Qualified Personnel

Only appropriately qualified and skilled personnel should attempt to install and
operate this software. Otherwise, equipment damage may occur.

In This Chapter
Topic Page
Configuration Requirements 2-2
System Installation 2-3
Appendix I 2-10
Appendix II 2-12
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Configuration Requirements

This section introduces the procedures to install the OptoStar II NMS software.

System Structure

Polling|Server Polling|Server

( Ethernet 0

OptoStar Il OptoStar Il

Weh Server

N

Explorer

2-2 Installation OL-29665-03



System Installation

The installation of the NMS contains three sections: database installation, Web
server installation, and polling server installation.

Note: It is recommended to install these 3 programs (database, polling server, and
Web server) on different computers.

Database Installation

The OptoStar II NMS requires Microsoft SQL Server as the operating background
database.

Note: Microsoft SQL Server can be purchased from Microsoft.

For the SQL Server configuration for installing Microsoft SQL Server, see
Appendix II (on page 2-12).

OL-29665-03

Continued on next page
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System Installation, Continued

Web Server Installation
System Requirements
¢ Supported operation system: Windows 7, Windows Vista, and Windows
Server 2003
¢ Processor: 400 MHz Pentium or equivalent processor (minimum configuration);
1 GHz Pentium or equivalent processor (recommended configuration)
e Memory: 96 MB (minimum configuration); 256 MB (recommended
configuration)
e Hard drive: 500 MB free space required
e Monitor: 800 x 600, 256-color (minimum configuration); 1024 x 768 high color,
32-bit (recommended configuration)
Installation Procedures
1. Verify if the IIS 6.0 or higher has been installed. For enabling IIS in Windows
7, see Appendix I (on page 2-10).
2. Run the installer CISCO_NMS_Web.exe, and follow the installation wizard.

Hetwork Banagement System ¥eb — InstallShield Fizard ﬁl

Welcome to the InstallShield Wizard for Network Management System Web

omputer. To

InstaliGhied Cancel

Click Next.

Continued on next page
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System Installation, Continued

3. Fill in the database login information.

FNetwork Hanagement System Teb — InstallShield Wizard

Database Server Login

[local] =

Browsze...

Irstenl ISt l < Back ﬂ Mest > ] l Cancel ]I

a. Enter the IP address where the database is located. (Note: “local” stands for
the local machine.)
b. Select the account to log in the database.

¢ Windows authentication
¢ SQL Server authentication (Login ID and password required)
c. Click Next.

FNetwork Hanagement System Teb — InstallShield Wizard

InstallS hield Wizard Complete

could be completely

weeh modified. Ta is program at a later b

d.

InstaliShizld " | cancel

Click Finish to complete the installation.

Continued on next page
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System Installation, Continued

4. Verity if the installation is successful (taking Windows 7 as an example): start

-> Control Panel -> Administrative Tools -> Internet Information Services (IIS),
as shown below:

E i nage | X
@@ [(2 v LLCHANGWS » Application Paols &~ @ -
File  Wiew  Help
Connections L Actions
r Q§I Application Pools % X
#i 7 & 2dd application Poal...
[= X :
+% L,I,';CHANG WS ICISCOMIehal | py 0 g lets you view and manage the list of application pols an the server. Application pools are Setéppicolion ool DREEng
dad.Spplication Bools associated with worker processes, contain one or more applications, and provide isolation among different | | @) Helo
ol Sites applicatins. Online Hel
» & Default Web Site L in
Filter: - (0G0 - (5 Show All | Group by: MNa Grouping -
Name Status  METFram.. Managed Pipel.. Identity Spplications
[ 2P NET vl Started vl Tnte grated ZpplicationPoolid., 1 |
L} ASPUNET wdll Classic Started vl Classic ApplicationPoolld.. 1 |
I DefaultippPosl Started vl Integrated SpplicationPoalld.., 1
< m | 2
SRR Comentiem
Ready L=
i —,

a. Expand the left list, select App-Pool, and look for ASP.NET v4.0 and
ASP.NET v4.0 Classic on its right side. If they're missing, see Error 1 in
the Troubleshooting chapter (on page 4-2).

b. Check if the NMS_WEB node has been created on the left. If not, reinstall
the program.

c. Verify if the new site has been enabled. See the illustration below.
5. Test web connection.
Launch a web browser (this software doesn’t support IE6 or IE7). Enter the IP
address of the NMS Web server. The following login screen shows that the
site has been successfully created (initial username and password: admin).

slianli,

cisco  Network Management System
P—

Continued on next page
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System Installation, Continued

Polling Server Installation
System Requirements

¢ Supported operation system: Windows 7, Windows Vista, Windows Server
2003, and Windows XP

¢ Processor: 400 MHz Pentium or equivalent processor (minimum configuration);
1GHz Pentium or equivalent processor (recommended configuration)

e Memory: 96 MB (minimum configuration); 256 MB (recommended
configuration)

e Hard drive: 500 MB of free space required

e Monitor: 800 x 600, 256-color (minimum configuration); 1024 x 768 high color,
32-bit (recommended configuration)

Installation Procedures
1. Run the installer CISCO_NMS_Server.exe, and follow the installation wizard.

Network Hanagement System Server — InstallShield Wizard

Welcome to the InstallShield Wizard for Metwork Management System Server

d will ingtall Network banagen el on pour computer. To

Cancel

InstallShield < Back ”

Click Next.

Continued on next page
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System Installation, Continued

Hetwork Nanagement System Server — InstallShield ¥Wizard

Choose Destination Location

t another

Browse...

(i)

Irsterd Gheld

2. Select destination folder for the installation. To install to the default folder,
click Next.

Note: The default installation folder is C:\ Program Files\ NMS Polling Host\.

Network Nanagement System Server — InstallShield Wizard
Databaze Server Login

and authen ot mmethiod

Browsze...

hat yol a alling ta:
[

InstaliShield [ < Back ” Mext > ] Cancel

a. Enter the IP address where the database is located. (Note: “local” stands for
the local machine.)
b. Select the account to log in the database.

¢ Windows authentication
¢ SQL Server authentication (Login ID and password required)
c. Click Next.

Continued on next page
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System Installation, Continued

Hetwork Nanagement System Server — InstallShield Wizard

InstallShield Wizard Complete

InstallShield [ < Back ” Finish ] Canzel

Check the "Launch Network Management System Server” check box and
click Finish to complete the installation.

Run the program after installation is complete.

Note: To launch the polling server program automatically when the system
starts up, right click the program icon and check “Run on Windows Startup”
as shown below.

Sheow

Run on Windows Startup
Exit

= 13:28
CH = ~ By L 1
= 20 2013/3/14

Note: Due to the User Account Control (UAC) restriction in Windows 7, the
program will not run on Windows startup. Reboot the computer and run

Network Management System.exe in the installation folder.

OL-29665-03
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Appendix |

Enable IIS in Windows 7

1. Click Start, and select Control Panel -> Programs -> Turn Windows features
on or off.

.:.Elﬁ

Search Control Panel yel |

@@vﬁ ¢ Control Panel » Programs » | v|“’|

Control Panel Home

=i Programs and Features
il

7] W P
il et Uninstall a program |E‘3 Turn Windows features on or CT"F| View installed updates

Run programs made for previous versions of Windows | How to install a program
MNetwork and Internet

Hardware and Sound |@1 Default Programs

Change default settings for media or devices | Make a file type always open in a specific program

.

Programs Set your default pregrams

User Accounts and Famil
Safety y =) Desktop Gadgets
—=" Add gadgets to the desktop | Get more gadgets online | Uninstall a gadget

Appearance
Restore desktop gadgets installed with Windows

Clock, Language, and Regicn

Ease of Access

2. Check the "Internet Information Services” check box and keep the sub-nodes
remaining in their default statuses.

-
ﬁ Windows Features = L=

Turn Windows features on or off (7]

To turn a feature on, select its check box To turn a feature off, clear its
check box & filled box means that only part of the feature is turned on,

: |:| Games A
| Indexing Service
| Internet Explarer 10

m

@ [nternet Information &

=

| Internet Information Services Hostable Web Core
, Media Features
 Microsoft MET Frarmewark 3.5.1
, Microsoft Message Queue (MEMO) Server
, Print and Docurment Services
, Rernote Differential Compression
. RIP Listener
Services for MFS | |

| ok || cancel

HEEE
(3 [ [ 0 () (o] ] [ [ 5]

b

Continued on next page
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Appendix I, Continued

3.

Go to Control Panel -> System and Security -> Administrative Tools, and
look for Internet Information Services (IIS) Manager as shown below.

[ . F=E)
S~
uu v | v Caontrol Panel » System and Security » Administrative Tools - |‘, ‘ | Search Administrative Tools R ‘
Organize « [=%] Open =~ O @
Je Favorites Marne ° Date rodified Type Size
Bl Desktop [ Component Services 2009/7/14 12:57 Shartcut KB
4 Downloads @ Cornputer Managernent 2009/7/14 154 Shorkcut 2KE
£l Recent Places Data Sources {QDBC) 200977714 12:53 Shortcut KB
(&l Bvent iewer 2008777141254 Shortcut KB
4 Libraries ||&| Internet Information Services (II5) Manager | 2013/9/33 15:40 Shortcut 2 KBl
!ﬁ Documents @ iSCEl Initiator 200977714 12:54 Shortcut 2KB
J’ Fusic Eg Local Security Palicy 2013/4/18 13:05 Shortcut 2KB
|E=| Pictures @ Performance Monitar 2009/7/14 12:53 Shortcut 2KB
fgj Print Management 2013/4/18 13:05 Shortcut 2 KB
[&): Services 2009/7/14 12:54 Shortcut 2KB
1 Cormnputer [# Systermn Configuration 2008/7/14 12:53 Shortcut 2KB
Q—? Systern (T @ Task Scheduler 2009,/7/14 1254 Shortcut 2KB
- 070394 (03 #P Windows Firewall with Advanced Security  2009/7/14 12,54 Shortcut 2KB
@] WWindows Memory Diagnostic 2009/7/14 12:53 Shortcut KB
€l Metwork (& Windows PowerShell Modules 200877714 13:32 Shortcut IKB
@ Internet Information Services (IS) Manager Date modified: 2013/9/23 15:40 Date created: 2013/9/23 15:40
K Shortcut Size: 124 KB
\

Click to launch Internet Information Services (IIS) Manager, and configure

the IIS as shown below.

o (2

File  Wiew Help

b LILCHAMG-WS » Application Pools

| @~ @~

Connections

vl

2
A-Hﬂ LILCHANG-WSE (CISCONilchal
-[2¥ Application Paals

@é! Application Pools

This page lets yau wiew and manage the list of application pools on the server. Application paals are

Actions

& 2dd Application Poal...
Set Application Paol Defaults...

= associated with worker processes, contain one or more applications, and provide isolation amaong different @ Help
4 -[8] Sites applications. Ot
> @ Default \Web Site I¢
Filter: - [0 Ge - G Show Al | Group by: Mo Grouping -
MNarme Status  MET Fram.. Managed Pipel.. Identity Applications
| LT ASP.HET w40 Started w0 Integrated ApplicationPoolld.. 0 |
CPASPNET wd 0 Classic Started w0 Classic BpplicationPoolid.. 0 |
Z DefaulthppPool Started w0 Integrated ApplicationPoolld.. 1
< i | +
7 — CortentView
Ready &

OL-29665-03
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Appendix |l

To Enable Remote Connections in SQL Server

This section takes SQL Server 2008 as an example. SQL Server 2008 doesn’t allow
remote connections by default, and “sa” account is disabled by default. To enable

local connections to SQL Server 2008 on a remote server using SSMS, two parts of

configuration need to be performed:

1.
2.

SQL Server Management Studio (SSMS)

SQL Server Configuration Manager (SSCM)

Step 1: Launch SSMS on the computer where SQL Server 2008 is installed.
Connect to the database using Windows identity. Once logged in, right click
and select Properties.

> Microsoft SQL Server M:

File Edit View Tools Window Commur

B New Query | [ | D | 25 6 3 | R
Objecl Explorer - I x|

Connect- | 3§ 3 Z 3

[d Databas
@ Security
[ Server O
[3 Replicati New Query
[3 Manage

Disconnect

Register...

Activity Monitor

Start
Stop
Pause
Resume

Restart

Policies 3

Facets
Start PowerShell
Reports r

Refresh

Properties

Ready

2-12

Continued on next page
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Appendix II, Continued

Step 2: Select Security on the left, then "SQL Server and Windows

Authentication mode" on the right.

Server Properties -

21801\SQLEXPRESS

Select apage
2 General
Memory

Frocessors
Security
Commections

P Database Settings
Advanced
Fermissions

Connection

Server:
FC201308121801 \SQLEXFRESS

Connection:
FC201308121801 Whdministrator

4 Yiew comnection properties

Progress

Ready

8 Seript v [ Halp

Server authentication

! ¥indows Authentication mode

) SQL Server and Windows Authentication mode

Login suditing
one

ailed logins only

uccessful logins only

() Both failed and successful logins

Server proxy account
[7] Enable server proxy accomnt
Eroxy account:

Pazzword: BRERRRR Rk

Uptiens

[ Enable CZ audit tracing

[[]Cross database ownership chaining

Cancel ]

m

4

Step 3: Click Connections and check the “Allow remote connections to this

server” checkbox, then click OK.

Server Properties - P

21B01\SQLEXPRESS

Select apage
47 General
5 Memory
2 Processors

#A Connections
Datsbase Settings
hdvanced

Permissions

Connection
Server:
PC2013081218014SQLEXPRESS
Comnection:
EC201308121801 YAdministrator

N

¥iew connection properties

Progress

Ready

S 8aript ~ [ Help

Connections

Meximun umber of concwrrent connections (0 = unlimited):
o =

[7] Use query governor to prevent long-rumning gueries

a =

Default conmection options

[]implicit transactions
[] curser close on commit
[ amsi warnings

[[] =nsi padding

] AHST HULLS

[] arithmetic sbort

[[] arithmetic ignore

7] quoted identifier

»

Remote server cormections

[ [ 4110w remote comnections te this server

Remote query timesut (in seconds, 0 = no timesut):

800 =

[] Bequire distributed transactions for server—to-server communication

) Fumning values

Configured valuss

Cancel

x|

OL-29665-03
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Appendix II, Continued

Step 4: Expand Security -> Logins -> sa, and right click to select Properties.

Microso e

File Edit View Tools Window Commu

S New Query | [y | [y | 5 & =l
Object Explorer 1 x
Connect~ Sj _Eﬂ E 5
= LB PC2013081218010\SQLEXPRESS (5QL Serv

3 Databases

B [3 Security

= [d Logins

&, ##M5_PolicyEventProcessinglo
&, ##MS_PolicyTsqlExecutionLogir
£ BUILTIN\Users
M NT AUTHORITV\SYSTEM
ﬁ MNT SERVICEA\MSSQLESQLEXPRE
A PC201308121801\Administrator

Y- .
Mew Login...
3 Serve . .
Em Cred Script Login as *
3 Server Policies 3
3 Replicat Facets

M
@ [ Manage Start PowerShell

Reports *

Rename

Delete

Refresh

Properties I

Ready

Continued on next page
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Appendix II, Continued

Step 5: Click General on the left and select “SQL Server authentication” on

the right to set up password.

T e ———————— )

Select apage
12 General

% Server Roles
% User Mapping
2 Status

Connection

Server:
PC201308121501 \SOLEXFRESS

Connection:
PC201308121801 WAdmind strater

Frogress

Ready

&) View conmection preperties

S seript = [HHalp

Login name B Search...
Windows anthentication
@ Server authentication
Password 2998000008080 88
Confirm password S0 00008800088
[7] Specify old password
014 password
Enforce password policy
[7] Enforce password expiration
User must change password at mext login
Mapped t
Mapped to asymmetric key
[T]Map to Credential Al
Mapped Credentisls Credential Provider
Remove
Default datsbase ["“35‘“ ']
Default language [Enatisn -]
0K ] [ Cancel

OL-29665-03
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Appendix II, Continued

Step 6: Click Status, select Enabled, and click OK.

f | Login Properties - sa

Select a page
12 General

Connection

Server
FC201308121801 \SQLEXPRESS

Conmection:
FC201308121801 hdmini strator

4] View connection properties

Frogress

Ready

Eseript  [Help

Settings

Permission to connect to database engine

@ Grant

() Deny
Login:

@ Enabled

©) Disabled

Status
5L Server authentication:

Login is locked out

a4 ] [ Cancel

2-16
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Appendix II, Continued

Step 7: Right click the database and select Facets.

¢ Microsoft SQL Server Management Studio W

File Edit WView Debug Tools Window

R NewQuery | [y | [ |5 W | B

Connect~ S & o 7 B
El EB Connect...
[J Databas
3 Security
3 Server C
3 Replicati New Query
3 Manage Activity Monitor

Disconnect

Register...

Start
Stop
Pause
Resume

Restart

Policies 3

Facets |I

Start PowerShell

Reports (3

Refresh
Properties

1| [ , 3

Ready

OL-29665-03 Installation
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Appendix II, Continued

Step 8: Set “RemoteAccessEnabled” to “True”, and click OK.

/. The property 'RemoteAccessEnabled’ has been changed. For the change to take effect, restart the instance of SQL Server,

Select a page 8 Seript - Help
% General
Pk “ Server Configuration - I
Description: Exposes properties of the Server regarding the canfiguration settings of the server.
Facet properties:
=E =
i MinServerMemory o o
| NestedTriggersEnabled True
NetworkPacketSize 4096
OleAutomationEnabled False
i OpenObjects o
| OptimizeAdhocWorkloads False
PrecomputeRank False
PriorityBoost False
ProtocolHandlerTimeout 60 B
QueryGovernorCostLimit 0 \i
i QuernyWait -1
Recoverylnterval 0
True ]
Connection RemoteDacEnabled False
;’;9 PC2013081218010SQLEXPR RemoteloginTimeout 20 s
f \ﬁﬂm RemoteAccessEnabled
Plogrens- Gets the Boolean property value that specifies whether the remote access configuration option is
f enabled.
I Ready -
[ Export Current State as Policy... ]

[ ox ” Cancel ” Help ]

Step 9: The SSMS configuration has been completed. Exit and log in using
“sa”. If successful, the “sa” account will be enabled.

= comecro s D =
Microsoft*

~ SQL Server2008

Server type: [Database Engine v]

S e PC201305121801 4 SQLEXFRESS v

Authentication: [SQL Server Authentication v]
Login: za &
Pazsword: A

D Remember password

[ Connect i ’ Cancel ] ’ Help ] ’ Options »¥

2-18
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Appendix II, Continued

Step 10: To configure SSCM: click “SQL Server Services” on the left, and
verify if “SQL Server” and “SQL Server Browser” on the right are running.

Sql Server Confi

File Edit View Help
e 26l @
48 SOL Server Configuration Manager (Loc{| Name State Start Mode Log On As
B sSQL Server Services @SQL Server Browser Stopped Other (Boot, Syst.. NT AUTHOR]
4 B sQL server Network Configuration [ SQL Server (SQLEXPRESS) Running Automatic LocalSystem
Br Protocols for SQLEXPRESS ) SQL Server Agent (SQLEXPRESS) Stopped Other (Boot, Syst.. NT AUTHORI
» 2 SQL Native Client 10.0 Configuration
4 T ] IR ] ] 3

Step 11: TCP/IP is set to Disabled by default. Right click it to change it to
Enabled as shown below.

~

LR~ R e

f§ -
& Sql Server Configuration Manager

File Edit View Help

ez EBd=H

‘@ SQL Server Configuration Manager (Loci| Protocol Name Status
Bl SQL server Services %~ Shared Memory Enabled
4 [ SQL Server Network Configuration ¥ Named Fipes Disabled
& Protocals for SQLEXPRESS =TcPP Enabled
[ % SQL Native Client 10.0 Configuration FVIA Disabled

Continued on next page
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Appendix II, Continued

Step 12: The configuration has now been completed. Restart SQL Server 2008.
rﬁ Sql Server Configuration Manag; v-. - v “ “ e s -Eléu'
File Edit View Help

e JERNENESN ? ARCROROX)

@ SQL Server Configuration Manager (Loci|| Name State Start Mode Log On As
E SQL Server Services @SQL Server Browser Stopped Other (Boot, Syst.. NT AUTHORI
4 ﬂ SQL Server Network Configuration S0 S0L Server (SQLEXPRES

E= Protocols for SQLEXPRESS ER)SQL Server Agent (SQLE
» & SQL Native Client 10.0 Configuration

Automatic LocalSystem (@

Other (Boot, Syst.. NT AUTHORI

Start
Stop
Pause
Resume

Restart
Froperties

Help
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Chapter 3 Operation

Overview

This chapter provides information about the operation of the OptoStar II Network
Management System (NMS).

Qualified Personnel

Only appropriately qualified and skilled personnel should attempt to install and
operate this software. Otherwise, equipment damage may occur.

In This Chapter
Topic Page
Before You Begin 3-2
Functions 3-3
Monitoring Interfaces 3-24
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Before You Begin

This section introduces the procedures to operate the OptoStar II NMS.

Before You Begin
¢ Database server
e Web server

e Polling server

Start

1. Make sure that the fiber and RF cables of relevant modules of the OptoStar II
platform are connected.

2. Turn the front panel switch of the OptoStar II power supply module to ON
position. The power supply module and other modules will initialize for
about 5 seconds, and the ICIM will start loading for about 25 seconds.

3. When the device initialization is complete, connect to the Ethernet with the
RJ-45 connector on the rear panel of the ICIM. Connect the PC to the Ethernet.
The illustration below shows the connection method.

— _— )

RJ-45 RJ-45 / Wifi

ICIM
Rear Panel

4. Log into the OptoStar II NMS system.
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Functions

System Login

1. First enter the address of the OptoStar II NMS in a web browser (Google
Chrome is recommended). For example: http://192.168.1.1. The NMS system
login screen will display as shown below.

atfuan]ee
cisco  Network Management System

Optestar 8

2. Then enter the default username: admin, and the default password: admin.
Select language (English or Simplified Chinese) to log in the NMS system.

Continued on next page
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http://192.168.1.1/

Functions, Continued

System Main Interface

Once the user has successfully logged in, it will display the main interface of the
system as shown below.

4 admin = Log Off

el Network Management System

Optostar I
Topology Management ~ Alarm Management ~ Performance v Configurafion ~ Security Management » System Management v

NIlir
CISCO.

OptoStar Il

COPYRIGHT & 2014 CISCO SYSTEMS, INC_ ALL RIGHTS RESERVED.

e The OptoStar II NMS system provides following information:

. :
On top of the screen there are username button (), exit button

(B Log O ), and function buttons such as topology management, alarm

management, performance management, configuration management, security
management, and system logs. The user can select each menu to access
corresponding management function.

II. The user can click the username button () to modify user profile.

Note: When there is alarm, the Alarm Management menu turns to red. The
system interface is shown as below.

Continued on next page
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Functions, Continued

OL-29665-03

ifter]n
CIsCO

Optostar I

Network Management System

Topology Management ~ Alarm Management ~ Perormance v Configurafion ~ Securily Management v

Nl
CISCO.

OptoStar Il

COPYRIGHT @ 2014 CISCO SYSTEMS, INC. ALL RIGHTS RESERVED.

Operation

4, admin Zf Log Off

System Management
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Functions, Continued

Topology Management
Topology Tree

Topology tree provides centralized monitoring and management functions on
one interface, where the node information, statistics, and equipment online status
in all the areas can be viewed. See the screenshot below.

& admin 2§ Log Off

asco.  Network Management System

OptoStar I

Topology Management ~  Alarm Management ~  Performance ~  Configuration ~  Security Managemen!t ~  System Management ~

[+]
4 =5 China
4 {3 Shanghai
.saOploStar Il
+5192.168.56,123
atfoat)n,
CISCO.
OptoStar Il
alialagl

COPYRIGHT © 2014 CiSCO SYSTEMS, INC. ALL RIGHTS RESERVED.

The nodes in topology tree include text nodes (‘-J) and equipment nodes ( I=_'='“-).

Click text nodes to expand their sub-nodes; and click equipment nodes to display
detailed parameters of the equipment on the right. Three icons are used in the

tree folder to stand for different equipment online statuses: online ( u;'“.), offline

a

(&), and unknown (n-liﬂ)

Continued on next page
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Functions, Continued

¢ See operation procedures below:

1. To add a folder/equipment: right click any blank area in the topology tree,
and the following menu will display:

Property |

@ Add 4 Manual
Remaove Search...
View Alarm

& | Refresh

Select Add -> Manually, and the following dialog box will display:
] Add Node ><

Directory Foot
Node Type |TextNode ‘|

Node Title | ‘

Save Close

Continued on next page
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Functions, Continued

In the Node Type dropdown list, select the node type to add. The default is
Text Node, i.e., folder node.
See the Add Node window below:

] Add Node 5

Directory FRoot
Node Type |Device Node wv|

Node Title |

Device IP |

interval

Polling [ ] Enabled
Host Server |<None> v|

Location |

Contact |

Number
Manufacture |

|
|
Phone | |
|

Save |l Cloze

The IP address entered into the IP Address field must be compliant with its
format criteria. In the Polling Server dropdown list, select one server to
perform polling for that IP.

2. To search equipment: right click any blank area in the tree topology folder,
and the following menu will display:

Property ‘

& Add b Manual
Remove Search...
View Alarm

2 Refresh

Continued on next page
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Functions, Continued

Select Add -> Search, and the following dialog box will display:

=] Search Device %
From : . . To . . . public Search
DeviceType OlD IpAddress Cperation

Enter the IP address range and SNMP string (“public” as default), and click
Search to start searching.

Continued on next page
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Functions, Continued

3. To view node property: move cursor to the node you want to view, right click
and the following menu will display:

[Z] Property
Add

75 Remove
View Alarm

& Refresh

Select Property to display detailed information about that node, as shown
below:

E=]Node Property *

Node Property Snmp Property

Directory Shanghai & Change...
Node Title  |OptoStar |l

Device IP  [192.168.4.205

Device Type |Gpto Starll |

interva

Polling Enabled
Host Server |A157100000329 /|

Location |

Contact |

Number
Manufacture |

|
|
Phone | |
|

Save |l Close

4. To delete a node: move cursor to the node you want to delete, right click and
the following menu will display:

[i=] | Property
Add

75 Remove
View Alarm

& Refresh

Select Remove to delete that node. If a node folder is selected, then all the
sub-folders and equipment nodes in that folder will be deleted.

Continued on next page
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Functions, Continued

5. To view the node alarm: move cursor to the node you want to view the node
alarm, right click and the following menu will display:

=] Property
Add
75 Remove

View Alarm

2 Refresh

Select View Alarm to display alarm information about that node, as shown
below:

& admin Zf Log Off

‘el Network Management System

OptoStar II
Topology Management ~  Alarm Management ~ Performance v Configuration v Security Management v System Management ~

Untreated Alarm

IP[192.168. 5 . 81 |Date: From 1To| “Type[ALL w] % Query | [ Export v

' Confirm
O Device DateTime Content Type
D 192.168.5.81 23/04/2014 16:31:22 EYDFA Optical Output Power High Resume, Current Value: 22 dBm Warning
D 192.168.5.81  23/04/2014 16:04:35 EYDFA Optical Input Power High Resume, Current Value: 7 dBm Warning
D 192.168.5.81  23/04/2014 16:04:12 EYDFA Optical Input Power High, Current Value: 63 dBm Warning
D 192.168.5.81 23/04/2014 16:04:08 EYDFA Optical Input Power Low Resume, Current Value: -46 dBm ‘Warning
D 102.168.5.81 23/04/2014 16:04:03 EYDFA Optical Input Power Low, Current Value: -64 dBm Warning
[[] 192188581  23/04/2014 16:04:02 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning
D 192.168.5.81  23/04/2014 16:03:49 EYDFA Optical Input Power Low, Current Value: -64 dBm Warning
D 192 168.5.81 23/04/2014 15:57:20 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning
D 192.168.5.81 23/04/2014 12:13:10 EYDFA Internal Temperature High Resume, Current Value: 29 °C MNormal
D 192.168.5.81 23/04i2014 12:11:51 EYDFA Internal Temperature High, Current Value: 20 °C Warning

ZOE 4 4 Pagel oft P M| O Displaying 110 10 of 10 items

COPYRIGHT @ 2014 CISCO SYSTEMS, INC. ALL RIGHTS RESERVED.

6. To refresh the tree folder: right click any blank area in the tree topology folder,
and the following menu will display:

Property
@ Add 3

Remove
View Alarm

& Refresh

Select Refresh to refresh the entire tree folder view.

Continued on next page
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Functions,

Continued

Alarm Management
Untreated Alarm Management

The Untreated Alarm screen displays all the alarms received by the polling server.

See the illustration below.

Untreated Alarm

P _;Date Frum“ :Tu. i .Type , Query | | % Export =

' Confirm @ Delete
M| Device DateTime Content Type
[[] 1921684131 22/05/2014 09:46:18 1test string Mormal
E‘ 192.168.4.131  22/05/2014 09:46:15 test string Normal
[] 192.168.4.131 22/05/2014 09:46:12 {esi siring Momal
I:‘ 192.168.5.81  23/04/2014 16:31:22 EYDFA Optical Output Power High Resume, Current Value: 22 dBm Warning
|:| 192.168.5.81 23/04/2014 16:04:35 EYDFA Optical Input Power High Resume, Cumrent Value: 7 dBm Warming
I:‘ 192.168.5.81  23/04/2014 16:04:12 EYDFA Optical Input Power High, Current Value: 65 dBm Warning
|:| 192.168.5.81 23/04/2014 16:04:08 EYDFA Optical Input Power Low Resume, Current Value: -46 dBm Warning
I:‘ 192.168.5.81  23/04/2014 16:04:03 EYDFA Optical Input Power Low, Current Value: -64 dBm Warning
|:| 192.168.5.81 23/04/2014 16:04:02 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning
I:‘ 192.168.5.81  23/04/2014 16:03:49 EYDFA Optical Input Power Low, Current Value: -64 dBm Warning
D 192.168.5.81  23/04/2014 15:57:29 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning
I:‘ 127.00.1 23/04/2014 15:14:13  Administrator 127.0.0.1 Warning
D 192.168.5.81  23/04/2014 12:13:10 EYDFA Internal Temperature High Resume, Current Value: 29 °C Mormal
I:‘ 192.1635.81  23/04/2014 12:11:51 EYDFA Internal Temperature High, Current Value: 29 °C Warning
Zﬂﬂ M 4 Page 1 of1 [ M [«] Displaying 1 to 14 of 14 items

¢ See operation procedures below:

1.

To confirm an alarm: the administrator can select one or more alarm items

( v Confirm )

and click the confirm button to confirm and remove the alarm

from the Pending Alarm list.
To delete an alarm: select one or more alarm items and click the delete button

(@ Delete )

To query an alarm: fill in all the query condition fields, such as IP Address,
Date, and Alarm Type, and click Query.

4. Paging: in the toolbar at the bottom of the page, you can go to the
previous/next page, and set up the number of alarms to be displayed.
QUﬂ 4 Page 1 of 1 | | [v] Displaying 1 to 14 of 14 items

3-12
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Functions, Continued

History Alarm Management

History Alarm displays all the alarm items confirmed or deleted from the
Pending Alarm list. See the screenshot below.

History Alarm
P |pate:From| |To| iTypelALL—v\ , Query [ Export v

D Device DateTime Content Type Confirm State Confirm User

L] MH2ABEANI 2ZUL2UT4 UE:461E  test sinng Mormal admin

[] 1921684131 22/05/2014 09:46:15 test string Normal admin &

[] 192.168.4.131 22/05/2014 09:46:12 feststring Normal admin

[] 192168581 23/04/2014 16:31:40 EYDFA Opical Input Power Low, Current Value: -6.5 dBm Warning admin

[] 192168581 23/04/2014 16:31:22 EYDFA Optical Output Power High Resume, Current Value: 22 dBm  Waming admin

[] 192188581 23/04/2014 16:30:48 EYDFA Optical Output Power High, Current Value: 22 dBm Warning admin

[] 192168581 23/04/2014 16:25:26 EYDFA Optical Output Power High Resume, Current Value: 220 dBm  Waming admin

[] 192188581 23/04/2014 16:12:49 EYDFA Optical Input Power Low Resume, Current Value: 6 dBm Warning admin

[] 192.188.581 23/04/2014 16:04:35 EYDFA Optical Input Power High Resume, Current Value: 7 d8m Warning admin

|:| 192.168.5.81 23/04/2014 16:04:12 EYDFA Optical Input Power High, Current Value: 65 dBm Warning admin

[] 192168.581 23/04/2014 16:04:08 EYDFA Optical Input Power Low Resume, Current Value: -46 dBm Warning admin

[] 192168581 23/04/2014 16:04:03 EYDFA Opical Input Power Low, Current Value: -84 dBm Warning admin

[] 192.168.581 23/04/2014 16:04:02 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning admin

[] 192168581 23/04/2014 16.03:48 EYDFA Oplical Inpul Power Low, Current Value: -84 dBm Waming admin

[] 192168581 23/04/2014 15:57:28 EYDFA Optical Input Power Low Resume, Current Value: -54 dBm Warning admin

|:| 192.163.5.81 23/04/2014 15:16:01 EYDFA Internal Temperature High Resume, Current Value: 28 °C Mormal admin

[] 1270041  23/04/2014 15:14:13 Administrator 127.0.0.1 Warning admin

[] 192168581 23/04/2014 12:13:10 EYDFA Internal Temperature High Resume, Current Value: 29 °C Normal admin

[] 192168581 23/04/2014 1211:51 EYDFA Internal Temperature High, Current Value: 29 °C Warning admin o<t
20[¥] KM 4 Page)1 jot1| » M| O Displaying 1 to 19 of 19 items

¢ See operation procedures below:

See the procedures of Untreated Alarm.

Continued on next page
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Functions, Continued

Performance Management

Performance Management displays equipment parameters regularly received by
the polling server. These parameters can be queried, deleted, or shown in charts.
See the screenshot below (taking the power supply module as an example).

IP . E . Date From To Serial Number| ‘Slot‘

= Table | s+*Plot

Power Supply data

L, Query 1 Clear | | Export =
Device IP Serial Number DateTime Slot  Output Voltage (V) Output Current (mA)  Output Power (W) Temperature (C)
192.168.5.123 ACIDO0D00D3 11/04/2013 12:30:05 9 241 1875 45 39 ~
192.168.5.123 ADID00D0003 11/04/2013 12:31:05 9 24 1458 35 39
192.168.5.123 ACIDO0D00D3 11/04/2013 12:32:05 9 24 1453 35 39
192.168.5.123 ADID00D0003 11/04/2013 12:33:05 9 24 1458 35 39
192 1685123 ACIDO00D00D3 11/04/2013 12:34:05 9 24 1541 37 39
192.168.5.123 ADID0000003 11/04/2013 12:35:05 9 24 1916 46 39
192 1685123 ACIDO00D00D3 11/04/2013 12:36:05 9 24 1458 35 39
192.168.5.123 ADID0000003 11/04/2013 12:37:05 9 24 1458 35 39
1921685123 ACIDO000003 11/04/2013 12:38:05 9 24 1458 35 39
192.168.5.123 ADID0000003 11/04/2013 12:39:05 9 24 1541 37 39
192.168.5.123 ACID0000003 11/04/2013 12:40:05 9 24 1666 40 39
192.168.5.123 ACIDO0D00D3 11/04/2013 12:41:05 9 24 1541 37 39
192.168.5.123 ACID0000003 11/04/2013 12:42:05 9 24 1916 46 39
192.168.5.123 AQIDO0D00D3 11/04/2013 12:43:.05 9 24 1541 37 39
192.168.5.123 AOID0000003 11/04/2013 12:44:05 9 24 1625 39 39
192.168.5.123 AQIDO0D00D3 11/04/2013 12:45:05 9 24 1916 43 39
192.168.5.123 ADID0000003 11/04/2013 12:46:05 9 24 1666 40 39 N7
20 ﬂ Page 1 of324  » M [v] Displaying 1 to 20 of 6464 items

Continued on next page
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Functions, Continued

¢ See operation procedures below:

1.

To query data: enter the query conditions, such as IP Address, Date, S/N, and

( -, Query )

Slot ID, and click the query button to display the results.

To delete data: Select the data item to delete, and click the delete button

(@ Delete ) to delete it.

To empty data: this operation will empty all the data - please use with
caution.

To show in charts: Enter the mandatory query condition (the dates), and
optional conditions such as IP Address, S/N, and Slot ID, check the

( -, Query )

parameters to display, and click the Query button for results.

P . . . |pateFrom[2013-01-23 [[To[2013-01-24 7| serial Number[E331301011 |t

[E] Table | »#*Plot

]Output Voltage (V) [ Output Power (W)
[w]Output Current (maA[v] Temperature {c)

= Query
Output Voltage (V)

83

24.80

24.60

24.40

24.20

24.00

23.80

R T e o

a3 el e e} » ] ¥ a3 = a°

I _Q’\‘ _Q’\‘ _Q'\‘ .Q\‘ R’\‘
e N S S

2
o
AR

Output Power (W)
100.00

80.00
60.00
40.00
-

IE2
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Functions, Continued

Configuration Management
Device Name Configuration

The system provides default device names. This function can be used to rename
the device. See the screenshot below.

English Name [icm |
4 =5 OptoStarll Chinese (Simpliied) Name | |
=] Optical Amplifier
=icm

=] Forward Receiver
=11310 nm Transmitter

=] Optical Switch

=] Power Supply

=] Forward Driver Amplifier
E]RF Switch

=] 1550nm DMT

=] Reverse Receivers

o
o
=
£

¢ See operation procedures below:

1. Select the device to rename on the left, enter the new name in the text box on
the right, and click the Save button on the lower right corner to save the
change.

Continued on next page
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Functions, Continued

Alarm Level Definition

The system provides six default alarm levels, including Normal, Warning, Minor,
Major, Critical and Undefined. The user can set up the level as required. See the
screenshot below.

Device Alarm Level Definition

4 {3 OptoStaril Description Alarm Type
(=] Optical Amplifier Power Supply status is normal [Normal /|
g ::Cnlr':am Recaiver Power Supply output DC voltage Low
[=]1310 nm Transmitter Fower Supply output DC voltage High
[=] Optical Switch Pawer Supply FAN fault
EPower Sup?\y 3 Power Supply module temperature high [Major /]
g ;DF“;::;C:“WF - Power Supply power OFF
=] 1550nm DMT Power Supply power ON

[=]Reverse Receivers

20(v| | 4 4 Pagel1 jof1| B M| O Displaying 110 7 of 7 items

Host Server Management

Host server management displays statuses for all the servers, including Identity,
Name, Status, Trap Receive, Email Alert, and Trap IP Filter List. See the
illustration below.

Host Server List

> Enable @ Disable <[ Trap Filter €2) Email Alert Options

Identity MName Status Trap IP Filter List Trap Receive  Email Alert
32612570-ecf5-4309¢c-«  A157100000329 Fault 192.168.1.1,192.168.1.2 Normal Stopped
65721157-1254-435e-  globaHrzpgsum Mormal Normal Stopped
0d6bddec-9518-473b-1 ri-n8kw2wahyd4g Fault Stopped Stopped

20[~| Page 1 of1 [v] Displaying 1 to 3 of 3 items

Continued on next page

OL-29665-03 Operation 3-17



Functions, Continued

¢ See operation procedures below:

1. To set host status: double click or right click the item to set, and the following
window will display:

7] Settings-globaldrzpgsum ¥
Host Name |gl{:|:-al—lr2pg5um :
Trap Receive [+] Enabled
Email Alert [] Enabled
Filter List

[l
[
1
[
[=]
L)
]

You may set Host Name, Trap Receive, Email Alert, and Filter List in this
window. Enter multiple IP addresses in the Filter List, divided by Enter key.

When the setup is completed, click the Save button to save the change.

» B Enable @ Disable

2. To set alarm on/ off: use the ” button in the toolbar to

enable/disable all the server alarms.

« T Trap Filter

3. To set alarm filter: use the ” button in the toolbar to set filter 1P

list of all the server alarms. When the setup is completed, the server will no
longer receive alarms from the filter IP list.

Continued on next page
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Functions, Continued

Security Management
User Management

Use the user management function to manage all the users who are using the
NMS, including adding, deleting, or changing the users. See the illustration

below.
User List
& New
Username Role Description State
admin Administrator Default User Normal
test_user TEST_ROLE Normal
test123456 Administrator Disabled
2Uﬂ Page 1 of 1 [v] Displaying 1 to 3 of 3 items

Continued on next page
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Functions, Continued

¢ See operation procedures below:

1. To create a new user: click the New button

( &) New

) in the toolbar as shown

below:

] Create a new user *

UserName

Confirm

|
Password |
Password |

Role | Administrator v
State [ ] Enable
Phone | |

Email | |

Description

Save | Close
I,

The Username, Password, Confirm Password, and Role fields are mandatory.

When the State is disabled, the user cannot use the NMS; when it is enabled,
the user can use the NMS.

Click the Save button to save the change.
2. To delete a user: select the user to delete, and click the Delete button

© Delete

(

The default user “admin” cannot be deleted.

) in the toolbar to delete it.

Continued on next page
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Functions, Continued

3. To modify user information: double click or right click the user to modify, and

a window will display as shown below:

] Settings %
UserName admin
Password |II'I'I'I'Ill 5
confirm |II....|| *
Password
Role | Administrator v
State [w] Enable
Phone | |
Email | |
Description |Default User

Save

Close

When the modification is completed, click the Save button to save the change.

Role Management

Use the role management function to show and set all the roles. See the

illustration below.

Role List
@ New
RoleName
Administrator

TEST_ROLE

Page 1 oft b M ©

007 14

OL-29665-03 Operation

Description

Default Role

Displaying 1to 2 of 2 items
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Functions, Continued

¢ See operation procedures below:

o INEW
1. To create a new role: click the New button ( ) in the toolbar as shown
below:
EolCreate a new role ®
Name Privilege Region Privilege
| 4 5[] Administrator a =[] China

Description 4 =5[] Alarm Management 4[] Shanghai

=] Allow to view alarm data only E][0 Optostar Il

=[] Allow to confirm/delete alarm di =[] 192.168.5.211

4 =5[] Performance Management = [ 192.168.5.198

=[] Allow to view performance data =[] 192.168.4.96
=] Allow to delete performance daf
E[] Allow to setup topology tree
E[] Allow to setup device indentity nan
[E[] Allow to setup alarm levels
=[] System log Management
=[] Allow to view system log data ol
=[] Allow to delste system log data
=[O0 Allow to setup polling hosts

Y

(2]
6
o
C
=]
I
i

Fill in the Role Name and Description fields, and check the Privilege and
Region Privilege lists.
In the Region Privilege list, a node without being checked means its users

have no permission to access the equipment information in that region; when
it is checked, its users can read and set the equipment in that region.

Continued on next page
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Functions, Continued

2. To delete a role: select the role to delete, and click the Delete ( © Delete )

button in the toolbar to delete it. The default role “admin” cannot be deleted.

3. To edit a role: double click the role to edit and the following window will
display. Click the Save button when the edit is completed.

[E] Settings %
Name Privilege Region Privilege
A stra 4 59+ Administrator 4 5[] China
Description 4 55+ Alarm Management 4[] Shanghai
Default Role =] [7] Allow to view alarm data only =100 OptoStar Il
=] [ Allow to confirm/delete alarm d: =[] 192.168.5.211
4 =5[] Performance Management =[] 192.168.5.198

=] [+] Allow to view performance data =|[1192.168.4 96
=] [+ Allow to delete performance dat
=[] Allow to setup topology tree
=] [»] Allow to setup device indentity nan
=] [v] Allow to setup alarm levels
=7 [v] System log Management
=] [v] Allow to view system log data o
=] [ Allow to delete system log data
=] [#] Allow to setup polling hosts

1Y

Save Close
L |

Continued on next page
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Functions, Continued

System Management
System Log Management
System log management displays the following contents: errors found in the

polling server during the polling process, user login information, and user’s setup
records for the equipment. See the screenshot below.

System Log
Date From To LogType[ALL  ~| O, Query |5 Export v
M DateTime Event Source Content Type
D 05/09/2013 15:11:12 admin Login from 192.168.7.202 System ~
D 05/09/2013 14:20:46 admin Login from 192.168.7.202 ' System
|:| 05/09/2013 14:19:59 admin Login from 192.168.7.202 System
[] 05/00/2013 13:49:37 admin Login from 192.168.7.202 ' System
D 05/09/2013 13:49:36 admin Login from 192.168.7.202 System
D 05/09/2013 12:06:36 admin Login from ::1 System
|:| 03/09/2013 15:41:38 admin Login from =1 System
[] 03/09/2013 13:48.01 admin Login from 192.168.4.66  System
D 03/09/2013 08:12:23 admin Login from 192 168.466 System
D 02/09/2013 16:47:37 admin Login from 192.168.4.66 System
D 02/09/2013 16:33:49 admin Login from 192.168.4.66  System
[] 02/09/2013 14:12:33 admin Login from 192.168.4.95  System
D 02/09/2013 14:10:15 admin Login from 192 168.466 System
D 02/09/2013 13:34:47 admin Login from 192.168.4.66 System
D 02/09/2013 13:28:15 test_user Login from 192.168.4.66  System
[] 02/09/2013 13:27:43 admin Login from 192.168.4.66  System
D 02/09/2013 13:25:28 admin Login from 192 168.466 System
D 02/09/2013 13:15:58 admin Login from 192.168.4.66 System
D 02/09/2013 12:24:10 admin Login from 192.168.4.66 ~ System
[] 02/09/2013 11:26:37 admin Login from 192.168.4.66  System v
20 ﬂ Page 1 of4581 » M © Displaying 1 to 20 of 91602 items

¢ See operation procedures below:

1. To delete a log: select the log to delete, and click the Delete ( - EDEE

button in the toolbar to delete it.

)

2. Log query: enter query conditions: Date and Log Type, and click the Query
button.
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Monitoring Interfaces

Optical Platform

The default startup interface:

 oeeeeeececee

Ll

Alarm List Installation Info
7 Confim  (3) Delete
|:| Device DateTime Content Type

20v] | M 4 | Pagelt (of1| b M | O Displaying 0 to 0 of 0 items

e The upper part of the interface shows current online statuses of the equipment;

e The lower part of the interface shows alarm information and installation
information of the current equipment;

e The lower part of the interface also shows parameters of each module in
corresponding slot.

Continued on next page

OL-29665-03 Operation 3-25



Monitoring Interfaces, Continued

Intelligent Communications Interface Module (ICIM)
Basic Parameter

Click to select the OptoStar II intelligent communications interface module in the
interface which shows all the local modules. The parameter interface of the
intelligent communications interface module will display as illustrated below.

0000®000®00®00®

] [ R |

ICIM on 192.168.4.205
Module Information

AQIMT120004
va.o

Fan1 Status:
Fan2 Status:

Serial Number:

Firmware Version:

Temperature: B T Fan3 Status:
RESET Fan4 Status:
Fan5 Status:
COMMUNICATION INTERRUPT WHILE RESETTING.
Fan6 Status:
RESET FanT Status:
Fang Status:

3-26
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II intelligent
communications interface module.

Basic Parameter Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Module Firmware Version Shows firmware version

Module Temperature Shows the current module temperature (°C)

Fan Status

8 Chassis Fans Statuses Shows if the statuses of 8 chassis fans are
normal

Module Factory Reset

Reset Key Factory reset

Continued on next page
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Monitoring Interfaces, Continued

Power Supply Module
Basic Parameter

Click to select the OptoStar II power supply module in the interface which shows
all the local modules. The parameter setting interface of the power supply module
will display as illustrated below.

©©®eeeeeee®ee®

Power Supply on 152.168.5.182

Module Information

Serial Number: 0123456789 CQutput Voltage: 241 v
Slot ID: 2 Output Current: 1869 mA
Firmware Version: V2.0 QOutput Power: 45 W
Temperature: 45 1 FAM Status: Mormal

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II power supply

module.
Basic Parameter Description
Module Basic Information
Module Node Location Shows the node IP where the modules are
located
S/N Shows module serial number
Slot ID Shows the slot ID the module is placed
Module Firmware Version Shows firmware version
Module Temperature Shows the current module temperature (°C)
Output Voltage Shows module output voltage (V)
Output Current Shows module output current (mA)
Output Power Shows module output power (W)
Fan Status Shows if the power supply fan status is normal

Continued on next page
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Monitoring Interfaces, Continued

1310 nm Forward Transmitter Module
Basic Parameter

Click to select the OptoStar II 1310 nm forward transmitter module in the
interface which shows all the local modules. The parameter setting interface of the
1310 nm forward transmitter module will display as illustrated below.

00000000000000000

1310nm Transmitter on 192.168.5.192

Module Information Input RF

Slot ID: Gain Control Mode: | AGC [=]

Input RF Attenuator: 0 d8

Firmware Version:

Temperature:
Laser
Laer Type: DFB-13 Laser Output Power:
Laser Temperature: 2T6| C Laser Bias Current:
Lazer Wavelength: 1310 nm Laser TEC Current:

Laser On/Cff Control:

Comment

Comment 1: IType Comment Text Here.

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II 1310 nm forward

transmitter module.

Basic Parameter

Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Slot ID Shows the slot ID the module is placed

Module Firmware Version

Shows firmware version

Module Temperature

Shows the current module temperature (°C)

RF Input Information

RF Input Level

Shows RF input level (dBmV)

Laser Information

Laser Type

Shows laser type

Laser Temperature

Shows laser temperature (°C)

Wavelength

Shows wavelength (nm)

Optical Output Power

Shows optical output power (dBm)

Bias Current

Shows laser bias current (mA)

Cooling Current

Shows cooling current (mA)

OL-29665-03
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Monitoring Interfaces, Continued

Setup Parameters

The table below lists the setup parameters of the OptoStar II 1310 nm forward

transmitter module.

gain range -5 to +5 dB, with 0.5 dB
step)

Setup Description Factory Default
Parameters
RF Input Information
Gain Control Shows / sets AGC or MGC gain
Mode Selection | control mode AGC mode
Shows / sets RF attenuation (dB) (In
AGC mode the field is grayed out; In
RF Attenuator MGC mode the function is available: | 0 dB (In AGC mode)

Laser Information

Laser Status

Shows / sets laser status: ON/OFF

Laser status: ON

Comment

Comment

You may add applicable comments as
required.

None
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Monitoring Interfaces, Continued

Reverse Receiver Module
Basic Parameter

Click to select the OptoStar II reverse receiver module in the interface which
shows all the local modules. The parameter setting interface of the reverse
receiver module will display as illustrated below.

Module Information

Comment 1:
Comment 2: ]Type Comment Text Here.
Comment 3: ]Type Comment Text Here.
i Comment 4: ]Type Comment Text Here.

Serial Number: Type Comment Text Here.

Slet 1D:

Firmware Version:

Temperature:

Input Power: -71 dBm Input Power: -6.9 dBm

Input Status: MNormal Input Status: Mormal

Gain Control Mode: ]AGC -10 [JOFF dB Gain Control Mode: IAGC 0 [JoFF dB Save

Input Power: 71 dBm Input Power: -6.9 dBm
Input Status: Mormal Input Status: Mormal

Gain Control Mode: ] AGC 0 [JOFF | d8B Gain Control Mode: ] AGC 0 [JOFF | dB

OL-29665-03
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II reverse receiver

module.

Basic Parameter

Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located
S/N Shows module serial number

Module Firmware Version

Shows module firmware version

Slot ID

Shows slot ID

Module Temperature

Shows the current module temperature (°C)

Parameters for Each Module

Optical Input Power

Shows optical input power (dBm)

Optical Input Status

Shows optical input status: Normal/Fault

Setup Parameters

The table below lists the setup parameters of the OptoStar II reverse receiver

module.
Setup Description Factory Default
Parameters
Parameters for Each Module
Shows/sets AGC or MGC gain AGC mode for all

Gain Control

control mode

four modules

Shows/sets gain (In AGC mode the

Mode field is grayed out; In MGC mode
the function is available: gain range | 0 dB (In AGC mode)
-20 to 0 dB, turn-off at -30 dB, with 1
dB step)

Comment

Comment You may add applicable comments None

as required.
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Monitoring Interfaces, Continued

Forward Receiver Module
Basic Parameter

Click to select the OptoStar II forward receiver module in the interface which
shows all the local modules. The parameter setting interface of the forward
receiver module will display as illustrated below.

Module Information

Serial Number:
Slot ID:

Input Power:
Input Status:

Firmware Version: Gain Control Mode:

AGC

Temperature: Output RF Attenuator:

Comment 1: | @Type Comment Text Here. m

The table below lists the basic parameters of the OptoStar II forward receiver

module.
Basic Parameter Description
Module Basic Information
Module Node Location Shows the node IP where the modules are
located
S/N Shows module serial number
Module Firmware Version Shows firmware version
Module Temperature Shows the current module temperature (°C)
Optical Input Power Shows optical input power (dBmV)
Optical Input Status Shows optical input status: Normal/Fault

OL-29665-03
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Monitoring Interfaces, Continued

Setup Parameters

The table below lists the setup parameters of the OptoStar II forward receiver

module.
Setup Description Factory Default
Parameters
RF Output Information

Gain Control Shows / sets AGC or MGC gain

Mode Selection | control mode AGC mode

Shows / sets RF attenuation (dB) (In
AGC mode the field is grayed out; In
RF Attenuator MGC mode the function is available: | 0 dB (In AGC mode)
gain range -20 to 0 dB, turn-off at -30
dB, with 1 dB step)

Comment

You may add applicable comments as

. None
required.

Comment

Continued on next page
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Monitoring Interfaces, Continued

1550 nm DWDM Forward Direct Modulation Transmitter Module
Basic Parameter

Click to select the OptoStar II 1550 nm DWDM forward direct modulation
transmitter module in the interface which shows all the local modules. The
parameter setting interface of the 1550 nm DWDM forward direct modulation

transmitter module will display as illustrated below.

1550nm DMT on 192.168.5.211

Seripl Mumber A T 200005 Input RF Lewvel 15,2 dBm\f
Siot I 7 Gain Control Mode: |l AGC E| E3
Firmvarare Vergion V2.0 Input RF Astenuator : = IES
Temparaturs 35 T

Lasear Typs DFB-10 Laser Oulput Power 101  dBm
Laser Temparature M T Laser Bins Cument T3 mA
Laser Wavelangth 155012  nm Laser TEC Cusrent AT | mA

Laser OnOf Control: f§ ON [=]
| Save |

Comment 1: IlType Comment Text Here

OL-29665-03
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II 1550 nm DWDM
forward direct modulation transmitter module.

Basic Parameter Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Slot ID Shows the slot ID the module is placed

Module Firmware Version Shows firmware version

Module Temperature Shows the current module temperature (°C)

RF Input Information

RF Input Level Shows RF input level (dBmV)
Laser Information

Laser Type Shows laser type

Laser Temperature Shows laser temperature (°C)
Wavelength Shows ITU wavelength

Optical Output Power Shows optical output power (dBm)
Bias Current Shows laser bias current (mA)
Cooling Current Shows cooling current (mA)

Continued on next page
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Monitoring Interfaces, Continued

Setup Parameters

The table below lists the setup parameters of the OptoStar II 1550 nm DWDM
forward direct modulation transmitter module.

gain range -5 to +5 dB, with 0.5 dB
step)

Setup Description Factory Default
Parameters
RF Input Information
Gain Control Shows / sets AGC or MGC gain
Mode Selection | control mode AGC mode
Shows / sets RF attenuation (dB) (In
AGC mode the field is grayed out; In
RF Attenuator MGC mode the function is available: | 0 dB (In AGC mode)

Laser Information

Laser Status

Shows / sets laser status: ON/OFF

Laser status: ON

Comment

Comment

You may add applicable comments as
required.

None

OL-29665-03
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Monitoring Interfaces, Continued

1550 nm Optical Amplifier Module
Basic Parameter

Click to select the OptoStar II 1550 nm optical amplifier module in the interface
which shows all the local modules. The parameter setting interface of the 1550 nm
optical amplifier module will display, for the parameter setting interface of one
pump is shown as below.

Optical Amplifier on 192.168.5.211

Module Information

Serial Number: AQI17260006

ik

Laser Temperature: 40

Slot 1D: 13 Laser Bias Cumrent: I 0 ma

Firmware Version: V1.0 Laser TEC Cument: I -204 | mA

Temperaturs: I 34 T
Optical Input Power: = 12| 9BM | comment 1: | Y Type Comment Text Here. | Save |

Optical Qutput Power: 0| dBm

The parameter setting interface of two pumps is shown as below.

emply empty emply emply

Optical Amplifier on 192.168.5.211

Module Information

Serial MNumber: AQIT260016 Laser Temperature: 3B T
siot 1D: || 11 Laser Bias Gurrent: | ] 0 ma
Firmware Version: l V1.0 Laser TEC Cument . -452 | mA
Temperature: I AT
Optical Input Power: | 42| dBm P W T
Optical Output Power: I 0| dBm Laser Bias Cumrent l 0 mA
Laser TEC Current. ] 156 ma
Comment 1: | §Type Comment Text Here Save

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II 1550 nm optical
amplifier module.

Basic Parameter Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Slot ID Shows the slot ID the module is placed

Module Firmware Version Shows firmware version

Module Temperature Shows the current module temperature (°C)

Optical Power Information

Optical Input Power Shows optical input power (dBm)

Optical Output Power Shows optical output power (dBm)

Laser Information

Laser Temperature Shows laser temperature (°C)
Drive Current Shows laser drive current (mA)
Cooling Current Shows cooling current (mA)

Continued on next page
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Monitoring Interfaces, Continued

Forward Driver Amplifier Module
Basic Parameter

Click to select the OptoStar II forward driver amplifier module in the interface
which shows all the local modules. The parameter setting interface of the forward
driver amplifier module will display as illustrated below.

| Forward Driver Am plifier on 192.168.5.211

Module Information

Serial Number: A0IDD000000 Aftenuator: 1| = IEXE
stio: : s | 3 o
Firmware Version: l V1.0
B 3/ T
kst I Comment 1: W Type Comment Text Here. Save

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II forward driver

amplifier module.

Basic Parameter

Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Slot ID Shows the slot ID the module is placed

Module Firmware Version

Shows firmware version

Module Temperature

Shows the current module temperature (°C)

Setup Parameters

The table below lists the alarm parameters of the OptoStar II forward driver

amplifier module.

Setup Description Factory Default
Parameters
RF Input Information
Output Tilt Set output tilt (range: 0 to 9 dB) 0dB
Output Gain Set output gain (range: -9 to 0 dB) 0dB
Comment
Comment You may add applicable comments as None
required.

OL-29665-03
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Monitoring Interfaces, Continued

Optical Switch Module

Basic Parameter
Click to select the OptoStar II optical switch module in the interface which shows
all the local modules. The parameter setting interface of the optical switch module

will display as illustrated below.

Module Information
Serial Number: AQI17190012 Comment 1. | W Type Comment Text Here.

Slot 1D: 12 Comment 2: ITyrpe Comment Text Here.
Firmware \Version:

V1.0
. 1
Temperature: I 28 Switch Mods: | il Manual |E|

Switch State: || Path B [=]

Input Status: I MNormal Input Status: I MNormal

Input Power: l 15.0 | dBm Input Power: I 15.2 | dBm

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II optical switch

module.
Basic Parameter Description
Module Basic Information
Module Node Location Shows the node IP where the modules are
located
S/N Shows module serial number
Slot ID Shows the slot ID the module is placed
Module Firmware Version Shows firmware version
Module Temperature Shows the current module temperature (°C)

Optical Input Power Information

Optical Input Power in Shows optical input power in channel A/B
Channel A/B (dBm)

Setup Parameters

The table below lists the setup parameters of the OptoStar II optical switch
module.

Setup Description Factory Default
Parameters

Optical Signal Input Information

Switching Mode | Shows/sets Auto/Manual switching | Auto switching

Selection mode mode
Chanr}el A/B Shows/sets channel A/B Channel A
Selection

Comment

Comment You may add applicable comments as None

required.

Continued on next page
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Monitoring Interfaces, Continued

RF Switch Module

Basic Parameter
Click to select the OptoStar II RF switch module in the interface which shows all
the local modules. The parameter setting interface of the RF switch module will

display as illustrated below.

RF Switch on 192.168.6.91

Module Information Comment
AQIM7190030 Comment 1:
Comment 2: ITy pe Comment Text Here.

Type Comment Text Here.

Serial Number:
Slot ID:

Firmware Version:

Switch Mode: 8 Manual

Switch State: IPalh A

Mormal RF Input Status: | Mormal

99 dBmV

Temperatura:

RF Input Status:
RF Input Level:

Continued on next page
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Monitoring Interfaces, Continued

The table below lists the basic parameters of the OptoStar II RF switch module.

Basic Parameter

Description

Module Basic Information

Module Node Location Shows the node IP where the modules are
located

S/N Shows module serial number

Slot ID Shows the slot ID the module is placed

Module Firmware Version

Shows firmware version

Module Temperature

Shows the current module temperature (°C)

RF Input Information

RF Input Status in Channel A/B

Shows RF input status in channel A/B

Setup Parameters

The table below lists the setup parameters of the OptoStar II RF switch module.

Setup
Parameters

Description

Factory Default

RF Input Information

required.

Switching Mode | Shows/sets Auto/Manual switching | Auto switching
Selection mode mode

Chanr}el A/B Shows/sets channel A/B Channel A
Selection

Comment

Comment You may add applicable comments as None

OL-29665-03
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Chapter 4 Troubleshooting

Overview

This chapter describes the troubleshooting procedures for the OptoStar II network
management system (NMS).

Qualified Personnel

Only appropriately qualified and skilled personnel should attempt to install and
operate this software. Otherwise, equipment damage may occur.

In This Chapter

Topic See Page

General Troubleshooting Information 4-2
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General Troubleshooting Information

Error 1

This troubleshooting information describes the most common errors and gives

typical troubleshooting procedures.

The installation order of IIS and .NET Framework
Error Description

Microsoft .Net Framework 4.0 must be installed after the installation of IIS.

Otherwise the asp.net interface cannot be resolved properly. If Microsoft .Net

Framework 4.0 has been installed before the installation of IIS, please follow the

instructions below (taking Windows 7 as an example):

Troubleshooting
1. Click Start -> All Programs -> Accessories -> right click Command prompt,

and then select Run as administrator.

f= Windows Fax and Scan
Windows Media Player
f'_.j Windows Update
& KPS Viewer

| Accessories

Calculator
EX Command Prompt | |

B Connecttoa Open

Adrministrator

Documents

1 Getting 5tart||@|

Run as administrator |

| Notepad Open file location

&l Pai

e Pin to Taskbar
%31 Remote Desk

— Pin to Start Menu
i3] Run

'_, Sound Recor
@ Sync Center

Al Windows Exp Send to
= wordPad o

) Ease of Acce c

. System Tool e
1 Windows Pof Delete

Rename
1  Back

Properties

Restore previous versions

| Search programs Ng THes =

Printers

| 2NUT down L2 1 a

= ol

4-2
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General Troubleshooting Information, Continued

e For 32-bit system, enter
C:\ Windows\ Microsoft. NET\ Framework\ v4.0.30319\ aspnet_regiis.exe
-i, and press the return key to confirm;

e For 64-bit system, enter
C:\ Windows\ Microsoft. NET\ Framework64\ v4.0.30319\ aspnet_regiis.ex
e -i, and press the return key to confirm;
Take 64-bit system as an example as illustrated below:

-
B8 Administrator: C:\Windows\system32\cmd.exe |££Ii:—hj

Microsoft Windows [Wersion 6.1.76881
Copyright <c? 208% Microsoft Corporation. All rights reserved.

m| »

- : \_Users\ﬂc_lmin istrator>GCistindowssMicrosoft .NET“Framevorko4 w4.8.3031 2 \aspnet_re

Finished installing ASP.NET <4.8.30831%)>.

C:~UserssAdministrator’>_

Continued on next page
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General Troubleshooting Information, Continued

Error 2

User “NT AUTHORITY\NETWORK SERVICE” login failed.
Error Description

See the screenshot below.

& Can ot open database —

Server Error in '/' Application. =

Can not open the database "web_nms_db". Login failed.
User 'WT AUTHORITY\NETWORK SERVICE' login failed.

Descripthon: An unhandied extpoon cecumed Juring e execuBon of Mhe CUMENE wed requast Pleass review Tie $28¢K ACE Tof MOrE INTNMANCH BB The &ITHF 8nd Whers It 00gINled in The £ode.

Exception Delails: Cian sk cpaeer Bym cabaliane “wisty_jui_dl Legin Baibed

s .
User NT AUTHORITYSE TWORK SERVICE login faled,

Sowrce Error:

£ the currest web requeat, mation regarding the o :ation of the exsept

[5qifxeept von (0xB0131904): Can mot_open the database “web_nms_db”. Login failed. User "NT AUTHORTTY\NFTWORK SCRVTICE® Togin fasled. ]
System. Data.SqiCTient. qzlmtmnnwnnmnmn nnrrrm‘(?ﬂr!remﬂm exception, Boalean breakConnection) 46359872
Systen. Data. 5glC]ient. TdsParser. ThrowExceptionandwarning() +4
dsParser. Run(Runiehavior runbehavior, bn'l{_omland emdiandler, Sqibatasieader datastream, bBulkCopySimpleResultset bulktopyiiandler, TdsParserStateObiec
IInternalConnect 1onTds . Completelogin(Buolean enlistOK) +53
Sysl.uv.DnLa. -5g]In ‘.E’nﬂ|cl}llrl!‘.llUIITI’!-LWIH’KIFQITD\‘GI’ erverInfo serverInfo, String newPassword, Boolean 1edr| eLledL:er' t Sg1Cunnection t, Sgic

en. Data. Rq}r1||-nt SqlTnternalConnectianTds . openl nqmrnlnt SqlCannection owningifiject, TimeautTimer fimeaut, Sqlcon onString connectionOptions, String newbassword
System.Data. 5alClient. SalInternalConnectionTds. . ctor (DbCannectionPoalldentity identity, SalConnectionString :enuecuempnons. Object providerInfo, stnng newPassword, S
Sy3t o, DRTh. SHICTAENT, S41CORRELT] GRF A Tory. CroRt ECORNETE ONLDCCOANEELI ONDBT I AE SOEIGNd s ODJECE D9 1BROMPLOVIACRTnFD, DECARNECEIoNPIoN | ection cwninglonnectio
System, Data. ProviderBase, DbConnectionFactory. CreatePoaledConnection(Dbtonnection cwninglonnection, DbConnectionfoc] pool, DbCannectiortptions oph'ans} g
System, Data.ProviderBase. DblonnectionPoul.Createlbyect (DbConnection owningObject) «6412278
System, Data. ProviderBase. BbConne EronPon] . UserCe et ellegquest (DbCanmnes rie et 78
System, Data.ProviderBase, DhConnectionPoal. r.-trmnrrtmn;nbrmnn—nm mmnonh_;rnj 421054
System. Data. Frwﬂ:!rlsue Db . GetL Db Nt
System. Data. Provider Do edu i fan{ D6 00 GUTErConnECtIon, Db(_onﬂect1onl-lctory connecticnFactory) +5415800
5ys|.m. Dats.SgiC] |eﬂt SHICuﬂnﬂ.l |un.°Bu|l)

wre Daba. Ent 11yC 1 iemt. Ent s EyConnmct van. n;.-.m srefonnect ionTf (Bonlean openCandition, DbConnection storeConnectionTolpen, DbConmection origsnalConnection, String excepti

[EntityLxception: The um:erlwmp Ercwld:r failed an Open.]
System Data EntityClient.Entit .Dpenstorel i Boolean openCondition, Dblomnection storeConnectionTolpen, DbConnection originallonnection, String excepti
System, Data. Entityc] l:!ll..kn\|K9\‘-uﬂn=tlwn-W¢|r() +142
Systew, Data.Objects, ObjectContext. EAI}HI’KWH!L{IWIL%
System. Data.0bjects. Objectquery 1.GetResults(bullanie 1 fm-hlrrprnpt‘nn V65
rem. Data.Ohjects, Objectiuery’ 1. System. Callections. Generic. IEnumerahlesTs . GetPnumeratar () +47
Systen, Ling. Enumerahle. 5ingle0rDefault{1Enunerable 1 source, Func 2 predicate) +106
Networ k¥ anagenentSysten. web. Core. Provider  MenbershipProviderEx. validatelser (5tring usernane, String passward) +226
Networ kManagesent Sys tem, Webn, Controllers. AccountControl ler, Login{loginMode] model, Strang returnlrl} +16
Tnabds_method{Clicturs , ControllacEase . Ohyect[] 3 <17
System, web.Muc. ReflectrdactinnDescriptor. rwrmrzrammnnrnnnn controllerContext, Thictionary'? parameters) +26!

System. web, Muc. Controller. ontr o1|ertmtuct cumroqurcun(Ext ActionDescriptor actionDescriptor, IDictionary'? parameters) =38
System. web. Mve. Async, ._.c_u-sn'lm.!uslz i k o A1) +, w
System, Web, Mve, Asyme, <o D mlu:w. e inknvokeact wmelhoﬁﬁlllhl— Trersab_350) rus
Tom i Lk P 1 ax s A A e i ) o e Tk 4BFY <0840
L4 >

Continued on next page
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General Troubleshooting Information, Continued

Troubleshooting

1. Start SQL Server Management Studio on the machine installed with SQL
Server 2008, and connect to the database with Windows identity.
2. When logged in, point to Security -> Login in the left list, and right-click to

select New.

File Edit View Tools
_A_vaQuery I:Ej I:'f;q [ﬁ ;

=

Window Commul

i

Object Explorer
Connect~ | 37 &3

-« 0 X

5

3 Databases

= LB PC201308121801\SQLEXPRESS (SQL Serv

= 3 Security
=] Login:

Iy #| Mew Login...
&, # Filter r
B Start PowerShell
AN
= N Reports »
& P Refresh
& s

A Server Roles
[ Credentials
3 Server Objecis
3 Replication
[3 Management

1 | 1]

Ready
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General Troubleshooting Information, Continued

3. Inthe Login - New dialog box, enter “NT AUTHORITY\NETWORK
SERVICE” as shown below:

D login-New
Select a page ;S Teript v L:j Help
27 General
2 Server Roles
 Vser Mappine Login nane: HT AUTHORTTY'\NETYORE SERVICE
E :
i Secur <blaz @ Windows suthentication
4 Status 2
= () SAL Server suthentication
H
u -
() Mapped to certificate
i () Mapped to asymmetrie key
H
[T Map to Credentisl
Mapped Credentials Credential Provider
|Connection
Server:
FC201308121501 \SQLEXPEESS
Connection:
sa
| @7 View conmection properties
Progress
Ready
I Default database: [master =)
e o [Cdefatr> -]
[ 0K ] I Cancel
— = =

Continued on next page
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General Troubleshooting Information, Continued

4. On the User Mapping page, check web_nms_db and db_owner as shown
below:
T Login - New - o |

Select a page S Seript v m Help

27 General

Server Roles

Users mapped to this login:
Map Databaze User Default Schema

master

2 Securables

2 Status

model

msdb
tempdb
| web_nnz_db HT AUTHORTTY\WETHORE SERVICE E] |

)

Guest account enabled for! web_nnz_db

. Database role membership for: web_mms_db
Connection

[] db_accessadnin
[ db_backupoperator
[] db_datareader
e [] db_datawri ter
FCZ01306121801 Admi ni strator [T] db_ddladnin

[ db_denydatareader
%) View connection properties [] db_denydatawriter

Server!
PC201308121801 \SALEXFRESS

[ db_securityadnin
Progress public

Ready

l O ] l Cancel

e 4

5. Click OK.

Additional Assistance

If you need additional assistance, telephone one of our customer support or your
local service center. See Customer Support Information (on page 5-1) for more
details.
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Chapter 5 Customer Support Information

Overview

This chapter contains information on obtaining product support.

In This Chapter

Topic Page
Obtaining Product Support 5-2
Return for Repairing 5-4
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Obtaining Product Support

IE...

THEN...

you have general questions about this
product

Contact your distributor or sales agent
for product information or refer to
product data sheets on
WWW.cisco.com.

you have technical questions about this
product

Call the nearest Technical Service
center or Cisco office.

you have customer service questions or
need a return material authorization
(RMA) number

Call the nearest Customer Service
center or Cisco office.

Support Telephone Numbers

This table lists the Technical Support and Customer Service numbers for your area.

Region Centers

Telephone and Fax Numbers

North America
United States

Atlanta, Georgia |For Technical Support, call:
Toll-free: 1-800-722-2009

Local: 678-277-1120
For Customer Service, call:
Toll-free: 1-800-722-2009
Local: 678-277-1120
Fax: 770-236-5477

E-mail: customer-service@cisco.com

(Press 2 at the prompt)

(Press 3 at the prompt)

Europe,
Middle East,
Africa

Belgium

For Technical Support, call:

Telephone: 32-56-445-197 or 32-56-445-155
Fax: 32-56-445-061

For Customer Service, call:

Telephone: 32-56-445-444

Fax: 32-56-445-051

E-mail: service-elc@cisco.com

Japan Japan

Telephone: 82-2-3429-8800
Fax: 82-2-3452-9748

E-mail: songk@cisco.com

Customer Support Information

Continued on next page
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Obtaining Product Support, Continued

Region Centers Telephone and Fax Numbers

Korea Korea Telephone: 82-2-3429-8800
Fax: 82-2-3452-9748

E-mail: songk@cisco.com

China (mainland) |China Telephone: 86-21-2401-4433
Fax: 86-21-2401-4455

E-mail: repaircentercn@external.cisco.com

All other Hong Kong Telephone: 852-2588-4746
Asia-Pacific Fax: 852-2588-3139

countries &

Australia E-mail: support.apr@sciatl.com
Brazil Brazil Telephone: 11-55-08-9999

Fax: 11-55-08-9998

E-mail: fattinl@cisco.com or
ecavalhe@cisco.com

Mexico, Mexico For Technical Support, call:
Central America, Telephone: 52-3515152599
Caribbean

Fax: 52-3515152599

For Customer Service, call:
Telephone: 52-55-50-81-8425
Fax: 52-55-52-61-0893

All other Argentina For Technical Support, call:
Latin America Telephone: 54-23-20-403340 ext 109
countries

Fax: 54-23-20-403340 ext 103
For Customer Service, call:
Telephone: 770-236-5662
Fax: 770-236-5888

E-mail: keillov@cisco.com
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Return for Repairing

Introduction

Before returning your product, you must obtain a Return Material Authorization
(RMA) number. Call the nearest Customer Service center and follow their
instructions.

Procedures of returning your product to Cisco for repairing;:
e Obtain RMA number and mailing address
e Package and mail the product to be repaired

Obtain RMA number and mailing address
Before return your products, you must obtain a RMA number.

RMA number is valid for 60 days. If your RMA number expires, you must call your
customer service representative to update it before returning your equipment. You
can return your product after updating the RMA number. Otherwise, your RMA
application may be postponed.

Follow the procedures below to obtain your RMA number and mailing address:

1. Contact your customer service representative to apply for a new RMA number,
or update an existing RMA number. Obtain customer service numbers for your
area in Obtaining Product Support (on Page 5-2).

2. Provide the following information to your customer service representative:

e Company name, contact person, telephone number, e-mail address and fax
number.

e Product name, model, part number, SN (if any)

e Number of returned products

e Return reason and Repairing/Maintenance Permissions

e Any related service detail

3. When your customer service representative sends a RMA number to you, you
will be required to fill in a purchase order or make advance payment to cover
estimated repair costs.

Note: Users who pay by credit card or cash will receive a proforma invoice after
the repair work is completed, which lists breakdown of repair costs.

Within 15 days upon your receipt of the proforma invoice, the customer service
center must receive a purchase order number. During the warranty period,
product subject to destruction, misuse, modification, or no problems found
would generate costs. The product with additional generated costs will not be
returned to the customer until valid /O number is received.

Continued on next page
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Return for Repairing, Continued

4. Users can confirm receipt of the RMA number via e-mail or fax. The RMA will
list details such as RMA number, verified products to be returned and number
of returned products, mailing address and RMA clauses.

Note: Also, users can obtain and complete a RMA application form, and send it
to customer service representative via fax, or
e-mail: repaircentercn@external.cisco.com

Packaging and Mailing
Follow the steps below to package and return your product to Cisco.

Do you have the original packaging boxes and packaging materials?

¢ Yes: use the original packaging boxes and packaging materials to package your
product

e No: use sturdy corrugated cardboard box meeting transportation requirements to
package your product, and fill with packing materials.

Important: Users are responsible for safely mailing products to Cisco without any
damage. Products with damage caused during transportation and due to improper
packaging will be refused and returned to the user. In such case, the costs will be
borne by the user.

Note: Do not return any power cable, accessory cable, or other accessories. Your
customer service representative will provide specific instructions on how to order
and replace any power cable, accessory cable, or other accessories.
Please fill in the following information on the external surface of the shipping box:
e RMA number
e User name
e Full address of the user
e Telephone number of the user
e '"Attention: Factory Service”
Important: RMA number must be clearly marked on all returned products,
packaging boxes, and accompanying documents. If the RMA number received by the

factory service department is illegible, the RMA handling procedures will be delayed.
The recipient for all returned products must be “Factory Services”.

Returned products must be mailed to the address specified on the confirmation
email or fax sent by the customer service representative.

Continued on next page
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Return for Repairing, Continued

Note: Cisco does not accept Freight Collect. Make sure that you choose freight
prepaid method and purchase transportation insurance. The user should bear both
freights to Cisco and all related import and export tariffs for any returned product,
whether it’s within the warranty period or not. For the product within the warranty
period, Cisco will pay the freight when shipping repaired product to the user.

International Transportation: Fill in Cisco as International Transport Recipient, and
state the notified party on the wayhbill as "international freight transport clearance
contact”.

Upon delivery of the equipment with complete RMA number, the receiving
department will notify the user via fax or e-mail, and confirm the received products
and the quantity. Please carefully check the confirmation letter to ensure that the
products and the quantity received by Cisco are consistent with your shipment
information.
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