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What’s New In Cisco Domain Protection
Cisco is always working to improve the Cisco Domain Protection product, from fixing issues to 
improving existing features to adding new features. 

The following release versions explains the feature changes in Cisco Domain Protection, as well as 
documentation updates not necessarily related to product features.

• December 2019 Release Updates, page 1

• November 2019 Release Updates, page 2

• October 2019 Release Updates, page 2

December 2019 Release Updates
This December 2019 release has the following documentation improvements:

• Product style sheets (CSS) incorporated some fixes as a part of an infrastructure upgrade, so dialog
box title text now contrasts with the background and is easier to read. Screen shots in this document
have been updated.
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  Related Documentation
November 2019 Release Updates
This November 2019 release has the following documentation improvements:

• The following high-level section are included:

– Email Standards

– Getting to Reject (DMARC)

– Monitoring your Outgoing Email Ecosystem once Get to Reject.

• Understanding identifier alignment. For more information, see "Understanding Identifier 
Alignment" section of the user guide.

• How to whitelist alerts. For more information, see "Whitelist Alerts" section of the user guide.

• SPF record length. For more information, see "SPF Record Length" section of the user guide.

• Threat feeds. For more information, see "Threat Feed" section of the user guide.

October 2019 Release Updates
This October 2019 release has the following documentation improvements:

• The following section has been updated in the User Accounts:

– Updates on URLs to access Cisco Domain Protection cloud service.

– End-users do not have permisssions to modify user accounts on the Cisco Domain Protection 
cloud service.

For more information, see "User Accounts" chapter of the user guide.

• DKIM Management and Hosting

Cisco added the capability to host DKIM records. Cisco Domain Protection can now manage DKIM 
records hosted by Cisco. The DKIM management in Cisco Domain Protection can discover existing 
DKIM keys used for domains. Cisco can now host all DNS records relating to DMARC, SPF, and 
DKIM. For more information, see "Host Your DKIM Records" section of the user guide.

Related Documentation 

Documentation For 
Cisco Email Security Products Location 

Cisco Domain Protection https://www.cisco.com/c/dam/en/us/td/docs/security/phishing_
protection-and-domain_protection/dp_user_guide.pdf

Cisco Advanced Phishing Protection https://www.cisco.com/c/dam/en/us/td/docs/security/phishing_
protection-and-domain_protection/app_user_guide.pdf
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  Service and Support
Service and Support

Note To get support for virtual appliances, have your Virtual License Number (VLN) number ready when you 
call Cisco TAC. 

Cisco TAC: http://www.cisco.com/en/US/support/tsd_cisco_worldwide_contacts.html 

Support Site for legacy IronPort: http://www.cisco.com/web/services/acquisitions/ironport.html 

For non-critical issues, you can also access customer support from the appliance. For instructions, see 
the User Guide or online help. 

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of 
Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their respective owners. The 
use of the word partner does not imply a partnership relationship between Cisco and any other company. (1110R)

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone numbers. Any 
examples, command display output, network topology diagrams, and other figures included in the document are shown for illustrative purposes only. 
Any use of actual IP addresses or phone numbers in illustrative content is unintentional and coincidental.
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