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Preface

The Cisco Service Path Analyzer System Administration Guide provides system administrators with the
information needed to configure and set up user accounts as well as reconfigure, upgrade, adminis
maintain, and troubleshoot the Cisco Service Path Analyzer, once system installation has been 
performed.

For information about installing and connecting Cisco Service Path Analyzer appliances, see theCisco 
Application Deployment Engine 1010 and 2120 Appliance Hardware Installation Guide or the Cisco 
Application Deployment Engine 2130 and 2140 Appliance Hardware Installation Guide.

Overview of Cisco Service Path Analyzer
The Cisco Service Path Analyzer (hereafter referred to as Path Analyzer) enhances your current network
management solution by adding the ability to identify, diagnose, and quickly resolve routing problems
thereby increasing the reliability and performance of your network.

Popular network management solutions model the physical infrastructure of a network for incidental 
events and faults, such as a disconnected cable or damaged power supply. The Path Analyzer delive
new level of proactive maintenance by monitoring the IP level of the network for events and faults
remain undetected by existing network management systems.

Audience
This guide is intended for the Path Analyzer System Administrator who is responsible for configu
maintaining, and troubleshooting a Path Analyzer installation. 
ix
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Organization

Chapter Number Chapter Title Description

Chapter 1 Administering the 
Cisco Service Path 
Analyzer

Outlines the sequence of steps involved in 
setting up a Path Analyzer system, from initial 
configuration to troubleshooting. Links to 
each section are provided.

Chapter 2 Preparing for Initial 
Configuration

Setting up the administrative environment 
(hardware and software) before initial system 
configuration. A task checklist is provided.

Chapter 3 Configuring the 
Cisco Service Path 
Analyzer Server

Using the Configuration Tool to configure IP 
interfaces on the Path Analyzer Servers and 
Listeners. Using the Path Analyzer 
Management Console to perform additional 
configuration tasks.

Chapter 4 Installing the 
Management 
Console and 
Upgrading Your 
Cisco Service Path 
Analyzer System

Installing, starting, and logging into the Path 
Analyzer Management Console. Upgrading 
procedures for software and Listeners.

Chapter 5 Configuring 
Domains for Your 
Enterprise

Setting up autonomous systems and routing 
domains, naming routers and providing route 
identifiers, managing static routes and 
next-hop resolution, managing associated 
administrative tasks.

Chapter 6 Configuring 
Listeners and 
Collectors

Adding Listeners, configuring logical 
connections between the Path Analyzer 
Server and Listeners, and configuring 
connections between Collectors and router 
interfaces. Viewing Server, Listener, and 
Collector statistics. Removing Path Analyzer 
appliances.

Chapter 7 Setting Up and 
Maintaining User 
Accounts

Viewing, adding, changing and removing user 
accounts.

Chapter 8 Exporting Alarm 
Triggers

Exporting alarm triggers from the Alarm 
Monitor to an SNMP agent or a syslog host.

Chapter 9 XML Configuration 
Files

Modify the Path Analyzer configuration using 
XML instead of the Management Console. 
Importing and exporting XML files.

Chapter 10 Maintaining Your 
Path Analyzer 
Database

Exporting and purging the Path Analyzer 
database for optimal data storage and system 
performance.

Chapter 11 System Diagnostics 
and Troubleshooting

Tips for diagnosing and troubleshooting your 
Path Analyzer system.
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