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			Challenge: Growing IT demands such as new network technologies, regulatory compliance, and mission-critical services must be met with increased efficiency and a low incidence of errors 

			Demand: New Network Technologies 

			Today 85% of network problems are due to changes, 60% of network outages are due to human error, and 47% of changes are not accounted for or authorized. There is an increasing need to maintain and/or change the network due to complex features such as QoS.

			Additionally, Gartner cites that approximately 70% of the total cost of ownership of a new network solution lies in IT operations. 

			The processes of service asset configuration, management, release, and deployment may not be mature enough for effective use of automation.

			Demand: Regulatory Compliance 

			Pressure is growing to meet a variety of regulatory compliance standards or governance mandates 

			Leading industry practices and Cisco recommendations for optimized availability and network performance are not implemented in a timely fashion.

			Demand: Mission-Critical Services 

			Growing demand for new services and applications is driving new areas of exposure. This feature-rich network requires more expertise, increased productivity, and workflow control.

			

			Cisco Compliance Management and Configuration Service meets these challenges by providing increased efficiency and accuracy

			Solutions for New Network Technologies 

			Cisco CMCS helps you achieve and maintain a high level of tool-based process automation, allowing you to automatically provision while specifying required approvals based on user, activity, and/or device. This also helps prepare the operations necessary to support or smoothly transition a new solution or network technology.

			With technologies such as user dashboard summaries to provide flexible reporting and notification schemes, you will be prepared to support cost-effective day-by-day network operations .

			Solutions for Regulatory Compliance 

			Cisco CMCS helps you identify when configurations and software images do not comply with best practices corporate policy or various regulatory compliance standards. 

			Configuration lifecycle management helps to control compliance and workflow while tracking baseline policy details.

			Solutions for Mission-Critical Services 

			Cisco CMCS combines both manual and automated activities for templates and for modeling complex projects. Workflow provides support to operations and simplifies the complete lifecycle with features such as track, control, and automate. These capabilities give you the ability to provision, monitor, and maintain mission-critical services.

			

			Cisco Compliance Management and Configuration Service Options

			CMCS–Operations Manager (OM) Standard 

			The OM Standard offer includes Compliance Management Service (CMS) Appliance software, CMS Appliance software updates, and access to best practices already included in CMCS.

			You will also receive personalized support from a Cisco Operations Manager (OM) which includes:

			
					•	Case and escalation support

					•	Standard status reporting

					•	Standard periodic reviews

					•	Instructional sessions

					•	Standard operational support and analysis

					•	Standard change management support

			

			Standard status reports include:

			
					•	Creation of standardized operations reports which are emailed to the customer once per week.

			

			These weekly reports include the following:

			
					•	Configuration Change Report 

					•	End of Life Hardware Status Report 

					•	End of Life Module Status Report 

					•	End of Life Software Status Report

					•	End of Life Status Summary Report

					•	Device Contract Summary Report 

					•	Device Module Contract Summary Report

					•	Contract Summary Report

					•	Additional Compliance and Audit Summary Reports as applicable to the customer

			

			You will receive a monthly operational review of data from the CMS Appliance deployed on the customer premises:

			
					•	Summary of change management activities on the network

					•	Summary of configuration management activities on the network

			

			CMCS–OM Enhanced

			The OM Enhanced offer Includes CMS Appliance software, CMS Appliance software updates, and access to Cisco intellectual capital.

			You will receive personalized support from a Cisco OM which includes everything offered at the Standard Level of service plus the following additional deliverables:

			
					•	Enhanced Status Reporting

					•	Enhanced Periodic Reviews

					•	Enhanced Change Management support

			

			

			CMCS–OM Comprehensive

			The OM Comprehensive offer includes CMS Appliance software, CMS Appliance software updates, and access to Cisco Intellectual Capital.

			You will receive personalized support from a Cisco OM, which includes everything offered at the Enhanced Level of service plus the following additional deliverables:

			
					•	Comprehensive Status Reporting

					•	Comprehensive Operational Support and Analysis

					•	Comprehensive Change Management support

			

			

			

			Summary of Optional CE Service Levels for CMCS

			CMCS–Optional Customer Engineer (CE) Enhanced 

			Includes a designated Cisco CE providing support for:

			
					•	Engineering support on the CMS Appliance

					•	Monthly operations reviews

					•	Instructional sessions

					•	Engineering recommendations on network elements

					•	Compliance and configuration support 

					•	Policy management

			

			

			CMCS–Optional CE Comprehensive 

			Includes a designated CE providing support for:

			
					•	All Enhanced Level deliverables

					•	Comprehensive focus and additional support on the customer’s compliance, configuration, and change management needs 

					•	After-hours Cell Team support during customer-defined maintenance windows

			

			

			

			Enabling Compliance Management and Configuration Service

			The CMS Appliance deploys on the customer’s premises, enabling the Cisco RMS Compliance Management Service to communicate with the Cisco data center for policy, rules, and other Cisco-proprietary intellectual capital. Activating Cisco RMS Compliance Management Service typically requires the CMS Appliance to be placed at a customer hub or headquarter location. At the customer’s request, the updates can be delivered without constant connection to the Cisco data center.

			Availability and Ordering

			Services are available globally. Service delivery details may vary by region.

			Supported Devices

			Devices covered by Cisco Compliance Management and Configuration Service include Foundation devices including Cisco routers and switches, which cover the following operating systems:

			
					•	IOS

					•	CatOS

					•	IOS XR

					•	IOS XE

					•	Cisco Nexus™ OS

					•	PIX/ASA

					•	WLC

					•	Starent (ASR 5K)
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