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Agility is Its Strength Destructive if Modi�ed

40%     user
penetration 

Combination Attacks Evade Point Solutions 
In the �rst half of 2015, malicious actors demonstrated an elevated level of attack sophistication that leveraged agility, destruction, 
adaptability, and speed to achieve their objectives. Angler, Rombertik, Adware MultiPlug, and Dridex are the top four most well-known 
examples of how these combination attacks evade detection, in�ltrate defenses, and destroy systems. 

The security industry needs to move toward an integrated threat defense to keep pace with 
combination attacks. To learn more, download the 2015 Midyear Security Report.

www.cisco.com/go/msr2015

Cisco 2015 
Midyear Security Report
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